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1 Overview

Thank you for purchasing the FULL GIGABIT LIGHT MANAGEMENT
SWITCH full Gigabit light management switch. The FULL GIGABIT LIGHT
MANAGEMENT SWITCH provides 16/24 10/100/1000M adaptive RJ45
ports and 2 shared SFP ports, supporting automatic switchover between
Gigabit electrical interface and Gigabit SFP module optical interface. You
can extend the network from 100 meters to over 80 km as required. The
FULL GIGABIT LIGHT MANAGEMENT SWITCH supports the
management in Web or SNMP mode, and provides such intelligent
configurations as port management, VLAN, Trunk, QoS, static MAC
address table, 802.1X authentication, Rapid Spanning Tree Protocol
(RSTP), IGMP Snooping, port security and port traffic statistics. Boasting
powerful functions and easy operation, it is the best choice for Internet bar,

medium/small enterprises and intelligent community network.

1.1 Features

® In accordance with the IEEE802.3, IEEE802.3u, IEEE802.3ab and
IEEE802.3z Ethernet standards.

4-



ight Management Switch User Guide)

Providing 16/24 10/100/1000 Mbps adaptive RJ45 ports, and
supporting automatic identifying of parallel/cross-connected lines

(Auto MDI/MDIX).

Providing 2 shared SFP interfaces, and supporting automatic
switchover between Gigabit electrical interface and Gigabit SFP

optical interface.

Supporting IEEE802.3x full-duplex flow control and half-duplex

backpressure flow control.

Adopting the storage-transfer structure and integrating the 8K

MAC address table, to fully cater diversified applications.

Providing backplane bandwidth up to 32/48 Gbps, and supporting

non-blocking line speed transfer.

Supporting up to 16/24 groups of part-based VLANS; supporting up
to 128 groups of Tag VLANSs based on IEEE 802.1Q, with VLAN ID

ranging 1 ~ 4094.

Supporting IEEE 802.3ad port trunk function and providing 8 trunk

groups, each of which can contain up to 8/12 port members.

Supporting up to 128 static MAC address tables.
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Supporting the QoS function, and providing the mapping mode
based on the port, IEEE802.1p and TOS priorities and the

automatic control for the transfer queue based on 4 priorities.

Controlling the security of the port access, and supporting the

control over port MAC address filtering, binding and aging.

Supporting intelligent control over broadcast storm, and providing

setting options for broadcast type and broadcast control.
Supporting the port mirroring function.
Supporting the 802.1X authentication function.

Supporting the 802.1W RSTP, and being compatible with the
802.1D Spanning Tree Protocol (STP).

Supporting the IGMP Snooping function.

Setting the switch IP address with the specified IP address mode

or through the automatic obtainment by the DHCP client.
Supporting the Web management.
Supporting the SNMP management.

Supporting the upgrade of switch software and backup and

restoration of switch configuration files.

Supporting the line diagnosis function.
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® Supporting the traffic statistics function, and dynamically displaying

the packet receiving-transfer at the port.

® Equipped with built-in switching power supply; adopting 1U steel

chassis for standard 19-inch rack.

1.2 Packing List

Carefully open the package, and then check whether the following articles

are contained:
1. Full Gigabit light management switch: 1
2. Power cable: 1
3. L-shape supports: 2; matched screws: 8
4. Rubber footpads: 4
5.  User manual: 1

6. Warranty card: 1
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2 Hardware Installation

2.1 Front Panel

The front panel of the FULL GIGABIT LIGHT MANAGEMENT SWITCH
comprises the network ports, status indicators and Reset button, as

shown below.

‘.;n Managesunt

Front Panel of TELSEY FULL GIGABIT LIGHT MANAGEMENT SWITCH

. e gt Managesant
Tenda \G—
——— o C .

Front Panel of FULL GIGABIT LIGHT MANAGEMENT SWITCH

Status indicators:

Each port provides 1 LINK/ACT (connection/transmission) and 1 1000
Mbps (rate) status indicators. The SFP interface shares the same
indicator group (that is, 1 LINK/ACT (connection/transmission) and 1 1000
Mbps (rate) status indicators) with the Gigabit RJ45 port. In addition, there
are 1 SYS status indicators and 1 POWER status indicator.

By use of such green LED indicators, you can know the working status of
the switch. The following table describes the meanings of such indicators.
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Indicator Name Description
Always | After the switch is connected with the power
on supply, this indicator is always on.
Power If this indicator is off, you need to check whether
Off the AC power supply is normally connected with
the switch.
After a device is connected to a port of the
switch, the LINK/ACT indicator of this port is on.
Always o .
If only the LINK/ACT indicator is on but all of the
on
other indicators are off, the connection rate of
Link/Act this port is 10/100 Mbps.
) When a port is receiving/transmitting data, the
Flashing ) o
corresponding LINK/ACT indicator flashes.
off There is no connection at the corresponding
port.
After a device at 1000 Mbps is connected to a
Always . -
port of the switch, the 1000 Mbps indicator of
on
1000 this port is on.
Mbps If a port has no connection or its connection is
Off not at 1000 Mbps, the 1000 Mbps indicator of
this port is off.
Always o o .
It indicates that the switch is normally running.
on
) It indicates that the switch is restoring the default
SYS Flashing .
settings.
off It indicates that the switch is in startup and
initialization process.
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Status of the port
indicators  during | Off — flashing for 1 s — off — corresponding port

power-on self-test | status

of switch

When the SFP optical interface is in use, the 1000 Mbps indicator and
Link/Act indicator get on at the same time, and then the SFP interface

indicator gets on at the end of negotiation.

Reset button: Located at the lower left corner of the front panel it is used

to clear the current settings of the switch and restore the default ones.

Caution !

How to use the RESET button:

To restore the default settings, make sure the switch is normally running,
and then press the RESET button until the status of the SYS indicator
changes in this way: Always on — flashing — off. At this time, you can
release this button, and the switch automatically restores the default
settings before delivery. When the SYS indicator gets on again, the switch
restarts with the default settings. Be cautious here, because this operation

is to clear the current settings.

Network ports:
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The network port part comprises totally 16/24 10/100/1000M
adaptive RJ45 ports (Ports 1 ~ 16/24), which supports automatic
identifying of parallel/cross-connected lines (Auto MDI/MDIX).

Gigabit SFP optical module interfaces (shared with the Gigabit
RJ45 port) supports hot-swapping of the SFP optical module and
automatic switchover between Gigabit RJ45 electrical interface

and Gigabit SFP optical interface.

As an optical module interface, the SFP interface cannot support
the optical connection until it is equipped with the specified SFP

(Mini GBIC) optical module.

The optical connection of the SFP module is prior to the network

cable connection of the RJ45 electrical interface.

Upon detection of the SFP optical connection, the switch
immediately interrupts the connection of the RJ45 -electrical
interface, and automatically switches the port connection to the

SFP optical interface.

When the switch works in the SFP optical connection mode, the
RJ45 electrical interface is forcedly isolated. However, upon
detection of optical disconnection, the switch immediately checks
the RJ45 interface, and automatically switches the established port

connection to the RJ45 electrical interface.
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Note: After the switch is powered, the port indicator corresponding to the
optical interface may get on after a while, which is normal. The switch
does not detect the optical connection until the initialization and startup of
internal software system are normally completed. As a result, such port
indicator turns on in about 40 s after power-on. However, if the SFP optical
module is unplugged and then plugged during the normal running of the
switch, detection and switchover can be completed within about 3 s, for

starting optical communication.
Tip !

To extend your network to over 100 meters, you need optical connection.

Please log in to our website www.tenda.com.cn, to get more information

about optical fiber, SFP optical module, and optical network construction.

2.2 Rear Panel

The rear panel provides an AC input socket, as shown below. Use the
delivery-attached power cable to connect the switch with the power supply.
The built-in high-performance switching power supply of the FULL
GIGABIT LIGHT MANAGEMENT SWITCH supports this mains input
range: AC 100 V ~ 240V, 50 Hz ~ 60 HZ.

Rear Panel
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2.3 Environment Requirements

Ethernet LAN is available. Use the network cable to connect the

FULL GIGABIT LIGHT MANAGEMENT SWITCH to such LAN.

A computer supporting the TCP/IP and equipped with browser of a
version higher than Microsoft IE 4.0 or Netscape Navigator4.0 is
available. It is used to set the FULL GIGABIT LIGHT
MANAGEMENT SWITCH switch.

Power supply should be AC100 V ~ 240 V, 50 Hz ~ 60 Hz.

Temperature of the working environment: 0 °C ~ 45 °C. Place the
switch far away from the devices generating heat. A space of at
least 10 cm should be reserved at each side around the switch, for

better heat dissipation.

Environment humidity: 5%-95%, without condensation. Do not

place the switch at the extremely dirty or damp place.

Keep the switch away from strong electric/magnetic field, and keep

it free from vibration, dust and direct irradiation of hard light.
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2.4 Hardware Installation
Installation on platform :

As shown below, paste 4 delivery-attached rubber footpads to 4 flutes at
the switch bottom, and then horizontally place the switch on the solid

platform.

e T g

Horizontal Installation of FULL GIGABIT LIGHT MANAGEMENT SWITCH
( FULL GIGABIT LIGHT MANAGEMENT SWITCH as Example)

Installation in rack:
The FULL GIGABIT LIGHT MANAGEMENT SWITCH structure is suitable

for the 19-inch rack. With L supports, it can be conveniently installed into a

rack with dimensions specified by EIA.

As shown below, use screws to fix 2 delivery-attached L-shape supports
on both sides of the switch, and horizontally insert the switch into a layer

of the rack, and then use screws to fix the switch supports on the rack.
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L-shape Supports of FULL GIGABIT LIGHT MANAGEMENT SWITCH
(FULL GIGABIT LIGHT MANAGEMENT SWITCH as Example)

L4
Fixing FULL GIGABIT LIGHT MANAGEMENT SWITCH on Rack FULL
GIGABIT LIGHT MANAGEMENT SWITCH as Example)

Network connection:

The FULL GIGABIT LIGHT MANAGEMENT SWITCH supports the
10/100/1000 Mbps Ethernet, 10/100 Mbps half/full-duplex mode and 1000
Mbps full-duplex mode. All RJ45 ports support the Auto MDI/MDIX
function. They can be used as ordinary ports or Uplink backbone
cascading ports. You can use any RJ45 port to connect the switch with the
workstation, server or network devices as switch or HUB, without

separated using of cross-connected or straight-through twisted pair.
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The FULL GIGABIT LIGHT MANAGEMENT SWITCH provides 2 shared
SFP optical module interfaces. After the specified Gigabit SFP optical
modules are inserted, these interfaces can support matched optical
fibers/cables for extending the Gigabit network to over 80 km, to go

beyond the limitation of 100 meters of the twisted pair network.

Network transmission media:

For the RJ45 port, you should use Category-5, super Category-5 or
Category-6 unshielded twisted pair (CAT5/CAT5e/CAT6 UTP). Category-6
unshielded twisted pair is recommended to ensure stable data

transmission at 1000 Mbps.

Depending on the wavelength of the SFP optical module to be used, you
should select the proper optical fiber/cable for the corresponding LC

interface.

Caution !

Make sure only one cascading channel exists between switches or
between switch and HUB. Otherwise, loop appears and it may result in

network breakdown.
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3 Configuration

3.1 Fast Login

As the FULL GIGABIT LIGHT MANAGEMENT SWITCH is not equipped
with internal DHCP server, you need to manually configure the IP address
of the computer for login and configuration. The table below lists the

default parameters of the switch.

Parameter Default Value
Default IP address | 192.168.0.1

Default user name | admin

Default password admin

You can log in to the setting window of the switch through following steps:
a. Connect the switch with the computer NIC interface.
b. Power on the switch.

c. Check whether the IP address of the computer is within this
network segment: 192.168.0.xxx  (“xxx” ranges 2 254), for
example, 192.168.0.100. For the IP address setting, refer to

Appendix 3.
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d. Open the browser, and enter hitp://192.168.0.1 and then press

“Enter”. The switch login window appears, as shown below.

Swiich IP: 192.168.0.1

TENDA Light IManagement Ethernet Switch TEG1224T

Usernarae: |admin ‘

Passwrord: |I.I.. |

e. Enter the user name and password (both default user name and

default password are admin), and then click “Apply” to log in to the

switch configuration window.

TEG1224T Light Management Switch

Functon oo

v o Sanrm Conmrod Sparmng Tres
» Posbased AN  Proymaong v Duasantesd Mebcatisen e STR
- B1GVLAN » Fiooa cono + RETF
] MAC Control Svtemn Aibercn
» Comuimutpet e WACFiter » BackupResien » 1OMP Bnioping
- Aman VAN - S MAC TN L —— - 0001
* vecumy - SRV

On the menu bar on the left, there are “Status”, “Port Setting”, “Mirror”,

“VLAN”, “Trunk”, “QoS”, “MAC Address Setting”, “802.1X Setting”, “RSTP
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Setting”, “IGMP Snooping” and “System”. Click any menu item to set the
corresponding function. The detailed setting procedure is to be described

later.

+ Status

+ Port Setting
*+ Mirror
+VLAN

* Trunk Setting Menus
* QoS

+ MAC Address Setting

+ 802.1X Setting

+ RSTP Setting

+ |GMP Snooping

+ System
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* Stalus
+ Port Setting

= Mirtor

+vian

3.2 Status

| van

Famware Varsion |vzn

* Trunk
s DHEP Client | Dissale
+ WAL Rddress Setting I T
4 VLAN Mode | Partvian

BOZ.1X Setling | 1
+ RSTP Selfing 1P Ak | 192 18001
+ KGMP Snooping Subeet Mask |1’3’).‘bb2’:'lll
4 i |

s Gateway | noon

e it o [ bt
e MAC Addioss | D00t 000016
ARL Aging Tine | ana

System: Displaying the current system status of the switch.

Hardware Version: Hardware version of the switch.

Firmware Version: Software version of the switch.

DHCP Client: Status of the DHCP client, “Disable” by default.
IP Address: “192.168.0.1” by default.

Subnet Mask: “255.255.255.0” by default.

Gateway: “0.0.0.0” by default. :

MAC Address: MAC address of the switch.
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® ARL Aging Time: Aging time of the MAC address set, 300 s by
default.

3.3 Port Setting

In this part, you can set the automatic negotiation, rate, duplex and flow
control modes of each port. Totally, 6 working modes are available for a
port: 10 Mbps half-duplex, 10 Mbps full-duplex, 100 Mbps half-duplex, 100
Mbps full-duplex, 1000 Mbps full-duplex and automatic negotiation. By
default, the automatic negotiation mode is adopted. In this mode, upon
switch power-on, each port automatically communicates and negotiates
with its connection object, to determine an optimal working mode. For
other working modes, your manual setting is required, and they should
match the working mode of the connection object or the connection object
is working in the automatic negotiation mode; otherwise, communication
may fail. Flow control is a mechanism in which both ends of the
connection control data flow, to avoid receiver’s buffer overflow. Port

settings affect the port mirroring and Trunk group functions.
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3.3.1 Port

Fort Configuration

Pant | Adirvin At Hagtiate Spaed Duphn Flow Comred
|- Enable Enabie Disatte w
Part Status
+ MAC Addrens Seiting
*+ 02,1 Satting I T I ] I I
| Lk Spasd | Flow Link Spead Flaw
n Spoad Mad P Spasd Mol
+ RSTP Setting ol TR ot | SRR BRI L g o D S B
1| Dowm e Down | Disable | 2 | Down pus: Down Disable
+Systom MNegatiste Sl " | Hegotiate
3 | Dowm eind O | Cisabia | 4 | Down | ™ Down Disatie
Megotiste Negotiate
5 | Down At Owwn | Disable | 6 | Down Peo Down Disable
Negutiate Negulrate
Fak- B Ixternat

Port Configuration: Basic function configurations of the switch, including
port enablement/disablement, port working mode and flow control. The

following part describes the configuration details:

® Port: Selecting the corresponding port number for setting. 16/24

10/100/1000 Mbps Ethernet ports are available for your selection.

® Admin: Enabling or disabling the switch port. If “Disable” is
selected, this port cannot be used. (Caution: Do not disable the

ports unless necessary.)

® Auto Negotiate: Enabling or disabling the auto negotiation function
of the port. (Caution: You must select “Disable” here before setting

“Speed Duplex”.)
22-
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Speed Duplex: Selecting 10 Mbps full-duplex and half-duplex
mode, 100 Mbps full-duplex and half-duplex mode or 1000 Mbps

full-duplex mode for the port.

Flow Control: Supporting the IEEE802.3x full-duplex flow control
and half-duplex backpressure flow control (the switch can
automatically switch the flow control mode depending on the

duplex mode of the port).

Port Status: Listing the current setting status details of all ports, as shown

below.
Link Speed Fl Link Speed FI
Port " Speed Mode L= ow Port " Speed Mode L= o
Status Duplex Control Status Duplex Control
1 Down Aute- Down Enable 2 Down Aute- Down Enable
Megotiate Megatiate
3 Down Aute- Diown Enable 4 Down Aut?— Down Enable
MNegotizte Megotiate
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Port Policer Stuaper Pont Policer Snaper
1 MoUmi NoLimt  w ? Nolime s NoLimA v
3 Noumi HoLimt  » 1 Molims s HoLmn =
+VAN
5 Holimil HoLimdt  » & Holimd = HeLiml =
< Trunk 1 I ] ]
- oos T Nalmil = Holimt  w ] Nolims Nolima =
* NAC Addris Satting 9 Holmn = HoLlimt = 0 NoLime % HoLima
+ BOZ.X Setting
" MoLmil HoLimt 12 NoLime HoLima s
+ RSTP Setting I - &
+ 10mP Snoopeen 13 Momn % Holmt 4 " Nolime Noumn %
+ System 15 Holimii | w Ho Limit W Holime  » [
£ind me = = E
" NaLmn = Holimt = " HoLms HoLmA
" Ko Limit  |» HoLimit 20 HNoLlim# HoLimt
21 Halimn & Holimt  »~ &2 Holimg & Halima &
e @ Tntarnat

Rate Limit Configuration: Limiting the receiving rate of each port, thus
to prevent the user from occupying excessive bandwidth. In this way, the
normal network using by other users and smooth network connection can
be guaranteed. This function is applicable to the Internet bar and

community broadband access applications.

® Port: Selecting the corresponding port number for setting. 16/24
10/100/1000 Mbps ports are available for your selection.

® Policer: Controlling the receiving rate by level. Available rates are:
128 Kbps; 256 Kbps; 384 Kbps; 512 Kbps; 640 Kbps; 768 Kbps;
896 Kbps; 1024 Kbps; 1152 Kbps; 1280 Kbps; 1408 Kbps; 1536
Kbps; 1664 Kbps; 1792 Kbps; 1920 Kbps; 2048 Kbps; 2176 Kbps;

2304 Kbps; 2432 Kbps; 2560 Kbps; 2688 Kbps; 2816 Kbps; 2944
24-
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Kbps; 3072 Kbps; 3200 Kbps; 3328 Kbps; 3456 Kbps; 3584 Kbps;
3712 Kbps; 3840 Kbps; 3968 Kbps; No Limit.

A Caution: If the selected rate is higher than the actual connection rate
of the port, the value displayed on the window is the selected value

instead of the actual one.

Shaper: Displaying the bandwidth control status of all ports, as shown

below.
Port Policer Shaper Port Policer Shaper
1 | Mo Limit | | Mo Limit =] 2 | Mo Limit =] [Mo Limit |
3 | Mo Limit | |MoLimit | 4 |MoLimit | [Mo Limit |
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3.3.3 Storm Control

Storm Control
+ ort Setung
+ Pon —
* Rate Limit EHrsadcast e o Limit
1 Mutic st Rate Mo Limil
* Eulistcs
Flood Rate Mo Limit »

* Mo 1
SV which aach

* Trunk. Hestas: Flood is umanawn unicat

+ Oo%
Rowly

+ MAC Addsess Seiling
+ B021X Sotting

+ RSP Safting

+ IGMP Snocping

* Systom

& D Tatersar

Storm Control: Suppressing the transfer of broadcast packets of the
switch. When different types of broadcast packets reach the
corresponding limit set, the switch automatically discards excessive

packets, thus to ensure stable running of the switch.

& Caution:

1. Broadcast means transmitting packets to all hosts in the network.
Multicast means transmitting packets to a host group in the
network. Unicast means transmitting packets to a specific host in
the network. Unknown unicast (flood) means transmitting the

unicast packets with unknown destination MAC address.
_26-
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2. The switch is unable to totally suppress broadcast packets. Instead,

it can only limit the transmitting rate for broadcast packets.

3.3.4 Statistics

[Ctear] [Renew]

Part TuBytes | T Frames Rx Bytes Rx Frames Tx Enors R Ennors

1 0 [ 0 0 0 ]

? 0 0 0 i 0

3 [ 0 [ n n n
+ MAC Addreas Setling 1 o 0 0 i o o
+ BO2. 18 Seiling x ”

4 [ 0 0 i ] ]
+ RSTP Selting
* IGP Srooping R 5 h L) 3 g 4
*+ Systom ' 0 0 [ 0 il ]

8 0 0 [ i o 0

El [ 0 [ 0 0 o

0 0 0 0 i 0 0
e @ Tuternet

Statistics: Displaying the quantities of the bytes and frames which are
being received/transmitted by all ports currently and the quantities of error

frames received/transmitted by all ports.

® Clear: Clearing all current counting values, that is, clearing the port

statistics data.

® Renew: Re-reading counted values, that is, manually refreshing

current port statistics data.
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3.4 Mirror

Tenda

+ Statum Mirror
+ Port Sating
* Mirror
VL Mirrar Port I
* Trunk I T

- oS
+ A Rddress Sefling Mirtored Port

1 ? ] 1] [ [l |7 ] [ n 1 1

# B0 1K Setling
+ ST Seltog

o |o | |o |o |o |o|o|o |o|o |o

+ Syulem

1 griss e o oy @ miror porl Futy satishies e pubiiy security Separment fo e irsemet bar e
erlurprise 1o o network visi monitornieg demand

2.6 MIMGNA POIS BANTWIER MUSTDE FCe8d i miraesds

JMirmeded pesi and MrOnng DOM £aN NOtDE INE BAME ONE And £an SEroEE VLAN

B Internat

»  The port mirroring function means transfer the packets of one or
more monitored ports to the monitoring port, thus to support the
public security department to monitor the Internet access by the

Internet bar or enterprise.

»  The bandwidth of the monitoring port cannot be smaller than that of

the monitored port.

» If the monitoring port is just the monitored port, the system

automatically ignores this monitored port.
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»  This function supports cross-VLAN monitoring. In other words, if
the monitored port and the monitoring part belong to different

VLAN groups, monitoring is allowed.

Mirror:
® Mirror Port: Selecting a port to serve as the monitoring port.

® Mirrored Port: Selecting one or more ports to be monitored.

3.5 VLAN

To establish secure autonomous broadcast/multicast domains, you can
make switch ports form VLANs. The VLAN technology can be used to
divide a network into multiple network segments, to shrink broadcast
domains. All Ethernet packets, such as unicast, multicast, broadcast and
unknown unicast packets, are to be transferred only within the VLAN. In
addition, VLAN can be used to change the topological structure of the
network, without any movement of network workstations or change of
network connections. You can modify the VLAN setting of a workstation,
to “move” this workstation from a VLAN (VLAN of the Sales Dept.) to
another VLAN (for example, VLAN of the Market Dept.). In this way, the
network nodes can be moved, changed or added in an extremely flexible

and easy way.
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3.5.1 VLAN Mode

VLAN Mode

PoatvLAN & =0z 0vLaN O

| Metmsman yeu chaice one mode, the other mods wil be disabie.
[Festr]

+ MAC Addeews Selling

+ 8021 Setting
+ RSTP Selting
+ 1M Snooping
+ Syatem

o e

Two VLAN modes are available: Port VLAN and 802.1Q VLAN.

® Port VLAN: Clicking this option and then clicking “Apply”, to set the
port VLAN mode.

® 802.1Q VLAN: Clicking this option and then clicking “Apply”, to set
the 802.1Q VLAN mode.
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& Note:

After a VLAN mode is selected, the other mode will be disabled.

3.5.2 Port VLAN

Tenda

Fort VLAN

VAN G 1 -
1 2 1 : 5 3 T [ ] 10 1" 12
] O o &) ] 0|0 ] ] O ]
VLAN Marmtie 1 T T T
1 14 % AL 1 18 9 0 Fil 2 » 24
] 1 o O ] (] O B(E |8 ]
- oS [Rupty
# MAC Address Sefting 2
+ B0 1X Setling VLAN Group
+ HS TP Settog
+ KNP Snooping 7 =
% VLAN Gaoup. WLAN Mot
V(2 ]3[4(5(6|7 8 (99097 [12[13] 14151617 |18 |19 20 0 | B3| n

1 viviviv|iv|viviv|iv|v v ]|v|v|v|v]v|v|v|v|[v]|w]v|v| v

® tniernet

Description of Port VLAN configuration: Port VLAN uses the physical
ports of the switch to distinguish VLANSs.

® VLAN Group: Including all 16/24 ports, 1 by default.

® VLAN Member: Adding the physical ports of the switch to be
included in this VLAN.
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3.5.3 802.1Q VLAN

+ MAC Addrews Selling
+ 8021 Setting

+ RSTP Selting

+ 1M Snooping

+ Syatem

L]

BOZAQ VLAN

VLA t1-4054)
1 |2 |2 ] 5 [ 7 % @ 10 1 LH]
O o o] =] =] =] =] =] ] =] O
12 (14 15 16 17 1@ 19 n i n rel Fl
o (O o O o ia m] o ] O 0O O
Loty |
Each Incaming frame must b 45560 8 VLAN mambarshin and forwarded accoding 16 510 assignad Vi
LFramas ihat aro not discarad an thon SUbKEH 13 M VUAN classieatian
| 2uUntagana ana peioritetagand wames are classifiod 1o a Pod VLAN Iaersfior
| A Tagand wames ars classifiod 1a 10 VID ghon in o Fame's tag
VLAN Group
WO | anm VLAN Pait Mambet Opettion
EE—

Description of 802.1Q VLAN configuration:

In Tag VLAN mode, port VID is used to distinguish VLANs. When data
frames pass the switch, the VID information in their tag header indicates
different VLANs corresponding to them, so the switch determines the

destination ports of such frames according to the current VLAN settings.

® VLAN ID: Including all 16/24 ports, 1 by default. Modification to
attributes of VLAN ID 1 is not allowed.

® Port: Adding the numbers of the ports to be included in this VLAN ID.
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3.5.4 Tag VLAN Configuration

VLA Part Configuration

Pout Poit Tag Inggress Filter P
1 Untagged (=] 1.
2 untagged =] 18
] Untaggen w 1 ¥
* Trunk = % -I-_I =
- QoS 1 Untagged ol 1
+ MAC Addexs Selting 5 Untagged o 1
+ D021 Selting T = T
& Untagged m] 1=
+ RSTP Setting E
+ IGMP Snocping T Untagged -1} k-
+ Systom ] untagged w [m] 1 -
L] Unlagged » o 1
10 Uniaggen = o 1™
i Unlagged =] 14
= © Intersar

Description of 802.1Q VLAN port configuration:

® Port Tag: Setting the Tag attribute for the this port The port Tag
rule specifies the changes to be made upon frame output, that is,
egress rule. The available rules are adding Tag for frame and

removing Tag of frame.

® Ingress Filter: Specifying the ingress filtering rule, which
determines to receive or not receive the Tag messages

inconsistent with the port Pvid.

® Pvid: Setting the VLAN ID of this port.
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Group Pert 1 2|3 |5 |8 |7 |8 |0 040|218 sa|45|16] 7|82

Hormal
Growp 1
anp 2
ap 3
ainp 4
aup 5
aup &

le|g|e|ele @

aup 7

Group 8

Trunk Arithmatic Chalcs Crouree Aggeas

Trunk is used to expand the bandwidth, hot backup and error

tolerance of the inter-switch cascading (Uplink) channel.

All ports which are set as the trunk group members can be used by
the trunk group only and cannot be used for other purposes, even

when they are not being used by the trunk group.

Cross-VLAN trunk group is not supported. In other words, all
members of a trunk group must be within the same VLAN;

otherwise, the trunk function cannot work.

When the trunk group is used for the inter-switch cascading, you

should make sure the cascading port used for connecting with the
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opposite switch is set by the opposite switch into the same trunk

group. In other words, the cascading of multiple ports (trunk

members) must be achieved in the mode of trunk group to trunk

group.

»  Never connect two trunk groups of a switch together or cascade
two switches through two groups of trunk channels, because such
operations result in network loop, which may cause broadcast

storm or even breakdown of the entire network.

3.7 QoS

ROZ1P fag Priority | OGP Defaull Py | Tos Priaiy

1= oW “ Cieable & [ Disazle v

# MAC Address Setiing Apply.

+ BO2.1X Setling
*+ RSTP Sefting
Explanc
e ] 1,10 G5 {Guality Of Service) Saaturd pevidas four inbaenal QULES 19 Supnod o daront classficatians ofame. HIgh briors packet
* Sywtem SFDAME CapArEnE; iy nsidt o twitch
R e e kit o 2700 #wilth can classit Mo Datkats a5 066 1Mhe fur Griantias according th Part 1D, S02 1P oriorsytag and 1P Tos
TENDR>

QoS Status Table

oty Pott Primiy BOLIP g priotity | BOZAR delaull prionity | ToS iy
1 high Disabin 0 | Disabls
B Internet

» Simple QoS functions can be implemented through the

combination of priority mode settings and priority control
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operations. This switch supports packet mapping by 4 priority
levels (low, medium, common, and high) and 3 priority setting

modes.

If “Port Priority” is enabled and high priority is assigned to a
physical port, all packets passing this port are mapped into high
priority. As a result, the switch processes the packets

received/transmitted by this port first.

If “802.1Q tag Priority” is enabled, the switch automatically reads
3-bit priority tag from the packet with VLAN tag. And if such priority
tag indicates a high priority, this packet is mapped into high priority.
In this way, if a port is set with high priority, when the switch gets

faulty, it processes the packets transmitted by this port first.

If “ToS Priority” is enabled, the switch automatically reads 8-bit
ToS tag from the IPv6/IPv4 packet. And if such priority tag
indicates a high priority, this packet is mapped into high priority for

prior processing.

Description of QoS configuration:

Port ID: Selecting the port to be set.
Port Priority: Selecting “low”, “common”, “medium” or “high”.

802.1P tag priority: Enabled or disabled.
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® ToS priority: Enabled or disabled.

QoS Status Table: Displaying the status of all ports.

Port ID Port Priority 802.1P tag priority 802.1P default priority ToS priority
1 high Disahle a Disahle
2 high Disahle o Disahle

3.8 MAC Address Setting

3.8.1 MAC Filter

MAC Filter

MAC Addrass
[_Add Address ]

¥ MAC Addrias Satting | To Torkid cartain ratwork 6auipRONE actasing Tiis divice. |Ust a0@ thair A 1o o Btar st

* Slatic MAC
+ HOZ1X Sefting MAC Filter Table
+ RS 1P Sening
+ IGAS" Snoopang I T
N Seance MAC et ation
+ Systom | 1 1
1 1 s o Dot A1

MAC Filter: The filtered MAC address is to be added into “blacklist” of the
switch. As a result, when this MAC address tries to connect with any port

of the switch, network communication cannot be achieved.
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MAC Address: Entering the MAC address to be filtered.

MAC Filter Table: Listing the MAC addresses filtered, as shown below.
You can click “Delete” on the right to delete the corresponding MAC

address filtered.

NO. Source MAC Operation
1 00-11-22-33-44-55
Dielete All

3.8.2 Static MAC

Static MAC Address
+ Port Setng

* Miror
+ VLN

MAC Address |
= Trunk .
- 0o | Pat | 1 -
+ MAL Bddess Selling AddAddress |

& MAC Filln I,
: 1.To seme network device maintaing & feeed bni, add i1 8 the |81 of Static MAC.
2o allow orib CRE3in network equipment fom & fxed Por Ascess Swilch, just ade Mair MACE bo the [161 of Stalic MAC and Spooin ihe cess

+ il
i DarL and fyOu 0 net WS oTers a¢cess Inis RO a3, you hould 84t the mas leaming funcian of the perl dieabled

+ RSP Salting
+ IGME Snocping Static MAC Address Table

L8 Sounce MAC Portin Opsraion

(LDalxtu A, |

B Isvernar

Static MAC Address: Adding an MAC address to the specified port. The
data transmission of the bound MAC address can be implemented only

through the corresponding port.
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® MAC Address: Entering the MAC address.
® Port ID: Selecting the port to bound with an MAC address.

Static MAC Address Table: Listing the MAC addresses bound, as shown
below. You can click “Delete” on the right to delete the corresponding

MAC address bound.

NO. Source MAC Port ID Operation
1 00-11-22-33-44-55 1
2 13-34-56-78-Ba-be 4

3.9 802.1X Setting

As an authentication protocol, 802.1X provides methods and policies for
authenticating users. It is the port-based authentication policy, for the final
purpose of judging availability of a port. For a port, it “enables" this port
upon successful authentication to allow transmission of all messages; or
“disables” this port upon failed authentication to only allow transmission of

802.1X authentication messages.
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3.9.1 802.1X

2 Sniv 802.1% Configuration
+ Bort Satting

i | 802.1% Fuabled | e 0
« Trunk | ethnns e nnoo
B | FEADIPS LIDA® Port 1812
+ MAC Address Setling & 1
| HADRS Socien
| Reanntweatication Enabled Enatie [
| Femienmication Peried 3800 [1-3600 seconds)
| £ tmoom 30 n - 755 seconds)
gy
S © Toteraat

802.1X Configuration:

® 802.1X Enabled: Enabling or disabling the 802.1X authentication

function.
® RADIUS IP: Setting the IP address of the RADIUS.

® RADIUS UDP Port: Setting the RADIUS UDP port of the switch,
1812 by default.

® RADIUS Secret: Setting this value according to the secret key
corresponding to the RADIUS.

® Reauthentication Enabled: Enabling or disabling the
reauthentication function.
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® Reauthentication Period: Setting the cycle of reauthentication,

3600 s by default (that is, reauthentication is performed every

hour).

® EAP timeout: Setting the timeout time of EAP response, 30 s by
default.

3.9.2 802.1X Port

B02.1% Port Configuration

[ ot | Adivin Stane I ot State
1 Force Authceted & [ 021X dizabled
7 | [ :'.lmn.lnlnc.'cnn ; - [ A7 1% dizablng
3 Force Authorized s BN diableg
4 Force Authorized w0 002 1¥ disabled
5 Force Authoemed % A0 1% disablag
3 -.'-mmmnlncrwrn - 07 1% disableg
T Fore Authorized  w BO1% digablvg
1 Foree Authorzed [ 002 1% disabled
n‘ I [ f‘mmm:mrr:nn - | .nm 3 disablag
w [ Force Authormed (= B0 1% disabled
" Force Authorized 002 1X disabled
1 -"m\'n Aihoeman A7 83 Aisahian

802.1X Port Configuration

® Admin State: Force Authorized; Force Unauthorized; Auto. In
“Forced Authorized” state, the port allows transmission of any
message. In “Forced Unauthorized” state, the port only allows
transmission of authentication messages. In “Auto” state, the port

41-



ight Management Switch User Guide)

allows transmission of certain messages according to

authentication result.

® Port State: 802.1X disabled; Link interrupted; Authorized;

Unauthorized.

® Force Re-authenticate: Clicking the corresponding port to perform

forced reauthentication.

3.10 RSTP Setting

RSTP can be used to create connection links for redundancy backup. You
can change the RST parameters at bridge level. In view of the high
complexity of RSTP algorithm, it is recommended to accept the default
values. RST automatically assigns root bridge or root port, to avoid loop.
However, if modification to RST parameters is necessary, you should

carefully read the related RSTP contents to understand them in advance.
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3.10.1

+ MAC Address Setling

+ BOZ1X Setting
+ RSP Setting

L]

RSTP

RSTP Configuration

'ﬁynlmﬁuu-y [13e06

:-"""“"’ | 1 s
--h‘“ ] 0 ..;_e-ﬂl"J
Ilomudm I 15 -3

Version RETE -

B Internat

RSTP Configuration:

System Priority: Setting the system priority of the switch in the
RSTP. The switch with lower system priority is easier to become
the root bridge. If the switch is used in a large-scale

workgroup-class network, it is recommended to skip this setting.

Hello Time: Setting a value ranging 1 s ~ 10 s. It means the time
interval for the root bridge transmitting BPDU packets to all of other
switches, so that they can know which switch is serving as the root
bridge. When the switch not serving as the root bridge is set with a
specific value, this value does not take effect. However, once this
switch turns into the root bridge, this value takes effect.
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Max Age: Setting a value ranging 6 s ~ 40 s. If the current switch
does not receive the BPDU packet transmitted by the root bridge
when this maximum aging time is up, this switch can serve as the
root bridge and transmit the BPDU packets to all other switches, if
conditions permit (If this switch has the lowest bridge tag level, it
then turns into the root bridge). Therefore, you should select a big

value, to avoid unnecessary repeated resetting of root bridge.

Forward Delay: Setting a value ranging 4 s ~ 30 s. It means the
monitoring time for the switch port changing from the blocking

status into forwarding status. A greater value means greater delay.

Version: Selecting RSTP based on 802.1W (default value) or STP
based on 802.1D.
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3.10.2 RSTP Port

o|jo|o|o|o|r

D Iatersar

RSTP Port Configuration:

® Protocol Enabled: Enabling or disabling the RSTP function. By

default, this function is disabled for all ports.

® Edge: If a port is directly connected with the terminal, you can set
this port to an edge port. The edge port features faster status
transition, and it takes a time shorter than 2 times of forwarding
delay to directly change from the blocking status into the

forwarding status.

® Path Cost: Setting a value ranging 0 - 200000000. “0” indicates
automatically determining the port path cost depending on the port

rate.
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3.10.3 RSTP Status

Tenda

S RSTF Bridge Overview
+ Port Setting

* Mimor T T ~ - - -
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L e 5 B Intermar
RSTP status:
® RSTP Bridge Overview: Displaying the bridge ID, topology and

root bridge ID specified by the system and Hello time, maximum

aging time and forwarding delay set.

® RSTP Port Status: Displaying the P2P port, protocol and port state

specified by the system and path cost and edge port set.

3.11 IGMP Snooping

IGMP Snooping is used to implement dynamic registration of L2 multicast
on the switch. To achieve L2 multicast through the IGMP Snooping

function, you need to make sure IGMP is achieved on the host and router.
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The switch only snoops into different types of IGMP messages transmitted

by the host and router, to dynamically maintain the L2 multicast group.
Usually, multicast registration on this switch does not affect the setting of
other switches. The switch transmits the IGMP query message and
receives the IGMP response from the host. Based on the receiving port,
VLAN ID and multicast of such IGMP packets, the switch maintains a
multicast group. After that, it forwards such IGMP packets. Only the ports
included into a multicast group can receive the multicast data stream. In

this way, the network traffic is reduced and network bandwidth is saved.

3.11.1 Snooping Configuration

Tenda

IGMF Configuration

e Enaple [

0 200 30 «0 0 s0 0 0D

Foider Pats el 1000 1] 1200 130 i s
1700 1800 Wi 200 w0 20 3

IGMP Configuration List

VLAMID G Snooping Exabied PGP Cuerying Eratibed

] B Intene
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IGMP Configuration:

® IGMP: Enabling or disabling L2 multicast snooping function of the

switch. By default, this option is unchecked.

® Router Ports: Selecting the IGMP routing ports for the multicast

shooping.
IGMP Configuration List:

® IGMP Snooping Enabled: Enabling or disabling the L2 multicast

snooping function of the switch of the corresponding VLAN.

® IGMP Query Enabled: Enabling or disabling the IGMP query. Once
this function is enabled, you can view the multicast snooping status

of the corresponding VLAN in Snooping status.
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IGMP Status: Displaying the multicast snooping function options of the
corresponding VLAN. When the multicast table is not established,
“Querier” displays “Idle”. When the switch snoops into a multicast
message, “Querier” displays “Active”, and the value in “Queries
transmitted” or “Queries received” may change at the same time. By
change of the values in “V1 Reports”, “V2 Reports” and “V3 Reports”, you
can know the corresponding version of the multicast messages received.
If a message is of V2 and a device in the multicast table requires for

leaving the multicast group, the leave message is transmitted.

® Refresh: Re-reading counting values, that is, manually refreshing

current port status information.
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3.12 System

3.12.1 SNMP

SNMP Configuration

SHP anabied [ Enabia 7]
SHIR Trap destination 0600
”hlll'ﬁndnunl-lf I public
..‘ulll’wlol'.mlllllv | ;nm\lﬂ
lau» Tra Comiinty I oublic

Apphy.

* Bachup
» Resssan

B Ixterner

» Al management information and counters are stored in the
Management Information Base (MIB) of the switch. Usually, the
switch adopts standard MIB-II module, supporting read by any
SNMP-based NMS software. MIB data may be of either read-only

or read-write mode.

»  You can change the default SNMP community names of the switch

and set access right for such community names.

» Trap means some message used for notifying you of certain

events on the switch. Such event may be serious (for example,
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switch reboot) or ordinary (for example, status change of a switch

port). The switch can generate trap and send it to the NMS.

SNMP Configuration:

SNMP enabled: Enabling or disabling the SNMP management

function.

SNMP Trap destination: Setting the destination IP address of the

Trap message of the switch.

SNMP Read Community: Setting the read-only community name
of the SNMP information of the switch. To read the SNMP
information of the switch, the SNMP management software must

contain the consistent read-only community name.

SNMP Write Community: Setting the writable community name of
the SNMP information of the switch. To modify the SNMP
information of the switch, the SNMP management software must

contain the consistent writable community name.

SNMP Trap Community: Used by the SNMP management

software to identify the specific switch sending the Trap message.
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3.12.2 Change Password

| Change Password

+ViAN

rcm-mu Comtant
= Trunk Ol Passwond | fengthes15)

+ MAC Address Setling
+ BOZX Setting

+ RSTP Sefting

+ 1GA8? Snoopeng

| Mew Passwond pengthe=14%)
| Couinin Hew Password

Apply

+ Systom

s
Configuration: Modifying the password for switch login.
® Old Password: Entering the default password (admin).
® New Password: Entering a new password.
® Confirm New Password: Entering the new password again.

A Caution: A password consists of 15 characters at most.
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3.12.3 Cable Diagnostic

Tenda

* Sl " Cable Diagnostic
+ Port Sefting

I =

Poat
. | Dhagmosio Mods Full v
+ MAC Adgress Setting | [Diagnose_
*+ 02,1 Saiting T ) '
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* RSP Setting 1. Eull r6fors i bot Ik Siagnosis cablo $1aus and the diagrasis cabe langth,
R — 2. Anamaly rafers b the diagnosis ¢atle status onh;
+ Systam | 3. Anormaty wio % par rfiers b the Gragnosts cable sength anfy
Cable Status
cable pair | length [m] Hatus
A |
s |
= i

Cable Status: Displaying the number, status and length of cable pairs.

A Caution:

The cable length value detected y the switch is only a reference, because

cable interference difference hugely affects the detection result.

-53-



Full Gigabit Light Management Switch User Guide

3.12.4 Upgrade

Firmware Upgrade

Comvent o e version Vi

- oS Open the femware HE )
+ A Rddress Sefling o ) )

Ungrade
# B0 1K Setling .L'

+ RSTP Sutting Notes: B e upgrade Setedl, cannct cause Ihe Swich breakdown, s e pluass chogse The compc Brmwarne L upgrage sgain
2 i L i 2

+ Sywlem

B Internat

Please visit our website to obtain upgrade package and detailed
upgrade guide. Be cautious during the upgrade. It is recommended
to interrupt all network connections except the network connection
of the computer used for upgrade. Do not power off the system

during the upgrade, to avoid computer down or other abnormities.
Firmware upgrade:

1. Log in to our website (www.tenda.com.cn) and download the

software of a higher version.
2. Click “Browse” to locate the upgrade program.
3. Click “Upgrade” to upgrade the software.
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A Caution: Do not power off the switch during the upgrade; otherwise,

the switch may be damaged.

3.12.5 IP Configuration

. Configure IP Address

| DHEP Cllent Enasis [

| 1P Address 13z [wen [
| Subaet mask 55 Jlass  [lass o

Gatwiny (] ] (] ]
Management VLAN T

| Motgn:
| Wenabls DHOP client you should login ihe wel managemen inssrface &y ine P address obtained from CHCP server

[ean]

DHCP Client: Enabling or disabling the DHCP client.

IP Address: Setting the IP address, subnet mask and gateway of the

switch.

® |P Address: Modifying the login IP address (192.168.0.1 by default)

of the switch.

® Subnet mask: Modifying the subnet mask (255.255.255.0 by
default) of the switch.
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® Gateway: Modifying the gateway (0.0.0.0 by default) of the switch.

® Management VLAN: Selecting the VLAN where the management

computer is located.

A Caution: After enabling the DHCP client, you need to check the IP
address obtained from the DHCP server and then connect with the switch
again. It is not recommended to use this function, unless you are very

sure about the IP address allocated by the DHCP server.

3.12.6 MAC Aging

[EEnatie
300 NO-E55358

Apply

| Woan: I Soea not anakis the So8d funcean, the MAC Gddess wil notbe aging

@ e

»  The default MAC address aging time is 300 s. The set value should

be within 10 s ~ 65535 s; otherwise, the system reports error. If

-56-



Full Gigabit Light Management Switch User Guide

“ARL Aging” is unchecked, the system terminates MAC address
aging.
ARL Aging Configuration:

® ARL Aging: Checking it to enable this function or unchecking it to

disable this function (terminating the aging).
® Aging Time: Entering the aging time, 300 s by default.

A Caution: Once “ARL Aging” is unchecked, the switch stops learning
new MAC address and the address information in the MAC address table

turns into static MAC. The MAC address learnt is free from aging.

3.12.7 Restore Factory

|
Restore Factory Configuration

s g5 “ApEly 10 SEAT Ta pestore factedy (etaill contlgur ation,

)

*+ DOZ.1X Setling
* RSTP Sefting
* IGMP Snooping

* Sywtem
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Restore Factory Configuration: Clicking “Apply” to restore the default

configuration before delivery.

A Caution: After restoring the default configuration, you need to re-log
in to the setting window. If the default IP address of the switch had been
changed, you should use the default IP address (192.168.0.1) for re-login

at this time (Both default user name and default password are admin).

3.12.8 Backup

Backup Config

Fross Download] 3nd Sen selac the pam of the configuraton s
|_Downloag |

* MAC Addrass Setling

* BOZ 1M Setling

* RSTP Sefting

* IGMP SAnoping

+ System

ans ® tnirnat

Backup Config: Backing up the current switch configuration. Click

“Download” and select the saving path.
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3.12.9 Restore

=)

[Resiore |
+ MAC Addross Soiting Notes: Resture will ke 303 b uplosdieng S1e corfigusation ffe, Do rot pawer of, il happen, pis press the [Resef bution on e front panel
+ 8921 Setiing v vty i againd
+ RSP Selling
R ——
+ System
e [y —

Restore configuration from file: Restoring the backup switch
configuration. Click “Browse” and select the backup file, and then click

“Restore”.

AN Caution: It takes 30 s to complete such restoration operation. During
the restoration, do not power off the system to avoid computer down or

other abnormities. At the end of restoration, restart the switch.

3.12.10 Logout

This function is used to exit the setting window, to ensure system security.
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Appendix 1 Online Technical Support
For any problem occurring during the installation, log in to

www.tenda.cn for help.

The downloading center of the technical support part provides the latest

driver and upgrade package for downloading.
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Appendix 2 Common Commands

Common

Commands Description

Quickly entering the command line mode of
cmd Windows system (applicable to Windows2000 and
higher).

Displaying the IP address of the current computer,
for example, ipconfig /all.

ipconfig

It is most frequently used in the network test. It is
used to send a packet to the target host, asking for
response. If the system can receive the response
from the target host, the system can know the
network response time and connection status
between the local device and target host.

ping

Displaying the details of the current active network
connections, including network connections, routing
table and network interface information. It can also
be used to count the network connections running.

netstat

Displaying the path passed by the packet before
reaching the target host and the specific time when
it reaching each node. It is similar to the Ping
tracert command, but it provides far detailed information
than the Ping command. It displays the entire path,
IP address of each involved node and total time
used.

Terminating the Windows NT network service, for

net sto
P example, net stop dnscache.
Sending messages to other users, computers or
communication names in the network. To receive
net send

messages, the system must enable the messenger
service.
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Appendix 3 TCP/IP Address Setting (Windows XP as Example)

Select “Start — Control Panel” to display the “Control Panel” window (see

Figure 1).

Figure 1

Click “Network Connection” to display the “Network Connections” window

(see Figure 2).

Figure 2
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Right-click “Local Area Connection” and then select “Properties” in the
shortcut menu, to display the “Local Area Connection Properties” dialog
box. Select “Internet Protocol (TCP/IP)” in “This connection uses the

following items”, and then click “Properties” (see Figure 3).

-k Local Area Connection Properties

Genesal | Authertication | Advancsd

Connect wsing

ES Reakek RTLE133 Famiy POl Fast Et Configure

This connection uzes the following items

bl Clienit foe Microzolt Networks
| B File and Piinter Shaiing for Miceos oit Networks
¥l B 005 Packet Scheduer

¥ W Inemet Protocal [TCRAF)

| Inztall.. | [ Urinatal ] | Propaities
Descnphon
Allowes your compuler bo access resouces on a Microsalt
retwork,

Show icon 1 notification area when connected
[#] Mictify me whaan thiz connection haz limited or no connactivity

— k[ Canedl |

Figure 3

In “Use the following IP address”, enter “192.168.0.xxx” (“xxx” ranges 2 ~

254) for IP address and 255.255.255.0 for subnet mask (see Figure 4).
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Internet Protocal (TCP/IP) Properties sz]
General
ou can get IP settings assigned automatically if your network supports

this capability, Dthensize, wou nesd bo azk your nebwork adminstratorn for
the appropnate |P setings.

() Obtain an [P address sutomaticall
(1 Uze the followng IP address:

|P address: 192.168. 0 . 2
Subnet mask: 255 255 285 . 0
Defauk gateway:

(®1 Use the folowing DNS server addresses
Pugfened DNS server:

Akemnate DMS server

Advanced . |

Figure 4

Click “OK” to return to the “Local Area Connection Properties” dialog box

Click “OK” to exit the setting window.
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