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About This Manual

Audience

This book is intended for anyone who installs, manages, and configures
the ADSL2/2+ IP DSLAM via CID/RS-232 or Telnet/Ethernet CLI
command interface. The ADSL2/2+ IP DSLAM is a standalone IP-based
DSLAM which can concentrate and manage 48 or 24 ADSL ports,

according to different model.

You must have a basic understanding of ADSL2/2+ and Layer 2
concentrator related technologies, be knowledgeable about data

communications, and familiar with VT-100 terminal emulation tools.

Purpose

This book describes how to install, manage, and configure the ADSL2/2+
IP DSLAM system via CLI command Line interface through CID/RS-232

interface or Telnet/Ethernet interface.

Organization

This book provides task-based instructions for installing and using the CLI
interface to configure and administrate the ADSL2/2+ IP DSLAM System.

The manual is organized as follows:

Chapter Title & Description

1 Introduction

Provides an overview of ADSL2/2+ IP DSLAM System, including
features, fucntions, and applications of the ADSL2/2+ |IP DSLAM.
2 Getting Started

Presents platform and system requirements as well as procedures
and instructions for installing the ADSL2/2+ IP DSLAM.

3 EMS Configuration

Describes how to build up the EMS environment.
4 Manage the ADSL2/2+ IP DSLAM

Describes how to manage a specified ADSL2/2+ IP DSLAM via EMS.
5 System Administration with CLI

Provides all the instructions and procedures necessary for you to
Administer your ADSL2/2+ IP DSLAM with CLI interface.

6 Frequently Used CLI Examples

help users to be familiar with frequently used CLI commands
Appendix A |Describes the pin assignment for ADSL2/2+ IP DSLAM




Document Conventions
Commands descriptions use these conventions:

[ ] Elements in square brackets are optional

<> Essential values

Alternative keywords are grouped in < > and separated by

<xlylz>
vertical bars
Others
Note I[Means reader take note. Notes contain helpful suggestions.




What's the difference between ATM based
DSLAM and IP based DSLAM?

Fig 0-1 & Fig 0-2 display the differences between traditional ATM-based
DSLAM and ADSL2/2+ IP DSLAM in PPPoE application sample.

PC ATU-R DSLAM MNetwork BAS

—

e .
Ethernet Ethernet Ethernet Ethernet
A
10BaseT 10BaseT *DSL °“E

bNETfan OHET/SD H

Figure 0-1 PPPoE application in Traditional ATM-based ADSL
Network

As Fig 0-1 displays, in traditional ATM-based ADSL network, the user

application information is encapsulated by ADSL CPE into ATM cells in
pre-defined VC(Virtual Channel, PVC), and then upstream the ATM cells
to DSLAM via ADSL link. (In this example, the user information (PPPoE
encapsulated) is encapsulated by ATU-R using RFC-1483 Bridge-mode

encapsulation format.)

All the ATM cells belong to the specified VC is concentrated by the DSLAM,
and switched in the ATM network clouds, to the defined destination (ISPs
or Offices), at there the ATM cells and PPPoE frames is resolved by the
Broadband Access Server, and the user application information is

serviced.



PC ATU-R IP DSLAM Network BAS

—

P
PPP
J— PPPOE
P — e e f

Ethernet Ethernet Ethernet Ethernet Ethernet Ethernet Ethernet

S

10BaseT 10BaseT *DSL ®DSL

Figure 0-2 PPPoE application in ADSL2/2+ IP DSLAM with
Ethernet-All-The-Way Network

In addition to traditional ATM-based ADSL network. As Fig 0-2 displays,
the user application information is still encapsulated by ADSL CPE into
ATM cells in pre-defined VC (Virtual Channel, PVC), and then upstream
the ATM cells to DSLAM via ADSL link.

In the ADSL2/2+ IP DSLAM, all the ATM cells belong to the specified VC
are decapsulated back to the original PPPoE encapsulated Ethernet
packet (if VLAN-mode of the specified ADSL port is disabled), or mapped
to the pre-defined Ethernet-VLAN packets (if VLAN-mode of the specified
ADSL port is enabled). ADSL2/2+ IP DSLAM concentrates all
Ethernet-with/without VLAN-tag packets from 48/24 ports’ ADSL and
uplinks to ISP’s Ethernet-All-The-Way network. The PPPoE frames will be
resolved at Broadband Access Server (BAS), and the user application

information was serviced.

The ADSL2/2+ IP DSLAM supports ADSL CPE Bridge-mode. For future
FW upgrade, the ADSL2/2+ IP DSLAM can act as BRAS to process user
application information directly.

ADSL2/2+ IP DSLAM provides Ethernet-with/without VLAN tag to
ATM-PVC mapping feature for the ISP to isolate user’s data with security
and to provide lots of service enhancement capabilities. ADSL2/2+ |P



DSLAM supports 8 ATM PVC links for each ADSL/ADSL2/2+ CPE.



Introduction

1.1 General
This chapter will help you understand the function and application of your
ADSL2/2+ IP DSLAM. It covers

B ADSL2/2+ IP DSLAM Overview
This section describes the overview of your ADSL2/2+ IP DSLAM. The
ADSL2/2+ IP DSLAM is cost effective solution for you to complete immediate

implementation of multiple of services in private and public networks.

B ADSL2/2+ IP DSLAM Application
ADSL2/2+ IP DSLAM can be applied in MTU/MDU/MHU and

Ethernet-all-the-way application.

B ADSL2/2+ IP DSLAM Features
This section describes the features of ADSL2/2+ IP DSLAM and its

specification.



1.2 ADSL2/2+ IP DSLAM Overview
Using the latest xDSL technology, ADSL2/2+ IP DSLAM offers Internet
service providers a very cost-effective solution for immediate implementation
of multiple services in private and public networks. Currently, according to
different port density, there are 2 models available: 48-port and 24-port. User
can deploy different ADSL2/2+ IP DSLAM to satisfy their application

requirements.

ADSL2/2+ IP DSLAM it acts as a standalone IP-based DSLAM, which can
concentrate and manage up to 48/24 ADSL/ADSL2/2+ lines. User can use
local RS-232 CID and/or remote TELNET/SNMP to manage the ADSL2/2+ IP
DSLAM directly.

Since the ATM backbone coverage is not so general in the real broadband
network environment. Instead of traditional DSLAM system provides ATM
uplink interface, the ADSL2/2+ IP DSLAM concentrates 48/24 ports of the
ATM over ADSL traffic which is encapsulated by ADSL CPEs, and maps each
user’s ata encapsulated in ATM-PVC to Ethernet-with/without VLAN-tag
packet (depends on the VLAN was enabled or not for the specified ATM ports),
and then uplink to Telco or ISP directly, User can enable VLAN-PVC mapping
capability for each ADSL/ADSL2/2+ port independently. The ADSL2/2+ IP
DSLAM acts as bridge for the ADSL/ADSL2/2+ ports without enabling the
VLAN-PVC mapping feature. ADSL2/2+ IP DSLAM provides both
Ethernet-VLAN and non-VLAN to ATM-PVC mapping feature and bridge
mode for the ISP to isolate user’s data with security and to provide lots of
service enhancement capabilities. ADSL2/2+ IP DSLAM supports 8 ATM PVC
links for each ADSL/ADSL2/2+ CPE. Following figures are front view of
48-port and 24-port models.
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Figure 1-1 48-port model front view



Figure 1-2 24-port model front view

As Fig 1-1 and 1-2 display, in the front view of ADSL2/2+ IP DSLAM, there are
several LEDs to indicate current system and link status and one replaceable
uplink/downlink module with three Giga TX/LX Ethernet interfaces for uplink,

downlink, and local management.

Through the uplink Ethernet, the ADSL2/2+ IP DSLAM can be stacked and

managed via SNMP as one entity.

As Fig 1-3 and 1-4 displays, in the rear-panel, there is one power adaptor,
both -42V ~ -56V DC or 90V ~ 240V AC power module can be selected. For
48-port model, there are two sets of DSL & POTS 50-pin Centronic
connectors. Each set provides 24-port with built-in POTS-splitter
ADSL/ADSL2/2+ module, totally 48 ADSL/ADSL2/2+ CPE users supported in
one ADSL2/2+ IP DSLAM.

AC power
module 24-port ADSL

module with built-in
POTS splitter

Figure 1-3 48-port model rear View

Figure 1-4 24-pory model rear riew

AC power

module 24-port ADSL
module with
built-in POTS

Fig 1-5 displays the LED identification of ADSL2/2+ IP DSLAM, and Table-1

describes its color definition and status description.



ADSL2/2+ IP DSLAM

Figure 1-5 ADSL2/2+ IP DSLAM LED Identification

Table 1-1 ADSL2/2+ IP DSLAM LED Description
<LED ID> Color Description

POWER Green Lit when power on.
MAINT Yellow Lit when maintance commands were issued.
ALARM Red Lit when MJ/MN events happen.
MASTER Green Lit when system was acted as management master
for stacking application (future feature).
100/Act Green/  |Blink when information is transmitted through
Blinking [100Mbps MGNT Ethernet interface.
1000/ACT Green/  |Blink when information is transmitted through 1000
Blinking |Mbps uplink Ethernet interface.
GIGA Green/  |Blink when information is transmitted through
Blinking |1000FX uplink Ethernet interface.
ACT Green/  |Giga uplink is activated.
Blinking
ADSL1 — Green/ |Lit Solid Green when ADSL link is in active state;
ADSLA48 Orange/ |when the specified ADSL link is in connection
training state;
No Light |LED off when ADSL link is not in service
Red Lit Red when loss of signal occurs.

Note: Do not power off your ADSL2/2+ IP DSLAM when LEDs “MAINT",
“ALARM” and “FAULT" are blinking simultaneously.

The replaceable 10/100/1000BaseT or FX uplink/subtend module design
provides the flexibility of the network implementation. Up to 8 IP DSLAMs can

be cascaded and managed as one unit

LAN Side (Uplink or Extension Side)
1*1000BaseT-MGNT + 2*1000BaseT

1*1000BaseT-MGNT+1*1000BaseT+
1*1000Fx(SX/LX)




1.3 ADSL2/2+ IP DSLAM Application
As the following figure shown, ADSL2/2+ IP DSLAM is equipped with 48 or 24
ADSL/ADSL2/2+ ports with built-in POTS splitters so that it provides
broadband data service over existing copper wires without affecting the
conventional voice service. ADSL2/2+ IP DSLAM, therefore, is a perfect
solution for both central office co-location and MTU/MHU markets.

Voicg

710 s\g;

,

Splitter\  ApsL2/2+ Router

ADSL2/2+ Router

&P

Residential Access

Business Access

ADSL2/2+ IP DSLAM

Internet
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1.4 ADSL2/2+ IP DSLAM Features

1.4.1 Cost Saving Solution for SMB

» 48/24 ports ADSL/ADSL2/ADSL2+ Subscriber Interface
#» 100/1000BaseT or Fx Uplink/Subtend Interface (module selectable)
» Build in POTS Splitter

» Subtending capability allows up to 8 units to be cascaded and managed as

one unit

1.4.2 Excellent Management with Security

»  Microsoft NT/SNMP-based GUI EMS

» Local RS-232 CLI, and Ethernet SNMP/TELNET management
» Remote in-band SNMP/TELNET management

» 3-level user priviledge for system management

» SNMP V1, v2c, v3

» Firmware upload/download via FTP or TFTP

1.4.3 Advanced Function for Broadband Service Offering

» IGMP snooping
» Support up to 8 VCs, 128 MAC address per xDSL ports

B Support up to 64*128 MAC address & 2K Multicast MAC address per
ADSL2/2+ IP DSLAM system

» Support 512 VLAN(any value in 4096)
» Support Static VLAN and Port-based VLAN

» Configurable packet size (64 to 1536)

11
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MAC and IP address

» Spanning Tree (802.1d) compliant
» Traffic prioritization (802.1p)

» Uplink Aggregation (802.3ad)

MPLS, VLAN-based VPN,

Security : VLAN filtering, MAC Filtering, IP Filtering, Access Control List by

Future(SW upgrade) BRAS support 802.1x, DHCP Server & Relay, PPPOE,
L3 router feature, L2TP

Input Rate Limiting (IRL) on a per-AALS5 interface

Output Rate Limiting (ORL) on a per ATM-port basis

Output Rate Limiting (ORL) on a per-Physical Ethernet Interface basis

1.5 ADSL2/2+ IP DSLAM Specifications

>

YFYYYvyrYyy

48/24 ports ADSL/ADSL2/ADS2+/SHDSL
subscriber interface with built-in POTS
Splitter

One 1000BaseT MGNT+ Two 1000BaseT
or one Giga LX Uplink/Subtend Interface
(module selectable)

Subtending capability allows up to 8 units to
be cascaded and managed as one unit
Telco-50 pin Centronic connector for
ADSL+POTS IN and POTS OUT

Protocol Handling Capability
8 VCs per xDSL ports

128 MAC address per xDSL ports
64*128 MAC address

2K Multicast MAC address

512 VLAN(any value in 4096) support
Configurable packet size (64 to 1542)

LAN Side (Uplink or Extension Side)

Downstream DMT data rate from 32
kb/s up to 25 Mb/s; Upstream DMT
data rate from 32 kb/s to 1 Mb/s

»  Comply with ITU G.992.1 (G.DMT);;
G.DMT.bis; ITU G.992.2 (G.Lite); ANSI
T1.413 issue 2; ITU G.994.1
(G.handshake) for ADSL, G.992.3 for
ADSL2, and G.992.5 for ADSL2+

» Extended power management
capabilities to optimize power
consumption for each application

» Maximum reach exceeding
20Kft(6.1Km

Management

» Microsoft NT/SNMP-based GUI EMS

» Local RS-232 CLI, and Ethernet
SNMP/TELNET management

» Remote in-band SNMP/TELNET
management

» Firmware upload/download via FTP
or TFTP

» SNMP V1, v2c, v3

[ ]

1* 1000BaseT-MGNT + 2*1000BaseT

1*1000BaseT-MGNT+1*1000BaseT+
1*1000FX(SX/LX/LH/ZX)

12
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1*10/100Base T-MGNT+2*100FX(SM/MM)

>

>
>

ATM MIBs

400mm(D)x440mm(W)x44mm(H)

AC Power: auto ranging 90~240 VAC,
50-60 Hz, IEC connector

DC Power: -42~-56 VDC

Power Consumption: 150 watts

1* 10/100BaseT-MGNT +
2*10/100BaseT-UPLINK

Private MIBs

» RFC 1514, 2515 DEFINITIONS OF » ANY SPECIFIC PRIVATE TRAPS
MANAGED OBJECTS FOR ATM
MANAGEMENT

» Dimension: » STP; IGMP snooping; GMRP;

GVRP; LACP; LACP marker;

»  Weight: 6.8kg SNMP/UDP/IP/MAC/Ethernet
Power Operating Environment

»  Operating Temperature: 0°~50 °C,
32°~122 °F

»  Storage Temperature: -30c°~70 °C,
-22°~158 °F

»  Humidity: 5% to 90% RH
non-condensing




Getting Started

2.1 General
This chapter provides the installation instruction for the hardware
installation and system configuration of your ADSL2/2+ IP DSLAM so that

you can start up quickly. It includes the following sections:

» Unpacking your ADSL2/2+ IP DSLAM
This section describes how to unpacking your ADSL2/2+ IP DSLAM, and

part number explanation.

» Hardware Installation
This section describes the power connection, loop connection and CID

connection.

» Ways of management connection
This section describes how to engage in management connection by CLI

and Telnet.
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2.2 Unpacking your ADSL2/2+ IP DSLAM
This section describes how to unpack your ADSL2/2+ IP DSLAM. For a
box of ADSL2/2+ IP DSLAM, there may contain the following materials:

1. ADSL2/2+ IP DSLAM

2. Mounting bracket package

3. RJ-45 Ethernet cable

4. Power cord (AC power module only)

5. RS 232 cable to facilitate the connection between CID and PC
6. CD including user manaul and Quick Start Guide

7. A copy of Quick Start Guide

8. Accessory package

» Any other accessories requested at time of ordering.
Check the contents of the package and inspect the unit for any signs of
damage. Report any defect to vendor’s customer service representative.

Retain all packing materials for future shipment.

15



2.3 Hardware Installation
The ADSL2/2+ IP DSLAM can be installed in a standard 19-inch rack, by

using the mounting brackets provided.
Mount the shelf on the rack using the large screws provided.

Follows the following procedures to connect and wire the system.

2.3.1 Safety Instruction

The following is the safety instructions for ADSL2/2+ IP DSLAM before

installation:

1. Read and follows all warning notices and instructions of this user

manual.

2. The maximum recommended operating temperature for the ADSL2/2+
IP DSLAM is 50°C. Care must be taken to allow sufficient air circulation or
space between units when the ADSL2/2+ IP DSLAM is installed inside a
closed rack assembly and racks should safely support the combined
weight of all ADSL2/2+ IP DSLAM.

3. The connections and equipment that supply power to the ADSL2/2+ IP
DSLAM should be capable of operating safely with the maximum power
requirements of the ADSL2/2+ IP DSLAM. In the event of a power
overload, the supply circuits and supply wiring should not become

hazardous.

4. The AC adapter must plug in to the right supply voltage. Make sure that
the supplied AC voltage is correct and stable. If the input AC voltage is
over 10% lower than the standard may cause the ADSL2/2+ IP DSLAM to

malfunction.

5. Do not allow anything to rest on the power cord of the AC adapter, and

do not locate the product where anyone can walk on the power cord.

6. Generally, when installed after the final configuration, the product must
comply with the applicable safety standards and regulatory requirements
of the country in which it is installed. If necessary, consult for technical

support.

16



7. A rare condition can create a voltage potential between the earth
grounds of two or more buildings. If products installed in separate building
are interconnected, the voltage potential can cause a hazardous condition.
Consult a qualified electrical consultant to determine whether or not this
phenomenon exists and, if necessary, implement corrective action before
interconnecting the products. If the equipment is to be used with

telecommunications circuit, take the following precautions:
Never install telephone wiring during a lightning storm.

Never install telephone jacks in wet location unless the jack is specially

designed for wet location.

Never touch uninsulated telephone wires or terminals unless the telephone

line has been disconnected at the network interface.

Use caution when installing or modifying telephone lines (other than a
cordless telephone) during an electrical storm. There is a remote risk of

electric shock from lightning.

Do not use a telephone or other equipment connected to telephone lines to

report a gas leak in the vicinity of the leak.

2.3.2 ADSL2/2+ IP DSLAM Rear Panel Connection

The following figure shows the rear panel connection of ADSL2/2+ IP
DSLAM:

Line

Stepa| Step3| Step2

Step1 Patch
Panel o Panel

(optional) (optional)
r— Exange/ - Exange/
- PABX PABX -
ADSL2/2+ CPE ADSL2/2+ CPE

Figure 2-1 ADSL2/2+ IP DSLAM Rear Panel Connection
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Step 1: Ground the ADSL2/2+ IP DSLAM by connecting a grounded wire
(option).

Step 2: Connect the ADSL line connector, a 50-pin centronic connector, of
ADSL2/2+ IP DSLAM to CPE by using telco cable. Each line connector
supports 24 ports of ADSL/ADSL2/2+ for Data path from MDF(Main

Distribution Frame).

Step 3: Connect the phone connector, a 50-pin centronic connector, of
ADSL2/2+ IP DSLAM to Exchange/PBX by using telco cable. phone
connector is an optional module supporting Voice path to Exchange/PBX;
it must be along with Line Connector.

Step 4: Connect the power adapter and plug it into an outlet.

2.3.3 ADSL2/2+ IP DSLAM Front Panel Connection

Connect the uplink port of ADSL2/2+ IP DSLAM to internet or downlink to
the other ADSL2/2+ IP DSLAM for stacking by using the RJ-45 cable.
Furthermore, connect the CID port to the management station’s CID port
by using the RS-232 cable or connect the MGT port to the management
station’s Ethernet port by using RJ-45 in order to administer your
ADSL2/2+ IP DSLAM through CLI or GUI EMS.

Cascaded to ancther Management
ADSL222+ IP DSLAM Station

Figure 2-2 ADSL2/2+ IP DSLAM Front Panel Connections

Note: Please refer to Appendix B: pin assignment of telco cable, RJ-45
and RS-232 cable for those connectors’ pin assignment.
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2.4 Ways of Management Connection
This section will tell you how to connect and manage your ADSL2/2+ IP
DSLAM through CLI and EMS.

2.4.1 EMS(Element Management System)

The Element Management System (EMS) is more user- friendly than CLI
for your configuring ADSL2/2+ IP DSLAM. The HTML files embedded in
ADSL2/2+ IP DSLAM are dynamically linked to the system’s functional
command sets. You can access a specified ADSL2/2+ I[P DSLAM through
EMS.

Perform initial configuration procedures as follows:

1. Click the EMS icon on the screen of autorun to install EMS into your
PC.

2. Before you start to connect to EMS, it is necessary that your PC’s IP
and ADSL2/2+ IP DSLAM’s IP are in the same group. Note:
ADSL2/2+ IP DSLAM'’s default Uplink IP is 192.168.100.111

3. Create management IPs into the ADSL2/2+ IP DSLAM so that the
authorized IP agent can manage ADSL2/2+ IP DSLAM through EMS.
Connect to ADSL2/2+ IP DSLAM with RS-232 or Ethernet cable, and
then write the IPs into ADSL2/2+ IP DSLAM by telnet or CLI. Input the

following commands sequentially:
a. create snmp comm community public

b. create snmp host IP 192.168.100. xxx community public, where
192.168.100.xxx is the IP of your PC.

c. create snmp traphost ip 192.168.100.xxx community public version v1,
where 192.168.100.xxx is the IP of your PC.

Note: if to use CLI, bits per second, data bits, parity, and flow control

should be set as 9600, 8, none and 1 respectively.

4. Launch the EMS and then log in with the “Admin” for both user name

and password. Click on to enter the EMS system. Log in as usual.

(User account: Admin; Password: Admin)
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2.4.2 Command Line Interface (CLI)

The Command Line Interface is the most primary character based
configuration interface. Some of configurations not provided in Baliff can
be configured through CLI. You can access CLI from the terminal

emulation software.
The procedure of connecting to the CLI is as follows:
Start up the terminal emulation software on the management station.

If necessary, reconfigure the terminal-emulation software to match the

switch console port settings.

Bits per second 9600
Data bits 8
Parity None
Stop bits 1
Flow control None

Enter Admin when prompted for a user name and password. The
ADSL2/2+ IP DSLAM prompt appears when you have logged in to the

management interface successfully.

2.4.3 Telnet Client

ADSL2/2+ IP DSLAM supports only one Telnet client that you can use to
connect with. Telnet provides a simple terminal emulation that allows you
to see and interact with the CLI of ADSL2/2+ IP DSLAM. As with any
remote connection, the network interface IP address for the ADSL2/2+ IP
DSLAM must be established.
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EMS Configuration

This Chapter describes how to install and set up the environment of EMS.
Once you finish it, a specified ADSL2/2+ IP DSLAM can be managed
remotely. Next chapter will introduce how to manage the ADSL2/2+ IP
DSLAM through EMS.

3.1 EMS Functions

EMS is divided into the task-oriented functional groups as follows, which

are further described in subsequent sections.

Session: Allow you to start and to terminate a session as well as to

shutdown the system.

Logout: Allow you to terminate current session without shutting down the

system.
Exit: Allow you to shut down the system.
Tools: Allow you to perform the following tools.

Evionmental options: alow you to define SNMP, Desktop and

Surveilance.

Territory Manager: Used to define the territory.

Agent Manager: Used to define agent IP addresses.

Telnet: alow you to login the CID screen of a specific agent IP address.

Ping: used to check whether a particular ADSL2/2+ |IP DSLAM is current

connected to the agent or not.

User manager: Allow you to define a user profile, including login ID and

security level.
Windows: allow users to manage daughter windows in the EMS.
Cascade: allow users to cadcade Windows.

Next Window: alow users to switch to next window.
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Previous Window: alow users to switch to previous window.
Arrang Icons: those minimized icons will be locatd in the bottom of EMS.
Help: allow users to view the software version.

About: software version is displayed.

3.1.1 Installation

» Hardware and Software Requirements
The following checklist provides the minimum hardware and software

required to operate EMS.

1. Windows NT/2000/XP

2. Manual CD

3. 2GB Hard disk with a minimum of 650 MB of free space

4. An ethernet card.

5. Super VGA (800 x 600 resolution) or higher with 256 colors

6. CD-ROM drive
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» Installing EMS
1. Insert Autorun CD into CD —ROM Drive.

2. From the autorun screen, double click the EMS icon to start the

installation process.

3. The welcome window of EMS Setup appears. Click on
continue.

Element Management System for IPDSLAM, 48/IPDSTAM, 24

Welcome o the EMS-5D1 Setup progiam. This program vil
install EMS-5D1 on your camputer

It is strongly recommended that you exit all Windows programs
befare unning this Setup program.

Click Cancel ta quit Setup and then closs any pragrams you have
wrring. Click Newt to continue vith the Setup program

WARNING: This program is pratected by copyright law and
international treaties.

Unauthorized reproduction or distrbution of this program. or any
pottion of i, may resul in severe civil and criminal penalties, and
will be prosecuted to the masimum exlent possible unde .

4. When the user information input window appears, enter your name and

company name respectively, and then click on to continue.
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=1 Setup

Element Management System for IPDSLAM, 48/IPDST.AM, 24

User Information

Type your name below, Yau must alsa bype the name of the
company pou work for

Name:

Company: [

< Back I Nest » I Cancel

Note: please uninstall previous version of EMS if you want to install a new

version.

5. When the Destination Location window appears, click the Browse button

to change the installation destination directory or simply use the default

setting “C:\Program Files\EMS\EMS-SD1. Then, click on

to continue,

£ Setup = [B]x]

FElement Management System for IPDSLAM: 48/TEDSLAM 24

Choose Destination Location

Setup wil install EMS-SD1 in the following directory
Toinstallto this directory, click Next

Tanstallto a diferent diestory, olick Biowse and select another
directory

Youcan choose not (o install EMS-5D1 by clicking Cancel to et
Setup

- Diestination Directory
C:\Program Files\EMS\EMS-SD Brovwse.

cBack [ Netr | camcel |
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6. When the Select Program Folder window appears, you may either

choose the default program folder, “EMS\EMS-SD1", or enter the name

you prefer. Then, click on to continue,

';:_:".,Seln p

Flement Management System for IPDSLAM 48/IPDST.AM 24

Select Program Folder

Setup wil add program icons to the Program Falder listed below
“fou may bype a new falder name, of select ane from the existing
Folders izt. Click Next to continuie.

Existing Folders:

ACD Systems

administrative Tools
CorelDRANW Graphics Sute 12
Games

KKMAN3

Microsoft Office

Mozilla Firefox

< Back I Neat » I Cancel

7. When the Start Copying Files window appears, you can confirm your
current settings, if you are satisfied with the settings, click on

to start copying files.

;d Setup

FElement Management System for IPDSLAM 48/ IPDSTL.AM 24

Start Copying Files

Setup has enaugh infomation to start copying the program fles.
If you want ta review or change any sekiings, click Back. If you
are satisfied with the settings, click Newt to begin copying files

Current Settings:

Setup Type
Complete

Target Folder
C:\Program Files\EMS\EMS 5D

User Infarmation
Name: mike
Company.

< Back I Next > I Cancel
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8. When Setup Process Status window appears, the installation process is
now in progress. This window displays a bar indicating the percentage
of completion for the current installation. In addition, the names of the
files being installed appear above the bar until the installation is
complete.

) Setup

Flement Management System for IPDSLAM| 48/IPDST.AM 24

Decompressing Filas In C\Program
agentpx

[ |

9. At the end of the installation process, the following “FINISH” window

presents. Simply click on Iﬂl to complete setup. Now the
installation of EMS software is completed.

) Setup

Element Management System for IPDSLAM, 48/ IPDSILAM, 24

Setup Complete

Setup has finished copying fles to your computer.
Setup wil now launch the progran, Selsct pour option below,

[~ Ve, Launch the program file

Click Finish to complete: Setup.

ack Finish
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10. After finishing the installation process, a shortcut of EMS is displayed

N
on the desktop. Click on & to activate EMS directly.

File Edt View Favorites Tools  Help

Qo @ I | Poach [rokers 7] X

.y Bt
File and Falder Tasks ) N chort
W LKE
(29 Miake = rew Folder

¥ Publish this Folder to the
el

kad Share this Folder

Other Places

(@ c-com

(L) My Documents
(3 Shared Documents
i My Camputer

l’j My Metwork Places

Details

EMS-SD1
Falder

Date Modified: Yesterday,
September 20, 2004, 4:56 P

W untitled - Paint ~ Bailiff

3.1.2 Un-installation of EMS

1. Double click the Add/Remove Programs icon in Control Panel to run

the un-installation procedure.

B Control Panel [._||E
File Edit “iew Favorites Tools Help ;f

u&-acl \‘) l}; )'T)Search H___ Faolders v
Address [} Cortrol Panel v| Go

— § oy i 9 ,":]n-
&’. Control Panel b 6 = B % [y @ L"/
Accessibility  Add Hardware Add or Administrative Date and Time Display Folder Options
G: Swikch to Category Yisw Options Tools

4 = = O @ L

See Also

Fonts Game Internet Kevboard Mouse Tetwork, Phone and
‘ WWindows Update Controllers Options Connections  Modem ...
Q) Help and Support e — . A =

SR (A= O =) 12 @

% & @ 8 O y &
Power Options  Printers and  Regional and  Scanners and  Scheduled Sounds and Speech
Faxes Language ... Cameras Tasks Audio Devices

¥ E @

System Taskbar and  User Accounts 2Rt
Start Menu
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2. In Add/Remove Programs Properties dialogue box, selecting the

Change/Remove

“EMS-SD1” folder and then click on to remove EMS.

¥ Add or Remove Programs

F B
.‘ Currently installed programs: Sort by

Change ar E Adobe Acrobat - Reader 6.0.2 Update Size S.EEME
Remove
Programs B Adobe Atmosphere Player for Acrobat and Adobe Reader
Adobe Download Manager 1.2 (Remove Only)
% ﬁ Adobe Photoshop Album 2.0 Starter Edition Size  15.53MB
e [ Adobe Reader 6.0.1 Sze  44.12MB
Programs

ﬁl Advanced Metworking Pack For Windows XP

E] ~ EMS-5D1

Add/Remove
‘windows Last Used On
Components To change this program o it from your computer, cick ChangefRemove.
@ a Internet Explorer QB67201 Size 5.38MB
FH ‘ )
S FpmED LA KEman ver 2,14 Size  4.40MB
Access and ﬁ! Microsoft Data Access Components KBES70669
Defaults
E} Microsoft Office Professional Edition 2003 Size  307.00MB
-ﬂ M3k Messenger 6.1 Size: 5.40MB

[G) Outlook Express Q823353
@ ‘windows Media Player Hotfix [See wmS28026 For more information] Size  19.74MB
ﬁl ‘Windows %P Hotfix - KB320291

ﬁl Windows %P Hotfix - KB322603
| P RSP

14

Changef/Remowve

3. After your clicking on , the following dialogue box then

Yes

prompts to you for confirmation. Click on to continue the

removal process.

Confirm File Deletion

“?‘f) Are you sure wou want to completely remove the selected application and all of its components?

‘fes Mo |

4. The following window, “un-installation completion status” appears. Click

to complete the removal process when

become enable, indicating that the process is completed.
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Remowe Programs From Your, Computer EI

uninstallShield will rermove the software 'EMS-501" from wour
computer, Please wait while each of the fallowing
components iz removed.

Shared program files...

Standard program files...

Folder items...

Frogram folders. ..

Program directories...

Frogram registry entries. .

3.1.3 Starting the System

Users can activate the EMS either from Promgrame manger or clicking the
shortcut icon on the desktop. From Program Manager, choose the “EMS”
program group in the Program Manager window. Then, choose the
“EMS-SD1” program item to launch the program.

Note: before starting EMS, the SNMP comm command should be
configured as “rw” via CLI so that read-write permissions are given to

managers. For detailed instruction, refer to page 248.
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Bl @ set Program Access and Defaults
& Windows Catalog
@ windows Update

| ) Accessories

[ Games

1) kKmans

(@) Microsaft ffics

(7 Mozl Firsfox

7 startup
Internet - . - s,
MSN Explorer I Trend Micro OfficeScan ¥ixdo?

3 4 @ Internet Explorer

< E-mail
MSN Explorer ¥ SN Explarer

B VSN Messenger 6.2

é et Explorer o) 0ok Express

Lﬁj Microsoft Office oub| #= Remote Assistance
= 2003 (2 windows Media Player

TR

mike.chen[ [

I‘H Paink 3 Windows Messenger
[ ACD Systems »
|TE] Microsoft Office wiorll () Google Desktop Search i
() winRaAR 3
O Hesllaceras I8 Acrobat Distilsr 6.0

I8 Adobe Acrobat 6.0 Standard
windows Media Play
() ATESCODEC

|7 CorelDRAW Graphics Sute 12
AllPrograms B | fig ems ~ Balff

Pﬁ‘ Log OFF [6‘ shut Down {Location: C:\Program Files|EMS|EMS-5D1 |

& EMs-T) i EN @ [ C - 5:20PM

3.1.4 Logging into the System

1. Once the system is started, the Login window then prompts as follows.

Account:

Pazzword: I

0k Shutdown

2. Simply enter your user account ID and password respectively, and then

. gk, .
click on = to login.

Default Account Supervisor
Default Password (blank)

Note: For the security concern, it is very important for you to change
your password afterwards.

To terminate the login, simply click on ml

3. After launching EMS and logging in with a valid username and

password, the main window, EMS then prompts as shown in the
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following figure.

~ NetBailiff [AEE]

Session Tools Windows  Help
-

3.1.5 Terminating the System

To terminate the system at any time, simply choose the Exit command

from Session Menu. The system then terminates.

3.1.6 Logging out the Current Session

To terminate the current session, choose Logout command from Session
Menu. The user account, then, is logged out and Login window prompts for
a new login. Normally, this is used when a user wants to re-login in order to

gain a higher level of authority for certain operations.

3.2 Windows Arrangement
Users may open many daughter windows in the EMS. To benefit user's
viewing every Window, Commands of the Windows manu is designed to
arrange daughter windows. Those commands will be inroduced

seperately.
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3.2.1 Cascade

Choose Cascade from Windows manu in the EMS manu bar.The cascade
command can cascade those opened windows as follows. User can select

a window to perform operations or view status simpliy by clicking on a

specified window.

“\ NetBailiff

Session Tools Windows  Help
e
. Agents Desktop E” & Hi\
iE P DsLAM

. IP DSLAM Function [Z |

- Default Setting
Spstem Infamation
- Cument Event
= System
- Commit and Reboot
& Configuration
- WLAN Configuration
' ' Ethemet Configuration
Staic Mulicast Configuration
L IGMP Carfiguration
=DsL
@ ok { & Prafile Configuration
Line Profile Canfiguration
@ Dis - &larm Profils Configuration
Port Configuration
= DSL Parformance Managemert
*- Physical Layer Infa
. Chernel Layer Inio
L. Physical Layer PM
Channel Layer PM
L. Exit Agent

3.2.2 Next Window

Next Window helps user to view next window so that it will bring the

window in the second layer to front.

3.2.3 Previous Window

Previous Window command can help user to bring the previous window to

front.

3.2.4 Arrange Icons

By slecting Arrange Icons of Windows Manu in the manu bar, it will locate
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those minimized daughter windows in the bottom left of EMS window as

the following figure shown. User can select a required icon to perform EMS

- 3x|
N Territory Management g@@
Teritary Name
Group Management
Select Teritory Select Teritory
ALL - ALL -
IP Address Alias Name IP Address Alias Name
19216810056 apple 19216810056 apple
-
-
Close:

3.3 Help

To view the version of NatBailiff, choose About command via Help menu,

as shown in the following figure. Click on | to exit the window.

About NetBailiff %]

28] NetBailiff

Werzion 0.1
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3.4 Tools Menu Introduction
This chapter describes how to use tools in the EMS, including
Environmental options, Territory manager, Agent manager, user hanager

and Telnet, which are detailed in the following sections.

3.4.1 Environmental Options

Choose Environmental Options from Tools Menu, this Environment
daughter window then appears. By this function, user can config SNMP,

Desktop and Surveillance respectively.

» SNMP Configuration
The SNMP Time-out Period and Retransmission times can be configured

as shown in the following steps:

1. Click on the TabControl (SNMP/Desktop/Surveillance) of SNMP that
will bring SNMP dialogue box to front.
2. Clickon =1 or =1 to change the Time-out Period seconds and

Retransmission times.

3. Click on Ll to submit your changes.

3 Pl Deskiop | Survellance |

=]

Tirne-cut Period: |3 = seconds

=]

Retransmizsion: |2 = tirmes

0K

» Desktop configuration
The desktop is user for setting the map of a required territory.
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1. Click on the tab of Desktop that will bring Desktop dialogue box to

front, as shown in the following figure.

~ Environment E @
SMHMP l Surveilance ]
Termitony: | ﬂ Territory Manager
Agents: |
tap: | Load | Clear |
Mone

ok

2. Click on __Leriton Manager | to quick start territory manager in which

users can define a dersired territory. Please refer to page 36 for more

details.
3. Click on ﬂ to load the map of a territory or click on

ﬂ to clear a loaded map. Note: the format of map is limited to

*.bmp, *.emf and *.wmf.

Open E
Loak ir: |L,I—J My Documents ﬂ EF Ed- [447x340) @

@EMS—THI wersion 1.0 lﬁversion 1.0
(3150 document in English C;L taipei_3
)My eBooks

[:jMy Music

uﬂMy Pictures

CIUsEA

File:s of type: |AII [ brnp:” ek wrnf] j Cancel

4. Click on Ll to submit your setting, and then the map will apply

File mame:

to the Mounted Agent.

» Surveillance configuration
1. Click on the tab of Surveillance that will bring the Surveillance

dialogue box to front, as shown in the following figure.
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~ Environment g@@

SNMP | Desktop |

Manitar
Period: |7 ill daps
Archive

[~ Save expired records

Path: |
Period: :II days

0K

2. Clickon =1 or =1 to change the mornitoring period.

3. Select the checkbox of Save expired records to save surveillance
archive, which can be browsed by clicking on the tab of Archieved
in the Event Log window as shown in the following figure:

 Event Log B=]lE)

Dutstaning | Clsed {Archived |
Happen Time Release Time Agent Grade DSL Site D escription
e
< >
Close Clear

4. Clicking on M to choose the directory to record

surveillance data and press =1 or =1 to define expired period.

5. Click on Ll to submit your settings.

3.4.2 Territory manager configuration

Territoy manager help users to build up mornitoring territories and agents
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could be categorized into different territories by users. That benefits users
to mornitor the status of PAMSPAN-2000 systems by territory. Territory
manager can be activated either from manu bar or from envoronmental

options.

» Territory Manager window
Choose Territory Manager via Tools Menu, or Environmental option, and

then the Territory Management window appears.

N Territory Management g@@
: Teritory Hame
: Territory Name
[ |
Group Management
Select Temitary Select Territary
ALL A ALL -
IP Address Alias Name IP Address Alias Name
192168100176 Taipei 102 192168100176 Taipei 102
_= |
_« |
Cloge
If to add a territory to the system,
. T H EW .......... . .
Click onlicmimrm i, the Territory Name fields then cleared to blank for

entering the data.

Apply

Enter Territory Name and then become enable.

Click on ﬂ to apply the territoy to the system. After that, you can

proceed to group management by Territory Management dialog box.

As the following figure shown, the agent, 192.168.100.176 is available in
the territory named ALL on the left. Users can shift the mornitoring territory
from ALL to Taipei simply by selecting Taipei in the Drop-down list on the
right.
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N\ Territory Management

Temitory Hame
Mew ) T aipei
Temitory Mame
4 Taipei
Group Management
Select Termitory Select Territorn
ALl - ALL -
IP Address Aliaz Mame Lo
132168100076 Taipei 102 =
= |
™
LCloze

Choose the agent, 192.168.100.176 on the left and then click on

-

The agent IP will appear on the right and will be mornitored under the

territory, Taipei.

N Territory Management

Territory Name

Mews ) Taipei
Territary Mame
Q Taipei
Group Management
Select Teritory Select Teritory
ALL - Taipei -
IP Address Aliaz Name IP Address Aliaz Name -~

192168100176 Taipei 102

|

Lloze

i

Corresspondently, the Agent Desktop displays that Agent IP
192.168.100.176 has been moritored under the territroy, Taipei.
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Temitory P Address Aliaz Refresh

+192.168.100.176 Taipei 102

Ok @ Alam Checked
@ Discornect & Demount

Alarm On

If users want to move the agent IP from Taipei to other territory, select a

desired agent IP and click on y to shift it to the left.

: Cl . . .
Click on ﬁ to exit the window or continue to perform other

operations in the same window.

3.4.3 Agent Manager Configuration

All of the ADSL2/2+ IP DSLAM agents that are to be managed by the EMS
must be “registered” to the system. The “registeration” process is to
make the system aware of agent’s IP address and alias name. Once an
agent is registered, it is put into the “demount” agent pool, which is still
“inactive” for the network monitor. You then have to activate it if you want it
to be monitored. An active agent can also be deactivated from the monitor
for certain operational purpose when necessary. Agent Manager is

designed for you to perform these operations.

» Agent Manager window

Choose Agent Manager from Tools Menu, this window then appears.

39



~ Agent Manager

Select Territo
b |Taipei ﬂ
Demount: Mount:
IP Address Alias Name ~ IP Address Alias Mame ~
192168100176 Taipei 102
= |
_ |
e’ -
Mew -
P Address: | . . ) Commurity: |public
todify
Alias Name: |Taipei 102
Description: |
Delete
Close

As mentioned above, Agent Manager is used to define the ADSL2/2+ IP
DSLAM agent’s IP address and community string that are to be used in the
system, and to activate the system’s monitoring of an agent; to deactivate

an agent from the system’s monitoring.
If to add an agent to the system,

1. Select a territory that a new agent belongs to. Users can click on

Teritory M | i i
~SMEHENAET | to activate territory manager.

2. Click on New , the data fields then cleared to blank for entering

the data. Enter values in fields, IP Address, Alias Name and
Description. The Apply buttons to the left of these fields then become

enable.

Click on _ 2PP¥ | to apply the agent to the system.
If to activate (so-called “Mount”) the system’s monitoring of an agent,

click on the required agent entry in the Demount agent list, then click

on =*  The agent will appear on the Mount agent list on the

right.

: Cl . : :
5. Clickon g to exit the window or continue to perform other

operations in the same window.

If to remove an agent from the system,
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1. Click the required agent in the Demount agent list, and then click

onﬂ. The agent will disappear.

: Cl . : :
2. Clickon g to exit the window or continue to perform other

operations in the same window.
If to change the information of an agent,

1. Select the required agent in the Demount agent list. The information of

the selected agent will then presented on the data fields.

M adify

2. Click on | to Change IP, Alias Name, and Description and

Apply |

then becomes enable.

3.Clickon PPV | to apply the change to the system.

Cl
4. Click on =0 to exit the window.

Note: user can only change alias and description of the agent in the Mount
agent list and changing IP is prohibited.

If to activate the system’s monitoring of an agent,

1. Select the required agent in the Demount agent list, and then click on

the Mount button_™* . The agent will appear on the Mount agent list.

. Cl . . .
2. Click on =0 to exit the window or continue to perform other

operations in the same window.
If to de-activate the system’s monitoring of an agent,

1. Select the required agent in the Mount agent list, and then click on the

Demount button L The agent will then disappears from the Mount

agent list and appears on the Demount agent list on the left.

. Cl . .
2. Click on =0 to exit the window.
Table 3-1 Agent Management Field Definition
Field Definition
IP Address ok ke Kodek ek
Alias name Name of ADSL2/2+ IP DSLAM
Description Note

41



> Agent Desktop (Network Monitor)
Agent Desktop (see below) is the main window for the network
administrators in performing their day-to-day network monitoring jobs.
Like the standard desktop of MS Windows, Agent Desktop appears at all
time once the system is started. First appears on the Agent Desktop is
the status of agents by an array of colors. By which you may monitor the
status of agents, and judge if they are normal or in situations of alarms.
You may then double click on the required agent IP to activate the event
log window. Similarly, the Mounted Agents Desktop can be started up by

double clicking on the icon of territory.

In the Agents Desktop, press _Refiesh| to refresh the status of all agents.

N Agents Desktop EI E|FZ|

Temitory P Address  Alias Refresh
_/ 3 92.1 B2 100176 Taipei 1 U2\
Overall status / 8(\/: rzlrlnsstatt)tus
of territory by rio?it y
priority P y
o0k W Alam Checked
@ Disconnect & Demount
Alarm on
Legends:
‘ Gray icon indicates that the agent is disconnected.

Red icon indicates that “Major Alarm” is occurred to the agent
and requires network administrator’s attention. Network
administrator
pays attention to alarms by looking into the alarms using
Event Log — Outstanding.

‘ Green icon indicates that the agent is in normal condition.

The red icon will turn into a yellow icon after the network
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administrator has looked into the alarms. However, this does
not mean the situation is released. If any new alarm happens,
yellow will turn red.

‘ Black icon indicated that the agent is demounted.

Note: the priority of colors: Gray>red>yellow>green>black
» Mounted Agent Desktop
Mounted agent desktop provides users with flexibity in viewing your
network using graphical presentation of network elements. Mounted agent
desktop can be easily activated by double clicking the icon of territory in
the agent desktop and apprears promptly as shown in the the following

figure. By the mounted agent desktop, the location of agents and overall

network status of a specific territory is presented.

N Mounted Agents Desktop - Taipei

N
Yudpchar M
L -— =
? MinEs £ WoRd 2] ¥
3 % Chunghan 5
4 & Middle Schoal
e A R ‘é = o]
[ 5 o
5 : g
[ | ] &
rrsfnanig £ W i [] s =
a2 E
: WS w 2 3
H ? 1\ g
Chungshan & L Nanking EJW Re 5
i - Brather : E?
= = Chengan E/W Rd. & Palen i = a
g E &
e Batray e Chungsias
Fuhsing P
o . F
TapﬂMg-sramn é“ O— T O O—0-
NTV Hespinal g e R S i Bl =
i %
2 Ta-An ?
eminy Wt 0 Y

Legends:

In addition, its color also changes with the status of the agent. For example,
the icon in red means that alarm is occurred to the agent and requires
network administrator’s attention.
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3.4.4 Telnet

Users can use the Telnet to connect to a specific ADSL2/2+ IP DSLAM,

and then monitor and interact with the system.
How to activate Telnet from Agent Desktop?

1. Select an agent IP on the Agent desktop.

~ Agents Desktop @@

Teritary P Address Alias Refresh

=] T ainei
Funckion List

Ping

176 Taipei 102

Ok @ Alam Checked
@ Disconnect & Demount
Mo Defect

2. Click on the right bottun of mouse and then select Telnet or choose

Telnet from tool manu in the EMS window’s manu bar. Then Telnet screen

will come up immdeiately.

o% Telnet 192.168.100.176 -|a ﬂ
B
PR BB BB BN

Welcome to IP DELAM .
303030 0o oo

Software Release: COL2.6.1.8.848412 —— 1.04.840986 .ADSL2+ Date: Sep 6 2084
<C0-APB1EBASFEFF>

login: admin
password:
Login Successful

3. Enter user name and password to access the CID screen.
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Note: The default login and password are admin.

3.4.5 Ping

Ping is a command used to determine whether a particular ADSL2/2+ IP
DSLAM is currently connected to the agent. It works by sending a packet

to the specific IP address and waiting for reply.
How to activate Telnet from Agent Desktop?

1. Select an agent IP on the Agent desktop.

Termtory  |P &ddress  Alias Befresh | @
= Tapei

e Function List
19
. Telnet

Ok @ Alam Checked
@ Disconnect @ Demount

Alarm On

2. Click on the right bottun of mouse and then select Ping or choose it from
tool manu in the EMS window’s manu bar. Ping screen will come up
immediately and then starts to send packets to check the connection with
the ADSL2/2+ IP DSLAM.
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-+ C:\WINDOWS\system 32\ping. EXE

Pinging 192.168.188.176 with 32 bytes of data:

Reply from 192.168.188.176: bytes=32 time=Bms TTL=64
Reply from 192.168.180_176: bhytes=32 time=11ms TTL=64
Reply from 192.168.188.176: bytes=32 time=

3. After showing the connection status, the screen will be closed

automatically.

3.4.6 User Manager window

The EMS uses user accounts, password as well as power level (system
privileges) to control access and log in. There are three types of privileges,
Supervisor, Constructor and Tester.

Supervisor: The highest level. User with this privilige can access ANY
functions and data;

Constructor: User can set and modify the configuration of network
equipments.

Tester: user can run maintenance test, such as loop back function.
To perform user manager, proceed as follows,

1. Choose User Manager from Tools Menu to access this window.

From the following window, User Manager, you can add and remove

users as well as change passwords, which are used to control the login.
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~ User Manager, |Z| |E| b__q
CB Add | E2 Delete | C2 Moy | L Close |
User Account Uzer Mame Description ”~
I Admin Adrniniztrator
Guest Guest
Supervizor
ust
S >
Paower Level Dexcription
Supervizor Usger iz a constructor and tester and can do any system operation.
Corstructar Uzer can set and madify the configuration of netwark equipments.
Tester Uzer can run maintenance test, such az loopback function.
Table 3-2 User Manager Field Definition
Field Definition
User Account an 1D to be used for login
User Name The full name of a user
Description Remarks for note purpose
Power Level Privileges; Administrator and tester

If to add a user account to the system,

1. Click on @ add | the Security window then prompts.

2. Enter the account information as described in Security window below.

3. Click on _ HL EP= | {5 exit the window or continue to perform other
operations in the same window.

If to remove a User Account from the system,

1. Select a user account by clicking on the desired entry in User Account
selection list. After selection, the designated one will be highlighted.

2. Clickon % Delte 0 delete it

3.Clickon  HL L= 5 exit the window or continue to perform other
operations in the same window.

If to change User Account Information,

1. Select a user account by clicking on the desired entry in User Account
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selection list.  After selection, the designated one will be highlighted.

. Click on (R Modiy button, the Security window then prompts.

. Change the account information as described in Security window
below.

. Click on Close button to exit the window or continue to perform other
operations in the same window. 2. Click on Add button, the Security

window then prompts.

» User Manager window -- Security
This window is a daughter window of User Manager Window, and is used

when adding a user account or changing account information.

~ Registrar - Security
Account

dser Szcount: |

User Mame:

Description: |

Password: | “““““

xxxxx

Werify Paszword: |

[ Tochange pagsword when uzer log in nest time,

[ Account suspended.

Power Level

Dremount: t aunt:

Congtructor Supervizor

Tester -p-

_Either SR A& | o R Modl g selected, this window appears.

. Enter data in the fields, User Account, User Name, Description,
Password as required. Re-enter the password in field, Verify

Password, for purpose of verification.

. If to force the user to change their password at the next login, click on
the checkbox to the left of the field, To Change Password When
Login Next Time.

. If to suspend a user account, click on the checkbox to the left of the field,

Account Suspended.
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5. If to assign a new Power Level to the user, click on the desired entry in

the Demount list, then click on the Mount button, =* | The
selected Power Level entry will then be added to the Mount list on the
right.

6. If to remove a Power Level from the user, click on the desired entry in

the Mount list on the right, then click on the Demount button,

L. The selected Power Level entry will then be removed.

Lancel | {5 abort

. k. .
7.Clickon =" | to complete the operation or
the change. Either one is selected; the window is exited to User

Manager Window.

Table 3-3 Register-Security Field Definition

Field Definition

User Account An ID to be used for login

User Name The full name of a user

Description Remark for note purpose

Password Any character string, including blank

Verify Password Re-enter the password as a confirmation

To change password [If this is checked, the associated user needs to
when next login change their password at the next login.
Account Suspended  [Suspend the account.

Power Level Privileges; Administrator and tester
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Manage the ADSL2/2+ IP DSLAM

After successfully setting up the environment of EMS, you can manage
different ADSL2/2+ IP DSLAM via your EMS remotely. This chapter will tell
you how to interact with a specified ADSL2/2+ IP DSLAM.

4.1 Activate Function Management Windows
Via EMS, users can remotely morniter the current status of a specified IP
DSLAM, and then proceed advanced configuration. To activate the
function management windows, choose a specified agent that you want to
manage, and then double click the agnet, or click the right button of the

mouse to select Function List, as shown in the following figure.,

~ Agents Desktop g@@|

Temtory P Addiess  Alias Refresh | @

| = ® Taipsi

Funckion Lisk 100176 Taipei 102

Ok @ Alam Checked

& Disconnect & Demount

&larm Cn

After that, the function management windows, including Function window
and Front panel status window, will prompt as shown in the following

figure.
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 Untitled - NetBailiff

Session Tools Windows Help

a e
. IPDSLAM_48 Fun... [2][1][3¢] E\IPDSLAM 48

3
UPLINK 1 Link/AGT UPLINK 2 LinkiACT  MGNT  LinkacT  MAINT I
< - . 2o

gl [y ]
E!w:mumumhnmwm&wm: - “.In\ln\
LB B

e | i e

Default Setting
- System Information
~ Current Event
= System
* Commit and Reboot
= Configuration
. YLAN Configuration
| Ethemet Configuration
© Static Multicast Configuration
- IGMP Configuration
© SNTP Configuration
. =-D5L
£ Profile Configuration
- Line Profile Configuration
© Alaim Profile Configuration
- Port Canfiguration
' PVC Loopback Testing
= D5L Performance Management
© ' Physical Layer Info
- Channel Lager Info
 Physical Layer PM
Channel Layer PH
' Exit Agent

4.1.1 Function management Windows

The Function management windows, including function window and Front
panel ststus window, which are provided to mornitor the ADSL2/2+ IP
DSLAM's status in real time and configure related settings. They will be

introduced repectatively.

» Function Window:
From the Function window, users can activate a  |SSESIRIT AL
specified function immediately by double clicking

a specified item.

=8 IPDSLAM 48 Function:
- Default Setting
~ System Information
Curent Event
- Suystem
* Commit and Fleboot
- Configuration
- WLAN Configuration
- Ethernet Configuration
- Static Multicast Configuration
- IGMP Configuration
- SMTF Configuration
=DsL
= Profile Configuration
Line Prafile Canfiguration
Alarm Profile Configuration
Port Configuration
P Loopback Testing
- DSL Performance Management
Physical Layer Info

- Channel Layer Info

» Front Panel Status Window - Physical Laper PH
*- Channel Layer P
After choosing a speicified agent, the Freont e
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Panel Status Window, together with the Function Winddow, will come out

immediately to present the current status of front panel of the ADSL2/2+ IP

DSLAM. As to the LED identification of front panel, refer to page 9 to get

more information.

™~ IPDSLAM_48

UPLINK 1 LinkiAGT

UPLINK 2 LInK/AGT  MGNT

LInkiAGT

o] Ld -
w W w
04 O0OM 10011000M 100/1000M

4.2 Default Setting

This section describes how to get the information of the default setting of
the ADSL2/2+ IP DSLAM.

1. Click on “Default Setting” from the Function List window.

The Default Setting window appears as follows:

| ™~ Default Settings - |0 =
i -
| IP:192.168.100.111 | hask: 255.255.266.0 | Gateway:192.168.100.1 [
" System ADSL Port
| EBridge-mode | Port-bazed WLaN: Enable ’7 "up" for all ports
~WCC connection
| 8/81 [wpifvei) for all ports | 8/82(wpifvei) for all ports
DSk Line Profie ATUC side: ATU side:
Mamed:"DEFALLT" | 1] Target Snr b argin:"60dE" | 1] Target Sor b argin:''60dB"
Line Type “Interleave" | 2] Interleave Delay:"B3ms" | 2] Interleave Delay:"1Bms"
Tx mode:AdapAtStartup | 3] Min T« Rate:"32Kbps" | 3] Min Tx Rate:"32Kbps"
| 4] Max Tx Rate:"32Mbps" | 4] Max Tx Rate"1Mbps"
| 5] Down Shift SHE b argin:"0dB" | 5] Down Shift SMR kargin:'*30dB"
| E] Up Shift SMR Margin:"120dB" | E) Up Shift SHR Margir:"30dB"
| 7] Interleave Correction UP:"125us"
| 8] Interleave Caorrection Dowr:'1ms"'
| 9) Preferred Standard:"ads|2Plustuta™
| 10] Annex Type:"adsl2"
[Alerm Profle ATUC side: ATU side:
Mamed:"DEFAULT" | Thresh 15MinLafs- 0 sec | Thresh 15MinLofs- 0 sec
Initial Failure trap:Dizable | Thresh 18MinLass- O zec | Thresh 15MinLass- O zec
| Threzh 15MinLols- 0 sec | Thresh 15MinLprs- 0 sec
| Thresh 15MinLprs- 0 sec | Thresh 15MinE ss- 0 sec
| Thresh 15MinE g5- 0 sec
Cloze | LI

In the default setting window, the status of, IP, System, VCC connection,
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DSL line profile and Alarm profile are displayed clearly. How to modify

them will be introduced in the following sections.

4.3 System Information
This section describes how to get and input the information of the
ADSL2/2+ IP DSLAM.

1. Double Click on “System Information” from the Function List Window.

The System Information window appears as follows:

~ System Information

Description:

UpTimej m:21:16

Name: hobrand HwVersion:  ADSL1.0

Location: | CPSwWversion: COLZ8.20041122
Contact: | DPSw¥ersion: DF_B02_08_07_03
Yendor: | Log Threshold: l—u {thevalueis 0-4)
Object ID: 1361413278112 Time Zone: ’—
DST: |fa|ge j Current Time: |

Apply Close

Input necessary information on those fields.

Table 4-1 Sysinfo field definition

— 20 C__ S)SNONCCCENntion __
Field | Definition

Name Alias name of the ADSL2/2+ IP DSLAM
Location Location of the ADSL2/2+ IP DSLAM
Contact The contact person of the ADSL2/2+ |IP DSLAM
Vendor The vendor of the ADSL2/2+ IP DSLAM
Object ID Vendor ID
DST This specifies if the Daylight Savings Time has been
enabled or not.
True:on
False: off
UpTime System up time
HwVersion Hardware version of the ADSL2/2+ |IP DSLAM.
CPSwVersion Control plant version

Log Threshold

This specifies the severity level of the trap equal to or
lower than that shall be logged. 0 represents log
threshold is diable. 1 is the lowest and represents
critical traps.

Valid values: 0-4

Time Zone

Time zone

Valid values: Given below, are the valid values,
followed by their descriptions.

IDLW - International Date Line West

NT - Nome
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HST - Hawaii Standard

CAT - Central Alaska

AHST- Alaska-Hawaii Standard

YST - Yukon Standard

PST- US Pacific Standard

MST- US Mountain Standard

CST- US Central Standard

EST- US Eastern Standard

AST- Atlantic Standard

NFST- Newfoundland Standard

NFT- Newfoundland

BRST-Brazil Standard

AT- Azores

WAT - West Africa

GMT - Greenwich Mean

UTC - Universal (Coordinated)

WET - Western European

CET - Central European

FWT - French Winter

MET - Middle European

MEWT - Middle European Winter
SWT - Swedish Winter

EET - Eastern Europe, Russia Zone 1
IST - Israeli Standard

BT - Baghdad, Russia Zone 2

IT - Iran

ZP4 - "Russia Zone 3"

ZP5 - "Russia Zone 4"

INST - "Indian Standard”

ZP6 - "Russia Zone 5"

NST - "North Sumatra"

WAST - West Australian Standard
SSMT - South Sumatra, Russia Zone 6
JT- Java

CCT - China Coast, Russia Zone 7
ROK - Korean Standard

KST - Korean Standard

JST - Japan Standard, Russia Zone 8
CAST - Central Australian Standard
EAST - Eastern Australian Standard
GST - Guam Standard, Russia Zone 9
IDLE - International Date Line East
NZST - New Zealand Standard

NZT - New Zealand

Example: IDLW , that stands for International Date
Line West

Current Time This inicates the current time.

3. Click on _###_| to submit your settings or __¢195¢_| to close the

window.

4.4 Current Event

Describes the facility for the network administrators to track and trace the
history of events happened and released. Current Event window can be

activated from Function list window.

54



There are three daughter windows provided to accomplish above tasks:

Outstanding Event: Allow you to view the outstanding events or status
and system information.

Closed Event: Allow you to trace events or status that are already
closed and are still within the surveillance period as defined in
Environment Options. It also allows you to view the system
information.

Archived: Allow you to browse the expired records.

Legends
Icons | The grade of Abbreviation | Icons after the alarm has
alarm indicated been viewed.
—} Major Alarm MJ —]
A Minor Alarm MN A&

#» Outstanding Event

This window allows you to view the outstanding events of specific agents.
If to view the event log of a specific agent,

1. Click “Current Event” from Function List window. The Event Log
window appears as follow:

LClozed ] Archived ]

Happen Time Agent Grade DSL Site Description P

S
& 9/71/2004 34237 AW Taipei 102 hd 1 co Mo Peer Atu Present
O 9/21/2004 34237 A Taipei 102 M 2 co Mo Peer &t Present
O 9/21/2004 4238 AM  Taipei 102 MJ 3 co Ma Peer &t Present
e 9/21/2004 3:42:38 AM - Taipei 102 hl 4 co Ma Peer &tu Present
e 9/21/2004 3:42:38 AM Taipei 102 hl 5 co Ma Peer &tu Present
e 9/21/2004 3:42:38 AM  Taipei 102 hl B co Ma Peer &tu Present
e 972172004 3:42:38 & Taipei 102 M 7 Cco Mo Peer Atu Present
e 972172004 3:42:38 &k Taipei 102 ki 8 Co Mo Peer Atu Present
&  9/71/2004 342:38 AW Taipei 102 b 9 Co Mo Peer Atu Present
&  9/71/2004 34238 AM  Taipei 102 b 10 co Mo Peer Atu Present
& 9/71/2004 34239 AW Taipei 102 b 11 co Mo Peer Atu Present
&  9/71/2004 34239 AW Taipei 102 hd 12 co Mo Peer Atu Present
O 9/21/2004 34239 A Taipei 102 M 13 co Mo Peer &t Present
O 9/21/2004 94239 AM  Taipei 102 MJ 14 co Ma Peer &t Present
e 9/21/2004 34239 AM  Taipei 102 hl 15 co Ma Peer &tu Present
e 9/21/2004 3:42:39 AM  Taipei 102 hl 16 co Ma Peer &tu Present
e 9/21/2004 3:42:39 M Taipei 102 hl 17 co Ma Peer &tu Present

E
b4

Closs

Table 4-2 Outstanding Event Window Field Definitions
Field Description
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Happen time The date/time when the event is occurred.
Agent The IP address of the agent associated
Grade Severity level of event or status.

DSL DSL Port

Site Down stream or upstream

Description The description of the event or status.

» Closed Event
This window allows you to browse the closed alarms and events of

specified agents.

1. Click on the tab of Closed that will bring the Closed screen to front, as

the following figure shown:

. Cl
2. Click on ﬁ to clear all records.
3. Click on ﬂ to exit the window.

~ Event Log
Dutstanding l alchived]
Happen Time Releaze Time Agent Grade D5SL Site Description
&
< >
Cloge Clear
Table 4-3 Closed Event Window Field Definition
Field Description
Release Time The date/time when the event is closed.
Others Rest of the fields is as same as described in “Outstanding
Events”.

» Archived
This window allows you to browse the expired records, which can be

configured in the Evironment window.

1. Click on the tab of Archived that will bring the Archived screen to front
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as follows:

~ Event Log

Qutstanding] LClosed

F Happen Time Releaze Time Agent Grade DSL Site Description

e

< >
Cloze Clear

. Cl
2. Click on ﬁ to clear all records.
3. Click on ﬂ to exit the window.

4.5 System

This section allows users to perform commit and reboot that will be
introduced as follows:

45.1 Commit and Reboot

This section describes how to commit the current configuration to falsh or
reboot the ADSL2/2+ IP DSLAM.

1. Double Click on “Commit and Reboot” from the Function List Window.

The System Information screen appears as follows:
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™~ System Configuration

Commit

Commit

_Comit |
_Rsboot |

Reboot

2. If to commit the active configuration to the flash, click on M

3. If to reboot the system and to set the boot configuration, click on

Reboot '

4. Click on m to close the System Configuration window.

4.6 Configuration
This section describes how to configure the ADSL2/2+ IP DSLAM by

selecting Configuration from Function List window. This section will cover

those functions:

4.6.1 VLAN Configuration

Allow user to view and modify VLAN configuration. To configure VLAN,
proceed as follows:

1. Double Click on “VLAN configuration” from the Function List Window.

The VLAN configuration window appears as follows:
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N\ ¥LAN Configuration

WLeNIDfi =] VLANMName[Defakan
D5SL Ports Egrezsz PWE |Untagged FC | ~
1 1 j True
2 1 True
3 2 True
4 4 True
5 5 True
B ? True
7 g True
g 1 True
9 1 True
1a 1 True
1 1 True
12 1 True
13 1 True
14 1 True
15 1 True
16 1 True
17 1 True
18 1 True
19 1 True
20 1 True
21 1 True
T 1 Tem b

Apply | Cloze |

2. Select the VLAN to view or modify by using the VLAN ID drop-down list.

3. Use Egress PVC and Unatagged PVC drop-down list to set the
specified DSL port’'s Egress PVC and Untagged PVC.

4. Click on m to submit your settings or click on

close the VLAN Configuration window.

to

Table 4-4 VLAN Configuration Field Definitions

Field Definition

The VLAN id for this VLAN. In devices supporting "Shared
Vlan for multicast" capability, the information for a multicast
mac addr is shared across vlans hence vlan id is an
optional parameter. In devices supporting “Independent
Vlan for multicast” capability each vlan can have its own
information for a multicast mac addr hence vlanid is a
mandatory parameter in all the commands other than - get.
For No Vlan case vlan id is not required.

VLAN ID

VLAN Name Name of the VLAN

Egress PVC The set of ports, which are permanently assigned to the
egress list for this VLAN by management.

Untagged PVC The set of ports, which should transmit egress packets for

this VLAN, as untagged.

4.6.2 Ethernet Configuration

Allow user to view and modify Etherent configuration. To view or configure

Ethernet, proceed as follows:
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ADSL2/2+ IP DSLAM

1. Double Click on “Ethernet configuration” from the Function List

Window. The Ethernet Configuration window appears.

~ Ethernet Configuration |’._||E| rz|
Select Ethermnet
DHCP: - o IP Address: | 192 188 100 58
Type: & = Mask: |85 255 255 0
Adrin Status: & ~ G abewway: |
Operation Statug: = - tgmt Vlan Indes:
Iodify | | Create | [relete | Cloze |

2. To view the Ethernet Configuration of UPLINK1, UPLINK2, or UPLINK3
by using the Slect Ethernet drop-down list.

A odify

3. If to modify the Ethernet Configuration, click on | first and

then proceed advanced configurations as shown in the following figure.

~ Ethernet Configuration |Z||§|E|
Select Ethernet  |UPLINK1 ~]
DHCP:  Enabled (& Disabled IPaddress: {492 168 100 B8
Type: & Uplirk ¢ Downlink fla |85 285 255 D
Admin Status: ¢ Enabled  Disabled Gateway: |
Operation Status: = -~ Mamt Vlan Indes: [
‘ Apply | Create ‘ Delete | Cloze ‘

Create

4. If to create a new Ethernet configuration, click on and then
select a new Ethernet configuration by using Slect Ethernet drop-down list.

After that, users can set related peremeters as follows:
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. Ethernet Configuration

SelectEthemet  [PLINKZ |
MGNT
DHCF: ~ ~ IP Address: |
Type: C Uplick  © Downink | Mask |
Adrmin Status: o~ o~ Gateway: |
Operation Status: = o~ M amt YWlan Indesx:
‘ Apply | ‘ ‘ Cloze |

5. Click on ﬂ to submit your settings or click on — == to

close the Ethernet Configuration window.

Table 4-5 Ethernet Configuration Field Definitions

DHCP DHCP client enabled or disabled

Type Upstream or downstream

Admin Status The desired state of UPLINK (enable/disable)

Operation Status System is enabled or not.

IP address IP address of the UPLINK

Mask This specifies the network mask configured for the
UPLINK.

Gateway Gateway IP

Mgmt Vlan Index VLAN for management traffic on this interface.

Nonzero value of this field is valid only if either 'ip'
field is non-zero or 'usedhcp’ field is true. If no
Management Vlanid is specified (in the create
operation) or its value is set to zero (either in create
or modify operation) then the system shall use the
value of 'portvlanid' associated with the bridge port
created on this interface as the Management Vlan
Index. In case the management vilan (i.e.
'mgmtvlanid' or the associated 'portvianid’, if
'mgmtvlanid' is zero) doesn't exist on the system then
management shall not happen on this interface till the
corresponding VLAN is created with the Net side port
as its member.

4.6.3 Static Multicast Configuration

Allow user to view and modify Static Multicast configuration. To view or

modify Static Multicast configuration, proceed as follows:

1. Double Click on “Ethernet configuration” from the Function List

Window. The Static Multicast Configuration window appears.
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fmMcast

WLAN 1D: (4 - Multicast Address: |1:U:5E:D:D:2 ﬂ
DSL Parts Egress PVC |Forbidden Earess PYC | -~
1
2
3 | I
4 i
2

5 3

B 4

7 A
£

8 7

g 8

10 1

—
jury

—
(X3

—=
L

—
=

—
on

—
o

—
=

jury
==}

—
=

5]
=
jry

g
£

Apply | Cloge |

2. Select the VLAN ID to view or modify by using the VLAN ID drop-down
list.

3. Use Egress PVC and Forbidden Egress PVC drop-down list to set the
specified DSL port’s Egress PVC and Forbidden Egress PVC.

4. Click on Qﬁpph" to submit your settings or click on . BED to

close the VLAN Configuration window.

Table 4-6 VLAN Configuration Field Definitions
Field Definition

VLAN ID The VLAN id for this VLAN. In devices supporting "Shared
Vlan for multicast” capability, the information for a multicast
mac addr is shared across vlans hence vlan id is an
optional parameter. In devices supporting “Independent
Vlan for multicast" capability each vlan can have its own
information for a multicast mac addr hence vlanid is a
mandatory parameter in all the commands other than - get.
For No Vlan case vlan id is not required.

Multicast address A multicast address is an address that designates a
group of entities within a domain.
Egress PVC The set of ports, which are permanently assigned to the

egress list for this VLAN by managemen.

Forbidden Egress PVC The set of ports, which should transmit egress packets for
this VLAN, as untagged.
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4.6.4 IGMP Snooping

IGMP snooping, as implied by the name, is a feature that allows an IP
DSLAM to "listen in" on the IGMP conversation between hosts and routers.
To set IGMP Snooping status as Disabled or Enable, the procedure is as

follows:
1. Choose a specified port to execute IGMP snooping function.

2. Double click on IGMP Configuration via Function window. Then the
IGMP Configuration window appears as follows:

~ IGMP Configuration

|IGKMF Snooping Status
« Disabled C Enabled

Apply Cloge:

Apply

Select Disabled or Enabled, and then click to submit your

setting.

4.6.5 SNTP Configuration
Allow you to view the SNTP client status and execute advanced
configuration. The procedure shows as follows:
1. Choose a specified port to execute SNTP configuration function.

2. Double click on SNTP configuration via Function window. Then the
SNTP configuration window appears as follows:
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~ SNTP Configuration g@|®

SWNTP Server Address:
[192.166.100.254 |

SMTP Client Status:
(¥ Enable 1 Dizable

bodify | Create | Delete |

3. If to enable or disable current SNTP client, click on _ M&div |

4. If to create a new SNTP client, click on _ Gese | and then set SNTP

Server address and SNTP client status. After that, click on m to

submit your setting.

~ SNTP Configuration

SMTF Server Address:

192 168 100 34

SHTP Client Status:
(* Enahle " Dizable

Create Apply Cloze

5. If to delete a certain SNTP client, select the SNTP server from the SNTP
server address drop-down list and then set the SNTP client status as

. . . Delet
Disable. Finnaly, click on ﬁ

6. Click on

1 to close the SNTP Configuration window.

4.7 DSL

This section describes how to configure DSL settings by selecting DSL

from Function List window. This section will cover those functions:

4.7.1 Profile Configuration

Allow users to configure Line Profile and alarm profile.
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ADSL2/2+ IP DSLAM

» Line Profile Configuration

If to configure Line Profile, proceed as follows.

1. Double Click on “Line Profile configuration” from the Function List

Window. The Line Profile configuration window appears.

 Line Profile Configuration

DSL Mame Line Type Tranzmit Rate Mode
‘ j " Fast " Interleave ™ Fized " AdaptatStarup

CO ATU_LC [Dawn Stream]

TargetSNR@BA0: [ (0310 Interleave Delay(msy[  (0-255)

Min Tx Rate(bps): [ (320003273000 MexTxRate(ops) [ (32000-32736000)
Down ShENR @B (0-310) Up Shit SNR@EAD: [ (0310
IntCarrectionlp: [ =] IntCorrecfionDawn: [ |

Preferrad Standard: | | Annex Typa: |

RT ATU_R [Up Stream]

Target SNR({dB/10): (0-310) Interleave Delay(ms): (0-255)
Min Tx Rate(bps): (32000-1088000) Max Tx Rate(bps): (32000-1085000)
Diown Shift SMR(HB/10): (0-310) Up Shift SMR(dB/10): (0-310)

Apply Clase

To creat up a new line profile, click the DSL Name drop-down list and then

select the blank.

N Line Profile Configuration

D5L Mame Line Type Tranzmit Fate Mode
| j (‘ = - =

DEFAULT
Target SNR (dB10): (0-310) Interleawve Delay(ms): (0-255)
Min Tx Rate(bps): (32000-32736000) Max Tx Rate(bps): [32000-32736000)
Down Shift SNF (dB/10): (0-310) Up Shift SNR(dB/10): [0-310)

IntCarrectionUp: [ =l IntCarrectionDiown

Freferred Standard [ | Annex Type:

RT ATU_R [Up Stream]

Target SNREE0): (0-310) Interleswve Delay(ms): (0-255)

Min Tx Rate(bps): (32000-1088000) Mewx Tx Rate(bps): (32000-1088000)
Down Shitt SNR@BADR [0 (0-310) UpShit SNRGaB/1Oy: o0 (0-310)

Close

After that, the fields become enable. Input the values in those fields and

then name the new line profile.

Clickon 2% | to submit your setting or click on Pl | to deliete a

line profile.

Table 4-7 Line Profile Field Definitions

Field Definition
Line Type The ADSL line type, Fast or Interleaved
Transmit Rate Adaption Defines what form of transmitting rate to be
adaptated, fixed or adaptAtStartup
Target SNR (dB/10) Target Signal / Noise Margin.(0-310)

65



Min Tx Rate(bps)

The minimum transmitting rate of ATU-C side
or ATU-R side.

Down Shift SNR (dB/10)

Configured Signal/ Noise Margin for rate
downshift. If the noise margin falls below this
level, the modem should attempt to decrease
its transmit rate. In the case that RADSL
mode is not present, the value will be 0.

IntCorrectionUP

Sets the correction time for the upstream
interleaved buffer. RS can also be disabled.
Value:125us | 250us | 500us |1ms | 2ms |
4ms | disable

Preferred Standard

Preferred standard compliance. Outcome is
dependent

upon standard support of the remote
unit.GlobespanVirata High Speed ADSL DMT
(ADSL+) applications only

Value: t1413|gLite | gDmt | alctl14
I[multimode | adi | alctl
[t1413AutoladslPlus|GspanPlus

Maximum Transmit Rate

The maximum transmitting rate of ATU-C side
or ATU-R side.

Interleave Delay (ms)

The value of Interleave Delay for this
channel.

UP Shift SNR (dB/10)

Configured Signal/ Noise Margin for rate
upshift. If the noise margin rises above this
level, the modem should attempt to increase
its transmit rate. In the case that RADSL is
not present, the value will be 0.

IntCorrectionDown This parameter sets the correction time for
the downstream interleaved buffer. RS can
also be disabled.

Annex Type This parameter is set as per Annex

compliance of the code release.
GlobespanVirata High Speed ADSL DMT
(ADSL+) applications only.

» Alarm Profile Configuration

If to configure Alarm Profile, proceed as follows.

1. Double Click on “Alarm Profile Configuration” from the Function List

Window. The Alarm Profile Configuration window appears.
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~ Alarm Profile Configuration

DSL Mame Failure Trap

DEFALILT | e oy

COATU_C [Down Stream)

Loss offrame within 15 minutes: | [07~900] seconds

Loss of signal within 16 minutes: | (0300 seconds

Loss of link within 15 minutes: | [0™300) seconds

Loss of powerwithin 15 minutes: | (07300] seconds

Errored seconds: | [0~9300) seconds

RT ATU_R (Down Stream)

Loss of frame within 15 minutes; | [0™~300]) seconds

Loss of signal within 16 minutes: | [0300] seconds

Loss of powerwithin 15 minutes: | (07300] seconds

Errored seconds: | [07300) seconds
| | Close |

2. To creat a new alarm profile, click the DSL Name drop-down list and

then select the blank.

3. After that, the fields become enable. Input the values in those fields and
then name the new alarm profile.
4. Clickon 2 | 1o submit your setting or click on  Delete | 1o

deliete a alarm profile.

Table 4-8 Alarm Profile Field Definitions

Field

Loss of frame within 15
minutes

Definition
The threshold of the number of “Loss of Frame
Seconds” within 15 minutes performance data
collection period.

Loss of signal within 15
minutes

The threshold of the number of “Loss of Signal
Seconds” within 15 minutes performance data
collection period.

Loss of link within 15
minutes

The threshold of the number of “Loss of Link
Seconds” within 15 minutes performance data
collection period. (But only ATU-C side)

Loss of power within 15
minutes

The threshold of the number of “Loss of Power
Seconds” within 15 minutes performance data
collection period.

The threshold of the number of “Errored Seconds”
within 15 minutes performance data collection period.

Errored seconds

4.7.2 Port Configuration

Allow users to proceed port configuration. The procedures are as follows:

1. Double Click on “Port Configuration” from the Function List Window.
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The Port Configuration window appears.

N Port Configuration

. Admin Status: Operation Status:

DS5L Port: |-| ﬂ & Up  Down ~ o
Line Profile Mame: |DEFAULT jJ Alarm Profile Name: [DEFALILT jJ
P\-"EI|VF'I |VEI |Admin Statuz| Learning Status| Sticky Status| Pvid|Accepted Frame Type  |Ingress Filter | Fricrity |

L 1 8 81 enabled enabled dizabled 1 admitall falze a

Apply | Create | Delete |

2. Choose the port to configure from the DSL Port drop-down list.
3. Configure the Administration status as “Up” or “Down”.

4. Choose a Line Profile from the Line Profile Name drop-down list. If to

configure a Line Profile, Click on to activate the Line Profile

Configuration window.

5. Choose an Alarm Profile from the Alarm Profile Name drop-down list. If

to configure an Alarm Profile, Click on to activate the Alarm Profile

Configuration window.

If necessary, modify values of a specified PVC, including VPI, VCI, Admin
Status, Learning Status, Sticky Status, Pvid, Accepted Frame Type and

Ingress Filter, and prioriy.

6. Click on m to submit your settings or click on E to

close the fmBridgeport window.

Create

7. If to create new PVC, click on and then PVC2 appears and

: . Appl
then users can set peremeters via PVC2. after that, click on ﬁ to

submit your setting.
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N Port Configuration

DL Part: |1 j .?;:ImLilnpS tatus: ~ Do %peration Status:lﬁ
Line Prafile Mame: |DEFAULT jJ &larm Praofile Mame: [DEFAULT jJ
PVE|VF'I |VEI |Admin Statuz| Learming Status|8ticky Status|Pvid|Accepted Frame Type  |lngress FiIter|Pri0rity |
- 8 81 | enabled enabled dizabled 1 admitall falze 1]
L 2 g a2 enabled dizabled 1 admitall falze 1]
Apply | Create | Delete | Close |
Table 4-9 Port Configuration Field Definitions
Field Definition
DSL Port Port No. of the ADSL2/2+ IP DSLAM
VPI Virtual Path Identifier
VCI Virtual Channel Identifier

Learning Status

The state of learning on this bridge port. The value
enable (1) indicates that unicast Mac address
learning is enabled and the value disable indicates
that unicast Mac address learning is disabled on this
bridge port.

Sticky Status

Indicates if the port has been set as sticky. The value
enable (1) indicates that the entries learned on this
port will not be aged out. It also indicates that the
entries learned on this port shall not be learned on
any other port. The entries learned on this port can
only be removed by management action or by
making the value as disable (2), so that the entries
can be aged out.

Pvid

Port VID

Accepted Frame Type

Used to up/down connection.

Ingress Filter

When this is true, the device will discard incoming
frames for VLANS, which do not include this Port in its
Member set. When false, the port will accept all
incoming frames.

Priority

Optional Connection priority. No VLAN tag, no
priority.

4.8 DSL Performance Management

This section describes how to ultilize DSL Performance Management by

selecting DSL Performance Management from Function List window.

This section will cover those functions:
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4.8.1 Physical Layer Info
Allow users to view the physical layer information of a specified DSL port
from the ADSL2/2+ IP DSLAM. The procedures are as follows:

Double Click on “Physical Layer Info” from the Function List Window. The

Physical Layer Info window appears.

~ Physical Layer Info

DSL Part: |-| ﬂ
Itemns Ca RT
SMHR Margin 0
Attenuation a a
Status noPesdtuFresent noDefect
Output Power i i

Attainable Bate

ActualStandard

Bert Error

Tt CeliCt

Riuéstrn CellC

Start Progress

Idle Bert Emor

ldel Bert Cellz

Bert Sync

Select Information Walid

Select Loop Length

Select Loop End

Select Loop Gauge

0

bertoutofsync
notconnected
1]
unknown

unknownawg

Select the port ID from the DSL Port drop-down list to view a specified

DSL'’s physical Layer Info.

Click on = | 1o close the window.

Table 4-10 Physical Layer Info Field Definitions

Field Definition
SNR margin Noise margin value. (dB)
Attenuation Difference in the total power transmitted and the total

power received by the peer atu. (db)

Status

Current status of the ATU line. The possible values
displayed are as follows:

No defect: there are no defect on the line

los: atu-r failure due to not receiving signal

Ipr: atu-r failure due to loss of signal

output power

Total output power transmitted by atu. (dBm)

attainable rate

The maximum currently attainable data rate by the
atu. (kbps)

ActualStandard Actual standard used for connection, based on the
outcome of the negotiation with the Remote Unit.

Bert Error Provides the number of bit errors detected during
BERT.

TxAtm CellCt Provides Tx ATM cell counter.
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RxAtm CellCt

Provides Rx ATM cell counter.

Start Progress

Defines the current detailed start up state of Xcvr.
0x0 — startup not in progress; 0x0 — OXOFFF
Handshake/Training/ Profile Management/ Fast
Retrain in progress; 0x8000 — Ox8FFF DSP firmware
Down- Load in progress; 0XxFO00 — OxFFFF illegal
Parameter

Idle Bert Error

Number of bit errors.

Idle Bert Cells

Number of idle cells.

Bert Sync

Indicates whether the Signal is in Sync or not.

Select Information Valid |Indicates the information validity for the SELT
operation conducted on the Xcvr.

Select Loop Length Indicates the LOOP Length in Feet once when the

SELT information is valid on the Xcvr.

Select Loop End Indicates whether the loop is short or open once

when the SELT information is valid on the Xcvr.

Select Loop Gauge Indicates the LOOP wire gauge information once,

when the SELT information is valid on the Xcvr.

4.8.2 Channel Layer Info
Allow users to view the Channel layer information of a specified DSL port
from the ADSL2/2+ IP DSLAM. The procedures are as follows:

Double Click on “Channel Layer Info” from the Function List Window. The

Channel Layer Info window appears.

N Channel Layer Info

DSLPot D ]
Itermns co RT
Interlzave Delay 8 _
Previous T« Rate 1065R000 1085000
Curent T Rate 10754000 1085000
CRC Block Length 0 ]
Current Atm Status noatmdefect noatmdefect
Gz Symbalz 0 4
Gz Depth B4 g
Gs Redundant B 16

Close

Select the port ID from the DSL Port drop-down listo view a specified

DSL'’s channel Layer Info.

Click on = | 1o close the window.

Table 4-11 Channel Layer Information Field Definitions
Field Definition
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Interleave delay

Interleave delay for this channel. (milli-seconds)

Previous TX rate

Previous actual transmit rate on this channel if ADSL
loop retain. (kbps)

Current TX rate

Actual transmit rate on this channel. (kbps)

CRC block length

The length of the channel data-block on which the CRC
operates.

Current Atm Status

Indicates the current ATM Status.

Rs Symbols Indicates the number of DMT symbols per
Reed-Solomon code word (S), in the downstream
direction.

Rs Depth Indicates interleaving depth (D), in the downstream

direction.

Rs Redundency

Indicates the number of redundant bytes (R), per
Reed-Solomon code in the downstream direction

4.8.3 Physical Layer PM

Allow users to view the Pysical layer performance of a specified DSL port
from the ADSL2/2+ IP DSLAM. The procedures are as follows:

Double Click on “Pysical Layer PM” from the Function List Window. The

Physical Layer PM window appears.

 Physical Layer PM FEX

T |

Current | Previous

Lafs Loss

15 Mirutes | 0 0
1 Day 0 0

Lloze

Part Ma |1 hd

Lals Lprs Ezz Inits
a a a a

0 0 0 1

Befresh

Taipei 102 Port No:1

Press Co or RT tab to view the Pysical Layer Performance data at down

stream or up stream.

Click on Current to activated Current page in which users can select Port

No. to view 15 minutes and 1 Day ES, SES and UAS record. If to retrieve

the latest data, press

Refrezh
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Click on Previous to activate previous 15 minutes and 1 day performance

data page in which Period and Port No. are selectable. Note: refresh

button is disable in this page.

~ Physical Layer, PM
E

LCurrent Brevious Period | 15 minutas + Part Ma|1 -

|Number |Lofs |Loss Lols |Inits | ~

|w
[ B B Y o I R R T W R

o
T =R =]

jry
n
e R e e e T e e e T e e e o e R e Y e R e

o oo oo oo oo oo oo oo o
e R e e e T e e e T e e e o e R e Y e R e
o oo oo oo oo oo oo oo o
e R e e e T e e e T e e e o e R e Y e R e
o oo oo oo oo oo oo oo o

—
o

LCloze Clzar

Taipei 102 Port Mo: 1

Clickon % | to clear the physical layer data.

Click on __"™* | to close the window.

Table 4-12 Current Ph -La er PM Information Field Definitions
Field Definition

CcO down stream

RT up stream

Lofs Number of lof failures since reset.

Loss Number of los failures since reset.

Lols Number of lol failures since reset.

Lprs Number of Ipr failures since reset.

Ess Number of error seconds since reset.

Inits Number of initialization attempts since reset. It
includes both successful and failed attempts.

Current 15-min lofs Number of seconds in the current 15-minute
interval during which lof was detected.

Current 15-min loss Number of seconds in the current 15-minute
interval during which los was detected.

Current 15-min lols Number of seconds in the current 15-minute
interval during which lol was detected.

Current 15-min Iprs Number of seconds in the current 15-minute
interval during which Ipr was detected.

Current 15-min ess Number of error seconds in the current
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Field Definition

15-minute interval.

Current 15-min inits

Number of inits in the current 15-minute
interval. It includes both successful and failed
attempts.

Current 1-day time elapsed

Number of seconds that have elapsed since
the beginning of the current 1-day interval.

Current 1-day lofs

Number of seconds in the current 1 day
interval during which lof was detected.

Current 1-day loss

Number of seconds in the current 1 day
interval during which los was detected.

Current 1-day lols

Number of seconds in the current 1 day
interval during which lol was detected.

Current 1-day lprs

Number of seconds in the current 1 day
interval during which Ipr was detected.

Current 1-day ess

Number of error seconds in the current 1 day
interval.

4.8.4 Channel Layer PM

Allow users to view the Channellayer performance of a specified DSL port
from the ADSL2/2+ IP DSLAM. The procedures are as follows:

Double Click on “Channel Layer PM” from the Function List Window. The

Channel Layer PM window appears.

annel Layer PM

Jar |

LCurrent

Previous

15 Minutes
1Day

Part Ma |1 hd

Received blocks  Transmitted blocks  Comected blocks  Uncomected blocks
a a a a
a a a a

Lloze Befresh

Taipei 102

Part NO: 1

Press Co or RT tab to view the Channel Layer Performance data at down

stream or up stream.

Click on Current to activated Current page in which users can select Port
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No. to view 15 minutes and 1 Day ES, SES and UAS record. If to retrieve

the

latest data, press

Refrezh

Click on Previous to activate previous 15 minutes and 1 day performance

data page in which Period and Port No. are selectable. Note: refresh

button is disable in this page.

™\ Channel Layer, PM

o |rr |
Current Previous Period | 15 minutes Part Ha|1 -
|Number |F|eceived blocks| Transmitted blocks| Car =E _.r. comected blocksl -
4 1 0 0 0 0
] 2 0 0 0 0
| 3 0 0 0 0
|| 4 0 1] 0 0
|| 5 0 ] 0 0
n 6 0 ] 0 0
n 7 0 1] 0 0
n 2 0 1] 0 0
3 0 0 0 0

] 10 0 0 0 0
| 11 0 0 0 0
|| 12 0 ] 0 0
|| 13 0 ] 0 0
n 14 0 ] 0 0
n 15 0 1] 0 0

18 0 1] 0 0
— w
< »

Cloze Clear
Taipei 102 Pork MO 1

Click on ﬂ to clear the channel layer data.

Click on

Close

to close the window.

Table 4-13 Current Channel-Layer PM Information Field Definitions

Field
Co

Definition
down stream

RT

up stream

Received blocks

The total number of blocks of data received since the
last agent reset.

Transmitted blocks

The total number of blocks of data transmitted since
the last agent reset.

Corrected blocks

Number of corrected blocks of data transmitted since
the last agent reset.

Uncorrected blocks

Number of corrected blocks of data transmitted since
the last agent reset.

Current 15-min received
blocks

Number of blocks of data received during the current
15-minute interval.

Current 15-min
Transmitted blocks

Number of blocks of data transmitted during the current
15-minute interval.

Current 15-min corrected
blocks

Number of corrected blocks of data transmitted during
the current 15-minute interval.
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Field Definition

Current 15-min
Uncorrected blocks

Number of uncorrected blocks of data transmitted
during the current 15-minute interval.

current 1-day time
elapsed

Number of seconds that have elapsed since the start of
the current day interval.

Current 1-day received

Number of blocks of data received during the current

blocks day interval.
Current 1-day transmitted |Number of blocks of data transmitted during the current
blocks day interval.

Current 1-day corrected
blocks

Number of corrected blocks of data transmitted during
the current day interval.

Current 1-day uncorrected
blocks

Number of uncorrected blocks of data transmitted
during the current day interval.
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Application Note

5.1 Basic Configuration

IP DSLAM provides multiple services to users according to the
demand of application scenarios. To reduce time consuming in
deployment, this document provides simple and easy configuration
procedure according different applications.

51.1 Create a new user

Users can create a root user whose user name and password are
“admin” as follow:

$create user name admin passwd admin root

Entry Created
Privilege UserName

admin admin
Verbose Mode Off
Entry Created

D? Refer to 6.18.2 System Control Table Commands for
detailed information.

5.1.2 FD.cfg Configuration

Fd.cfg is a useful tool that contains a set of default configuration
commands for DSLAM. Using FD.cfg, you can
e restore the default configuration
e modify current configuration
e create new services
» Contents of FD.cfg

Use WordPad or Word to open FD.cfg. (See the following figure)



_oix

Filz Edit View

Insert Format Help

Dz|d SR Al &=

4

verbose off ﬂ

create user name adiwin passwd admwin root
create dsl system

create ethernet intf ifnawe ech-0 ip 192.165.100.111 mas|k 255.255.255.
create bridoge port intf portid 355 ifname eth-0 status enable
modify bhridge mode enable

create atim port ifname atw-0 lowif dsl-0

create atm wvoe intf ifnswe asl5-0 lowif atmw-0 wpi § woi 81

create eoa intf ifname eoa-0 lowif aal5-0

create bridoge port intf ifnawe seosa-0 portid 1 learning ensble status

create atim port ifname atw-1 lowif dsl-1
create atm wvoe intf ifnsme asl5-1 lowif atmw-1 wpi § woi 81 =
: A, PR P L R _I

For Help, press FL

e[ 42

The default configuration in FD.cfg summarized as follows:

e Default IP: 192.168.100.111

e SNTP: disable

e RFC-1483 Bridge mode only

e One PVC (8/81) for each ADSL port

e Bridge port numbering 1 to 48 mapping to PVC 8/81 for ADSL
portl to port 48/24

e VLAN feature Disable

e EthO enable (for uplink), its bridge port number is 385
e Ethl disable (for downlink)

e MGMT interface disable

D? To view the detailed contents, please refer to the
appendix1.

» Download procedure

This section describes how to upload FD.cfg to DSLAM by tftp
server.

The configuration procedure is shown as follows:

Stepl. Prepare FD.cfg and tftp server (Including file_id.diz,
tftpd32.exe; TFTPD32.HLP and uninst.exe)

Step2. Put the “FD.cfg” and “tftpd32” at the same folder on your
PC.

Step3. Activate tftpd32 and then tftp32 window appears (see the
following figure)
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Application Note

Titpd 32 by Fhe. Joundn _IDI_EI
Curreril Ditectoy [0 Bioese |
Serves inbeiface | 137 168.100.55 =] _ShowDi

Titp Server | Thp Chent  DHCP zervet | Sysiag server |

|P prac starting adehess [132 16610050
Size of poal ER
Biock File [TEimegebingz__ |
WINS/DMNS Sever  [doon | a
Dedault oubar ||:| noao ¥
Mask [255 255 2550 *
Diomain Name
AddtionalOption [0 [~ __|
[ bos | Setings | Hep |
Step4. Click on E“_ml to set the current directory where fd.cfg
located.
Titpd 32 By Fhe. Jounn =0 x|
Cument Ditecton |0 itp Biowns |
Serves inbeface |13 166 100.55 =] ShowDi

Stepb. Click Sever interface drop-down list to select the DHCP
Server ‘s IP.

Titpd 32 By Fhe. Jomndn =0 =|

Cunent Dinectony [D-1p _Bowse_ |
[Fervermmeace 152 16810055 =] _Showdi |

Tite Senver | The Chient DHOP zerver | Suston smoe |

Step6. Assign an IP pool starting address.

Titp Server | Ttip Chent  DHCP server | Sycing server |

||F'|ml shanting acddhesz 152 166 100,50 |
Size ol poal
Bt Fil [TElmaae binaz 5

Step7. Input the boot file name (which is firmware name)

P pool stasting addrezz [132 16610050
Size ol poal |§

IEMFE [TEfmaae bin.az I o
S Cewer 0000 a

Step8. Input the mask
WIRZLIND Derver 10000 5
[ il ouste Innon ¥

| Mask [255 %6 2550 .
)
AddtioralOpin o~ [ |

Step9. Save the configuration.

Thp Server | Thp Chent  DHCP zerves | Gyslog serve |
IP pood starling addresz [152 16610050

Size of peal [
Bick File [TEImagebing:

wINSADMNS Server  [D000

Dvedziil iouber ||;| [iTiT]

Mk [255 552550
E—

Dicemain Mame

hddtionalOption [0 [ | __|

L - T

79



Stepl0. If needed, click the settings button to re-configure your
setting.

Abaut [ sebne: | Hep |

Stepll. Activate Telnet and login DSLAM.

Stepl2. Input ‘list’ to show the path and s/w information

$list
Name Ver Time
Size Acc State

Invram/bin/bootptftp/

TftpBootp.bin 1 Wed Jun 30 14:12:36 2004 111064
RO active

/nvram/bin/control/

CP.bin.gz 1 Wed Jun 30 14:12:36 2004 1280744
RW active

Invram/bin/dataplane/

DP.bin.gz 1 Wed Jun 30 14:12:36 2004 231572
RW active

Invram/bin/decompressor/

Decompressor.bin 1 Wed Jun 30 14:12:36 2004 81928

RO active

Invram/bin/dslphy/

gsv_dsl_AD_DM_3C00000C.bin.gz 1 Wed Jun 30 14:12:36 2004
155220 RW active

/INVRAM/CFG/FACTORYDEF/

FD.cfg 1 Wed Jun 30 14:12:36 2004
19136 RW active

Step13. Input ‘remove fname /nvram/cfg/factorydef/FD.cfg version

1’ to remove the obsolete FD.cfg file.

$remove fname /nvram/cfg/factorydef/FD.cfg version 1

FLASH PROGRAM STARTS AT ADDR 20008
File Removed
$

Stepl14. Input ‘download src FD.cfg dest

/nvram/cfg/factorydef/FD.cfg ip 192.168.100.66’ to download config

file “fd.cfg” from Server PC to DSLAM.

E The file name to download could be different from FD.cfg

but do not change the path. dest
/nvram/cfg/factorydef/FD.cfg is the path of firmware file
located on DSLAM

$download src FD.cfg dest /nvram/cfg/factorydef/FD.cfg ip 192.168.100.66

Downloading the File...

Block 1 erase in progress
........ Flash block 1 erase successful...

FLASH program starts at ADDR 20000
T

Stepl5. Input ‘upgrade fname /nvram/cfg/factorydef/FD.cfg’ to
upgrade and activate the access state.

$upgrade fname /nvram/cfg/factorydef/FD.cfg version 2
FLASH program starts at ADDR 2000c

Stepl6. Input ‘commit’ to store your new configuration before
rebooting.

Scommit
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Stepl7. Input ‘reboot config default’ to let your new configuration
take effect

$reboot config default
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5.1.3

How to create myconfig.cfg

e Myconfig.cfg is a txt file that ensures all commands be
executed at once.

e Step 3 was shown the format of myconfig.cfg.

o |If there are many configurations you would like to execute
then you can write all commands into myconfig.cfg and
then execute it at once.

e Be note to save ($commit) to IPAM if this would be
executed after reboot

e Required of equipment: TFTP Server (Tftpd32)
> TFTP Server configuration

Step

Usage

Image
Thpd 32 by

Cunen Direclow(Dip ‘
Serves intertace 757 16810055 >| Showle |

Titp Senver | Thp Clent  DHCP serves | Syetng serve |
IP ool staling adkrese{=2 16E 10050 >

Size of peal
Haol Fil [ €
1 WINS/ONS Sever  [00.00 2
Dzl souler 0000 i
Mk, 255 2552550 §
Diomain Mame
Additional Dpticn IIJ I e
G songs O] __ tob |
[~ Thed3a Zetines 2y
ELaseCligechoay i
_ Biowsa |
~ Giobal Senngs e i
[~ TFTFP = = boa S smge:
R TFTPCient ¥ DHCP Sesver J;:s‘“l—’ bt
™ SHMTF serven
—EerPs.er.-uiy-— ~TFTP carés i
None Timeout feecornds] 3
i f::‘"" Man Resranami i
2 " Read Onk i =

1. Click “Browse” bottom to indicate current directory of
firmware.

2. Click down-arrow bottom to indicate IP of DHCP
Server.

3. Assign starting address for IP pool.
4. Input subnet mask
5. Save input parameters.

6. Press “Setting” bottom to configure more details
(option)

— Audvamced TFTP Options —
' Option negatiation
I PE Compalibility
 Show Progress bar

I Hide Windois al starbup
I Creste "'die bkt fles
I Bees for long tranksr

™ Teansiate Unix fls names [192168.00 55 =
[+ Uze Thpd32 oriy on thiz intertace
™ Aliows ™' s virhusd roct.

Hedp I Carcel I

7. After assigned this parameter and reboot Tftpd32 that
“Current Directory” at previous step will follow it.
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> myconfig.cfg configuration

Ste

Image

Usage

Enable TFTP server (tftpd32)

1. Enable TFTP Server and direct the
myconfig.cfg path for it.

$list
Name
State

Ver Time Size Acc

/nvram/bin/bootptftp/
TftpBootp.bin 1
active

/nvram/bin/control/

CP.bin.gz 1
active

/nvram/bin/dataplane/

DP.bin.gz 1
active

/nvram/bin/decompressor/
Decompressor.bin 1
active

/nvram/bin/dslphy/
gsv_dsl_AD_DM_3C00000C.bin.gz1
active

Invram/cfg/factorydef/

FD.cfg 1
active

Fri Oct 08 09:46:22 2004 111064 RO
Fri Oct 08 09:46:22 2004 1293028 RW
Fri Oct 08 09:46:22 2004 231572 RW
Fri Oct 08 09:46:22 2004 81928 RO
Fri Oct 08 09:46:22 2004 155220 RW

Fri Oct 08 09:46:22 2004 18973 RW

2. List the table and verify that

myconfig.cfg had not created.

$download src myconfig.cfg dest /nvram/user/myconfig.cfg ip 192.168.100.188
Downloading the File...

Block 30 erase in progress

........ Flash block 30 erase successful...

FLASH program starts at ADDR 3c0000
P

FLASH program starts at ADDR 3c0000

Download session Completed,Bytes received 18180...

$

3. Download myconfig.cfg to NVRAM.
4. 192.168.100.188 is the PC of TFTP
Server..

$apply fname /nvram/user/myconfig.cfg

$create atm vc intf ifname aal5-71 lowif atm-23 vpi 8 vci 82
Entry Created
$create eoa intf ifname eoa-71 lowif aal5-71

$create atm vc intf ifname aal5-145 lowif atm-47 vpi 8 vci 83

Entry Created

$create eoa intf ifname eoa-145 lowif aal5-145

Entry Created

$create bridge port intf ifname eoa-145 portid 146 learning enable status enable
Entry Created

$

5. Apply to execute the commands step by
step.

$commit

6. If this myconfig.cfg will be running after
7. It will be disappear after “reboot config
default”.
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5.1.4 Set System Time

The DSLAM supports SNTP (Simple Network Time Protocol),
used to synchronize its clocks in the Internet.it will get the
system time via SNTP server while a SNTP sever is created.

» Scenario

{ D EthernetDSL“» = 4Ethernet»@
l CPE
c1

DSLAM
P

NTP/ SNTP Server

» Configuration

Follow the steps below to set the SNTP server.

D? System time will lost while the system is powered
off.

Step 1: set the DSLAM as the SNTP client

$create sntp?
Command Description

servaddr SNTP Server address
$create sntp servaddr 192.168.100.253

Entry Created

Server Addr : 192.168.100.253 Status : active

Step 2: Enable SNTP client

$modify sntp cfg enable
Status : Disable
Set Done

Status : Enable
$

Step 3: confirm the status of SNTP client

$get sntp stats

Requests count 01 Response count 11
Invalid Response count : 0 Lost Response count : 0
Last Time Stamp [MM/DD/YYYY::HH:MM:SS] : Thu Apr 29 10:24:36 2004

Option 2: Set up the system time manually.

Stepl: view the system information

$get system info

Description
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Name

Location

Contact

Vendor :

LogThreshold 10

Object-id :1.3.6.1.4.1.3278.1.12

Up Time(HH:MM:SS) : 0:4:46

HwVersion : ADSL-1.0

CPLDVersion 1 1.4

CPSwVersion : COL2.6.1.0.040412
CPSwVersion(Build) :1.00.040407-ADSL
DPSwVersion : DP_B02_06_22 05
System Time : Thu Jan 01 00:04:46 1970
Time Zone : GMT

DST . off

Services : physical datalink internet end-to-end end-to-end end-to-end

applications

Step2: get SNTP parameter definitions

$modify system info?

Parameter Description

[ contact "<name>" ] Identification of the contact person

[ name "<name>" ] Name of the system

[ location "<name>" ] The physical location of this node

[ vendor "<name>" ] Vendor-specific information

[ logthresh <decvalue> ] The severity level of trap

[ systime "<sys-time>" ] SysTime in format mon dd hh:mm:ss year
[ dst <on | off>] Daylight Saving Time

[ timezone "<timezone>" ] Time Zone

Valid System Time Zone : IDLW|NT|HST|CAT|AHST|YST|PST|MST|CST|EST|ASTINFST|

NFT|BRST|AT|WAT|GMT|UTC|WET|CET|FWT|MET|MEWT|SWT]
EET|IST|BT|IT|ZP4|ZP5|INST|ZP6|NST|WAST|SSMT|JT|
CCT|ROK|KST|JST|CAST|EAST|GST]|IDLE|NZSTINZT

Step4: set up system time and time zone

$modify system info systime " May 10 10:17:00 2004" timezone "CCT"

Description

Name

Location

Contact

Vendor :

LogThreshold 10

Object-id :1.3.6.1.4.1.3278.1.12

Up Time(HH:MM:SS) : 0:13:18

HwVersion : ADSL-1.0

CPLDVersion 114

CPSwVersion : COL2.6.1.0.040412
CPSwVersion(Build): 1.00.040407-ADSL
DPSwVersion : DP_B02_06_22_05
System Time : Mon May 10 10:17:23 2004
Time Zone . GMT

DST : off

Services : physical datalink internet end-to-end end-to-end end-to-end

applications

Set Done

Description

Name

Location

Contact

Vendor :

LogThreshold :0

Object-id :1.3.6.1.4.1.3278.1.12
Up Time(HH:MM:SS) : 0:13:18
HwVersion : ADSL-1.0
CPLDVersion 1 1.4

CPSwVersion : COL2.6.1.0.040412
CPSwVersion(Build) :1.00.040407-ADSL
DPSwVersion : DP_B02_06_22_05
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5.1.5

PC1

System Time : Mon May 10 10:17:00 2004

Time Zone . CCT
DST . off
Services : physical datalink internet end-to-end end-to-end end-to-end

applications

%Ethemetm .

D? Refer to SNTP series commands for detailed
format

VLAN Configuration

The DSLAM supports port-based VLAN, and Group VLAN.
This section describes how to create two VLAN groups
(VLAN ID = 2, and 3). ADSL ports 1 & 2 (PVC 8/81) will join
in VLAN group 2, and create new PVC (8/82) for ADSL1, and
assign this PVC to VLAN group 3.

Besides, uplink interface ETH-0 will join VLAN group 2 & 3 as
trunk interface.

» Scenario

CPE DSLAM
Bridge Mode

» Configuration

Step 1: Create a VLAN group No.2, and assign to Bridge port
1(ADSL port 1 PVC 8/81), and 385(Eth-0)

$create vlan static vlanname vlan2 vlanid 2 egressports 1 385 untaggedports 1
Entry Created

VLAN Name :vlan2

VLAN Index 12

Egress ports 01 385
Forbidden Egress Ports : None
Untagged Ports 01
Bridging Mode : Residential
Flood support Status : enable
Broadcast support Status : enable
$

Step 2: Set Bridge port 1(ADSL port 1 PVC 8/81) as PVID 2

$modify gvrp port info portid 1 portvlanid 2 acceptframetypes all ingressfilteri ng true

Port Id 01

Port VLAN Index 01 Accept Frame Types: All

Ingress Filtering : False Gvrp Status : Disable

Failed Registrations 10 Last Pdu Origin : 00:00:00:00:00:00
Restricted Vlan Registration : False

Set Done

Port Id 01

Port VLAN Index 12 Accept Frame Types: All

Ingress Filtering : True Gvrp Status : Disable

Failed Registrations 10 Last Pdu Origin  : 00:00:00:00:00:00
Restricted Vlan Registration : False

$

Step 3: Show current VLAN status

$get vlan curr info

VLAN Index 01
VLAN Status : Other
Egress ports 01 2 3 4 5 6 7 8 9 10




11 12 13
16 17 18 19 20 21 22 23 24 25 26

14 15

27 28 29

31 32

44 45 46
7 48 385
Untagged Ports
11 12 13
16 17 18 19 20 21 22 23 24 25 26
27 28 29

14 15

31 32

44 45 46
7 48 385
Bridging Mode

30
33 34 35 36 37 38 39 40 41 42 43
4

30
33 34 35 36 37 38 39 40 41 42 43
4

: Residential

Flood support Status : enable
Broadcast support Status : enable

VLAN Index 12

VLAN Status . permanent
Egress ports 01 385
Untagged Ports 01
Bridging Mode : Residential
Flood support Status : enable

Broadcast support Status : enable

VLAN Index 13

VLAN Status . permanent
Egress ports 12 385
Untagged Ports 12
Bridging Mode : Residential
Flood support Status : enable

Broadcast support Status : enable

Step 4: Create new PVC (8/82) in ADSL port 1

e Create atm vc and aal5 interface

$create atm vc intf ifname aal5-48 lowif atm-0 vpi 8 vci 82

Entry Created

VC IfName
VPI

Admin Status
Aal5 Tx Size
AAL Type
Channel
MgmtMode
VC Type

$

: aal5-48 Low IfName :atm-0
18 VCI 1 82
:Up Oper Status :Up
: 1536 Aal5 Rx Size : 1536
: AALS AALS5 Encap : LLC Mux
. Interleaved Last Change (sec) 10
: Data Row Status : active
:PVC VC Topology : Point to Point

e Create eoa interface

$create eoa intf ifname eoa-48 lowif aal5-48

Entry Created

IfName

FCS

Pkt Type
Oper Status
$

. eoa-48 LowlfName : aal5-48
: False
CALL

:Up Admin Status : Up

Step 4: Create a new bridge port 49, and maps to new
created PVC 8/82 in ADSL port 1

$create bridge port intf ifname eoa-48 portid 49 learning enable status enable

Entry Created

Port Id 149 IfName : eoa-48

Max Unicast Addresses : 16 Learning Status : Enable
Port Oper Status : Enable Port Admin Status: Enable
Sticky Status : Disable FDB Modify : Enable

Acl Global Deny Apply : Enable
Acl Global Track Apply: Enable

Step 5: Create a new VLAN group No.3, and assign to Bridge
port 49(ADSL port 1 PVC 8/82), and 385(Eth-0)
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$create vlan static vlanname vlan3 vlanid 3 egressports 49 385 untaggedports 49

Entry Created

VLAN Name :vlan3

VLAN Index 03

Egress ports 149 385
Forbidden Egress Ports : None
Untagged Ports 149
Bridging Mode : Residential
Flood support Status . enable
Broadcast support Status : enable

Step 6: Set Bridge port 49(ADSL port 1 PVC 8/82) as PVID 3

$modify gvrp port info portid 49 portvlanid 3 acceptframetypes all ingressfiltering true

Port Id 149

Port VLAN Index 01 Accept Frame Types: All

Ingress Filtering : False Gvrp Status : Disable

Failed Registrations :0 Last Pdu Origin  : 00:00:00:00:00:00

Restricted Vlan Registration: False

Set Done

Port Id 149

Port VLAN Index 13 Accept Frame Types: All

Ingress Filtering : True Gvrp Status : Disable

Failed Registrations :0 Last Pdu Origin ~ : 00:00:00:00:00:00

Restricted Vlan Registration: False

Step 7: Modify the VLAN group 2, and add Bridge port
2(ADSL port 2 PVC 8/81)

$modify vlan static vlanname vlan2 egressports 1 2 385 untaggedports 1 2

VLAN Name

VLAN Index

Egress ports

Forbidden Egress Ports
Untagged Ports

Bridging Mode

Flood support Status
Broadcast support Status

Set Done

VLAN Name

VLAN Index

Egress ports

Forbidden Egress Ports
Untagged Ports

Bridging Mode

Flood support Status
Broadcast support Status

s vlan2

12
01 385

: None
01
: Residential
. enable
: enable

:vlan2
12
01 2 385
: None
01 2
: Residential
: enable
: enable

Step 8: Add port3 to vlan2 use vlanid index

$modify vlan static vlanid 2 egressports 1 2 3 385 untaggedports 12 3

VLAN Name

VLAN Index

Egress ports

Forbidden Egress Ports
Untagged Ports

Bridging Mode

Flood support Status
Broadcast support Status

Set Done

VLAN Name

VLAN Index

Egress ports
Forbidden Egress Ports
Untagged Ports
Bridging Mode

Flood support Status

:vlan2
12
01 2 385
: None
01 2
: Residential
: enable
: enable

s vlan2
12
01 2 3 385
: None
01 2 3
. Residential
: enable
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Broadcast support Status : enable

Step 9: Modify the VLAN from 8/81 to 0/35
e Set the AAL5 strat number is 0

$modify atm vc intf ifname aal5-1 disable

VC IfName raal5-1 Low IfName satm-1

VPI 18 VCI 181

Admin Status : Up Oper Status : Down
Aal5 Tx Size  : 1536 Aal5 Rx Size 1 1536

AAL Type : AALS AALS5 Encap : LLC Mux
Channel . Interleaved Last Change (sec) ;0
MgmtMode : Data Row Status : active

VC Type :PVC VC Topology : Paoint to Point
Set Done

VC IfName :aal5-1 Low IfName s atm-1

VPI 18 VCI 181

Admin Status : Down Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size : 1536

AAL Type : AALS AALS Encap : LLC Mux
Channel . Interleaved Last Change (sec) :0
MgmtMode : Data Row Status : active

VC Type :PVC VC Topology : Point to Point

e (SetVPI/VCI is0/35)

$modify atm vc intf ifname aal5-1 vpi 0 vci 35

VC IfName s aal5-1 Low IfName ratm-1

VPI 18 VCI 181

Admin Status : Down Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size : 1536

AAL Type : AALS AALS5 Encap : LLC Mux
Channel . Interleaved Last Change (sec) 10
MgmtMode : Data Row Status : active

VC Type :PVC VC Topology : Point to Point
Set Done

VC IfName :aal5-1 Low IfName s atm-1

VPI :0 VCI : 35

Admin Status : Down Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size : 1536

AAL Type : AALS AALS5 Encap : LLC Mux
Channel : Interleaved Last Change (sec) 10
MgmtMode : Data Row Status : active

VC Type - PVC VC Topology : Paoint to Point

Step 9: Set AALS as enable

$modify atm vc intf ifname aal5-1 enable

VC IfName :aal5-1 Low IfName ratm-1
VPI :0 VCI 135

Admin Status : Down Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size : 1536
AAL Type : AALS AALS Encap : LLC Mux
Channel : Interleaved Last Change (sec) :0
MgmtMode : Data Row Status : active
VC Type :PVC VC Topology : Point to Point
Set Done

VC IfName s aal5-1 Low IfName ratm-1
VPI :0 VCI 135

Admin Status : Up Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size : 1536
AAL Type : AALS AALS Encap : LLC Mux
Channel . Interleaved Last Change (sec) :0
MgmtMode : Data Row Status : active
VC Type :PVC VC Topology : Point to P
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5.1.6

P

==
[ = S
T CPE
PC1

==
E EthernetDSL—» [
[ CPE
Cc2

Modify the Downstream/ Upstream Rate

» Scenario

Ethernet

= Configuration
Stepl: Set ADSL portl2 disable

$modify adsl line intf disable ifname dsl-11

IfName 1dsl-11

Line Type . interleavedOnly Coding Type s dmt

GsUtopia L2TxAddr : 26 GsUtopia L2RxAddr : 26

Gs Clock Type : oscillator Gs Action : startup

Admin Status :Up Oper Status 1 Up

Trans Atuc Cap :ansit1413 q9921PotsNonOverlapped
g9921PotsOverlapped q9921isdnNonOverlapped

g9921isdnOverlapped

g9922potsOverlapped
09922Ads|2PlusPotsNonOverlappedq9922Ads
I2PlusPotsOverlapped q9922Adsl2PotsNonOverlapped
Trans Atuc Actual : q9922Adsl|2PlusPotsNonOverlapped
GsDmtTrellis : trellisOn
Trans Atur Cap :
9922AdsI2PlusPotsNonOverlappedq9922AdsI2PlusPotsOverlappe
d q9922Adsl2PotsNonOverlapped
PM Conf PMSF :idleop
Line DELT Conf LDSF  : inhibit

Set Done

Thu Jan 01 07:19:36 1970 : MAJOR ALARM : ADSL ATUC Down : Interface - dsl-11

IfName :dsl-11

Line Type . interleavedOnly Coding Type sdmt

GsUtopia L2TxAddr: 26 GsUtopia L2RxAddr : 26

Gs Clock Type : oscillator Gs Action : startup

Admin Status : Down Oper Status : Down

Trans Atuc Cap :ansit1413 q9921PotsNonOverlapped
g9921PotsOverlapped q9921IsdnNonOQverlapped

g9921isdnOverlapped

g9922potsOverlapped
g9922Adsl2PlusPotsNonOverlappedq9922Ads
I2PlusPotsOverlapped q9922Adsl2PotsNonOverlapped
Trans Atuc Actual D -

GsDmtTrellis : trellisOn
Trans Atur Cap -
PM Conf PMSF :idleop

Line DELT Conf LDSF : inhibit

Step2: Set ADSL port 12 interleave mode Downstream 512K.
The value is hex so you must conversion to decimal.

$modify adsl line profile atucintimaxtxrate 0x7d000 ifname dsl-11
IfName 1 dsl-11
ADSL ATUC Configuration :

Rate Adaptation . adaptAtStartup
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Target Snr Margin(dB/10) : 60
GsRsIntCorrectionUp 1 125us
Upshift SnrMargin(dB/10) : 120

Min Dnshift Time(sec) :0

Intl Min Tx Rate(bps) : 0x7d00

Intl Max Tx Rate(bps) : 0x1f38300
GsTxStartBin 1 0x20
GsRxStartBin : Ox6
GsMaxBitsPerBin 115
GsRxBinAdjust : Disable
GsAdi2x : standard
Gslnitiate -
GsCodingGain : Auto
GsRslIntCorrectionDown  : 1Ms
GsDrStby : Disable
GsEscapeFastRetrain : Disable
GsBitSwap : Enable
GsAnnexType :adsl2
GsUseCustomBin : Disable
GsPsdMaskType D -
GsExtRsMemory : notpresent
GsParamHybridLossTestEnd : 0x40
GsAdvertisedCapabilities : AnnexA
GsITriggerMode : Disable

Type

. interleavedOnly
GsDnBinUsage :

Max Snr Margin(dB/10) : 310
Dnshift SnrMargin(dB/10): 0

Min Upshift Time(sec) :0
Fast Min Tx Rate(bps) : 0x7d00
Fast Max Tx Rate(bps) : 0x1f38300
Max Intl Delay(ms) 10
GsTxEndBin : Ox1ff
GsRxEndBin : Oxaf
GsMaxDCo 1 256
GsEraseProfiles : Disable
GsStandard : adsl2Plus
GsTxPowerAtten -
GsRsFastOvrhdDown 01
GsRsFastOvrhdUp 01
GsExpandedExchange : Expanded
GsFastRetrain : Disable
GsNtr : LocalOcs
GsAlctlUsVer : Unknown
GsFullRetrain : Enable
DmtConfMode : fdmMode
ParamHybridLossTestStart  : 0x2
GsDmtTrellis :on

OxFFFFFFFFFFFFFFFFFFFF

FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

FFFFFFFF

ParametricTestInputFile -

Data Boost : Enable Upstream PSD : Standard
Conf PM Mode : pmstatel3enable pmstatel2enable

Conf PMLO Time(sec) 1180

Conf PML2 Time(sec) 1180 Conf PML2 ATPR (dB/10) : 30
Conf PML2 Rate(bps) : 0x10000

Conf GSREADSL2 Enable : disable

ADSL ATUR Configuration :

Target Snr Margin(dB/10): 60 Dnshift SnrMargin(dB/10): 0

Upshift SnrMargin(dB/10): 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00
Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) : 0x109a00
Intl Max Tx Rate(bps) :0x109a00 Max Intl Delay(ms) 116

Set Done

IfName 1 dsl-11

ADSL ATUC Configuration :

Rate Adaptation : adaptAtStartup

Target Snr Margin(dB/10): 60 Max Snr Margin(dB/10) : 310

GsRsIntCorrectionUp 1 125us
Upshift SnrMargin(dB/10): 120

Min Dnshift Time(sec) :0

Intl Min Tx Rate(bps) : 0x7d00

Intl Max Tx Rate(bps) : 0x7d000
GsTxStartBin 1 0x20
GsRxStartBin 1 0x6
GsMaxBitsPerBin 115
GsRxBinAdjust : Disable
GsAdi2x : standard
Gslnitiate -
GsCodingGain : Auto
GsRsIntCorrectionDown  : 1Ms
GsDrStby : Disable
GsEscapeFastRetrain : Disable
GsBitSwap : Enable
GsAnnexType :adsl2
GsUseCustomBin : Disable
GsPsdMaskType -
GsExtRsMemory : notpresent
GsParamHybridLossTestEnd : 0x40
GsAdvertisedCapabilities : AnnexA
GslTriggerMode : Disable

Dnshift SnrMargin(dB/10) : 0

Min Upshift Time(sec) :0
Fast Min Tx Rate(bps) : 0x7d00
Fast Max Tx Rate(bps) : 0x1f38300
Max Intl Delay(ms) :0
GsTxEndBin . Ox1ff
GsRxEndBin : Ox1f
GsMaxDCo 1 256
GsEraseProfiles : Disable
GsStandard : adsl2Plus
GsTxPowerAtten -
GsRsFastOvrhdDown 01
GsRsFastOvrhdUp 01
GsExpandedExchange : Expanded
GsFastRetrain : Disable
GsNtr : LocalOcs
GsAlctlUsVer : Unknown
GsFullRetrain : Enable
DmtConfMode : fdmMode
ParamHybridLossTestStart  : 0x2
GsDmtTrellis :on
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Type . interleavedOnly

GsDnBinUsage :
OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF
FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF
FFFFFFFF

ParametricTestInputFile : -

Data Boost : Enable Upstream PSD : Standard
Conf PM Mode : pmstatel3enable pmstatel2enable

Conf PMLO Time(sec) 1180

Conf PML2 Time(sec) : 180 Conf PML2 ATPR (dB/10) : 30

Conf PML2 Rate(bps) : 0x10000

Conf GSREADSL?2 Enable : disable

ADSL ATUR Configuration :

Target Snr Margin(dB/10) : 60 Dnshift SnrMargin(dB/10) : 0
Upshift SnrMargin(dB/10) : 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00
Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) :0x109a00
Intl Max Tx Rate(bps) :0x109a00 Max Intl Delay(ms) 116

Step4: Set ADSL portl12 interleave mode upstream 512K.
The value is hex so you must conversion to decimal.

$modify adsl line profile aturintimaxtxrate 0x7d000 ifname dsl-11
IfName 1 dsl-11

ADSL ATUC Configuration :

Rate Adaptation : adaptAtStartup

Target Snr Margin(dB/10) : 60 Max Snr Margin(dB/10) : 310
GsRslIntCorrectionUp 1 125us Dnshift SnrMargin(dB/10) : 0
Upshift SnrMargin(dB/10) : 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) 10 Fast Min Tx Rate(bps) : 0x7d00

Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) : 0x1f38300
Intl Max Tx Rate(bps) 1 0x1f38300 Max Intl Delay(ms) 10
GsTxStartBin 1 0x20 GsTxEndBin : OxAff
GsRxStartBin : Ox6 GsRxEndBin : Ox1f
GsMaxBitsPerBin 115 GsMaxDCo : 256
GsRxBinAdjust : Disable GsEraseProfiles : Disable
GsAdi2x : standard GsStandard : adsl2Plus
Gslnitiate D - GsTxPowerAtten ;-
GsCodingGain : Auto GsRsFastOvrhdDown 01
GsRslIntCorrectionDown  : 1Ms GsRsFastOvrhdUp 01
GsDrStby : Disable GsExpandedExchange : Expanded
GsEscapeFastRetrain : Disable GsFastRetrain : Disable
GsBitSwap : Enable GsNtr : LocalOcs
GsAnnexType :adsl2 GsAlctlUsVer : Unknown
GsUseCustomBin : Disable GsFullRetrain : Enable
GsPsdMaskType D - DmtConfMode : fdmMode
GsExtRsMemory : notpresent ParamHybridLossTestStart  : 0x2
GsParamHybridLossTestEnd : 0x40 GsDmtTrellis :on
GsAdvertisedCapabilities : AnnexA

GsITriggerMode : Disable

Type . interleavedOnly

GsDnBinUsage :
OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFE
FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFR
FFFFFFFF

ParametricTestInputFile : -

Data Boost : Enable Upstream PSD : Standard
Conf PM Mode : pmstatel3enable pmstatel2enable

Conf PMLO Time(sec) 1180

Conf PML2 Time(sec) 1180 Conf PML2 ATPR (dB/10) : 30

Conf PML2 Rate(bps) : 0x10000

Conf GsREADSL2 Enable : disable

ADSL ATUR Configuration :

Target Snr Margin(dB/10): 60 Dnshift SnrMargin(dB/10): 0
Upshift SnrMargin(dB/10): 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00
Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) : 0x109a00
Intl Max Tx Rate(bps) : 0x109a00 Max Intl Delay(ms) 116
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Set Done
IfName s dsl-11

ADSL ATUC Configuration :

Rate Adaptation : adaptAtStartup

Target Snr Margin(dB/10): 60 Max Snr Margin(dB/10) : 310
GsRslIntCorrectionUp 1 125us Dnshift SnrMargin(dB/10): 0

Upshift SnrMargin(dB/10): 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00

Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) : 0x1f38300
Intl Max Tx Rate(bps) : 0x1f38300 Max Intl Delay(ms) ;0
GsTxStartBin 1 0x20 GsTxEndBin  OxAff
GsRxStartBin 1 0x6 GsRxEndBin : Ox1f
GsMaxBitsPerBin 115 GsMaxDCo : 256
GsRxBinAdjust : Disable GsEraseProfiles : Disable
GsAdi2x : standard GsStandard : adsl2Plus
Gslnitiate D - GsTxPowerAtten D -
GsCodingGain : Auto GsRsFastOvrhdDown 01
GsRsIntCorrectionDown  : 1Ms GsRsFastOvrhdUp 01
GsDrStby : Disable GsExpandedExchange : Expanded
GsEscapeFastRetrain : Disable GsFastRetrain : Disable
GsBitSwap : Enable GsNtr : LocalOcs
GsAnnexType :adsl2 GsAlctlUsVer : Unknown
GsUseCustomBin : Disable GsFullRetrain : Enable
GsPsdMaskType D - DmtConfMode : fdmMode
GsExtRsMemory : notpresent ParamHybridLossTestStart: 0x2
GsParamHybridLossTestEnd: 0x40 GsDmtTrellis :on
GsAdvertisedCapabilities: AnnexA

GslTriggerMode : Disable

Type . interleavedOnly

GsDnBinUsage :
OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFE
FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFR
FFFFFFFF

ParametricTestInputFile : -

Data Boost : Enable Upstream PSD : Standard
Conf PM Mode . pmstatel3enable pmstatel2enable

Conf PMLO Time(sec) 1180

Conf PML2 Time(sec) 1180 Conf PML2 ATPR (dB/10) : 30

Conf PML2 Rate(bps) : 0x10000

Conf GSREADSL2 Enable : disable

ADSL ATUR Configuration :

Target Snr Margin(dB/10): 60 Dnshift SnrMargin(dB/10): 0
Upshift SnrMargin(dB/10): 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00
Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) : 0x109a00
Intl Max Tx Rate(bps) : 0x7d000 Max Intl Delay(ms) 116

Step5: Set ADSL portl2 enable.

$modify adsl line intf enable ifname dsl-11

IfName :dsl-11

Line Type . interleavedOnly Coding Type sdmt

GsUtopia L2TxAddr : 26 GsUtopia L2RxAddr : 26

Gs Clock Type : oscillator Gs Action : startup

Admin Status : Down Oper Status : Down

Trans Atuc Cap : ansit1413 q9921PotsNonOverlapped
g9921PotsOverlapped q9921IsdnNonOQverlapped

g9921isdnOverlapped

g9922potsOverlapped
q9922Adsl2PlusPotsNonOverlappedq9922Ads
I2PlusPotsOverlapped q9922Adsl2PotsNonOverlapped
Trans Atuc Actual : -

GsDmtTrellis s trellisOn
Trans Atur Cap D -
PM Conf PMSF :idleop

Line DELT Conf LDSF : inhibit

Set Done
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IfName s dsl-11

Line Type . interleavedOnly Coding Type sdmt

GsUtopia L2TxAddr: 26 GsUtopia L2RxAddr : 26

Gs Clock Type : oscillator Gs Action : startup

Admin Status :Up Oper Status : Down

Trans Atuc Cap :ansit1413 q9921PotsNonOverlapped
g9921PotsOverlapped q9921IsdnNonQverlapped

g9921isdnOverlapped

g9922potsOverlapped
9922Adsl|2PlusPotsNonOverlappedq9922Ads
I2PlusPotsOverlapped q9922Adsl2PotsNonOverlapped
Trans Atuc Actual : -

GsDmtTrellis s trellisOn
Trans Atur Cap D -
PM Conf PMSF :idleop

Line DELT Conf LDSF : inhibit
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5.1.7

CPE
PC1

Enable SNMP function

SNMP (Simple Network Management Protocol) is used
almost exclusively in TCP/IP networks. SNMP provides a
means to monitor and control network devices, and to
manage configurations, statistics collection, performance,

and security.

» Scenario

Ethernet

= Ethernet— 555 0 ]« DSL—>/ W
CPE
PC2

» Configuration
Step 1: Create SNMP community

$create snmp comm community public rw

Entry Created
Community Access
public RW

Setp 2: Create SNMP host

$create snmp host ip 192.168.100.55 community public

Entry Created

Host Address Community
192.168.100.55 public
$

Setp 3: Create SNMP traphost

$create snmp traphost ip 192.168.100.55 community public
Entry Created
Ip Address : 192.168.100.55

Community : public
Port 1162 Version : v2c
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5.1.8 DSL ports filtering (bridging mode)
This specifies the state of full bridging on the bridge. 3 modes
of bridging supported:

1. Residential Bridging: all packets from a CPE side port
are sent to Net side port without doing a lookup in the
forwarding table. All upstream traffic is forwarding

uplink.

Ethernet

DSLAM

T T

DSL DSL
2. Restricted (Full) Bridging: there is a lookup and a
packet coming from a CPE port destined for another
CPE port is dropped. Hence, CPE-CPE switching is not
permitted. There is Lookup overhead, but may be less

traffic than (1).

Ethernet

DSLAM FDB

T

DSL DsL

3. Unrestricted (Full) Bridging: all traffic is forwarded
based on lookup.

i

Ethernet

DSLAM

b o
DS

DSL

L

» Scenario

Ethernet

Ethernet

Ethernet

Smartbits 6000

Ethernet

Ethernet
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» Configuration

¢ Residential Bridging:
Command: modify nbsize bridgingmode residential

¢ Restricted Bridging:
Command: modify nbsize bridgingmode restricted

e Unrestricted (Full) Bridging:
Command: modify nbsize bridgingmode unrestricted

Note: if to build a connection between specified ports, refer
to 1.1.5 VLAN Configuration.
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5.2 Advanced Configuration

5.2.1

-

>

>

>

Following sections describes how to execute advanced
configuration to meet the requirements of advanced
application scenarios.

How to get QoS of uplink port

Overview

Goals

The following template is provided for users with verify QOS
of uplink port of DSLAM.

There are 3 PVCs will be created on bridge port by dsl 1 as
follows.

VPI/VCI |Bridge port Original Redefined
ID priority priority
8/81 1 0 2
8/82 49 0 3
8/83 96 0 4

All of upstream packets will be redefined priority by VLAN
packets; we can verify it by VLAN tag.

o Verify the relationship between priority of bridge port and
VLAN

o Verify the output packets of Uplink 1 will have the priority
of VLAN tag.

Requirements for test

Equipment Quantity P.S
Smartbit 6000 1
DSLAM 1
AGA 1
PC 1

Configuration

DSLAM
Reboot system configuration

e In order to clean all configuration so that | suggest you to
reboot system default as below command.

e $Reboot config default

Create 3 PVCs and mapping to bridge port 1, 49 and 97
respectively.
$create atm vc intf  ifname aal5-48 lowif atm-0 vpi 8 vci 82
$create atm vc intf  ifname aal5-96 lowif atm-0 vpi 8 vci 83
$create eoa intf ifname eoa-48 lowif aal5-48

$create eoa intf ifname eoa-96 lowif aal5-96

$create bridge port intf ifname eoa-48 portid 49 learning
enable status disable

$create bridge port intf ifname eoa-96 portid 97 learning
enable status disable

Confirm priority info of bridge on dsl port 1, 49 and 97
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$get bridge port prlomfo portid 1
Portld 01
DefaultPriority : 0 NumTrafficClass : 4

$get bridge port prioinfo portid 49
Portld 49
DefaultPriority : 0 NumTrafficClass : 4

$get bridge port prioinfo portid 97
Portld 197
DefaultPriority : 0 NumTrafficClass : 4

Modify priority of bridge port as below:

Port ID| Priority
1 2
49 3
97 4

$modify bridge port prioinfo portid 1 defPrio 2
$modify bridge port prioinfo portid 49 defPrio 3
$modify bridge port prioinfo portid 97 defPrio 4
$modify bridge port intf portid 1 status enable
$modify bridge port intf portid 49 status enable
$modify bridge port intf portid 97 status enable

Verify priority what we have created as below:

$zet bridge port prioinfo portid 1

Port Id : 1
DefaultPr 2 MumTrafficClass : 4
$zet bridebpert prioinfo portid 43

:49

Port Id
DefaultPris 3 MumTrafficClass : 4
$zet bridze port prioinfo portid 97

Port Id H-
gefaultPr HE MumTrafficClass : 4

Create VLAN as below.

VLAN Bridge port Bridge port
ID (Untag) (tag)

1 1 385

49 2 385

97 3 385

$create vlan static vlanname vlan2 vlanid 2 egressports 1
385 untaggedports 1

$create vlan static vianname vlan3 vlanid 3 egressports 49
385 untaggedports 49

$create vlan static vlanname vlan4 vlanid 4 egressports 97
385 untaggedports 97

$modify gvrp port info portid 2 portvlanid 2 acceptframetypes
all ingressfiltering true

$modify gvrp port info portid 49 portvlanid 3
acceptframetypes all ingressfiltering true

$modify gvrp port info portid 97 portvlanid 4
acceptframetypes all ingressfiltering true
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Create ACL (Access control list)

e To simulate different service applications, the CPEs with
athorized mac address can access the Internet.

$create acl port macentry macaddr 00:00:00:00:10:01 portid
1

$create acl port macentry macaddr 00:00:00:00:20:01 portid
1

$create acl port macentry macaddr 00:00:00:00:10:02 portid
49

$create acl port macentry macaddr 00:00:00:00:20:02 portid
49

$create acl port macentry macaddr 00:00:00:00:10:03 portid
97

$create acl port macentry macaddr 00:00:00:00:20:03 portid
97

» AGA-100

Create 3 PVCs and mapping to 8/81, 8/82, 8/83
separately.

@ Status
@ Quick Start

WAN connections

b= System
V Configuration

Save config
Authentication

YWAN services currently defined:

LAN conne io_ns Service Name | IP/Bridge Interface Name | Description Creator

WAN conneftions

Security 14830 rfc1483-0 pvc 1 YWebAdmin | Edit.. @ |Delete.. ©
IP routes -

OHCE sermer i1 483-1 rfic1483-1 pve 2 WebAdmin |Edit.. @ |Delete.. @
DHCF relay .

DMS client fc1483-2 rfc1483-2 pve 3 WebAdmin | Edit... @ |Delete... ©
DS rel

ven Y i 483-3 il 4833 e 4 WebAdmin | Edit. @ |Delete. . @
Bridge

= Ports

Create a new service...

SmartBit 6000
Connect Port 05 to uplink 1 of DSLAM.
Create 3 VTEs of this port with VLAN tag as below.

etup - SmartWindow Port 1B-05

Select the Streams. Use the 'Thl' key for multiple selections.

MALC MALC N P W etwark Netwark .
g Len | Destination Source | LAY | prlJ;fl\I vid | Tope | oo yee Destination | Slgnstie | Eiclizatey
O 1. 1574 0000 0000 200700 00 00 00 10107 n/n\ IE...198.009.007.002 198.0719.007.001 007,007, 007,00
21514 000000002002 000000001002 ol o P 198.019.007.002 198.019.001.001 001.001.007.001
O 31514 000000002003 000000001003 o\ o /4 P 198.019.001.002 198.019.001.001 001.001.007.001

Connect Port 06 to Ethernet port of AGA-100.
Create 3 VTEs of this port without VLAN tag as below.

Select the Streams. Use the '"Chl' key for multiple selections.

MALC MAL o Metwork, Metwark "
# Len Destination Source |VLAN | pri | cfi |vid | Type Source D estination | Signature | Giatewsay
O 1514 0000000071007 000000002007 L1 1P 198, 079,001,002 198.019.0071.007 007..007,.007..007
21514 000000001002 000000002002 OO IP 1398.019.001.002 198.019.001.001 001.001.001.001
O 31514 000000001003 000000002003 OO 1P 138.019.001.002 198.019.001.001 001.001.001.001
Result

Send the packets from port-06 and capture the packets form
port-05 by PVC 1.
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Els Elil Caphws View Fomns Help | The priority is “2” by VLAN tags
HES |4 28 X-O0BH « =« » O

Delta(uSec)|Status[LengtH MAC dest [MAC src [type[data__
1 U.EIUEI!VSM 1522 000000001001 000000002001 8100 40 92 08 §0 45700 05 de 63 b0 00 00 40 72 62 d6 o6 13 01 02 ¢ 13 01 01 5t de 45 54 43 4f 4d 5 05 ac 00 00 00 00 0
2 11611.100 W5 1522 0000000071001 000000002001 8100 4002 08 (0 45 00 05 dc B3 b1 00 00 40 72 82 db c613 01 02 cf 13 01 01 5 e 45 54 43 4f 4d &5F 05 ac 00 00 00 00 0
3 12146.000 WS 1522 000000001001 000000002001 &100 40020800450005dcB3b20000407282d4c613 010261301 015424554 43 4f4d 5 05.ac 00 00 00 000
4 13436.500 WS 1522 000000001001 000000002001 @100 4020800450005 dc63b300004072682d3c6130102c613 01 015424554 434F4d 5 054 00 0000000
5 11610800 WS 1622 000000007001 000000002001 8100 400202 00450005d: E2b4 0000 4072824261301 02061301 01 5f e 4554 42 4 4d BF05 2c 00 00 00 00 0
] 12143500 W5 1522 0000000071001 000000002001 8100 4002 08 (0 45 00 05 de B3 b5 00 00 40 72 82 d1 c613 01 02 cf 13 01 01 5f e 45 54 43 4f 4d 5F 05 ac 00 00 00 00 0
? 13436.100 WSM 1522 000000001001 000000002001 8100 400208 (0 45 00 05 de 63 b6 00 00 40 72 82 d0 c6 13 01 02 cf 13 01 01 5 e 45 54 43 4f 4d 5f 05 ac 00 00 00 00 0
8 11931.100/W5M 1522 000000001001 000000002001 @100 4002080045 0005 de63b7 0000407282 cf 61301 02613 01 01 5f 4= 45 54 43 4F 4d 5f 05 5c 00 00 00 00 O
] 11825.800 WS 1522 000000001001 000000002001 @100 4020800450005 dc63bB 00004072682 cech1301 0261301 0156424554 434f4d 5054 00 00 00000
10 12448.200 WS M 1622 000000007001 000000002001 8100 400202 00450005d:E20b30000407282cd 61301 02061301 01 5f e 4554 42 4f 4d BF 05 2c 00 00 00 00 0

Send the packets from port-05 and capture the packets form
port-06 by PVC 1

Edit Capture ¥iew Formai Help

Ti
HEE| e XeeoiE

e = | O

Delta(uSec)[Status[l engtHMAC dest [MAC src [type[data
1 U.UUU!S 1514 0000000020071 000OO0OOO100N 0200 450005424897 000040729df3 61301 02c£13 0101 000000000000 00 000000000000 00 00 00 00 00
2 E81.500 5 1514 0000000020071 000OO0OOO100N 0200 450005d24892000040729dM0cE1301 02 c£13 0101 000000000000 00 000000000000 00 00 000000
3 E15.900 5 1514 0000000020071 000DOOOOO1001 0800 450005d8 48 9c 00004072 3d escB 13071 02 c613 01 01 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
4 E28500 5 1514 0000000020071 000000001001 0800 450005d8 48 5f0000 40 72 3deb 61301 02 cF 13 01 01 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
5 573000 5 1514 000000002001 000000001001 0800 450005d848 a2 000040723deBch 1301 02 c6 1301 01 000000 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
] 718300 5 1514 000000002001 000000001001 0800 450005d848 a4 00004072 3defch 1301 02 c6 1301 01 000000 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
7 531.000/ 5 1514 000000002001 0000QOOOD 100N 0800 4500054546 a8000040729de2c613 01 02 061301 01000000 00 00 00000000 00 00 00 00 00 00 00 00 00
8 679.700 5 1514 000000002001 0000QOOOD 100 0800 4500054848 5a000040729de0c613 01 02 6130101000000 00 00 00000000 00 00 00 00 00 00 00 00 00
9 710,200 5 1514 000000002001 000OQOODI0MM 0800 4500054848 ad000040729ddde613 01 02 6130101000000 00 00 00000000 00 00 00 00 00 00 00 00 00
10 BEE.500/ 5 1514/000000002001 000000ODI0CM 0800 450005484660000040729ddac613 01 02 6130101000000 00 00 00000000 00 00 00 00 00 00 00 00 00
Get the forwarding table form DSLAM (Both upstream and
downstream)

$zet bridze forwarding
WAC Addr Part Id Ylanld Status

385 Learned
1 Learned

Send the packets from port-06 and capture the packets form
port-05 by PVC 2.

The priority is “3” by VLAN tags

10 33200 A2k JE55 000000004005 000000003005 81 00| B0 030500 2 0002 95 00 5 0000 40 A5 52 99 <6 |

] B0L3E7100 AZK 1855 0000 00001005 000000003005 |81 00 | B0 03 0600 42 00 02 95 00 92 00 00 4

[] 205407500 A2k JESS 000000004003 000000003005 8100|6003 050042000295

5 #30537300 A2k 1255 000000001005 000000003005 81 00|E0030 0090000405552 PACE 1300 05°0 13 00 0 2b 48 2 24 43 4 49 20 02 9= 00 00 00 00 00
[ 251800300 AZK 1E55 0000 00001005 000000005005 81 00 | B0 02 0800 2 00 02 95 00 53 00 00 0 &5 52 PASE 13 0J 03 58 13 0J 01 2k 45 ¢2 24 43 . ¢ 21 02 9C 00 00 00 00 00
2 3535800 A2k 1255 000000001005 000000003005 8100 |E0030500 2 000295 00 “2 000040 A5 52 ] =2 J30J 058 13 0] 0 2k 45 ¢2 2¢ 43 #9921 02 9 00 00 00 00 00
[l 208YE A00 AZK 1855 0000 00001005 0000 00003005 81 00 | B0 02 0800 42 00 02 95 00 1 0000 40 &5 52 52 5 13 0J 03 58 13 0J 01 21 45 ¥2 24 43 1 ¥9 21 02 9C 00 00 00 00 00
3 231007500 A2k 4255 000000004005 000000003005 8100 |e0030500 2 000295 00 P00 000 A5 52 =3 =L J30J 0358 13 0J 0 2k 45 ¢2 2¢ 43 #9921 02 9 00 00 00 00 00
5 $3050°000 A2k JE35 000000001005 000000003005 2100|6002 0500 42 0002 9% 00 PA 0000 40 43 52 CO R J30J 0308 13 0J 0 2L 45 42 2¢ 43 4 40 21 02 9¢ 00 00 00 00 00
] IJI]EI[IT/\EW 1E55 0000 00001005 0000 00005005 81 00 TETUETE 00 2 00 02 95 00 P2 00 00 0 &5 52 9] S 13 0J 0558 13 0J 0] 2k 45 ¢2 2% 43 # 79 21 02 ¢ 00 00 00 00 00

Dels(nz6c) 2ismez[reudn{WyC 9621 [WYC 21c [Abe[qars
HE2 sF@ | x-nfE&*" ' e

EF mW Coms Lpa pomwt G

Send the packets from port-05 and capture the packets form
port-06 by PVC 2.

Fie Edit Coptue W¥iew Format Help

HES {2 X;-DEEE ¢ u » O

Del|a(uSe|:)\Slalus|LEnng MAC dest |MAC src \Iype ‘dﬂ|ﬂ
1 0.000ls 1514/ 0000 0000 2002 0000 0000 1002 0300 45 00 05 d8 58 a5 00 00 40 72 8d €6 o5 13 01 02 6 13 01 01 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 07 0
2 537.100 5 1514/ 000000002002 000000001002 0800 4500 05d8 58 a8 00004072 8de2 c613 01 02 c6 13 071 01 00 00 00 0000 00 00 00 00 00 00 00 00 00 00 00 00 0C
3 729,400 § 1514/ 0000 0000 2002 |00 00 0000 1002 0300 45 00 05 d8 58 ab 00 00 40 72 A df o6 13 0102 ¢ 13 (11 01 00 00 00 00 00 00 00 00 00 00 00 00 00 00 40 40 40 00
4 £59.700 1514/ 00 00 0000 2002 |00 00 0000 1002 0800 45 00 05 d8 56 ad 00 00 40 72 6 dd ¢613 01 02 613 01 01 00 00 0O 00 00 00 00 00 00 00 00 00 00 00 00 00 00 0
5 507.700 5 1514/ 00 00 0000 2002 |00 00 0000 1002 0800 45 00 05 8 56 b0 00 00 40 72 6 da ¢613 01 02 613 01 01 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 0
6 £97.200 1514/ 00 00 0000 2002 |00 00 0000 1002 0800 45 00 05 8 56 b2 00 00 40 72 6 d8 ¢6 13 01 02 6 13 01 01 00 00 0O 00 00 00 00 00 00 00 00 00 00 00 00 00 00 0
7 £82.000 5 1514/ 0000 0000 2002 |00 00 0000 1002 0300 45 00 05 d8 55 b5 00 00 40 72 8d dF o6 13 01 02 6 13 01 01 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 07 0
8 542,600 5 1514/ 000000002002 000000001002 0800 4500 05d8 58 b8 0000 40 72 8d d2 c613 01 02 c6 13 071 01 00 00 00 0000 00 00 00 00 00 00 00 00 00 00 00 00 0C
9 734.600 5 1514 000000002002 000000001002 0800 450005 d8 58 ba 0000 40 72 8d d0 c613 01 02 c6 13 071 01 00 00 00 0000 00 00 00 00 00 00 00 00 00 00 00 00 0C
10 541500 5 1514/ 00 00 0000 2002 |00 00 0000 1002 0300 45 00 05 d8 58 bd 00 00 40 72 8l ed ¢6 13 01 02 613 01 01 00 00 0O 00 00 00 00 00 00 00 00 00 00 00 00 00 00 0
Get the forwarding table form 6696H (Both upstream and
downstream)
fzet bridze forwarding
MAC Addr PortId Ylanld Status
INHINHINTH TR ITH 38h Learned
00:00:00:00:20:02 43 Learned
k

Send the packets from port-06 and capture the packets form
port-05 by PVC 3.
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1t 1E-5 The priority is “4” by VLAN tags

Fi: Edit Coptwe Yiew Format Help

HEE ol XD HBE | ¢ O

Delta(uSec)|Status[LengtHMAC dest [MAC src [type[data
1 EI[II]EI!VSM 1522/ 000000001003 000000002003 (8100 BHEHA 4 B0 68 00 00 40 72 06 22 of 1301 02 o6 13 01 07 5F 4 45 54 43 4F 4d 5f 05 ac 00 00 00 00 00 001
2 12040.000 WSM 1522/000000001003 000000002003 8100 80 04 00T 45 00 05 de =0 5300 00 40 72 05 2d 6 1301 02 ¢5 13 01 01 5 de 45 54 43 4f 4d 5 05 ac 00 00 00 00 00 001
3 11610.300 %5 1522/ 000000001003 000000002003 8100 8 04 08 0)) 45 00 05 dc e 5a 00 00 40 72 06 2c of 13 01 02 c6 13 01 01 5F 4 45 54 43 4F 4d 5f 05 ac 0000 00 00 00 001
4 13544.500 WSM 1522 000000001003 000000002003 8100 800408004500 05dc 0500000407206 2bc6 1301 022613 01 01 5f 42 45 54 43 4F 4d 5 05 ac 0000 00 00 00 001
5 12147.300 W5 1522/ 000000001003 000000002003 8100 8 04 08 0)) 45 00 05 dc e0 6 00 00 40 72 06 2a of 13 01 02 c6 13 01 01 5F 4 45 54 43 4F 4d 5f 05 ac 0000 00 00 00 001
b 11824.600 VSM 1522 000000001003 000000002003 8100 800408004500 05dce05d0000407206 2961301 022613 01 01 5f 42 45 54 43 4F 4d 5 05 ac 0000 00 00 00 001
7 13226700 W5 1522/ 000000001003 000000002003 8100 8 04 08 0) 45 00 05 dc e Ge 00 00 40 72 06 28 of 13 01 02 o6 13 01 07 5F 4e 45 54 43 4F 4d 5f 05 ac 00 00 00 00 00 001
8 12145.000 Y5 1522 000000001003 000000002003 8100 8004 028004500 05dce05f00 00407206 27 c613 01 02 c6 13 01 01 5f 4e 45 54 43 4f 4d 5 05 ac 0000 0000 00 00 C
9 13437.500 W5k 16522/ 000000001003 000000002003 &1 00 8 04 08 0) 45 00 05 dc e0 60 00 00 40 72 06 26 of 13 01 02 o6 13 01 01 5F 4e 45 54 43 4F 4d 5f 05 ac 0000 00 00 00 001
10 115932.000 VS 1522/ 000000001003 000000002003 8100 800402004500 05dce061 0000407208 2561301 02 0613 01 01 5f 42 45 54 43 4F 4d 5 05 ac 0000 00 00 00 001

Send the packets from port-05 and capture the packets form
port-06 by PVC 3.

File Edit Capture View Format Help

HES| 2R Xg-nm

EEE o n »| O

Delta(uSec)[Status[LengtiMAC dest  [MAC src [type[data
1 U.UDU!S 1514 000000002003 000000001003 (0800 45000548 dd fd0000407211 8d 61301 02 613 01 01 00 000000 000000 0000 00 00 00 00 00 00 00 00 00 00 0C
2 674.400 5 1514 000000002003 000000001003 0800 45000548 d5 000000407211 8acE 1301 02 cE13 071 01 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 01
3 732.500 5 1514 000000002003 000000001003 (0800 450005d48d5030000407211 87 613010261301 01 0000 0000 00 00 00 0000 00 00 00 00 0000 00 0000 00 O
4 E72.000 5 1514 000000002003 000000001003 0800 45000548 d5 050000407211 85c6 1301 02 c613 071 01 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 01
5 605.400 5 1514 000000002003 000000001003 (0800 45000548d5080000407211 826130102613 01 01 0000 0000 00 00 00 0000 00 00 00 00 0000 00 0000 00 O
6 E58.500 5 1514 000000002003 000000001003 0800 450005d8 d5 0b 0000407211 7f o613 01 02 ¢613 01 01 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 0C
7 537.200 5 1514 000000002003 000000001003 (0800 450005d48d50d0000407211 7de61301 02613 01 01 00 00 0000 00 00 00 0000 00 00 00 00 0000 00 0000 00 O
8 751.600 5 1514 000000002003 000000001003 0800 45000543 d5 100000407211 FacE 1301 02 c613 01 01 00 00 00 00 00 00 00 00 0000 00 00 00 00 00 00 0000 00 i
9 £48.400 5 1514 000000002003 000000001003 (02800 45000548d5120000407211 7861301 02613 01 01 00 00 0000 00 00 00 0000 00 00 00 00 0000 00 0000 00 O
10 663.500 5 1514 000000002003 000000001003 (0800 450005d3d5150000407211 756130102 ¢613 01 01 00 00 0000 00 00 00 00100 00 00 00 00 0000 00 0000 00 O
Get the forwarding table form DSLAM (Both upstream and
downstream)

Pzet bridze forwarding
d

WAC Addr PartId ¥lanId
no:00:00:00:10:03 386 4
%U:UU:UU:UU:EU:UE 37 4
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5.2.2 How to modify IRL /ORL

IRL (input rate limit)/ ORL(output rate limit) which define the
maximum rate for input /output.

IRL is only for upstream direction by aal5-x (PVC X).
ORL is only for downlink direction by atm-x.

» Scenario

DSL—b{ H (emm w smmmn] |
CPE
DSLAM

Ethernet

- iimhemet

Smartbits 6000

> Configuration
IRL:
Example,

e Limit the maximum rate of input at 256k for aal5-0.

$ create irl profile profilename gold irltype sr2cm cir 256 chs 6000
conformaction colorgreen violateaction drop

$ create irl map ifname aal5-0 profilename gold

ORL:
Example,

e Limit the maximum rate of input at 128k for atm-0.
$ modify atm port ifname atm-0 orl 128
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5.2.3 How to Stack 2 units

e Eth0 enable (for uplink), its bridge port number is 385
e Ethl disable (for downlink)
o MGMT interface disable

» Scenario

= [
" ~a-Ethernet-m=o “
[ Jfe—emene—wfFosooi o = m — =

[ CPE PC 3
DSLAM 1

Ethernet

Ethernet—m[Fo oo o= DsL—» W

CPE

DSLAM 2

[ 3 Configuration
Stepl:

Command Description

(Master ) o _ Master for unit 1
create ethernet intf ifname eth-0 ip 192.168.100.50 mask Slave for unit 2

255.255.255.0 enable )
create bridge port intf portid 385 ifname eth-0 learning disable|IP IS unnecessary for
status enable Downlink port

create ethernet intf ifname eth-1 type downlink enable

create bridge port intf portid 386 ifname eth-1 learning enable
status enable

modify bridge mode enable

( Slave)

create ethernet intf ifname eth-0 ip 192.168.100.60 mask
255.255.255.0 enable

create bridge port intf portid 385 ifname eth-0 learning disable
status enable

create ethernet intf ifname eth-1 type downlink enable

create bridge port intf portid 386 ifname eth-1 learning enable
status enable

modify bridge mode enable

Step2:
Command Description
$get ethernet intf Verify the configuration
Interface : eth-0 after StaCklng'
Type : Uplink UseDhcp
False
IP Address :192.168.100.50 Mask
255.255.255.0
Pkt Type TALL
Orl(mbps) : 100
Configured Duplex : Auto Duplex : Full
Configured Speed : Auto
ClassOthrshlid : 100 Classlthrshlid: 100
Class2thrshid : 100 Class3thrshlid: 100
Class4thrshlid : 100 Classbthrshid: 100
Class6thrshid : 100 Class7thrshid: 100
ProfileName : SPPROFILE
Mgmt VLAN Index 1-
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Tagged Mgmt PDU Prio: 0

Speed

Operational Status

Interface
Type
False

IP Address
0.0.0.0

Pkt Type
Orl(mbps)

Configured Duplex

None

Configured Speed

ClassOthrshlid
Class2thrshlid
Class4thrshlid
Class6thrshid
ProfileName

Mgmt VLAN Index

:100BT

:Up

. eth-1

: Downlink
:0.0.0.0
cALL
- 100
: Auto

: Auto

: 100
1100
1100
: 100

: SPPROFILE

Tagged Mgmt PDU Prio: -

Speed

Operational Status

Interface

Type

False

IP Address
255.255.255.0
Pkt Type
Orl(mbps)

Configured Duplex

None

Configured Speed

ClassOthrshid
Class2thrshid
Class4thrshid
Class6thrshid
ProfileName

Mgmt VLAN Index

: Down

. eth-2

: Uplink
:10.90.91.91
tALL
: 100
: Auto

: Auto

: 100
- 100
: 100
: 100

: SPPROFILE

Tagged Mgmt PDU Prio: 0

Speed

Operational Status

: Down

Admin Status : Up

UseDhcp

Mask

Duplex

Classlthrshld:
Class3thrshld:
Classbthrshld:
Class7thrshid:

Admin Status :

UseDhcp

Mask

Duplex

Classlthrshld:
Class3thrshld:
Classb5thrshid:
Class7thrshid:

Admin Status :

100
100
100
100

Up

100
100
100
100

Up
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5.2.4

How to debug ADSL line

The way to debug adsl line is shown as follows.

D? The command is different from others while loop start in
interleave mode. (dsli)

Command dsl-x, x means which port was connected.

> Configuration

AGA (ADSL2+)

DSL-300G (G.dnt)

$get adsl atuc channel ifname dsli-0

Ifname : dsli-0
Interleave Delay(ms): 6 Curr Tx Rate(bps) : 21156200
Prev Tx Rate(bps) :21286100 Crc Block Length(byte) 146410

Gs Curr Atm Status  : OK
GsRsDepth 164
$

GsSymbolsPerRsWord 137
GsRedundantBytesPerRsCode : 4

$get adsl atuc channel ifname dsli-4

Ifname : dsli-4
Interleave Delay(ms): 16 Curr Tx Rate(bps) : 8064000
Prev Tx Rate(bps) : 8064000 Crc Block Length(byte) 17136

Gs Curr Atm Status  : OK
GsRsDepth 164
$

GsSymbolsPerRsWord
GsRedundantBytesPerRsCode 2

$get adsl atur channel ifname dsli-0

Ifname : dsli-0

Interleave Delay(ms) : 13 Curr Tx
Rate(bps) : 1085200

Prev Tx Rate(bps) : 1085200 Crc Block
Length(byte) : 2540

Gs Curr Atm Status ~ : OK

GsSymbolsPerRsWord : 695

GsRsDepth 18

GsRedundantBytesPerRsCode : 16
$

$get adsl atur channel ifname dsli-4

Ifname : dsli-4

Interleave Delay(ms) : 8 Curr Tx Rate(bps)
1088000

Prev Tx Rate(bps) : 1088000 Crc Block
Length(byte) 12312

Gs Curr Atm Status  : OK

GsSymbolsPerRsWord 14

GsRsDepth 18

GsRedundantBytesPerRsCode : 16
$

$get adsl atuc physical ifname dsl-0

Ifname : dsl-0

Serial Number : (c0-0123456)

Vendor ID : FFB54753504E0000C.12.1.2
Version Number :C.12.1.2

Curr Status : NoDefect

Curr Snr Margin(dB/10) : 110 Curr Atn(dB/10) :0
CurrAttainable Rate(bps): 0 Curr Output Pwr(dB/10): 83
GsOpState : Data GsActualStandard : adsl2Plus
GsTxAtmCellCounter 1430 GsRxAtmCellCounter 10
GsStartProgress 10

GsldleBertError :0 GsldleBertCells 10
GsBertSync : BertOutOfSync

GsParametricTestResult : Ok

GsBertError 10

GsSeltinfoValid : NotConnected

GsSeltLoopLen (in Feet) : 0

GsSeltLoopEnd : unknown

GsSeltLoopGauge -

DataBoost Status : Disable

GsSeltUpShannonCap (inbps) :0

GsSeltDownShannonCap (in bps) : 0

Chan Perf CD : 785608 Chan Perf BE 10
Delt HLINSCus 10 Delt HLOGMTus 10
Delt QLNMTus :0 DELT Last Tx State
dmtatucg9941

PM State : dataop Chan Perf Cu :0
Extended PSD Status :standard  Chip Version 125
Bin Number Number of bits/bin

[op]jo o o o0 O O 7 9 10 11 11 12 13 14 14 14

[16]14 14 14 14 14 14 14 13 13 13 12 11 10 9 8 7

310 o0 o0 O O O O O O O O O O O o0 O

480 0 O O O O O O O O O 1100 O O O
Parametric Info

$get adsl atuc physical ifname dsl-4

Ifname : dsl-4

Serial Number : (c0-0123456)

Vendor ID : FFB54753504E0000C.12.1.2
Version Number :C.12.1.2

Curr Status : NoDefect

Curr Snr Margin(dB/10) : 110 Curr Atn(dB/10) 125
CurrAttainable Rate(bps): 10888000  Curr Output Pwr(dB/10): 95
GsOpState : Data GsActualStandard : GDmt
GsTxAtmCellCounter 1416 GsRxAtmCellCounter 10
GsStartProgress 1140

GsldleBertError :0 GsldleBertCells 132728
GsBertSync : BertInSync

GsParametricTestResult : Ok

GsBertError 10

GsSeltInfoValid : NotConnected

GsSeltLoopLen (in Feet) : 0

GsSeltLoopEnd : unknown

GsSeltLoopGauge -

DataBoost Status : Disable

GsSeltUpShannonCap (inbps) :0

GsSeltDownShannonCap (in bps) : 0

Chan Perf CD :0 Chan Perf BE 10
Delt HLINSCus 10 Delt HLOGMTus 10
Delt QLNMTus :0 DELT Last Tx State
dmtatucg9941

PM State : dataop Chan Perf Cu :0
Extended PSD Status :standard  Chip Version 125
Bin Number Number of bits/bin

[p]jJo o 0o 0O O O 9 10 12 12 13 13 14 14 14 14

[16]14 14 14 14 14 14 14 13 13 13 12 12 11 11 11 10

310 o0 o0 O O O O O O O O O O O0o o0 O

480 0 O O O O O O O O O 1100 O O O
Parametric Info

$get adsl atur physical ifname dsl-0

Ifname : dsl-0

Serial Number -

Vendor ID : FFB54753504E0007
Version Number :-

Curr Status : NoDefect

Curr Snr Margin(dB/10)  : 60 Curr Atn(dB/10) 137

CurrAttainable Rate(bps) : 4632000 Curr
Output Pwr(dB/10) 0

AturGsConfig
OxOOOOB600000OOAOOOOOO8E00000003000000000000000000000000000000

Chan Perf CD 1300027251 Chan Perf CU : 10960
Chan Perf BE :0 Delt HLINSCds :0
Delt HLOGMTds :0 Delt QLNMTds 10

$get adsl atur physical ifname dsl-04

Ifname :dsl-4

Serial Number -

Vendor ID : 00B54753504E0000T93.3.44
Version Number 1 T93.3.44

Curr Status : NoDefect

Curr Snr Margin(dB/10)  : 140
CurrAttainable Rate(bps) : 1388000

Curr Atn(dB/10) 115
Curr Output Pwr(dB/10) : 124

AturGsConfig
OxFC0000000000000000000000000000000022000000000200400110000804
Chan Perf CD 10 Chan Perf CU :0

Chan Perf BE :0 Delt HLINSCds :0

Delt HLOGMTds :0 Delt QLNMTds :0
DELT Last Tx State : dmtaturg9941

Bin Number Number of bits/bin
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DELT Last Tx State : dmtaturg9941 pjo o o o o 0 o 0 0 O O O O O O O
Bin Number Number of bits/bin [t6Jl0 0O 0 O O O O O O O O O O O o0 O
pjo o o o o o o O O O O O O O O O 3210 o o o0 O O O 2 2 3 4 5 6 7 7 8
[t6]O 0 O O O O O O O O O O O o o0 O 488 9 9 9 10 10 10 10 11 11 11 11 11 11 11 11
32010 o0 0 O 2 3 4 4 5 5 5 6 6 7 7 7 [64j0 11 12 11 11 11 10 11 11 11 11 11 11 11 11 11
488 8 8 9 9 9 9 9 10 10 10 10 10 11 11 11 [goj11 11 11 11 11 11 11 12 12 12 12 12 12 12 12 12
64111 11 11 12 12 12 12 12 12 12 12 12 12 12 13 12 [96]12 12 12 12 12 11 11 11 11 11 11 11 11 11 11 11
[80]13 13 13 13 13 13 13 13 13 13 13 13 13 13 13 13 | [112]11 11 11 11 11 11 11 11 11 11 11 10 10 10 11 10
[96]13 13 13 13 13 13 13 13 13 13 13 13 13 13 13 13 | [128]10 10 10 10 10 10 10 11 11 10 11 11 11 11 11
[112]13 13 13 13 13 13 13 13 14 13 13 13 13 14 14 11
14 [144]11 12 11 11 11 11 11 11 11 11 11 11 11 11 10 10
[128]13 14 13 14 14 14 14 14 14 14 13 14 13 14 14 2 | [160]10 10 10 10 10 10 10 10 10 10 10 10 10 10 10
[144]14 14 14 14 14 14 14 13 14 14 13 13 13 13 13 10
14 [176]10 10 10 10 10 9 10 10 10 10 10 9 10 10 10
[160]13 14 13 13 13 13 13 13 13 13 13 13 13 13 13 10
13 [192]10 10 10 10 10 10 10 10 10 10 9 10 9 10 9 9
[176]13 13 13 13 13 13 13 13 13 13 13 13 13 13 13 [208]9 9 9 9 9 9 9 9 9 9 9 9 9 9 9 9
13 [224j9 9 9 9 9 9 9 9 9 9 9 9 9 9 9 9
[192]13 13 13 13 13 13 13 13 13 13 13 13 13 13 13 24019 9 9 9 9 9 9 9 9 9 9 8 8 8 8 8
13 [256]12 13 13 13 13 13 13 13 13 13 13 13 13 12 12
[208]13 13 13 13 13 13 13 13 13 13 13 13 13 13 13 13
13 [272]12 12 12 12 12 12 13 12 12 12 12 12 12 12 12
[224]13 13 13 13 13 13 13 13 13 13 13 13 13 13 13 12
13 [288]12 12 12 12 12 12 12 13 12 12 12 12 12 12 12
[240]113 13 13 13 13 13 13 13 13 13 13 13 13 13 13 12
13 [304]12 12 12 12 12 12 12 12 12 12 12 12 12 12 12
[256]12 13 13 13 13 13 13 13 13 13 13 13 13 12 12 12
13 [320]112 12 12 12 12 12 12 12 12 12 12 12 12 12 12
[272]12 12 12 12 12 12 13 12 12 12 12 12 12 12 12 12
12 [336]12 12 12 12 12 12 12 12 12 12 12 12 12 12 12
[288]12 12 12 12 12 12 12 13 12 12 12 12 12 12 12 12
12 [352]12 12 12 12 12 11 12 12 12 12 12 11 12 12 12
[304]12 12 12 12 12 12 12 12 12 12 12 12 12 12 12 11
12 [368]12 11 11 12 12 12 11 12 12 12 12 11 12 12 12
[320]12 12 12 12 12 12 12 12 12 12 12 12 12 12 12 11
12 [384]11 12 11 12 11 11 12 12 12 12 11 12 12 12 12
[336]12 12 12 12 12 12 12 12 12 12 12 12 12 12 12 12
12 [400]11 12 11 12 12 11 11 12 12 12 12 11 11 11 11
[352]12 12 12 12 12 11 12 12 12 12 12 11 12 12 12 11
11 [416]11 11 11 11 11 11 11 11 11 11 11 11 11 11 11 11
[368]12 11 11 12 12 12 11 12 12 12 12 11 12 12 12 [432]11 12 11 11 11 11 11 11 11 11 11 11 11 11 11 11
11 [448]11 11 11 11 11 11 10 10 10 10 10 10 10 10 10
[384]11 12 11 12 11 11 12 12 12 12 11 12 12 12 12 10
12 [464]10 10 10 10 10 10 10 10 10 10 10 10 10 10 10
[400]11 12 11 12 12 11 11 12 12 12 12 11 11 11 11 11 10
[416]11 11 11 11 11 11 11 11 11 11 11 11 11 11 11 11 [480]10 10 10 10 10 10 10 10 10 10 10 10 10 10 10
[432]11 12 11 11 11 11 11 11 11 11 11 11 11 11 11 11 10
[448]11 11 11 11 11 11 10 10 10 10 10 10 10 10 10 [496]10 10 10 10 10 10 10 10 10 10 10 10 10 10 10
10 10
[464]10 10 10 10 10 10 10 10 10 10 10 10 10 10 10 [B1210 0 0 O O O O O O O O O O O O O
10 5280 0 O O O O O O O O O O O O O O
[480]10 10 10 10 10 10 10 10 10 10 10 10 10 10 10 [(440 0 0 0 O O O O O O O O O O O O
10 [f60J 0 0 0 O O O O O O O O O O O O O
[496]10 10 10 10 10 10 10 10 10 10 10 10 10 10 10 [sv6jlO0 0 0 0 O O O O O O O O O O O O
10 :
[B12lo o0 0 O O O O O O O O O O O O O
[528j10 0 0O O O O O O O O O O O o O O :
[5440 0 O O O O O O O O O O O O O O [1008j0 0 0 O O O O O O O O O O o o0 O
[f60J O 0 0 O O O O O O O O O O O o0 O Delt HLINpsds
[576j/0 0 O O O O O O O O O O O O O 0O | -
: [0] 0 0 0 0

[4] 0 0 0 0
[to08l0 O O O O O O O O O O O O O o0 O
Delt HLINpsds :
------------- [508] 0 0 0 0
[0] 0 0 0 0 Delt HLOGpsds
4] 0 0 0 0 | e—
: [0] 0 0 0 0

[4] 0 0 0 0
[508] 0 0 0 0
Delt HLOGpsds :
------------- [252] 0 0 0 0
[0] 0 0 0 0 Delt QLNpsds
[4] 0 0 0 o | e
: [0] 0 0 0 0

[4] 0 0 0 0
: [81] 0 0 0 0
[252] 0 0 0 0 :
Delt QLNpsds
[0] 0 0 0 0 [252] 0 0 0 0
[4] 0 0 0 0 Delt DMT Bin SNR
[81] 0 0 0 o | e
: [0] 0 0 0 0
: [4] 0 0 0 0
[252] 0 0 0 0
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Delt DMT Bin SNR

[0] 0
[4] 0
[252] 0

oo

1252]
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5.2.5

PC

LACP aggregation (Port Aggregation)

Link Aggregation Control Protocol (LACP) allows you to
bundle several physical ports together to form a single logical
channel. LACP allows a switch to negotiate an automatic
bundle by sending LACP packets to the peer.LACP is a
protocol implementation in layer 2 which controls thru which
physical links the traffic will be routed.

» Scenario

Uplink 1
—Ethernet
— =4 | e -
] o e e
DSL Ethernet
CPE
1 Uplink 2

Ethernet

> Configuration
Step 1: Create Ethernet and Bridge port

$ create ethernet intf ifname eth-0

Entry Created

Mgmt VLAN Index
Speed
$

Tagged Mgmt PDU Prio: -

Operational Status: Down

Interface . eth-0

Type : Uplink UseDhcp : False
IP Address :0.0.0.0 Mask :0.0.0.0
Pkt Type T ALL

Orl(mbps) : 300

Configured Duplex : Auto Duplex : None
Configured Speed : Auto

ClassOthrshld : 100 Class1thrshld: 100
Class2thrshid : 100 Class3thrshid: 100
Class4thrshld : 100 Class5thrshld: 100
Class6thrshld 1100 Class7thrshld: 100
ProfileName : SPPROFILE

Admin Status: Up

Thu Jan 01 00:02:33 1970 : STATUS ALARM : ETHER Interface Up : Interface - eth-0

Step 2: Create Aggregator interface

$ create ethernet intf ifname eth-1

Entry Created

Mgmt VLAN Index

Interface :eth-1

Type : Uplink UseDhcp : False
IP Address :0.0.0.0 Mask :0.0.0.0
Pkt Type TALL

Orl(mbps) : 300

Configured Duplex : Auto Duplex : None
Configured Speed : Auto

ClassOthrshld : 100 Class1thrshld: 100
Class2thrshid : 100 Class3thrshid: 100
Class4thrshid : 100 Class5thrshid: 100
Class6thrshld 1100 Class7thrshld: 100
ProfileName : SPPROFILE
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Tagged Mgmt PDU Prio: -

Speed D -

Operational Status : Down Admin Status : Up
$modify bridge mode enable

Bridging Mode is Enabled

Set Done

Bridging Mode is Enabled

Step 3: Create LACP Aggregator

$ create aggr intf ifname aggr-0 ip 192.168.100.111 mask 255.255.255.0 enable

Entry Created

Interface Index :aggr-0

IP Address :192.168.100.111 Mask : 255.255.255.0
UseDhcp : False

Mgmt VLAN Index t-

Tagged Mgmt PDU Prio ;0

Admin Status :Up

Operational Status :Up

$create bridge port intf portid 385 ifname aggr-0 status enable

Entry Created

Port Id 1385 IfName 1 aggr-0

Max Unicast Addresses : 256 Learning Status : Enable
Port Oper Status : Enable Port Admin Status: Enable
Sticky Status : Disable FDB Modify : Enable

Acl Global Deny Apply : Disable

Acl Global Track Apply: Disable

Sensed IfiIndex D -

$ create lacp aggr aggrifname aggr-0 aggrtype static

Entry Created

Aggr IfName :aggr-0

Mac Address : FF:FF:FF:FF:FF:FF Aggregate : True

Actor Sys Priority: 10 Partner Sys Priority: 0

Actor Sys ID 1 00:01:EB:08:05:B9 Partner Sys ID . FF:FF:FF:FF:FF:FF
Actor Oper Key - Partner Oper Key -

Actor Admin Key : - Collector Max Delay : 0

Aggregation Type : Static

$ modify lacp aggrport info ifname eth-0 aggrstatus enable

Interface : eth-0 Port Is Aggregate

Actor Oper Key - Partner Oper Key

Actor Admin Key D - Partner Admin Key

Actor Port Priority D - Partner Admin Port Priority : -
Actor System Priority ;- Partner Oper Port Priority : -
Actor System ID D - Partner Admin Sys Priority
Actor Port L - Partner Oper Sys Priority -
Partner Admin Sys Id ;- Partner Admin Port :
Partner Oper Sys Id D - Partner Oper Port

Port Actor Admin State  : -
Port Partner Admin State : -
Port Actor Oper State D -
Port Partner Oper State : -
Attached Agg ID

;- Selected Agg ID
Aggregation Status : Disable

Set Done

Interface : eth-0 Port Is Aggregate : True
Actor Oper Key 120 Partner Oper Key : 1000
Actor Admin Key D - Partner Admin Key : 1000
Actor Port Priority 110 Partner Admin Port Priority : 9

Actor System Priority 110 Partner Oper Port Priority : 10
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Actor System ID 1 00:01:EB:08:05:B9 Partner Admin Sys Priority :9

Actor Port 01 Partner Oper Sys Priority : 9
Partner Admin Sys Id :01:02:03:04:05:06 Partner Admin Port 01
Partner Oper Sys Id 1 01:02:03:04:05:06 Partner Oper Port 01
Port Actor Admin State : activity timeout aggr defaulted

Port Partner Admin State : timeout aggr defaulted

Port Actor Oper State :activity timeout  aggr defaulted

Port Partner Oper State :timeout aggr defaulted

Attached Agg ID ;- Selected Agg ID Q-
Aggregation Status : Enable

$ modify lacp aggrport info ifname eth-1 aggrstatus enable

Interface :eth-1 Port Is Aggregate :-
Actor Oper Key - Partner Oper Key L -
Actor Admin Key D - Partner Admin Key D
Actor Port Priority D - Partner Admin Port Priority : -
Actor System Priority ;- Partner Oper Port Priority : -
Actor System ID D - Partner Admin Sys Priority : -
Actor Port L - Partner Oper Sys Priority -
Partner Admin Sys Id ;- Partner Admin Port D -
Partner Oper Sys Id D - Partner Oper Port D -

Port Actor Admin State  : -
Port Partner Admin State : -
Port Actor Oper State D -
Port Partner Oper State : -

Attached Agg ID ;- Selected Agg ID Q-
Aggregation Status : Disable

Set Done

Interface : eth-1 Port Is Aggregate : True
Actor Oper Key - Partner Oper Key L -
Actor Admin Key D - Partner Admin Key : 1000
Actor Port Priority 110 Partner Admin Port Priority : 9
Actor System Priority 110 Partner Oper Port Priority : 0
Actor System ID 1 00:01:EB:08:05:B9 Partner Admin Sys Priority :9
Actor Port 12 Partner Oper Sys Priority : 0
Partner Admin Sys Id :01:02:03:04:05:06 Partner Admin Port 01
Partner Oper Sys Id . FF:FF:FF:FF:FF:FF Partner Oper Port :0
Port Actor Admin State : activity timeout aggr defaulted

Port Partner Admin State : timeout  aggr defaulted

Port Actor Oper State :activity timeout  aggr defaulted

Port Partner Oper State :timeout aggr defaulted

Attached Agg ID s - Selected Agg ID

-Aggregation Status : Enable
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5.2.6 Multicast

Multicate is the transmission of information over the Internet
to two or more users at the same time.

» Scenario

Mol —DSL—» W
CPE1 A

—— »>i==ie — DSL— DSLAM
CPE2

DSL

CPE3

=27 DSL
CPE4

Ethernet

Ethernet

Ethernet

Ethernet Smartbits 6000 Ethe‘rnet

= Configuration

Step 1: Create static multicast group

$create bridge static mcast vlanid 3 egressports 1 3 5 385 forbidegressports 48
mcastaddr 01:00:5e:01:01:04

entry created

vlan index 03 mcast address : 01:00:5e:01:01:04
egress ports 01 3 5 385
forbidden egress ports : 48

$create bridge static mcast vlanid 5 egressports 2 4 6 385 forbidegressports 48
mcastaddr 01:00:5e:01:01:05

entry created

vlan index 15 mcast address : 01:00:5e:01:01:05
egress ports 12 4 6 385

forbidden egress ports : 48

$
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5.2.7 IP Filter

IP Filter is software that provides statefull packet filtering
capability. It can also be used to deliver NAT (Network
Address Translation) capabilities. IP Filter provides
protection to a single server or a network of servers and
clients.

» Scenario

EthernetDSL n

CPE DSLAM
Bridge Mode

> Configuration

Step 1: create the filer rule for IP filter

$create filter rule entry ruleid 2 action drop ruledir in

entry created

rule id 12 rule action : drop

set priority D - admin status : disable
stats admin status : disable rule priority : high
rule direction in applywhenreq : disable
pkt type :ucast

application description : -

snoop level : interface

$

Step 2: create the subrule

$create filter subrule ip ruleid 2 subruleid 1 srcaddrcmp notingenlist

entry created

rule id 12 subrule id 01
start src ip addr : - end src ip addr D -
start dest ip addr : - end destip addr -
start ip prot type : - end ip prot type -

ip src addr mask  : Oxffffffff ip dest addr mask : -
srcip addr comp :notingenlist destip addrcomp :any
subrule priority  : asinrule ip prot type comp : any
transport header : ethernet

$

Step 3: enable the rule

$create filter rule map ifname eoa-0 stageid 1 ruleid 2

entry created

interface : eoca-0 stageid: 1
ruleid :2 orderid: 2
$

Step 4: create the port to map this filter

$create filter rule map ifname eoa-1 stageid 1 ruleid 2

entry created

interface : eoa-1 stageid : 1
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ruleid :2 orderid: 2

Step 5: create the IP you want to filter

$modify filter rule entry ruleid 2 status enable

rule id 12 rule action :drop

set priority D - admin status : disable
stats admin status : disable rule priority : high
rule direction in applywhenreq : disable
pkt type :ucast

application description : -

snoop level . interface

set done

rule id 12 rule action :drop

set priority D - admin status : enable
stats admin status : disable rule priority : high
rule direction 1in applywhenreq : disable
pkt type :ucast

application description : -

snoop level : interface

$

$create clfr list genentry ifname eoa-0 value Oxc0a864c8 //192.168.100.200
entry created

if name : eoa-0

value :0xc0a864c8
value type : u32

$

$
$create clfr list genentry ifname eoa-0 value OxcOa864ca
1/192.168.100.202

entry created
if name : eoa-0

value : 0OxcOa864ca
value type : u32
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5.2.8

DHCP Client

Q—Ethemet O O O O DSLEthernet—b
CPE

DHCP filter

B Scenario

DSLAM
Bridge Mode DHCP Server

> Confighuration
Step 1: create the filter rule for DHCP filter

$create filter rule entry ruleid 3 action drop ruledir in

Entry Created

Rule Id 03 Rule Action : drop

Set Priority D - Admin status : disable
Stats admin status : disable Rule Priority : High

Rule Direction CIN ApplyWhenReq : disable
Pkt Type : Ucast

Application Description : -

Snoop Level :interface

$

Step 2: create the subrule

$create filter subrule udp ruleid 3 subruleid 1 dstportfrom 67 dstportto 68 srcportcmp
any dstportcmp inrange subruleprio high

Entry Created

Rule Id 03 Subrule Id 01

Start source port - End source port L=

Start destination port : 67 End destination port 1 69

Source port comparison : Any Destination port comparison : InRange
Subrule Priority : high

Transport Header : Ethernet

Step 3: enable the rule

$modify filter rule entry ruleid 3 status enable

Rule Id 03 Rule Action : drop

Set Priority D - Admin status : disable
Stats admin status : disable Rule Priority : High

Rule Direction JIN ApplyWhenReq : disable
Pkt Type : Ucast

Application Description : -

Snoop Level : interface

Set Done

Rule Id 03 Rule Action : drop

Set Priority D - Admin status : enable

Stats admin status : disable Rule Priority : High

Rule Direction CIN ApplyWhenReq : disable
Pkt Type : Ucast

Application Description : -

Snoop Level . interface

$

Step 4: create the port to map this filter

$create filter rule map ifname eoa-0 stageid 1 ruleid 3

Entry Created

Interface : eoa-0 Stage ld : 1
Ruleld :3 OrderId : 3
$
$

$create filter rule map ifname eth-0 stageid 1 ruleid 3

115




Entry Created

Interface : eth-0 Stageld : 1
Ruleld :3 Order Id : 3
$
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5.2.9

Ethernet O O O O DSLEthernet—»
CPE
PC1

FTP filter

FTP rules can be applied to restrict access to FTP servers on
the Internet. Access can be restricted to file transfers
between the permitted FTP server and the client.

B Scenario

DSLAM
Bridge Mode FTP Server

» Configuration
Step 1: create the filter rule for FTP filter

$create filter rule entry ruleid 4 action drop ruledir in

entry created

rule id 14 rule action : drop

set priority D - admin status : disable
stats admin status : disable rule priority : high
rule direction in applywhenreq : disable
pkt type :ucast

application description : -

snoop level : interface

$

Step 2: create the subrule

$create filter subrule tcp ruleid 4 subruleid 1 dstportfrom 21 dstportto 23 srcp ortcmp
any dstportcmp inrange subruleprio high

entry created

rule id 14 subrule id 01

start source port D end source port D -

start destination port : 21 end destination port 123

source port comparison : any destination port comparison : inrange
subrule priority : high

transport header : ethernet

$

Step 3: enable the rule

$modify filter rule entry ruleid 4 status enable

rule id 14 rule action : drop

set priority D - admin status : disable
stats admin status : disable rule priority : high
rule direction in applywhenreq : disable
pkt type : ucast

application description : -

snoop level : interface

set done

rule id 14 rule action : drop

set priority D - admin status : enable
stats admin status : disable rule priority : high
rule direction in applywhenreq : disable
pkt type :ucast

application description : -

snoop level : interface

$
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Application Note

Step 4: create the port to map this filter

$create filter rule map ifname eoa-0 stageid 1 ruleid 4

entry created

interface : eoa-0 stageid: 1
ruleid :4 orderid: 4
$

$create filter rule map ifname eoa-0 stageid 1 ruleid 4

entry created
interface : eoa-1 stageid: 1
ruleid :4 orderid: 4
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5.2.10

= S
Ethernet O O O O DSLEthernet—»
CPE
PC1

HTTP filter

» Scenario

DSLAM
Bridge Mode HTTP Server

» Configuration
Step 1: create the filter rule for HTTP filter

$create filter rule entry ruleid 5 action drop ruledir in
$

entry created

rule id ;5 rule action : drop

set priority D - admin status : disable
stats admin status : disable rule priority : high
rule direction in applywhenreq : disable
pkt type :ucast

application description : -

snoop level : interface

$

Step 2: create the subrule

$create filter subrule tcp ruleid 5 subruleid 1 dstportfrom 80 srcportcmp any ds
tportcmp inrange subruleprio high

entry created

rule id 05 subrule id 01

start source port D end source port D -

start destination port : 80 end destination port : 65535
source port comparison : any destination port comparison : inrange
subrule priority : high

transport header : ethernet

$

Step 3: enable the rule

$modify filter rule entry ruleid 5 status enable

rule id 15 rule action : drop

set priority D - admin status : disable
stats admin status : disable rule priority : high
rule direction in applywhenreq : disable
pkt type :ucast

application description : -

snoop level : interface

set done

rule id :5 rule action :drop

set priority D - admin status : enable
stats admin status : disable rule priority : high
rule direction 1in applywhenreq : disable
pkt type :ucast

application description : -

snoop level :interface

$

Step 4: create the port to map this filter

$create filter rule map ifname eoa-0 stageid 1 ruleid 5
entry created

interface : eoca-0 stageid: 1
ruleid :5 orderid: 5
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5.2.11 ACL Configuration

Most network security sustems operate by allowing selective use of
services. An ACL (Acess Control List) is the usual means by which
access to, and denial of, services are controlled. It is simply a list of the
services available, each with a list of the hosts permitted to use the
service.

» Scenario

| E EthernetDSL—»I " |<~Ethemet
T1 CPE

DSLAM
Bridge Mode

PC1

> Configuration
Step 1: create ACL global

$create acl global macentry macaddr 00:01:eb:00:23:23 deny enable track enable

entry created

mac address : 00:01:eb:00:23:23
deny : enable track : enable
number of times port changed : 0

$

Step 2: create ACL port

$create acl port macentry portid 1 macaddr 00:01:23:23:23:34
entry created

portid 01

mac address : 00:01:23:23:23:34

$

$create acl port macentry portid 2 macaddr 00:01:32:23:35:43

entry created

portid 12
mac address : 00:01:32:23:35:43




5.2.12 TOS Priority Rearrangement

Most of traditional broadband service, there is only one PVC was
offered to the users. In such kind of service scenario, using the TOS
field in the IP header to differentiate the applications is one of the
solutions for ISPs to provide QoS service to its users.

The CPE (or router) shall have the capability to differentiate the service
priority, and indicated in the TOS field, so that the DSLAM can classify
the packets into different priority queues based upon the TOS field.

Following is an example to modify the priority of the packet based on IP
TOS field. In this example, the packets with IP TOS precedence value
as 3would be tagged as ethernet priority value 2.

Step 1:

$ create filter rule entry ruleid 2 action retagprio priority 2 statsstatus
enable description QOS

Entry Created
Rule Id 12 Rule Action : retagprio
Set Priority 12 Admin status : disable
Stats admin status . disable Rule Priority: high
Rule Direction tin ApplyWhenReq : disable
Pkt Type : Ucast
Application Description : QoS
Snoop Level interface Expression Id: 0

Step 2:

$ create filter subrule generic ruleid 2 subruleid 1 offsethdr ip offset 0
mask 0x00ff0000 valuefrom 0x600000 gencmp eq

Entry Created
Rule Id 12 Subruleld :1
Offset header Lip Offset :0
Generic header comparison : eq Mask : 0x00ff0000
Subrule Priority :asinrule Start value : 0x00600000
End value t-
Transport Header : ethernet
NamedList Id l-
Step 3:
$ modify filter rule entry ruleid 2 status enable
Rule Id 12 Rule Action : retagprio
Set Priority 12 Admin status : disable
Stats admin status : disable Rule Priority: high
Rule Direction in ApplyWhenReq : disable
Pkt Type : Ucast
Application Description : QoS
Snoop Level . interface Expression Id: 0
Set Done
Rule Id 12 Rule Action : retagprio
Set Priority 12 Admin status : enable
Stats admin status : disable Rule Priority: high
Rule Direction tin ApplyWhenReq : disable
Pkt Type : Ucast
Application Description : QoS
Snoop Level interface Expression Id: 0
Step 4:

$ create filter rule map ruleid 2 ifname eoa-0 stageid 1

Entry Created

Interface : eoa-2 Stage |d : 1
Ruleld :2 OrderId : 2
Step 5:
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To view the priority-to-class mapping associated with an egress bridge
port, use —

$ get bridge port trfclassmap [portid portid] [regenprio regenprio]

You can modify the priority to traffic class mapping to define which
priority value would be mapped to which outgoing Queue for a port.

Portld 03 regenPrio : 0
TrafficClass : 1

Portld 03 regenPrio : 1
TrafficClass : 0

Portld 03 regenPrio : 2
TrafficClass : 0

Portld 03 regenPrio : 3
TrafficClass : 1

Portld 03 regenPrio : 4
TrafficClass : 2

Portld 03 regenPrio : 5
TrafficClass : 2

Portld 13 regenPrio : 6
TrafficClass : 3

Portld 13 regenPrio : 7
TrafficClass : 3

Step 6:
$ modify bridge port intf portid 3 status disable
Port Id 03 IfName :eoa-2
Max Unicast Addresses : 16 Learning Status  : Enable
Port Oper Status : Enable Port Admin Status : Enable
Sticky Status : Disable FDB Modify : Enable

Acl Global Deny Apply : Enable
Acl Global Track Apply : Enable

ProxyArpStatus . disable Sensed IfiIndex D -

Set Done

Port Id 13 IfName : eoa-2
Max Unicast Addresses : 16 Learning Status : Enable
Port Oper Status : Disable Port Admin Status : Disable
Sticky Status : Disable FDB Modify : Enable

Acl Global Deny Apply : Enable
Acl Global Track Apply : Enable
ProxyArpStatus . disable Sensed IfiIndex D -

Step 7:

To re-configure the mapping, use —

$ modify bridge port trfclassmap portid portid regenprio regenprio
[trfclass

trfclass]

modify bridge port trfclassmap portid 3 regenprio 2 trfclass 3

Portld 03 regenPrio : 2
TrafficClass : 0

Set Done

Portld 03 regenPrio : 2

TrafficClass
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5.2.13

IGMP Snooping

IGMP snooping, as implied by the name, is a feature that allows an
Ethernet switch to "listen in" on the IGMP conversation between hosts
and routers. When a Switch hears an IGMP report from a host for a
given multicast group, the switch adds the host's port number to the
IGMP list for that group. And, when the switch hears an IGMP leave, it
removes the host's port from the IGMP list.

» Scenario

EE=SE End user
Media Server
— =
CPE1
—mm—
IP: |l {—DSL— CPE2

Router DSLAM — s m
<

CPE3

o %Q
CPE4

» Configuration

Step 1: create IGMP rule and map to the eoa ports

$ create filter rule entry ruleid 1 action sendtocontrol description IGMP

$ create filter subrule ip ruleid 1 subruleid 1 prototypefrom 2 prototypecmp eq
$ modify filter rule entry ruleid 1 status enable

$ create filter rule map ruleid 1 ifname eoa-0 stageid 1

$ create filter rule map ruleid 1 ifname eoa-1 stageid 1

$ create filter rule map ruleid 1 ifname eoa-2 stageid 1

$ create filter rule map ruleid 1 ifname eoa-3 stageid 1

$ create filter rule map ruleid 1 ifname eth-0 stageid 1

Setp 2: enable the igmpsnoop on bridge ports

$ modify igmpsnoop cfg info status enable

$ modify igmpsnoop port info portid 1 status enable
$ modify igmpsnoop port info portid 2 status enable
$ modify igmpsnoop port info portid 3 status enable
$ modify igmpsnoop port info portid 4 status enable

Step 3: Create multicast group on media server (IGMP version 2)
Add publish points on the specified media server.

Step 4: Join userl to IGMP multicast group

Step 5: Join user2 to IGMP multicast group

Step 6: Join user3 to IGMP multicast group

Step 7: Join user4 to IGMP multicast group
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System Administration with CLI

6.1 Introduction

Command Line Interface (CLI) is the primary user interface to
administrate the system. CLI can be accessed either from the CID port
or telnet session. All CLI commands are simple strings designed for the
Administrator to manage your DSLAM easily. This chapter contains the
whole CLI commands. If to understand primary CLI commands, refer to
chapter 6 in which frequently used CLI commands are summarized.

6.1.1 Notation Conventions

o Keywords in a command that you must enter exactly as shown are
presented in bold.

o User specified values in a command are presented in regular
typeface, i.e., not bold or italic.

e Parameter values enclosed in <> must be specified.

o Parameters enclosed in [ ] are optional. All modify parameters are
shown as optional in CLI commands even if there exists only a single
parameter.

e Parameter values are separated by a vertical bar i|T only when one of
the specified values can be used.

e Parameter values are enclosed in { } when you must use one of the
values specified.

e Parameters are enclosed in [ ]+ when you can specify the parameter
one or more times, in the command line.

6.1.2 Command Structure

CLI commands conform to the following structure except for some basic
service commands such as ping, traceroute etc.

<Action><Group><Sub group><Sub sub group> <tag1 valuel1>O<tagN valueN>

<Action>: This is the first keyword of a CLI command. It indicates the
type of operation to be performed. "create" is an example of this
keyword. However, if no action is specified it will mean imodifyl. For
example, modify bridge port intf portid portid status enable and bridge
port intf portid portid status enable i mean the same.

<Group>: This is the second keyword of a CLI command. It indicates
the group of a CLI command. "Bridge" is an example of this keyword.

<Sub group>: This is the third keyword of a CLI command. It indicates
the sub group of a CLI command. "Port" is an example of this keyword.

<Sub sub group>: This is the fourth keyword of a CLI command. It
indicates the sub group of a CLI command. "intf" is an example of this
keyword.

<tagl valuel> <tagN valueN>: These are <tag value> pairs and can
vary from O to N. They indicate the parameter values passed to a CLI
command. "ifname aal5-0", "portid 20", are examples of tag value pairs.



Glossary of Terms and Acronyms

This section contains a brief list of selected acronyms.

Abbreviation

Description

AAL5S ATM Adaptation Layer 5

ACL Access Control list

ADSL Asymmetric Digital Subscriber Line
Attribute An element of an MO

ATM Asynchronous Transmission Mode
CLI Command Line Interface

CP Control Plane

DHCP Dynamic Host Configuration Protocol
DP Data Plane

DSL Digital Subscriber Line

dsli DSL interleave mode

dslf DSL fast mode

EOA Ethernet over ATM

GARP Generic Attribute Registration Protocol
GMRP GARP Multicast Registration Protocol
GVRP GARP VLAN Regenration Protocol
IGMP InternetGroup Management Protocol
Index An element of a tabular MO that uniquely identifies an entry
P Internet protocol

IRL Input Rate Limiting

IVL Individual VLAN Learning

IVM Individual VLAN for Multicast

LACP Link Aggregation Control Protocol
LAN Local Area Network

ME - Management Entity

The entity, modified, controlled and monitored through MOs.

MO ID -MO Identifier

A unique number that identifies an MO. Interpretation of the
information passed to GenAg for an MO depends upon this
identifier

MO -Managed Object

Logical unit of manageable information. It is similar to a
MIB. An ME is visible to the outside world in the form of one
or more MOs that constitute it.

Operations GAG supports five operations - Create, Delete, Modify, Get,
Get-Next

ORL Output Rate Limiting

OAM Operations Administration and Management

RMON Remote Monitoring

STP Spanning Tree Protocol

SNTP Simple Network Time Protocol

SVL Shared VLAN Learning

SVM Shared VLAN for Multicast

Specific Agent Entities that use GenAg interfaces to manage the system

TEA Target Engine Agent

VvC Virtual Channel

VLAN Virtual LAN
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6.1.4 CLI Command Brief Description

CLI Command - Action List

<action> Description

get Used to view information of the selected identifier and parameters.

reset Used to reset a port of system.

modify Usgd to §¢t or modify existing configuration of objects corresponding to
the identifier and parameters.

Create Used to create configuration of objects corresponding to the identifier and
parameters.
Used to delete configuration of objects corresponding to the identifier and

delete parameters. If the delete action is confirmed, the configuration of objects
will no longer exist.

help Used to view the detailed usage of CLI commands.

reset Used to reset a port of system.

reboot Used to restart the system.

save Used to save the configuration to Flash RAM.

logout Used to terminate the CLI.

commit Used to commit the active configuration to the flash.

passwd Used to change the password associated with a user login.

apply Used to apply a configuration file stored on the system

download Used to download a binary, configuration or user specific file from
theremote host.

list Used to list the Configuration or binary files stored on the unit

remove Used to remove a configuration or binary file stored on the unit

upgrade Used to upgrade a configuration or binary file stored on the system.

alias Used to create an alias for any CLI command.

unalias Used to delete an alias.

prompt Used to set the new CLI prompt.

traceroute Used to trace the route to the specified destination.

verbose Using this command, a user can view the status of entries before and
after the execution of a command (create, delete, modify, get).
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6.2 802.1p commands

6.2.1 Bridge port accessprio Commands

» Get bridge port accessprio
Description Use this command to get.

Command Syntax get bridge port accessprio [portid <portid-val>]
[regenprio <regenprio-val >]

Parameters

Name Description

portid <portid-val > Port number of the port for which this entry contains
bridge management information.
Type : Get Optional

regenprio Regenerated user priority from which the access
<regenprio-val > priority is mapped.

Type: Get Optional

Valid values: 0-7

Example $ get bridge port accessprio portid 1 regenPrio 1

Output
PortId = 1 regenfric @ 1
Output field
Field Description
Portld Port number of the port for which this entry contains
bridge management information.
regenPrio Regenerated user priority from which the access
priority is mapped.
AcessPriority The Outbound Access Priority the received frame is
mapped to.
References

e Bridge port commands
6.2.2 Bridge port prioinfo Commands

» Get bridge port prioinfo

Description Use this command to get.

Command Syntax get bridge port prioinfo [portid <portid-val >]
» Modify bridge port prioinfo

Description: Use this command to modify.

Command Syntax: modify bridge port prioinfo portid <portid-val >
[defprio <defprio-val >] [numtrfclass <numtrfclass-val >]

Parameters

Name Description

portid <portid-val > Port number of the port for which this entry contains
bridge management information.
Type: Modify -- Mandatory
Get -- Optional
Valid Values: 1-386
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defprio <defprio-val
>

The default ingress User Priority for this port which
can be configured by the user. The default user
priority can be GS_CFG_DEF_ETH_CREATE_PRIO
or GS_CFG_DEF_EOA_CREATE_PRIO depending
on whether bridge port is created over ethernet or
EOA interface. These values are defined in
sys_conf.h

Type : Modify - Optional

Valid Values: 0-7

numtrfclass
<numtrfclass-val >

The number of egress traffic classes supported on this
port. It depends on whether bridge port is over EOA, in
which case, the max number of queues is value of
maxnumeoaprioQs in gsvSystemSizingGroup and
default value is also value of maxnumeoaprioQs in
nbsize or over ethernet / aggregated interface, in
which case, the max number of queues is value of
MaxNumEthPrioQs in nbsize and default value is also
value of MaxNumEthPrioQs in nbsize. It is modifiable
only when the bridge port is in disabled state.

Type: Modify --Optional

Example $ get bridge port prioinfo portid 1

Output

Porcld = 1
DefaultFriority z 1

Output field

HurmTrafficClass @ 2

Field

Description

Portld

Port number of the port for which this entry contains
bridge management information.

DefaultPriority

The default ingress User Priority for this port which
can be configured by the user. The default user
priority can be GS_CFG_DEF_ETH_CREATE_PRIO
or GS_CFG_DEF_EOA_CREATE_PRIO depending
on whether bridge port is created over ethernet or
EOA interface. These values are defined in
sys_conf.h

NumTrafficClass

The number of egress traffic classes supported on this
port. It depends on whether bridge port is over EOA,
in which case, the max number of queues is value of
maxnumeoaprioQs in gsvSystemSizingGroup and
default value is also value of maxnumeoaprioQs in
nbsize or over ethernet / aggregated interface, in
which case, the max number of queues is value of
MaxNumEthPrioQs in nbsize and default value is also
value of MaxNumEthPrioQs in nbsize. It is modifiable
only when the bridge port is in disabled state.

References

e Bridge port commands

6.2.3 Bridge port triclassmap Commands

» Get bridge port trfclassmap

Description Use this command to get.

Command Syntax get bridge port trfclassmap [portid <portid-val >]
[regenprio <regenprio-val >]

» Modify bridge port trfclassmap

Description: Use this command to modify.

Command Syntax: modify bridge port trfclassmap portid <portid-val
> regenprio <regenprio-val > [trfclass <trfclass-val>]

Parameters
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6.2.4

>

[ ]

Name

Description

portid <portid-val >

Port number of the port for which this entry contains
bridge management information.
Type: Modify -- Mandatory
Get -- Optional
Valid values: 1-386

regenprio
<regenprio-val >

The Priority value evaluated for the received frame.
In our case, it is the regenerated user priority. This
regenerated priority is mapped from user priority
determined by a) packet classifier rule indicating user
priority for that port b) user priority received in the tag
header and c) default source priority of the port, in that
order. It lies in the range 0-7
Type: Modify -- Mandatory

Get -- Optional
Valid values: 0-7

trfclass <trfclass-val
>

The Traffic Class the received frame is mapped to.
The maximum value of trafficClass is defined by
numTrfClass parameter of Bridge Port Priolnfo. The
default value of this field shall be determined
according to table 7-2 described in ANSI/IEEE Std
802.1d 1998 Edition Document. This mapping is
modifiable only when the bridge port is in disabled
state.

Type: Modify --Optional

Example $ get bridge port trfclassmap portid 1 regenPrio 1

Output

PortId : 1
TrafficCla=s= : 2

regenfric @ 1

Output field
Field Description
Portld Port number of the port for which this entry contains
bridge management information.
regenPrio The Priority value evaluated for the received frame.

In our case, it is the regenerated user priority. This
regenerated priority is mapped from user priority
determined by a) packet classifier rule indicating user
priority for that port b) user priority received in the tag
header and c) default source priority of the port, in that
order. It lies in the range 0-7

TrafficClass

The Traffic Class the received frame is mapped to.
The maximum value of trafficClass is defined by
numTrfClass parameter of Bridge Port Priolnfo. The
default value of this field shall be determined
according to table 7-2 described in ANSI/IEEE Std
802.1d 1998 Edition Document. This mapping is
modifiable only when the bridge port is in disabled
state.

References

e Bridge port commands

Bridge port priomap Commands

Get bridge port priomap

Description: Use this command to get.

Command Syntax: get bridge port priomap [portid <portid-val >]
[usrprio <usrprio-val >]

Modify bridge port priomap

Description: Use this command to modify.
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Command Syntax: modify bridge port priomap portid <portid-val >
usrprio usrprio [regenprio <regenprio-val >]

Parameters

Name Description

portid <portid-val > Port number of the port for which this entry contains
bridge management information.
Type: Modify -- Mandatory
Get --Optional
Valid values: 1-386

usrprio <usrprio-val | The User Priority for a frame received on this port.

> Since it can arrive in a tag header, it can have range
0-7.
Type: Modify -- Mandatory
Get --Optional
Valid values: 0-7
regenprio The priority to which the incoming User priority is
<regenprio-val > mapped for this port.

Type: Modify --Optional
alid values: 0 -7

Example $ get bridge port priomap portid 1 usrPrio 1
Output

PortId = 1 Usarfricrity = 1
BegenlserPrio : 1

Output field
Field Description
Port number of the port for which this entry contains
Portld X . )
bridge management information.
The User Priority for a frame received on this port.
UserPriority Since it can arrive in a tag header, it can have range
0-7.
RegenUserPrio The priority to_whlch the incoming User priority is
mapped for this port.

References

e Bridge port commands
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6.3 Aggregation Commands

6.3.1 LACP AGGR Commands

= Create lacp agg
Description: Use this command to create an LACP aggregator.

Command Syntax: create lacp aggr aggrifname <aggrifname-val >
[actorsystemprio <actorsystemprio-val >] [actoradminkey
<actoradminkey-val >] [collectormaxdelay <collectormaxdelay-val >]
[aggrtype static | lacp]

» Delete lacp aggr
Description: Use this command to delete an LACP aggregator.
Command Syntax: delete lacp aggr aggrifname <aggrifname-val >
» Getlacp aggr
Description: Use this command to get a LACP aggregator.
Command Syntax: get lacp aggr [aggrifname <aggrifname-val >]
» Modify lacp aggr
Description: Use this command to modify a LACP aggregator.

Command Syntax: modify lacp aggr aggrifname <aggrifname-val >
[actorsystemprio <actorsystemprio-val >] [actoradminkey
<actoradminkey-val >] [collectormaxdelay <collectormaxdelay-val >]
[aggrtype static | lacp]

Parameter
Name Description
aggrifname The Aggregator interface name.
<aggrifname-val > Type : Modify — Mandatory
Get - Optional
Valid values: aggr-*
Actorsystemprio A 2-octet read-write value indicating the priority

<actorsystemprio-val > | value associated with the Actor’'s System ID.
Type : Optional
Valid values: 0 - 255

actoradminkey The current administrative value of the Key for the
<actoradminkey>-val Aggregator

Type : Optional

Valid values: 0 -2"16 -1

collectormaxdelay The value of this 16-bit read-write attribute defines
<collectormaxdelay-val | the maximum delay, in tens of microseconds, that
> may be imposed by the Frame Collector between

receiving a frame from an Aggregator Parser, and
either delivering the frame to its MAC Client, or
discarding the frame. Type : Optional

Valid values: 0 -2"16 -1

aggrtype Static | Lacp | Aggregation type. It can be either static or lacp
Type: Optional

Example $ get lacp aggr aggrifname aggr-0

Aggr IfHame
= pddresza
Actor Syk Pricrity :

gge-0
3:4526T289:00:01  Aggr=gate
Partnar :JE ?J.L?J.'_t'_.: H

Elie

Pa b

Rctor SyE ID v 23:43:6T:89:00:01 Partner Sys ID 2 23:d5:6T:89:00:01

Reotor Oper Eey : 10 Partner Ooer Eey

+ 1000 Collector Max Delay

k3 b2

Output Fields
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6.3.2

>

>

Field

Description

Aggr IfName

The Aggregator interface name.

Mac Address

A 6-octet read-only value carrying the individual
MAC address assigned to the Aggregator.

Aggregate

A read-only Boolean value indicating whether the
Aggregator represents an Aggregate (TRUE) or
an Individual link (FALSE).

Actor Sys Priority

A 2-octet read-write value indicating the priority
value associated with the Actor’'s System ID.

Partner Sys Priority

A 2-octet read-only value that indicates the
priority value associated with the Partner’s
SystemID.

Actor Sys ID

A 6-octet read-write MAC address value used as
a unique identifier for the System that contains
this Aggregator.

Partner Sys ID

A 6-octet read-only MAC address value
consisting of the unique identifier for the current
protocol partner of this Aggregator. A value of
zero indicates that there is no known Partner.

Actor Oper Key

The current operational value of the Key for the
Aggregator.

Partner Oper Key

The current operational value of the Key for the
Aggregator is current protocol Partner.

Actor Admin Key

The current administrative value of the Key for
the Aggregator.

Collector Max Delay

The value of this 16-bit, read-write attribute
defines the maximum delay, in tens of
microseconds, that may be imposed by the
Frame Collector between receiving a frame from
an Aggregator Parser, and either delivering the
frame to its MAC Client or discarding the frame.

Aggregation Type

Aggregation type done over the aggregator.

References

o lacp aggrport list
¢ lacp aggrport info

e lacp aggrport stats.

LACP AGGRPort Info Commands

Get lacp aggrport info

Description: Use this command to get a LACP aggregator port

information.

Command Syntax: get lacp aggrport info [ifname <interface-name>]

Modify lacp aggrport info

Description: Use this command to modify LACP aggregator port

information.

Command Syntax: modify lacp aggrport info ifname
<interface-name> [actoradminkey <actoradminkey-val>]
[partadminkey <partadminkey-val >] [actorportprio <actorportprio-val
>] [partadminportprio <partadminportprio-val >] [actorsysprio
<actorsysprio-val >] [partadminsysprio <partadminsysprio-val >]
[partadminsysid <partadminsysid-val >] [partadminport
<partadminport-val >] [actoradminstate activity | timeout | aggr]
[partadminstate activity | timeout | aggr] [aggrstatus enable|disable]

Parameter

Name

Description

ifname < interface

The IfName of the Ethernet interface for the

name > aggregator.
Type: Modify — Mandatory
Get - Optional
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Valid values : eth-*, eoa-*

actoradminkey
<actoradminkey>

The current administrative value of the Key for the
Aggregator.

Type : Optional

Valid values: 1-2"6-1

partadminkey
<partadminkey-val >

The current administrative value of the Key for the
Aggregator's current protocol Partner.

Type : Optional

Valid values: 1-2"16 -1

actorportprio
<actorportprio-val >

The priority value assigned to this Aggregation
Port

Type : Optional

Valid values : 0-2"8 -1

partadminportprio
<partadminportprio-val
>

The current administrative value of the port
priority, for the protocol Partner.

Type : Optional

Valid values: 0 — 255

actorsysprio
<actorsysprio-val >

A 2-octet read-write value indicating the priority
value associated with the Actor's System ID.
Type : Optional

Valid values: 0 — 255

partadminsysprio
<partadminsysprio-val
>

A 2-octet read-only value that indicates the priority
value associated with the Partner's System ID.
Type : Optional

Valid values: 0 - 255

partadminsysid
<partadminsysid-val >

A 6-octet read-write MACAddress value
representing the administrative value of the
Aggregation Port’s protocol Partner's SystemID
Type : Optional

Valid values: 00:00:00:00:00:00 - ffffff:ff:ff:ff

partadminport
<partadminport-val >

The current administrative value of the port
number for the protocol Partner.
Type : Optional

Valid values: 0 - 65535

actoradminstate
activity | timeout | aggr

Administrative state of actor
Type: Optional

partadminstate
activity | timeout | aggr

Administrative state of Partner.
Type: Optional

aggrstatus
enable|disable

Specifies whether aggregation(bonding) is to be
enabled over this Aggregation Port.

Type : Optional

Valid values: enable|disable

Example $ get lacp aggrport info ifname eth-0

Interface t eth-{0 Port Is Aggregate : tru
hetor Oper Eey £ 10 Partner Oper K H]
Retor Admin Eey £ 1000 Partner Admd ) HlF
hctor Port Ft".c:lt[,- 1 Fartner Admin Port ?;131;'.-} 11
Aetor 3'_.'5'.-2“'. Ft’l-;-El:'_-' Hil- Partner Cper Port P;l"_u.;'_'_.' 1
Actaor E'_.'E-'_-EIT. ID f 2345 eV E9:00:0] Partner Admin 3y P;l"_u.;'_'_.' : 2
Rctor Port HEF Fartner O Frlority HE
Partner Admin 3Sya Id : 23:45:67:E9:00:01 Partner Admin =1
Partner Oper 3yg Id : 23:45:67:E9:00:01 Pactner © 11
S g : odigtriln
SE Pertner hadmin State : dctl'.-'lt'_—'
ort ACTOI IZF-_"t’ State : default
Popt PRETRAE llté! Srete @ default
Atteched Rgg ID : eggr-0 Selected Agg ID t Egg
Rggregetion Status : Enable
Output Fields
Field Description
Interface The IfName of the Ethernet interface for the

aggregator.

Port Is Aggregate

Boolean value indicating whether the
Aggregation Port is able to Aggregate (TRUE),
or is only able to operate as an Individual link
(FALSE").

Actor Oper Key

The current operational value of the Key for the
Aggregator.

Partner Oper Key

The current operational value of the Key for the
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6.3.3

>

Aggregator's current protocol Partner.

Actor Admin Key

The current administrative value of the Key for
the Aggregator.

Partner Admin Key

The current administrative value of the Key for
the Aggregator's current protocol Partner.

Actor Port Priority

The priority value assigned to this Aggregation
Port.

Partner Admin Port
Priority

The current administrative value of the port
priority for the protocol Partner.

Actor System Priority

A 2-octet, read-write value indicating the priority
value associated with the Actor's System ID.

Partner Oper Port
Priority

The current operational value of the port priority
for the protocol Partner.

Actor System ID

A 6-octet, read-write MAC address value, used
as a unique identifier for the System that contains
this Aggregator.

Partner Admin Sys
Priority

A 2-octet, read-only value that indicates the
priority value associated with the Partner's
System ID.

Partner Oper Port
Priority

The current operational value of the port priority
for the protocol Partner.

Actor System ID

A 6-octet, read-write MAC address value, used
as a unique identifier for the System that contains
this Aggregator.

Partner Admin Sys
Priority

A 2-octet, read-only value that indicates the
priority value associated with the Partner's
System ID.

Actor Port

The port number locally assigned to the
Aggregation Port.

Partner Oper Sys
Priority

A 2-octet read-only value that indicates the
priority value associated with the Partnerls
System ID.

Partner Admin Sys Id

A 6-octet read-write MACAddress value
representing the administrative value of the
Aggregation Port’s protocol Partner's System ID.

Partner Admin Port

The current administrative value of the port
number for the protocol Partner.

Partner Oper Sys Id

A 6-octet read-write MACAddress value
representing the operational value of the
Aggregation Port’s protocol Partner's System ID.

Partner Oper Port

The current operational value of the port number
for the protocol Partner.

Port Actor Admin
State

Administrative state of Actor.

Port Partner Admin
State

Administrative state of Partner.

Port Actor Oper State

Operational state of Actor.

Port Partner Oper
State

Operational state of Partner.

Attached Agg ID

The identifier value of the Aggregator that this
Aggregation Port has currently selected.

Selected Agg ID

The identifier value of the Aggregator that this
Aggregation Port has currently selected.

Aggregation Status

Whether or not aggregation (bonding) is to be
enabled over this Aggregation Port.

References

e lacp aggrport list
¢ lacp aggrport stats

LACP AGGRPort List Command

Get lacp aggrport list

Description: Use this command to get a LACP aggregator port list.

Command Syntax: get lacp aggrport list [aggrifname

<aggrifname-val >]
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Parameter

Name Description
Aggrifname The Aggregator interface name.
<aggrifname-val > Type : Optional

Valid values: aggr-*

Mode Super-User, User
Example $ get lacp aggrport list
Output

Rggr IfHeme : agge-0
Port List @ eth-0 eth-1

Output Fields

Field Description
Aggr IfName The Aggregator interface name.
Port List List of the ports corresponding to given
aggregator index.
References
e lacp aggr

e lacp aggrport info
e lacp aggrport stats

6.3.4 LACP AGGRPort Stats Commands

» Getlacp aggrport stats
Description: Use this command to get LACP aggregator port statistics.

Command Syntax: get lacp aggrport stats [ifname <
interface-name>]

» Reset lacp aggrport stats

Description: Use this command to reset LACP aggregator port

statistics.
Command Syntax: reset lacp aggrport stats ifname < interface-
name >
Parameter

Name Description

ifname < interface- The IfName of the Ethernet interface for the

name > aggregator.

Type: Modify — Mandatory
Get - Optional

Valid values : eth-*, eoa-*
Example $ get lacp aggrport stats ifname eth-0

Output

Interface &
LACETU= Rx £ 1

ckerfDle Rx H |
r Regponsse PDUs Ry & 1
wh R 1

i

Output Fields

Field Description

Interface The Interface name of the Ethernet interface for
the aggregator.

LACPDUs Rx The number of valid LACP PDUs received on this

Aggregation Port.
The number of LACP PDUs transmitted on this

LACPDUs Tx
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Aggregation Port.

MarkerPDUs Rx

The number of valid Marker PDUs received on
this Aggregation Port.

MarkerPDUs Tx

The number of Marker PDUs transmitted on this
Aggregation Port.

Marker Response
PDUs Rx

The number of valid Marker Response PDUs
received on this Aggregation Port.

Marker Response
PDUs Tx

The number of Marker Response PDUs
transmitted on this Aggregation Port.

Unknown Rx

The number of frames received, that either carry
the Slow Protocols Ethernet Type value, but
contain an unknown PDU, or, are addressed to
the Slow Protocols group MAC Address, but do
not carry the Slow Protocols Ethernet Type.

lllegal Rx The number of frames received, that carry the
Slow Protocols Ethernet Type value, but contain
a badly formed PDU or an illegal value of
Protocol Subtype.
References
e lacp aggr

lacp aggrport list
lacp aggrport info
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6.4

ATM Commands

6.4.1

ATM Interface Commands

Create atm port
Description: Use this command to create an ATM Port.

Command Syntax: create atm port ifname <interface-name> lowif
<dsl-port interface-name> [enable | disable] [Maxvpibits
<maxvpibits-val>] [Maxvcibits <maxvcibits-val>] [oamsrc <oamsrc-val
>] [Orl <Orl-val >] [ProfileName <profilename-val >] [trfclassprofileid
<trfclassprofileid-val >] [Ctlpktinstid <ctlpktinstid-val >]

Delete atm port
Description: This command is used to delete an ATM port.
Command Syntax: delete atm port ifname <interface-name>
Get atm port

Description: Use this command to get information about a specific or
all ATM ports.

Command Syntax: get atm port [ifname <interface-name>]
Modify atm port

Description: Use this command to enable or disable the administrative
status of ATM port.

Command Syntax: modify atm port ifname <interface-name> [enable
| disable] [maxvcs <maxvcs-val>] [Maxvpibits <maxvpibits-val>]
[Maxvcibits <maxvcibits-val>] [oamsrc < oam-src-id >] [Orl <Orl-val >]
[ProfileName <profilename-val >] [trfclassprofileid
<trfclassprofileid-val >]

Parameters:

Name Description

This specifies the name of the ATM port
Type: Create - Mandatory

Delete -Mandatory

Get - Optional

Modify -Mandatory
Valid values : atm-0 - *

Ifname <interface-name>

This specifies the maximum number of VCCs
(PVCCs), supported at this ATM interface.
maxvc <max-num-vccs> Type : Optional

Valid values : 1 -8

Default Value : 8

Loopback source id assigned to the ATM port. The
ATM port will respond to all loopback cells, which
carry this OAM id.

Type : Optional

Valid values : Ox followed by 32 Hex Digits
Default Value : Oxffff ffff ffff ffff ffff ffff ffff ffff

oamsrc <oam-src-id>

Maximum number of VPI bits configured for use at
this ATM interface.

Type: Optional

Valid values: 1 to 8.

Maxvpibits <max-vpi-bits>

Maximum number of VCI bits configured for use at
this ATM interface.

maxvcibits <max-vci-bits> Type : Optional

Valid values: 1 to 16.

Default Value: 16.

Administrative status of the ATM port

enable|disable Type : Optional
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Valid values : enable or disable
Default Value: enable

lowif

<dsl-port-interface-name>

This identifies the lower DSL interface, on which
this ATM interface is configured.

Type: Mandatory.

Valid values : dsl-*

Orl <orl-val >

This parameter specifies the output rate limiting
val-ue in Kbps to be applied on this interface.
Type: create — Optional

Valid values : 64-24000

Example: $ create atm port ifname atm-0 lowif dsl-0 maxvc 4
Class0Thrshld 2 Class1Thrshid 3 Class2Thrshlid 2
Class3Thrshid 3 profilename gold

Output Verbose Mode On
IfHame : atm-id LowI fHame ds1-1
HauWecos © 4 2zl Voos 0
HaxVpiBits - azVciBits : 10
CIMSre ERVES 3 5 3 bt s et s o e o
OEL (kops) : g4l RowStatus Aotive
UnknowmVEI 2 TnknownWVCI 3
ProfileName : gold
Current Cutput Rate : 0
trfclassprofileid - 3
Ctl Pkts Instance Id:l
Cper EBtatus : Up Lgmin Status > Up
Output Fields
FIELD Description
This specifies the nhame of the ATM port. It can be:
IfName
atm-0, atm-1, etc.
This specifies the name of the lower interface. It can
LowlIfName .
be: dsl-0, dsl-1 etc,.
Max Vecs The maximum number of VCCs (PVCCs) supported
at this ATM interface.
This specifies the current number of VCCs
MaxConfVccs configured on this port. It may be : 0 - Value
defined in MaxVccs
MaxVoiBits The maximum number of active VPI bits configured
P for use at the ATM interface.
- This specifies the maximum number of active VCI
MaxVciBits

bits configured for use at this ATM interface.

Oper Status

The actual/current state of the interface. It can be
either Up or Down

Admin Status

The desired state of the interface. It may either be
Up or Down

This parameter specifies the output rate limiting

Orl (kbps) value in Kbps to be applied on this interface.

RowStatus This defines the row-status of the interface entry.
This parameter specifies the last seen unknown

UnknownVPI VPI on this ATM interface.

UnknownVCl This parameter specifies the last seen unknown

VCI on this ATM interface.

D? The specified lower interface should already be created. If the
parameter maxvcperport in nbsize command is modified,
please ensure that MaxConfVccs in atm port command is less
than or equal to maxvcperport.

References
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6.4.2 AALS5 VC Statistics Commands

» Get atm aal5 stats
Description: Use this command to get AAL5 VC statistics.

Command Syntax: get atm aal5 stats [ifname <interface-name>]

Parameters
Name Description
ifname This parameter specifies the interface for which in-

<interface-name> | formation is desired
Type: Get -Optional
Valid values : aal5-0 - *

Example $ get atm aal5 stats ifname aal5-0

Output
Low Iffams 1 atm-0 W IfHams : aals-1]
VEI WCI 1
Tz Frames count Bx Frames count : BS

Tz Bytes co

CRC Errors count : O

Output Fields

]

FIELD Description
VC IfName The name of the aal5 (aal5-0 etc) interface, for
which statistics needs to be retrieved.
This specifies the ATM port name. It can be :
Low IfName
atm-0
VPI This is the Virtual Port Identifier.
VCI This is the Virtual Circuit ldentifier.

Tx Frames count

The number of AAL5 CPCS PDUs transmitted
on this AAL5 VCC.

Rx Frames count

The number of AAL5 CPCS PDUSs received on
this AAL5 VCC.

Tx Bytes count

The number of octets contained in AAL5
CPCS PDUs received on this AAL5 VCC.

Rx Bytes count

The number of octets contained in AAL5
CPCS PDUs received on this AAL5 VCC.

CRC Errors count

This specifies the number of CRC errors

encountered.

This specifies the number of oversized SDUs

Oversized SDU .
received.

References

e atm vc related commands
e atm port and statistics related commands
e atm vc statistics commands.

6.4.3 ATM VC Commands

» Create atm vc intf

Description: Use this command to create a new ATM Virtual Circuit
(VC).

Command Syntax: create atm vc intf ifname <interface-name> vpi
<vpi-val> vci <vci-val> lowif <atmport-interface-name> [enable | disable]
[aal5] [abtxsize <aal5-cpcstx-sdu-size>] [a5rxsize
<aal5-cpcs-rx-sdu-size>] [vemux | llcmux | auto] [pvc] [channel
fast|interleaved] [ mgmtmode datajmgmt|DataAndMgmt|raw]

[ maxnumproto <maxnumproto-val> ] [ autostatus Enable|Disable ]
[autosupportedprot nonel{pppoa | eoa}+] [ autovemuxforcedprot
None |pppoa | eoa ] [ autosensetriggertype dynamic | opstatechange |
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» Delete atm vc intf

Description: Use this command to delete an existing ATM Virtual

Circuit (VC).

Command Syntax: delete atm vc intf ifname <interface-name>

» Getatm vc intf

Description: Use this command to display information corresponding to

a single VC, or for all VCs.

Command Syntax: get atm vc intf [ifname <interface-name>]

> Modify atm vc intf

Description: Use this command to modify ATM VC parameters.

Command Syntax: modify atm vc intf ifname <interface-name> [vpi
<vpi-val>] [vci <vci-val>] {enable | disable} [a5txsize
<aal5-cpcs-tx-sdu-size>] [a5rxsize <aal5-cpcs-rx-sdu-size>] [vemux |
llcmux | auto] [mgmtmode data | mgmt | DataAndMgmt | raw]
[autosupportedprot nonel{pppoa | eoa | ipoa}+]

[ autovemuxforcedprot None | pppoa | eoa | ipoa]
[autosensetriggertype dynamic | opstatechange |

Parameters:

Name

Description

ifname <interface-name >

This specifies name of VC Interface.
Type: Create — Mandatory
Delete — Mandatory
Get — Optional
Modify — Mandatory
Valid values : aal5-0 - *

lowif
<atm-port-interface-name>

Interface Index of the ATM port, on which this VC
is getting configured.

Type : Mandatory

Valid values : atm-0 - *

vpi <vpi-val>

Virtual Path Identifier. In order to modify, the VPI
value shall be the new VPI value and the admin
status of VC interface shall be disabled. Also, the
VPI and VCI valaue cannot be modified along with
admin status in one command.
Type: Create — Mandatory

Modify — Optional
Valid values : 0-2"8

vci <vci-val>

Virtual Circuit Identifier. In order to modify, the VCI
value shall be the new VCI value and the admin
status of VC interface shall be disabled. Also, the
VPI and VCI valaue cannot be modified along with
admin status in one command.
Type: Create — Mandatory

Modify — Optional
Valid values : 1-2°16
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mgmtmode { Data | Mgmt |
DataAndMgmt | Raw }

It denotes the Management Mode of the ATM VC.
If it is Data, then only data transmission can take
place. If it is Mgmt, then management of remote
CPE device can happen on that ATM VC and
packets on that ATM VC shall start coming to
Control Plane. In DataAndMgmt mode, data
transmission as well as remote CPE management
can happen on the same ATM VC interface. In
DataAndMgmt mode, the only acceptable value for
atmVCCAALSENcapType is lic. In Mgmt mode,
EoA interface cannot be created on the ATM VC
and both Ethernet as well as non-ethernet packets
on that ATM VC shall be received at the Control
Plane. In DataAndMgmt mode, if EOA is created,
then only non-ethernet packets on that ATM VC
shall be received at the Control Plane. However, if
EoA is not created then all the packets on that
ATM VC shall be received at the Control Plane.
However, to configure ATM VC in DataAndMgmt
mode, a good practice is to to create ATM VC in
disable mode till EOA is created on it, to prevent
flooding at Control Plane. In order to run STP, the
mode has to be DataAndMgmt. If the mode is
RawATM(4), ATM cells are given to Control
Plane. In this mode, EoA interface can ot be
created on the ATM VC. If E0A interface is already
created on the ATM VC, its mode cannot be
changed to either Mgmt(2) or RawATM(4).

Type: Create Optional

Default value: Data

enable|disable

This specifies the Admin Status of the VC.
Type : Optional
Default Value: enable

This specifies the AAL type in use for this VC. The
only type of AAL supported in Columbia Packet is

aal5 AALS.
Type: The only value to be supported is aal5.
Default value : aal5
This specifies the maximum transmit CPCS SDU
. size to be used.
a5txsize

<aal5-cpcs-tx-sdu-size>

Type : Optional
Valid values : 1- 1536
Default Value:1536

abrxsize
<aal5-cpcs-rx-sdu-size>

This specifies the maximum receive CPCS SDU
size to be used

Type : Optional

Valid values : 1- 1536

Default Value:1536

vemux|llemux| auto

This specifies the data multiplexing method to be
used over the AAL5 SSCS layer.

Type : Optional

Default Value: llcmux

Pvc

This specifies the type of VC. The only value
supported is PVC.

Type : Optional

Default Value: pvc

channel fast|interleaved

This extension specifies the type of channel on
which the ATM VC's cells have to be transmitted/
received.

Type : Optional

Default Value: Interleaved

Maxnumproto
<maxnumproto-val>

This field specifies the maximum number of
simultaneous active protocol stacks supported on
this interface. Currently, only one protocol stack is
supported.

Type: Create -- Optional

Default value: 1

Autostatus Enable|Disable

This field specifies whether the Auto mode is
enabled or not. In the Auto mode, the stack above
interface will be determined and created based
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protocol packets sensed on this interface. For
example, if the protocol packet sensed above
interface is an EoA packet, then the corresponding
EoA stack will be created above this interface.
However, the corresponding EoA interface must
been created with the gsvEoaConfigMode field's
corresponding to the 'Auto’ set.

Type: Create — Optional

Default value: disable

autosupportedprot
none|{pppoa | eoa | ipoa}+

This field specifies Higher layer protocols which
are supported for auto detection on the given ATM
VC. Only the packets if the protocols mentioned in
this field can lead to Auto detection. This field is
meaningful only when autostatus flag as enable.
Type: Create — Optional

Modify — Optional
Default value: eoa | pppoa

autovemuxforcedprot None
|[pppoa | eoa | ipoa

This field specifies that if the encap type detected
is VCMux, the user can configure to build a
specific protocol stack automatically. It can only be
present with the autostatus flag as enable. In case
of a conflict with autoSupportedProtocols, its value
will override.
Type: Create — Optional

Modify — Optional
Default value: None

Autosensetriggertype
dynamic | opstatechange

This field specifies if the encap type detected is
VCMux, the user can configure to build a specific
protocol stack automatically. This field is
meaningful only when autostatus flag as enable. In
case of conflict with autoSupportedProtocols, its
value will override.
Type: Create — Optional

Modify — Optional
Default value: dynamic

Example $ create atm vc intf

ifname aal5-0 lowif atm-0 vpi 10 vci 10

enable aal5 pvc abtxsize 1536 a5rxsize 1536 llcmux mgmtmode data
autosupportedprot pppoa eoa autovcmuxforcedprot pppoa
autosensetriggertype dynamic

Output Verbose Mode On

Entry Created

VE IfHame : aals-0 Low LfHam : atm—{
VP 20 WCI : 3k
Ldmin Status - Tp Cpefr Status = Dowm
BalS Tx Size : 1538 Ealt Bx Size : 1538
AL Type : BALE BRELE Encap o 1lcmuox
channel : Imterleaved Last Changeisec) - 1
HgmtHode : Data Bow Status o active
VC Type : P VC Topology : Point to Point
Hax simultanecus protocol 1
Buto Status : Disable
hoto Bopported Protocol © pppoa =08
Buto WO Mux Forced Protocol @ None
Zuto Bense Trigger Type : dynamic
Luto Curr Sensed Encaps Types © nooe
Output Fields
FIELD Description
VC IfName VC Interface Name. It can be : aal5-0 - *
Interface Index of the ATM port, on which this VC is
Low IfName . -
getting configured.
VPI It is the Virtual Path Identifier.
VCI It is the Virtual Circuit Identifier.

Oper Status

The actual/current state of the interface. It can be
either Up or Down

Admin Status

The desired state of the interface. It may be either
Up/Down.

Aal5 Tx Size

This specifies the transmit CPCS SDU size to be
used.
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This specifies the receive CPCS SDU size to be

Aal5 Rx Size

used.

This specifies the AAL type in use for this VC. The
Aal Type only type of AAL supported in Columbia Packet is

AALS.

This specifies the data multiplexing method to be
Aal5 Encap used on the VC.

This extension specifies the type of channel, on
channel which the ATM VC's cels have to be

transmitted/received. ‘fast (1)' means fast channel
and 'inter(2)' means interleaved channel.

Last Change

The value of sysUpTime at the time this VC entered
its current operational state.

MgmtMode

It denotes the Management Mode of the ATM VC. If
it is Data, then only data transmission can take
place. If it is Mgmt, then management of remote
CPE device can happen on that ATM VC and pack-
ets on that ATM VC shall start coming to Control
Plane. In DataAndMgmt mode, data transmission
as well as remote CPE management can happen
on the same ATM VC interface. In DataAndMgmt
mode, the only acceptable value for
atmVCCAALSENncapType is llc. In Mgmt mode, EoA
interface cannot be created on the ATM VC and
both Ethernet as well as non-ethernet packets on
that ATM VC shall be received at the Control Plane.
In DataAndMgmt mode, if EOA is created, then only
non-ethernet packets on that ATM VC shall be re-
ceived at the Control Plane. However, if EOA is not
created then all the packets on that ATM VC shall
be received at the Control Plane. However, to
configure ATM VC in DataAndMgmt mode, a good
practice is to to create ATM VC in disable mode till
EoA is created on it, to prevent flooding at Control
Plane. In order to run STP, the mode has to be
DataAndMgmt. If the mode is RawATM(4), ATM
cells are given to Control Plane. In this mode, EoA
interface can ot be created on the ATM VC. If EOA
interface is already created on the ATM VC, its
mode cannot be changed to either Mgmt(2) or
RawATM(4).

RowStatus

This defines the row-status of the interface entry

VC Type

This field specifies whether VC type is PVC or SVC.

VC Topology

This field specifies the VC connection topology
type.

Max simultaneous protocol

This field specifies the maximum number of
simultaneous active protocol stacks supported on
this interface. Currently, only one protocol stack is
supported.

Auto Status

This field specifies whether the Auto mode is to be
enabled or not. In the Auto mode, the stack above
this interface will be determined and created based
on the protocol packets sensed on this interface.
For example, if the protocol packet sensed above
this interface is an EoOA packet, then the
corresponding EoA stack will be created above this
interface. However, the corresponding EOA
interface  must have been created with the
gsvEoaConfigMode field's bit corresponding to the
'Auto’ set.

Auto Supported Protocol

This field specifies Higher layer protocols which are
supported for auto detection on the given ATM VC.
Only the packets if the protocols mentioned in this
field can lead to Auto detection. This field is
meaningful only when autostatus flag is enable.

Auto VC Mux Protocol

This field specifies if the encap type detected is
VCMux, the user can configure to build a specific
protocol stack automatically. This field is
meaningful only when autostatus flag as enable. In
case of conflict with autoSupportedProtocols, its
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6.4.4

>

value will override.

Auto Sense Trigger Type

This field specifies at what time the autodetection of
the Encapsulation type or the higher protocol layers
is to be done - At all times or only when the
Operational Status of the ATM VC is changed to
UP. If its value is 'dynamic', then detection can
happen anytime a packet is received. If its value is
‘opstatechange’, then autodetection happens only
when the Operational status of the ATM VC change
to UP.

Auto Curr Sensed
EncapsType

This field specifies the current sensed
Encapsulation type in case the Encapsulation type
is being autodetected. The value of this field will be
the same as the field 'AAL5 Encapsulation Type' if
the Encapsulation type is preconfigured. This is a
read only field for all agents, except for the Auto

Sense Agent.

D? The specified lower interface should exist. Please refer to the
create atm port command.

References

e ATM interface commands
e ATM statistics commands

e ATM OAM commands

e ATM VC statistics commands.

ATM VC Statistics Commands

Get atm vc stats

Description: Use this command to get statistical information about a
specific or all ATM virtual circuits.

Command Syntax: get atm vc stats [ifname <interface-nam>]

Parameters
Name Description
Ifname < This specifies the Virtual Circuit. If this is not speci-

interface-name>

fied, then information for all VCs is displayed.
Type: Get
Valid values : aal5-0 - *

-Optional

Example $ get atm vc stats ifname aal5-0

Low Iffame
Total Tz Cells count
CLFI 0 Bx Cells count

Output Fields

o atm-0 WC Iffame : malk-d

FIELD Description

Lowlf This specifies the ATM port name. It can be : atm-0

VPI It is the Virtual Port Identifier.

VCI It is the Virtual Circuit Identifier.

VC IfN The name of the aal5 (aal5-0 etc) interface, for
ame

which statistics needs to be retrieved.

Total Tx Cells count

The total number of valid ATM cells transmitted by
this interface.

Total Rx Cells count

The total number of valid ATM cells received by this
interface.

CLPI 0 Rx Cells

The number of valid ATM cells received by this in-
terface with CLP=0.

Rx Pkts Rejected count

The total number of valid ATM cells discarded by
the interface.

References
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e Other atm vc related commands
e 0am Ipbk command
e atm port related commands
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6.5

Bridging Commands

6.5.1

6.5.2

6.5.3

>

>

>

>

Bridge Mode Commands

Get bridge mode
Description: Use this command to get the current bridging mode.
Command Syntax: get bridge mode
Example $ get bridge mode
Output
Bridging Mode is enabled
References

¢ modify bridge mode command
e bridge port command

e bridge port stats command

e bridge static command

e bridge forwarding command

e DHCP Client commands.

Bridge Port Cap Commands
Get bridge port cap

Description: Use this command is used to get.
Command Syntax: get bridge port cap [portid <portid-val >]

Parameters

Name Description

portid <portid-val | The index of base port
> Type :Optional
Valid Values: 1-4095
Default value: None

Mode Super-User, User
Example get bridge port cap
Output

porkid 1 45
Bort Capabilitee : Tagging Frame Typea

Output Fields

Field Description

portid The index of base port.

Port Capabilites | Capabilities that are allowed on a per-port basis.

Bridge Port Map Commands

Get bridge port map
Description: Use this command to get.

Command Syntax: get bridge port map [portid <portid-val>] [ifname
<interface-name>]

Create bridge port map
Description: Use this command to create.
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Command Syntax: create bridge port map portid <portid-val >
ifname < interface-name>

» Delete bridge port map
Description: Use this command to delete.

Command Syntax: delete bridge port map portid <portid-val >
ifname < interface-name>

Parameters

Name Description

portid <portid> The bridge port with which a lower interface is being
associated in the autosensing scenario.
Type: Create Mandatory
Delete Mandatory
Get —Optional
Valid Values: 1-4095

ifname < 'ifname" associated with 'portid'.
interface-name > | Type: Create Mandatory
Delete Mandatory
Get --Optional
Values: eoa-*, pppoe-*

Example $ create bridge port map portid 2 ifname eoa-0
Output
Werbose Mode On
Entry Created
ot Id ¢ 2 Interface Indey @ eca<d
Verbosae Mode Off:

Entry Created

Output Fields

Field Description

Port Id The bridge port with which a lower interface is being
associated in the autosensing scenario.

Interface Index

‘ifname’ associated with 'portid’. Values: eoa-*, pppoe-*.

6.5.4 Bridge Static Unicast Commands

» Create bridge static ucast
Description: This command is used to create.

Command Syntax: create bridge static ucast [vlanid <vlanid-val>]
ucastaddr <ucastaddr-val > [portid <portid-val >]

» Delete bridge static ucast
Description: This command is used to delete.

Command Syntax: delete bridge static ucast [vlanid <vlanid-val >]
ucastaddr <ucastaddr-val >

» Get bridge static ucast
Description: This command is used to get.

Command Syntax: get bridge static ucast [vlanid <vlanid-val >]
[ucastaddr <ucastaddr-val >]

» Modify bridge static ucast

Description: This command is used to modify.
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6.5.5

Command Syntax: modify bridge static ucast [vlanid <vlanid-val >]
ucastaddr <ucastaddr-val > [portid <portid-val >]

Parameter

Name Description

The VLAN id for this VLAN. For No Vlan case, vlan
id is not required.

Type : Optional

Valid values: 1-4095

The Destination unicast Mac Address, to which
filtering info applies

Type: Mandatory

The set of ports, for which a frame with a specific
unicast address will be flooded in the event that it
has not been learned. It also specifies the set of
ports a specific unicast address may be dynamically
learnt on. This list shall have only the CPE side
ports. Currently only one port can be set in this list.
Type : Optional

Valid values: 1-4095

Bridge Static Multicast Commands

vlanid <vlanid>

ucastaddr
<ucastaddr>

portid <portid>

Create bridge static mcast
Description: Use this command is used to create.

Command Syntax: create bridge static mcast [vlanid <vlanid-val>]
mcastaddr <mcastaddr-val > [egressports <egressports-val >]
[forbidegressports <forbidegressports-val >]

Delete bridge static mcast
Description: Use this command is used to delete.

Command Syntax: delete bridge static mcast [vlanid <vlanid-val >]
mcastaddr <mcastaddr-val >

Get bridge static mcast
Description: Use this command is used to get.

Command Syntax: get bridge static mcast [vlanid <vlanid-val >]
[mcastaddr <mcastaddr-val >]

Modify bridge static mcast
Description: Use this command is used to modify

Command Syntax: modify bridge static mcast [vlanid <vlanid-val >]
mcastaddr <mcastaddr-val > [egressports <egressports-val >]
[forbidegressports <forbidegressports-val >]

Parameter

Name Description

The VLAN id for this VLAN. In devices supporting
"Shared Vlan for multicast" capability, the information for
a multicast MAC address is shared across vlans. Hence
vlan id is an optional parameter. In de-vices supporting
"Independent Vlan for multicast" capability, each vlan
can have its own information for a multicast MAC
address. Hence vlanid is a mandatory parameter in all
the commands other than - get. For No Vlan case, vlan
id is not required.

Type :Optional for all commands

Valid values: 1-4095

Vlanid
<vlanid-val>
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mcastaddr
<mcastaddr-val >

The destination multicast MAC address in a frame, to
which this entry's filtering information applies. Bit 0 of the
first octet of the MAC address indicates a group
(multicast) MAC address, if the bit is SET. For example,
01:00:00:00:00:00,03:FF:FF:FF:FF. Addresses in the
range 01:80:C2:00:00:00 - 01:80:C2:00:00:0f and
01:80:C2:00:00:20 - 01:80:C2:00:00:2f have been
blocked as value of this index, as these are reserved
GARP addresses.
Type : Create -- Mandatory

Modify --Mandatory

Delete -- Mandatory

Get - Optional

egressports
<egressports-val
>|none

The set of ports, to which frames received from a
specific port and destined for a specific Multicast MAC
address must be forwarded. A port may not be added in
this set, if it is already a member of the set of ports in
ForbidEgressPorts. More than one val-ue can be
given, separated by spaces.

Type :Optional for all commands

Default value: none

Forbidegressp-or
ts
<forbidegressp-ort
s-val >| none

The set of ports, to which frames received from a
specific port and destined for a specific Multicast
MACaddress must not be forwarded, regardless of any
dynamic information. A port may not be added in this set
if it is already a member of the set of ports in
EgressPorts.

Type :Optional for all commands

Default value: none

Example $

create bridge static mcast vlanid 7 mcastaddr

01:00:5e:00:00:01 egressports 10 forbidegressports 20

Output

Verbose Mode On:

Entry Created

VLan Index 7 Mcast Address : 01:00:8E:00:00:01

Egresa ports 1 10

Forbidden Egress porta @ 20

Verbose Mode Off:
Entry Created
Output Fields
Field Description
The VLAN id for this VLAN. In devices supporting "Shared
Vlan for multicast" capability, the information for a multicast
MAC address is shared across vlans. Hence vlan id is an
vLan Index optional parameter. In de-vices supporting "Independent

Vlan for multicast" capability, each vlan can have its own
information for a multicast MAC address. Hence vlanid is a
mandatory parameter in all the commands other than - get.
For No Vlan case, vlan id is not required.

Mcast Address

The destination multicastcast MAC address in a frame, to
which the filtering information of this entry applies.

Egress ports

The set of ports, to which frames received from a specific
port and destined for a specific Multicast MAC address
must be forwarded. A port may not be added in this set if it
is already a member of the set of ports in
ForbiddenEgressPorts.

Forbidden
Egress ports

The set of ports, to which frames received from a specific
port and destined for a specific Multicast MAC address
must not be forwarded, regardless of any dynamic
information. A port may not be added in this set if it is
already a member of the set of ports in EgressPorts.
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6.5.6

6.5.7

Bridge tbg traps Commands
» Get bridge thg traps

Description: Use this command to get.

Command Syntax: get bridge tbg traps
» Modify bridge tbg traps

Description: Use this command to modify.

Command Syntax: modify bridge tbg traps [bindingstatus enable |

disable]
Parameters
Name Description
bindingstatus This allows the user to enable or disable the generation
enable |disable of 'binding status changed' trap.
Type: Modify ---Optional

Example $ get bridge thg traps
Output

Binding statua Changed Trap : =nable

Output Fields

FIELD Description
Binding Status This allows the user to enable or disable the generation
Changed Trap of 'binding status changed' trap.

Bridge Port Table Commands

» Create bridge port intf
Description: Use this command to create a new bridge port.

Command Syntax: create bridge port intf portid <portid-val >
[maxucast <max-ucast-addresses>] [learning enable|disable][status
enable|disable] [stickystatus enable | disable] [ aclglbdenyapply
enable | disable ] [ aclglbtrackapply enable | disable ]

» Delete bridge port intf
Description: This command is used to delete an existing bridge port.
Command Syntax: delete bridge port intf portid <portid-val >

» Get bridge port intf

Description: Use this command to get the information about a specific
bridge port or for all the ports.

Command Syntax: get bridge port intf [portid <portid-val >]
> Modify bridge port intf

Description: Use this command to modify bridge port extension
attributes

Command Syntax: modify bridge port intf portid <portid-val >
[maxucast <max-ucast-addresses>] [learning enable|disable] [status
enable|disable] [stickystatus enable | disable] [aclglbdenyapply
enable | disable] [aclglbtrackapply enable | disable]

Parameters

Name Description
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portid <portid>

The bridge port id

Type: Create --Optional
Delete --Mandatory
Modify --Mandatory
Get -- Optional

Valid Values: 1-4095

Ifname <ifname>

The interface nhame associated with the given port.
Type . Create --Mandatory

maxucast
<max-ucast-addres
ses>

This specifies the maximum number of unicast
addresses, which can be learned from this port. This
can be modified when the admin status of bridge port is
disabled. Max of number of unicast entries that can be
learned/configured on a bridge port on CPE side is
GS_CFG_MAX_NUM_CPE_PORT_UCAST_MAC
_ENTRIES. The default value for number of unicast
entries that can be learned or configured on a bridge
port is
GS_CFG_DEF_NUM_CPE_PORT_UCAST_MAC
_ENTRIES. Max of number of unicast entries that can
be learned/configured on a bridge port on NET side is
GS_CFG_MAX_NUM_NET_PORT_UCAST_MAC
_ENTRIES. The default value for number of unicast
entries that can be learned or configured on a bridge
port is
GS_CFG_DEF_NUM_NET_PORT_UCAST_MAC_
ENTRIES. Max of number of unicast entries that can be
learned/configured on a bridge port on downlink side is
GS_CFG_MAX_NUM_DNLINK_PORT_UCAST_M
AC_ENTRIES. The default value for number of unicast
entries that can be learned or configured on a bridge
port is
GS_CFG_DEF_NUM_DNLINK_PORT_UCAST_M
AC_ENTRIES.
Type . Create -- Optional

Modify -- Optional
Default value: 256

learning
enable|disable

The State of Learning on this bridge port. The value
enable (1) indicates that unicast Mac address learning is
enabled and the value disable indicates that unicast
Mac address learning is disabled on this bridge port.
The default value of learning status for CPE/Downlink
side bridge ports shall be
GS_CFG_DEF_PORT_LEARNING_STATUS and for
NET side bridge port default value shall be
GS_CFG_DEF_NET_PORT_LEARNING_STATUS
Type . Create --Optional

Modify -- Optional
Valid Values: enable or disable
Default value: Enable

status
enable|disable

The desired state of the bridge port. On creation, the
bridge port shall be created in enabled AdminStatus by
default.
Type :  Create --Optional

Modify -- Optional
Valid Values: enable or disable
Default value: disable

stickystatus
enable | disable

Indicates if the port has been set as sticky. The value
enable (1) indicates that the entries learnt on this port
will not be aged out. It also indicates that the entries
learnt on this port shall not be learnt on any other port.
The entries learnt on this port can only be removed by
management action or by making the value as disable
(2) so that the entries can be aged out.
Type : Create --Optional

Modify -- Optional
Valid Values: enable or disable
Default value: enable
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This specifies whether the global acl macentry deny list
represented by MO AclGlobalMacList is to be applied to
this port or not. The default value of this parameter shall
depend on the port type. For Net side ports, the default
value shall be
GS_CFG_DEF_NET_PORT_ACL_GLB_DENY_S
TATUS and for the cpe side ports the default value shall
be
GS_CFG_DEF_CPE_PORT_ACL_GLB_DENY_STAT
us.

Type: Modify --Optional

This specifies whether the global acl macentry track list
represented by MO AclGlobalMacList is to be applied to
this port or not. The default value of this parameter shall
depend on the port type. For Net side ports, the default
value shall be GS_CFG_DEF_NET_PORT_ACL_GLB
_TRACK_STATUS and for the cpe side ports the default
value shall be GS_CFG_DEF_CPE_PORT_ACL_GLB_
TRACK_STATUS.

Type: Modify --Optional

Example $ create bridge port intf ifname eth-0 portid 10 maxucast 200
learning enable stickystatus enable enable aclglbdenyapply Disable
aclglbtrackapply Disable

aclglbdenyapply
enable | disable

aclglbtrackapply
enable | disable

Output
: 10 IfHame : eth-0
: 10 Learning Status : Enakle
: Disabls Port Admin Status : Diszbls
: Engkble FIE Mcdify : Disakle
: Disabls
y: Disable
Sensed IfIndex teoa-l
Output Fields
FIELD Description
Port Id The bridge port identifier
If Name The interface name associated with the given port.

This specifies the maximum number of unicast
addresses, which can be learned from this port. This
can be modified when the admin status of bridge port
is disabled. Maximum number of unicast entries that
can be learned/configured on a bridge port on CPE
side is
GS_CFG_MAX_NUM_CPE_PORT_UCAST_MAC
_ENTRIES. The default value for number of unicast
entries that can be learned or configured on a bridge
port is
GS_CFG_DEF_NUM_CPE_PORT_UCAST_MAC
_ENTRIES. Maximum number of unicast entries that
can be learned/configured on a bridge port on NET
Max Unicast side is

Addresses GS_CFG_MAX_NUM_NET_PORT_UCAST_MAC
_ENTRIES. The default value for number of unicast
entries that can be learned or configured on a bridge
port is
GS_CFG_DEF_NUM_NET_PORT_UCAST_MAC_
ENTRIES. Maximum number of unicast entries that
can be learned/ configured on a bridge port on down-
link side is
GS_CFG_MAX_NUM_DNLINK_PORT_UCAST_M
AC_ENTRIES. The default value for number of
uni-cast entries that can be learned or configured on
a bridge port is
GS_CFG_DEF_NUM_DNLINK_PORT_UCAST_M
AC_ENTRIES.

The state of learning on this bridge port. The value
enable (1) indicates that unicast Mac address
learning is enabled and the value disable indicates
that unicast Mac address learning is disabled on this

Learning status
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bridge port. The default value of learning status for
CPE/Downlink side bridge ports shall be
GS_CFG_DEF_PORT_LEARNING_STATUS and for
NET side bridge port default value shall be

GS _CFG _DEF NET PORT _LEARNING_STATU S.

The current operational state of the bridge port. If
AdminStatus of the bridge port is disable (2) then
OperStatus of the port should be disable (2). If Ad-
Port oper status minStatus of the bridge port is changed to enable (1)
then OperStatus of port should change to enable (1)
if the bridge port is ready to transmit and receive
network traffic.

The desired state of the bridge port. On creation the
Port admin status bridge port shall be created in enabled AdminStatus
by default.

Indicates if the port has been set as sticky. The value
enable (1) indicates that the entries learned on this
port will not be aged out. It also indicates that the
entries learned on this port shall not be learned on
any other port. The entries learned on this port can
only be removed by management action or by making
the value as disable (2), so that the entries can be
aged out.

Sticky Status

This specifies whether the global acl macentry deny
list represented by MO AclGlobalMaclList is to be
applied to this port or not. The default value of this
parameter shall depend on the port type. For Net side
Acl Global Deny ports, the default value shall be

Apply GS_CFG_DEF_NET_PORT_ACL_GLB_DENY_S
TATUS and for the cpe side ports the default value
shall be
GS_CFG_DEF_CPE_PORT_ACL_GLB_DENY_S
TATUS.

This specifies whether the global acl macentry track
list represented by MO AclGlobalMacList is to be
applied to this port or not. The default value of this
parameter shall depend on the port type. For Net side
Acl Global Track ports, the default value shall be

Apply GS_CFG_DEF_NET_PORT_ACL_GLB
_TRACK_STATUS and for the cpe side ports the
default value shall be
GS_CFG_DEF_CPE_PORT_ACL_GLB_
TRACK_STATUS.

6.5.8 Bridge Port Stats Table Commands

» Get bridge port stats

Description: Use this command to get the statistics of a single port, or
all the ports.

Command Syntax: get bridge port stats [portid <portid-val >]
» Reset bridge port stats

Description: Use this command to reset bridge port statistics.

Command Syntax: reset bridge port stats portid <portid-val >

Parameters

Name Description

This is the bridge port identifier. If this is not specified in
the get command, then information for all ports is
displayed.
Type . Get - Optional

Reset -- Mandatory
Valid Values: 1-4095

portid <portid>

Example $ get bridge port stats portid 1
Output Verbose Mode On
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6.5.9

BortId 1 Max Imfo Size - 1k00
Jut Frames - 138 In Frames - 129
In Discards 3 EC In Frames : 3o
HC (ut Frames A50 EC In Discards - 400
Output Fields
FIELD Description
Portld This is the bridge port identifier.

It can be : 1- GS_CFG_MAX_BRIDGE_PORTS

Max Info Size

The maximum size of the INFO (non-MAC) field that this
port will receive or transmit.

The number of frames that have been transmitted by this

Out Frames .
port to its segment.
The number of frames that have been received by
In Frames . .
this port from its segment.
. Count of valid frames received, which were discarded
In Discards

(i.e., filtered) by the Forwarding Process.

HC In Frames

Number of frames that have been received by this port
from its segment. This is valid only for Ethernet
interfaces.

HC Out Frames

Number of frames that have been transmitted by this port
to its segment. This is valid only for Ethernet interfaces.

HC In Discards

Count of valid frames received and discarded (i.e filtered)
by the Forwarding Process. This is valid only for Ethernet
interfaces.

STP Port Commands

Get stp port

Description: Use this command to display port specific information for
the Spanning Tree Protocol, for all ports, or for the specified port.

Command Syntax: get stp port info portid <portid-val >

Modify stp port

Description: Use this command to alter the configuration for the
spanning tree protocol.

Command Syntax: modify stp port info portid <portid-val >
[enable|disable] [pcost <path-cost>] [priority <priority-val>]

Reset stp port stats

Description: Use this command to reset the STP port stats for a

specific interface.

Command Syntax: reset stp port stats portid <portid-val >

Parameters

Name

Description

Portid <portid-val >

The port number of the port for which this entry
contains Spanning Tree Protocol management
information.

Type : Mandatory

Valid values: 1-386

enable|disable

Spanning Tree Protocol to be enabled on the
Port or not

Type : Optional

Valid values: enable, disable

pcost <path-cost>

The contribution of this port to the path cost of
paths towards the spanning tree root, which
include this port.

Type : Optional

Valid values: 1-65535
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priority <priority-value>

The value of the priority field which is contained
in the most significant 6 bits of the more
significant octet of the (2 octet long) Port ID.
The least significant 2 bits of the more
significant octet and the less significant octet
(total 10 bits) of the Port ID is given by the
value of dot1ldStpPort.

Type : Optional

Valid values: 0-63

Example $ modify stp port portid 1 disable pcost 1000 priority 0x10

Output
Werbose Mode On
Fort ID = 1 Friority : Om0
dtate : Forwarding Fortdtatuz : Enable
Fath Cost : 100 De=ig Co=t : 0

De=ig Root:B0:00:00:10:58:67 Desig Bridge:80:00:00:10:5A:6C

De=ig Fort : Oxd000 Fwd Transitioms : 1
3TP 3tatu= : Enable
S=t Done=
Fort ID = 1 Friority Hl-
3tate : Forwarding Port3tatus : Enabl=
Fath CTost : 100 De=ig Co=t : O
De=ig Root:B80:00:00:10:5R:6C Desig Bridge:80:00:00:10:5A:6C
De=ig Port : O=x3000 Fwd Tran=sitioms= : 1
3TP 3tatu= : Enable Fwd Tran=ition= : 1
“erbose Mode Off

J=t Done=

Output Fields

Field Description

Port Id The port number of the port for which this entry
contains Spanning Tree Protocol management
information.

Priority The value of the priority field which is contained
in the most significant 6 bits of the more
significant octet of the (2 octet long) Port ID. The
least significant 2 bits of the more significant
octet and the less significant octet (total 10 bits)
of the Port ID is given by the value of
dotldStpPort.

State The port's current state as defined by application

of the Spanning Tree Protocol. This state
controls what action a port takes on reception of
a frame.

Port Status

The enabled/disabled status of the port.

Path Cost

The contribution of this port to the path cost of
paths towards the spanning tree root which
include this port.

Desig Cost

The path cost of the Designated Port of the
segment connected to this port. This value is
compared to the Root Path Cost field in received
bridge PDUs.

Desig Root

The unique Bridge Identifier of the Bridge
recorded as the Root in the Configuration BPDUs
transmitted by the Designated Bridge for the
segment to which the port is attached.

Desig Bridge

The Bridge Identifier of the bridge which this port
considers to be the Designated Bridge for this
port's segment.

Desig Port

The Port Identifier of the port on the Designated
Bridge for this port's segment.

Fwd Transitions

The number of times this port has transitioned
from the Learning state to the Forwarding state.
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6.5.10

>

[ g

STP status

Spanning Tree Protocol to be enabled on the
Bridge or not.

References

e bridge port intf command

Transparent Bridging Table Commands

Modify bridge tbg info

Description: Use this command to modify.

Command Syntax: modify bridge tbg info [aging <aging-timeout> ]
[slaveaging <aging-timeout>][netaging <aging-timeout>]

[ floodsupport enable | disable | throttle] [bcastsupport enable |
disable] [mcastsupport enable | disable] [mcastdrop enable |
disable][throttlingrate <throttlingrate> ] [ pollinterval
<pollinterval-val>]|[ dropiffdbfull <dropiffdbfull-val> ] [ resnetlearning

<resnetlearning-val> ]

Get bridge tbg info

Description: Use this command to get bridging related global

information.

Command Syntax: get bridge tbg info

Parameters

Name

Description

Aging <aging-timeout>

The timeout period, in seconds, for aging out dy-
namically learned forwarding information from
CPEs. The value 0 can be configured when aging
is to be stopped.

Valid values: 10 - 1000000

slaveaging <aging —
timeout>

The timeout period, in seconds, for aging out
dynamically learned forwarding information
learned from the slave device. The recommended
value for this is more than or equal to the value for
dotldTpAgingTimeOut. The value 0 can be
configured when aging is to be stopped.

netaging <aging —
timeout >

The timeout period, in seconds, for aging out
dynamically learned forwarding information from
NET side port. This is used only for full bridge
configuration. The recommended value of net
aging timeout should be greater than that of the
1Agingi parameter. The value O can be configured
when aging is to be stopped.

floodsupport
enable|disable|throttl

This is used to specify whether the unknown
unicast packets are to be flooded or not. The
value ‘throttle’ specifies that throttling using the
‘throttling rate’ and ‘polling interval’ parameters,
configured by the user, shall control the flooding.
The fields ‘throttleRate’ and ‘pollinterval’ are valid
only when the floodsupport is set to ‘throttle’.The
value for this is used along with per vlan
configuration for flood support , to determine if
flooding has to be done for unknown unicast
packet.

bcastsupport
enable|disable

This is used to specify whether the broadcasting
is supported or not. The value for this is used
along with per vlan configuration broadcast
support, to determine if broadcasting has to be
done for the broadcast packet.

mcastsupport
enable|disable

Used to specify whether the multicast is
supported or not.

Type : Optional

Valid Values: enable| disable

157




Used to specify whether the multicast packets are
to be dropped, or to be forwarded, if multicast is
mcastdrop not supported. This is only valid if

enable|disable dotldTpMcastSupport is false.

Type : Optional

Valid Values: enable|disable

Defines the throttling Rate i.e. maximum number
of FDB lookup failures resulting in flooding per
throttlingrate second, beyond which, the flooding shall be
<throttlingrate-val > throttled in the system. The value of this field is
valid only if the ifloodsupporti parameter in the
system is set to value Throttle.

This indicates, in milliseconds, the polling interval.
User can modify the polling interval at run time.
The polling interval is defined in milliseconds with
pollinterval granularity of 100 ms. This interval allows user to
<pollinterval-val > have finer granularity and control over flooding in
the system. The value of this field is valid only if
the floodsupport parameter is set to value
Throttle.

This specifies if the frame for which learning could
not be done because of forwarding table limit
being reached, is to be dropped. If this is enabled
the frame for which learning could not be done
because of limit exceeded shall be dropped, else
forwarded based on bridge forwarding logic. This
being enabled shall reduce flooding, as when a
response to such a frame from whcih learning
could not be done shall come the frame shall be
flooded, as the entry for that unicast address,
shall not be found in forwarding table.

Type : Optional

Valid Values: enable or disable

This specifies if learning can be done over net
side port for residential bridging. Learning shall be
done on Net port in case of vlan with residential
bridging if 'dotldPortGsLearningStatus' and
'dotldTpGsResidentialNetLearning'is enabled. In
resnetlearning enable | case of vlan with 'unrestricted' or 'restricted’

| disable bridging the learning is governed only by per port
configuration i.e. 'dotldBasePortTable'. Currently
the modification of this parameter is not
supported.

Type : Optional

Valid Values: enable or disable

Example modify bridge tbg info aging 20 slaveaging 100

Output Verbose Mode On

Hachddress : 00:BB:CC:ID:EE:FF
Ho. of Ports :

dropiffdbfull
<dropiffdbfull-val >

: Transparent

Eging Timeout [sec) : oo 1 600
Het g Timelut(sec) : €00 ol : Disable
Broadlast Support : Enakble MultiCast Support : Enakls
HultiCast Or : Disable Full EBridging Status - Unrestricted
Drop If FOB full status: Enable Residentialletlearning : Enable
Set Done
Hachddress : D0:BB:CC:DD:EE:EF
Ho. of Ports 2 D
Bas= Typs : Transparent
i Timeout [sec] : 20 - 100
g Timelut (sec) : 600 - Disable
Cast Support : Enable MultiCast Support - Enakble
Cast Crop : Disable Full Bridging Status - Unrestricted
Drop If FOB full status: Enable Residentialletlearning : Enakble

Output Fields

Field Description
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The MAC address used by this bridge, when it must be

MacAddress referred to, in a unique fashion. It is the address of one
of the Ethernet ports.
The maximum number of ports that can be controlled by
No. of Ports S
this bridge.
Base Type Indicates what type of bridging this bridge can perform.

It is always Transparent Bridging or STP.

Aging TimeOut

The timeout period, in seconds, for aging out
dynamically learned for warding information from CPEs.
The value 0 can be configured when aging is to be
stopped.

Slaveaging
TimeOut

The timeout period, in seconds, for aging out
dynamically learned forwarding information learned from
the slave device. The recommended value for this is
more than or equal to the value for
dot1dTpAgingTimeOut. The value 0 can be
configuredwhen aging is to be stopped.

Floodsupport

This is used to specify whether the unknown unicast
packets are to be flooded or not. The value ‘throttle’
specifies that throttling using the ‘throttling rate’ and
‘polling interval’ parameters, configured by the user,
shall control the flooding. The fields ‘throttleRate’ and
‘pollinterval’ are valid only when the floodsupport is set
to ‘throttle’.The value for this is used along with per vlan
configuration for flood support , to determine if flooding
has to be done for unknown unicast packet.

This is used to specify whether the broadcasting is
supported or not. The value for this is used along with

Beastsupport per vlan configuration broadcast support, to determine if
broadcasting has to be done for the broadcast packet.

Mcastsupport goste.d to specify whether the multicast is supported or
Used to specify whether the multicast packets are to be

Mcastdrop dropped, or to be forwarded, if multicast is not

supported. This is only valid if dotldTpMcastSupport
is false.

NetAgingTimeout

The timeout period, in seconds, for aging out
dynamically learned for warding information from NET
side port. This is used only for full bridge configuration.
The recommended value of net aging timeout should be
greater than that of dotldTpAgingTimeOut.

Bridging Mode

This specifies the current state of full bridging on the
bridge. The bridge can be set to residential bridging,
restricted full bridging or unrestricted full bridging. In
residential bridging, all packets from a CPE side port are
sent to Net side port without doing a lookup in the
forwarding table. In restricted full bridging there is a
lookup and a packet coming from a CPE port destined
for another CPE port is dropped. Hence CPE-CPE
switching is not permitted. In unrestricted full bridging,
all traffic is forwarded based on lookup.

Throttling rate

Defines the throttling Rate i.e. maximum number of FDB
lookup failures resulting in flooding per second, beyond
which, the flooding shall be throttled in the system. The
value of this field is valid only if the iflood supporti
parameter in the system is set to value Throttle.

Polling Interval
(milliseconds)

This indicates, in milliseconds the polling interval. User
can modify the polling interval at run time. The polling
interval is defined in milliseconds with granularity of 100
ms. This interval allows user to have finer granularity
and control over flooding in the system. The value of this
field is valid only if the ifloodsupporti parameter is set to
value Throttle.
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Drop If FDB full
status

This specifies if the frame for which learning could not
be done because of forwarding table limit being
reached, is to be dropped. If this is enabled the frame for
which learning could not be done because of limit
exceeded shall be dropped, else forwarded based on
bridge forwarding logic.This being enabled shall reduce
flooding, as when a response to such a frame from
whcih learning could not be done shall come the frame
shall be flooded, as the entry for that unicast address,
shall not be found in forwarding table.

ResidentialNetLea

rning

This specifies if learning can be done over net side port
for residential bridging. Learning shall be done on Net
port in case of vlan with residential bridging if
‘dotldPortGsLearningStatus' and
'dotldTpGsResidentialNetLearning'is enabled. In case
of vlan with 'unrestricted' or 'restricted' bridging the
learning is governed only by per port configuration i.e.
‘dotldBasePortTable'. Currently the modification of
this parameter is not supported.

References

Bridge Port commands
Bridge Port stats commands
Ethernet commands.
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6.6 Bridge multicast Commands

6.6.1 Multicast Forwarding Table Commands

» Get bridge mcast forwarding
Description: Use this command to get.

Command Syntax: get bridge mcast forwarding [vlanid <vlanid-val>]
[macaddress <macaddress-val >]

Parameters
Name Description
vlanid <vlanid> The VLAN id for this VLAN. In devices supporting

"Shared Vlan for multicast" capability, the information
for a multicast MAC address is shared across vlans.
Hence vlan id is an optional parameter. In de-vices
supporting "Independent Vlan for multicast"
capability, each vlan can have its own information for
a multicast MAC address. Hence vlanid is a man-
datory parameter in all the commands other than -
get. For No Vlan case, vlan id is not required.

Type: Optional

Valid values: 1-4095

The destination Group MAC address in a frame to
which this entry's filtering information applies. Bit 0 of
macaddress the first octet of mac addr indicates a group
<macaddress-val > (multicast) mac addr if the bit is SET.Eg
01:00:00:00:00:00, 03: FF: FF: FF: FF.

Type: Optional Valid values:

Example $ get bridge mcast forwarding vlanid 1 macaddress
01:00:5E:00:08:01

Output
Vlan Index 1 Mac Address : 01:00:5E:00:08:01
Egress Ports : 10 20

Group Learnt : 19

Output Fields

Field Description

The VLAN id for this VLAN. In devices supporting
"Shared Vlan for mul-ticast" capability, the information for
a multicast MAC address is shared across vlans. Hence
vlan id is an optional parameter. In devices supporting
Vlan Index "Independent Vlan for multicast" capability, each vlan can
have its own information for a multicast MAC address.
Hence vlanid is a mandatory parameter in all the
commands other than - get. For No Vlan case, vlan id is
not required.

The destination Group MAC address in a frame, to which

Mac Address this entry's filtering information, applies.

The complete set of bridge ports, in this VLAN, to which
frames destined for this Group MAC address are

Egress Ports currently being explicitly forwarded. This does not include
ports for which this address is only implicitly forwarded, in
the dotlgForwardAllPorts list.

The subset of bridge ports in EgressPorts, which were
Group Learnt learned by GMRP or some other dynamic mechanism, in
this Filtering database.

References

¢ Dbridge static multicast
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6.6.2 Bridge mcast fwdunreg commands

» Get bridge mcast fwdunreg

Description: Use this command to get.

Command Syntax: get bridge mcast fwdunreg [vlanid <vlanid-val>]
» Modify bridge mcast fwdunreg

Description: Use this command to create.

Command Syntax: modify bridge mcast fwdunreg vlanid <vlanid-val
> [egressports <egressports-val >|none] [forbidegressports
<forbidegressports-val > |none]

Parameters

Name Description

vlanid <vlanid-val > The VLAN id for this VLAN. In devices supporting
"Shared Vlan for multicast” capability, the informa-
tion for a multicast MAC address is shared across
VLANS. Hence, VLAN id is an optional parameter. In
devices supporting "Independent Vlan for multicast"
capability, each VLAN can have its own information
for a multicast MAC address. Hence, VLAN id is a
mandatory parameter in all the commands other
than - get. For No Vlan case, vlan id is not required.

Type : Modify — Optional
Get -- Optional
Default value : 1-4095
Egressports The set of ports configured by management,in this
<egressports-val VLAN, to which multicast group-addressed frames
>|none for which there is no more specific forwarding

information, are to be forwarded. More than one
value can begiven, separated by spaces.

Type : Modify -- Optional

Valid values: 1-386

The setofports configured bymanagementin this
VLAN for which the Service Requirement  attribute

forbidegressports Forward Unregistered Multicast Groups may not be
<forbidegressports-val | dynamically registered by GMRP. More than one
> |none value can be given separated by spaces.

Type : Modify -- Optional

Valid values: 1-386

Example $ modify bridge mcast fwdunreg vlanid 1 egressports 34
forbidegressports 345

Output Verbose Mode On
Ports

i Static Ports :
Forbidden Ports :

[
A £

E i Ports
E d Tnr stered Static Ports :
Forward Unregistered Forbidden Ports :

Yerhose Mode Off

Set Done

L L
i L5 L

Output Fields

Field Description

The VLAN id for this VLAN. In devices supporting "Shared
Vlan for multicast" capability, the information for a multicast
MAC address is shared across VLANs. Hence, VLAN id is
an optional parameter. In devices supporting "Independent

VLAN Index

162



Vlan for multicast" capability, each VLAN can have its own
information for a multicast MAC address. Hence, VLAN id is
a mandatory parameter in all the commands other than - get.
For No Vlan case, vlan id is not required

Forward
Unregistered
Ports

The complete set of ports in this VLAN, to which multicast
group-addressed frames for which there is no more specific
forwarding information, will be forwarded. This includes
ports, for which this need has been determined dynamically
by GMRP, or configured statically by management.

Forward
Unregistered
Static Ports

The set of ports, configured by management, in this VLAN,
to which multicast group-addressed frames for which there
is no more specific forwarding information, are to be
forwarded. More than one value can be given, separated by
spaces.

Forward
Unregistered
Forbidden
Ports

The set of ports, configured by management in this VLAN,
for which the Service Requirement attribute Forward
Unregistered Multicast Groups, may not be dynamically
registered by GMRP. More than one value can be given,
separated by spaces.
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6.7

DHCP Commands

6.7.1

| ]

>

DHCP Client Commands

Get dhcp client info

Description: Use this command to get DHCP client information for
clients, on the specified interface, or for all the interfaces.

Command Syntax: get dhcp client info [ifname <interface-name>]

Parameters
Name Description
This specifies the interface name on which
DHCP is running. If this is not specified, then
Ifname information for clients on all such interfaces
<interface-namef> will be displayed.
Type : Optional
Valid values : eth-*, aggr-*

Mode Super-User, User
Example $ get dhcp client info ifname eth-0
Output

If-name Eerver Status Lease 3tart Date Lease Time (sec)

eth-0 1.1.1.1 Bound Thu Jan 0L 00:00:38 1570 500

Output Fields

FIELD Description

This is an interface on which DHCP is running: It can
be : eth-*, aggr-*

This specifies the address of the DHCP server with
Server whom the client has obtained the IP address and
other configuratio.s

This specifies the current state of the client. It may
Status be:

Init, Selecting, Bound, Requesting, Renew or Bind.

If-Name

This signifies the date on which the DHCP server

Lease Start Date leased out the IP address to the client.

This specifies the time period, (in seconds), for
which an IP address was leased out by the server.
The client is expected to renew the lease before the
expiry of this timer or release the IP Address.

Lease Time

References

e dhcp client stats related commands

Get dhcp client stats

Description: Use this command to get DHCP client statistics on an
interface on which the DHCP client is running, or on all such interfaces.

Command Syntax: get dhcp client stats [ifname <interface-name>]

Parameters

FIELD Description
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Ifname <interface-name>

This specifies the interface name on which DHCP
is running. If this is not specified then information
for clients on all such interfaces will be displayed.
Type: Optional

Valid values : eth-0- *

Mode Super-User, User

Example $ get dhcp client stats ifname eth-0

Output Fields

Lf-nane : eth-0
H=g= Sent : 4 M=gs Rewd ]
Decline Sent i Qffer Msgs Bowvd - 0
Discower Msgs Sent 4
Reg Sent : Ecks Rowd d
Bel Sent o a Hacks Beovd ]
Inform Zsnt - Imvalid Rowd ]
FIELD Description
This is an interface on which DHCP is running: It
If-Name ;
can be : eth-0
This specifies number of DHCP messages
Msgs Sent . .
received sent on this interface.
Thi ifies number of DHCP m n
Msgs Recvd s specifies number o C essages sent

received on this interface.

Decline Sent

This specifies number of DHCP decline
messages sent on this interface.

Offer Msgs Rcvd

This specifies number of DHCP offer messages
received on this interface.

Discover Msgs Sent

This specifies number of DHCP discover
messages sent on this interface.

This specifies number of DHCP request

Req Sent L
messages sent on this interface.
This specifies humber of DHCP acks received on
Acks Rcvd S
this interface.
Rel Sent This specifies numbgr qf DHCP release
messages sent on this interface.
This specifies number of DHCP nacks received
Nacks Rcvd o
on this interface.
This specifies number of DHCP inform messages
Inform Sent e
sent on this interface.
invalid Revd Thls.speuﬁes pqmber of invalid dhcp messages
received on this interface.
References

e dhcp client info related commands

165




6.8

DSL Commands

6.8.1

ADSL Line Profile Commands

Get adsl line profile

Description: Use this command to get.

Command Syntax: get adsl line profile [ifname <ifname>]

Modify adsl line profile

Description: Use this command to modify.

Command Syntax: modify adsl line profile ifname <interface-name>
[ atucrateadaptation fixed | adaptAtStartup | adaptAtRuntime ]

[ gsparamtestinputfile <gsparamtestinputfile-val> ] [ atuctargetsnr
<atuctargetsnr-val > ] [ atucmaxsnrmargin <atucmaxsnrmargin-val > ]
[ atucgsrsintcorrectionup 125us | 250us | 500us | Ims | 2ms | 4ms |
disable ] [ atucdnshiftsnrmargin <atucdnshiftsnrmargin-val > ]

[ atucupshiftsnrmargin <atucupshiftsnrmargin-val > ]

[ atucminupshifttime <atucminupshifttime-val > |

[ atucmindnshifttime <atucmindnshifttime-val > ] [ atucfastmintxrate
<atucfastmintxrate-val > ] [ atucintimintxrate <atucintimintxrate-val > ]
[ atucfastmaxtxrate <atucfastmaxtxrate-val > ] [ atucintimaxtxrate
<atucintimaxtxrate-val > ] [ atucmaxintldelay <atucmaxintidelay-val > ]
[ type noChannel | fastOnly | interleavedOnly | fastOrinterleaved |
fastAndinterleaved ] [ atucgstxendbin <atucgstxendbin-val > ]

[ atucgstxstartbin <atucgstxstartbin-val > ] [ atucgsmaxbitsperbin
<atucgsmaxbitsperbin-val > ] [ atucgsrxstartbin <atucgsrxstartbin-val
> ][ atucgsrxendbin <atucgsrxendbin> ] [ atucgsrxbinadjust disable ]
[ atucgsltriggermode disable | {locCrc | rmtCrc | snrinc | snrDec}+ ]

[ atucgsadi2x standard ] [ atucgsstandard t1413 | gLite | gDmt |
alctl14 | multimode | adi | alctl | t1413Auto | adsIPlus| GspanPlus]

[ atucgsinitiate waitPn | ctone | initiatePn ] [ atucgstxpoweratten
0].1].2].3|.4|.51.6 .7 .8].9]1112| 3|14516] 7|89 |10 | 11| 12]

[ atucgscodinggain Auto [0 1]2]3|4|5]

6|7][ atucgsrsfastovrhddn 50 | 25 | 12 |6|3|1| Disable ]

[ atucgsrsintcorrectiondn 125Us | 250Us | 500Us | 1Ms | 2Ms | 4Ms |
Disable ] [ atucgsrsfastovrhdup 50 | 25| 12 |6|3 | 1 | Disable ]

[ atucgsdrstby Disable | Enable ] [ atucgsexpexch Expanded | Short ]
[ atucgsescfastretrain Enable | Disable ] [ atucgsfastretrain Enable |
Disable ] [ atucgsbitswap Disable | Enable ] [ atucgsntr LocalOcs |
Refck8K ] [ atucgsannextype AnnexA | AnnexB | HighSpeed|
GspanPlus | V1010] [ atucgsalctlusver Unknown ]

[ atucgsusecustombin Enable | Disable ] [ atucgsdnbinusage
<atucgsdnbinusage-val > ] [ atucgsmaxdco 64 | 128 | 256 ]

[ atucgsfullretrain Enable | Disable ] [ atucgsadvcap disable | {annexa
| annexb | adslplus| gspanplus}+ ] [ atucgspsdmasktype Adsl |
HsadsIM1 | HsadsIM2 ] [ dmtconfmode ecMode | fdmMode ]

[ atucgseraseprofs enable | disable ] [ atucgsextrsmemory present |
notpresent | [ paramhybridlossteststart <paramhybridlossteststar-val
>t] [ paramhybridlosstestend <paramhybridlosstestend> ] [ dmttrellis
on | off ] [ aturtargetsnrmargin <aturtargetsnrmargin-val > ]
[aturdnshiftsnrmargin <aturdnshiftsnrmargin-val > |
[aturupshiftsnrmargin <aturupshiftsnrmargin-val > |
[aturminupshifttime <aturminupshifttime-val > ] [ aturmindnshifttime
<aturmindnshifttime-val > ] [ aturfastmintxrate <aturfastmintxrate-val
> ][ aturintimintxrate <aturintimintxrate-val > ] [ aturfastmaxtxrate
<aturfastmaxtxrate-val > ] [ aturintimaxtxrate <aturintimaxtxrate-val > ]
[aturmaxintldelay <aturmaxintldelay-val > ][ databoost
Enable|Disable][ upstreampsd Extended|Standard ]

Parameters
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Name

Description

ifname <interface-name>

The ADSL line interface name, whose profile is
to be modified or viewed
Type : Modify --
Get -- Optional
Valid values: dsl-0 - dsl-*

Mandatory

atucrateadaptation fixed |
adaptAtStartup |
adaptAtRuntime

Defines what form of transmit rate adaptation
is configured, on this modem. Refer to ADSL
Forum TR- 005 for more information.

Type : Modify -- Optional

gsparamtestinputfile
<gsparamtestinputfile-val >

Indicates Name of the Input file, which
contains the Mask Array Size, lower and upper
mask Array. Null string means no file is
specified.

Type : Modify --  Optional

atuctargetsnr
<atuctargetsnr-val >

Configured Target Signal/Noise Margin. This is
the Noise Margin the modem must achieve
with a BER of 10 to the power 7, or better, to
successfully complete initialization.

Type Modify -- Optional

Valid values: 0 - 310

atucmaxsnrmargin
<atucmaxsnrmargin-val >

Configured Maximum acceptable Signal/Noise
Margin. If the Noise Margin is above this, the
modem should attempt to reduce its power
output to optimize its operation.

Type : Modify -- Optional

Valid values: 0 - 310

atucgsrsintcorrectionup

125us | 250us | 500us | 1ms |

2ms | 4ms | disable

Sets the correction time for the upstream
interleaved buffer. RS can also be disabled.
Type: Modify -- Optional

atucdnshiftsnrmargin
<atucdnshiftsnrmargin-val >

Configured Signal/Noise Margin for rate
downshift. If the noise margin falls below this
level, the modem should attempt to decrease
its transmit rate. In the case that RADSL mode
is not present, the value will be 0.

Type Modify -- Optional

Valid values: 0 - 310

atucupshiftsnrmargin
<atucupshiftsnrmargin-val >

Configured Signal/Noise Margin for rate
upshift. If the noise margin rises above this
level, the modem should attempt to increase
its transmit rate. In the case that RADSL is not
present, the value will be 0.

Type : Modify -- Optional

Valid values: 0 - 310

atucminupshifttime
<atucminupshifttime-val >

Minimum time that the current margin is above
UpshiftSnrMgn, before an upshift occurs. In
the case that RADSL is not present, the value
will be 0.

Type Modify -- Optional

Valid values: 0 - 16383

atucmindnshifttime
<atucmindnshifttime-val >

Minimum time that the current margin is below
DownshiftSnrMgn, before a downshift occurs.
In the case that RADSL is not present, the
value will be 0.
Type Modify -- Optional
Get -- Optional
Valid values: 0 - 16383

atucfastmintxrate
<atucfastmintxrate-val >

Configured Minimum Transmit rate for 'Fast'
channels, in bps. Also refer to
‘adslAtucConfRateChanRatio' for information
regarding RADSL mode. Refer to ATU-R
transmit rate for ATU-C receive rates.

Type : Modify -- Optional

Valid values: 0 - Oxffffffff
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atucintlmintxrate
<atucintimintxrate-val >

Configured Minimum Transmit rate for
‘Interleave’ channels, in bps. Also refer to
‘adslAtucConfRate-ChanRatio’ for information
regarding RADSL mode and refer to ATU-R
transmit rate for ATU-C receive rates.

Type Modify --Optional

Valid values: 0 - Oxffffffff

Atucfastmaxtxrate
<atucfastmaxtxrate-val >

Configured Maximum Transmit rate for 'Fast’
channels, in bps. Also refer to
‘adslAtucConfRateChanRatio’ for information
regarding RADSL mode. Refer to ATU-R
transmit rate for ATU-C receive rates.

Type : Modify -- Optional

Valid values: 0 - Oxffffffff

atucintimaxtxrate
<atucintimaxtxrate-val >

Configured Maximum Transmit rate for
‘Interleave’ channels, in bps. Also refer to
‘adslAtucConfRateChanRatio’ for information
regarding RADSL mode and ATU-R transmit
rate for ATU-C receive rates.

Type : Modify -- Optional

Valid values: 0 - Oxffffffff

atucmaxintldelay
<atucmaxintldelay-val >

Configured maximum Interleave Delay for this
channel. Interleave delay applies only to the
interleave channel and defines the mapping
(relative spacing) between subsequent input
bytes at the interleaver input and their
placement in the bit stream at the interleaver
output. Larger numbers provide greater
separation between consecutive input bytes in
the output bit stream, allowing for improved
impulse noise immunity at the expense of
payload latency.

Type : Modify --
Valid values: 0 - 255

Optional

type noChannel | fastOnly |
interleavedOnly |
fastOrinterleaved |
fastAndinterleaved

This object is used to configure the ADSL
physical line mode
Type : Modify --Optional

atucgstxendbin
<atucgstxendbin-val >

The highest bin number allowed for Tx signal.
Type : Modify -- Optional
Valid values: 0x06 -Ox1ff

atucgstxstarthin
<atucgstxstartbin-val >

The lowest bin number allowed for Tx signal.
Type: Modify — Optional
Valid values: Ox1ff

atucgsmaxbitsperbin
<atucgsmaxbitsperbin-val >

The maximum Rx number of bits per bin.
Type : Modify Optional
Valid values: 0 - 15

atucgsrxstartbin
<atucgsrxstartbin-val >

The lowest bin number allowed for Rx signal.
Type : Modify — Optional
Valid values: Ox1ff

atucgsrxendbin
<atucgsrxendbin-val >

The highest bin number allowed for Rx signal.
Type : Modify - Optional
Valid values: 0x1ff

atucgsrxbinadjust disable

This parameter employs Rx Start/End bin
settings

Type: Modify -- Optional

atucgsltriggermode disable
| {locCrc | rmtCrc | snrinc |
snrDec}+

The type of event that triggers a fast retrain
Type: Modify --Optional

atucgsadi2x standard

For non-standard compliant ADI CPE
Type: Modify --Optional

atucgsstandard t1413 |
glLite | gbDmt | alctl14 |
multimode | adi | alctl |
t1413Auto|adslIPlus|
GspanPlus

Preferred standard compliance. Outcome is
dependent upon standard support of the
remote unit.GlobespanVirata High Speed
ADSL DMT (AD-

SL+)applications only

Type: Modify --Optional

atucgsinitiate waitPn | ctone

| initiatePn

Specifies which end initiates startup. It is also
used to send a C-tone to the remote unit.
Type: Modify --Optional
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Atucgstxpoweratten 0|.1 |.2
| .3]1.4].5].6].7] .8].9] 1|2| 3|
4/5 16| 7] 8|9 [10|11]12

The value in dB of Tx power attenuation
Type: Modify --Optional

atucgscodinggain Auto | O
11 [23]4 |5]6[7

Sets the coding gain in dB increments
Type: Maodify --Optional

atucgsrsfastovrhddn 50 |
25|12|6] 3|1| Disable

This parameter sets the percentage overhead
for the downstream fast buffer. RS can also be
disabled.

Type: Modify --Optional

atucgsrsintcorrectiondn
125Us | 250Us | 500Us | 1Ms
| 2Ms | 4Ms | Disable

This parameter sets the correction time for the
downstream interleaved buffer. RS can also be
disabled.

Type: Modify --Optional

atucgsrsfastovrhdup 50 |
25|12|6] 3|1| Disable

This parameter sets the percentage overhead
for the upstream fast buffer. RS can also be
disabled.

Type: Modify --Optional

atucgsdrstby Disable |
Enable

This parameter provides the ability to disable
power

to the line driver

Type: Madify --Optional

atucgsexpexch Expanded |
Short

T1.413 parameter that Enables/Disables EES
Type: Modify --Optional

atucgsescfastretrain
Enable | Disable

This parameter enables/disables escape to
the fast retrain capability
Type: Modify --Optional

atucgsfastretrain Enable |
Disable

This parameter enables/disables the fast
retrain capability. Currently supported only in
G.lite mode.

Type: Modify --Optional
atucgsbitswap Disable | This parameter enables/disables bit
Enable swapping

Type: Modify --Optional

atucgsntr LocalOcs |
Refck8K

This parameter enables/disables NTR on a
per chip basis

Type: Modify --Optional

atucgsannextype AnnexA |
AnnexB | HighSpeed |
GspanPlus | V1010

This parameter is set as per annex compliance
of the code release. GlobespanVirata High
Speed ADSL DMT (ADSL+) applications only
Type: Modify --Optional

atucgsalctlusver Unknown

For T1.413 demo purposes only
Type: Modify --Optional

tucgsusecustombin Enable
| Disable

This parameter enables/disables user
selection of any of the 511 bins that will be
enabled for upstream and downstream
transmission.

Type: Modify --Optional

atucgsdnbinusage
<atucgsdnbinusage-val >

1" in bit position indicates usage of
corresponding bin. '0' disables usage of
corresponding bin.

Type: Modify --Optional

atucgsmaxdco 64 | 128
|256

Maximum interleaving depth supported by the
customer's hardware

Type: Modify --Optional
. Indicates enable/disable of auto retrain
atucgsfullretrain Enable bili
| Disable capability .
Type: Modify --Optional

atucgsadvcap disable |
{annexa | annexb | adslplus |
gspanplus}+

This parameter controls if the CO will attempt
to startup using alternate standards if the CPE
does not support ADSL+.

Type: Modify --Optional

atucgspsdmasktype Adsl |
HsadsIM1 | HsadsIM2

This parameter selects the PSD mask option
to be used
Type: Modify --Optional

dmtconfmode ecMode |
fdmMode

Indicates whether there is overlap or no
overlap of bins
Type: Modify --Optional

atucgseraseprofs enable |
disable

This parameter enables/disables the ability
to erase all fast retrain profiles at startup
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Type: Modify --Optional

atucgsextrsmemory
present | notpresent

Indicates whether customer's Hardware uses
external RS RAM
Type: Modify --Optional

Paramhybridlossteststart
<paramhybridlosstestst-art

Start bin for range of bins to be measured
Type Modify -- Optional
Valid values: Ox1ff

paramhybridlosstestend
<paramhybridlosstestend-val
>

End bin for range of bins to be measured
Type Modify -- Optional
Valid values: Ox1ff

dmttrellis on | off

This parameter enables/disables trellis coding.
Trellis coding should always be enabled for its
clear performance advantage.

Type: Modify -- Optional

tucgsusecustombin Enable
| Disable

This parameter enables/disables user
selection of any of the 511 bins that will be
enabled for upstream and downstream
transmission.

Type: Modify --Optional

aturtargetsnrmargin
<aturtargetsnrmargin-val >

Configured Target Signal/Noise Margin. This
is the Noise Margin the modem must achieve
with a BER of 10 to the power 7 or better, to
successfully complete initialization.

Type Modify -- Optional

Valid values: 0 - 310

aturdnshiftsnrmargin
<aturdnshiftsnrmargin-val >

Configured Signal/Noise Margin for rate
downshift.

If the noise margin falls below this level, the
modem should attempt to decrease its
transmit rate. In the case that RADSL mode is
not present, the value will be 0.

Type Modify -- Optional

Valid values: 0 - 310

aturupshiftsnrmargin
<aturupshiftsnrmargin-val >

Configured Signal/ Noise Margin for rate
upshift. If the noise margin rises above this
level, the modem should attempt to increase
its transmit rate. In the case that RADSL is not
present, the value will be 0.

Type Modify -- Optional

Valid values: 0 - 310

aturminupshifttime
<aturminupshifttime-val >

Minimum time that the current margin is above
Up shiftSnrMgn before an upshift occurs. In
the case that RADSL is not present, the value
will be 0.

Type : Modify -- Optional

Valid values: 0 - 16383

aturmindnshifttime
<aturmindnshifttime-val >

Minimum time that the current margin is below
DownshiftSnrMgn before a downshift occurs.
In the case that RADSL mode is not present,
the value will be 0.

Type Modify -- Optional

Valid values: 0 - 16383

aturfastmintxrate
<aturfastmintxrate-val >

Configured Minimum Transmit rate for 'Fast'
channels, in bps. Also refer to
‘adslAturConfRateChan-Ratio’ for information
regarding RADSL mode and ATU-C transmit
rate for ATU-R receive rates.

Type Modify -- Optional

Valid values: 0 - Oxffff

aturintimintxrate
<aturintimintxrate-val >

Configured Minimum Transmit rate for
‘Interleave’ channels, in bps. Also refer to
'‘adslAturConfRate-ChanRatio' for information
regarding RADSL mode and refer to ATU-C
transmit rate for ATUR receive rates.

Type Modify -- Optional

Valid values: 0 - Oxffff

170




Configured Maximum Transmit rate for 'Fast'
channels, in bps. Also refer to
‘adslAturConfRateChan-Ratio’ for information
regarding RADSL mode and refer to ATU-C
transmit rate for ATUR receive rates.

Type Modify -- Optional

Valid values: 0 - Oxffff

Aturfastmaxtxrate
<aturfastmaxtxrate-val >

Configured Maximum Transmit rate for
'Interleave’ channels, in bps. Also refer to
‘adslAturConfRate-ChanRatio’ for information
regarding RADSL mode and ATU-C transmit
rate for ATU-R receive rates.

Type Modify -- Optional

Valid values: 0 - Oxffff

aturintlmaxtxrate
<aturintimaxtxrate-val >

Configured maximum Interleave Delay for this
channel. Interleave delay applies only to the
interleave channel and defines the mapping
(relative spacing) between subsequent input
bytes at the interleaver input and their
placement in the bit stream at the interleaver
output. Larger numbers provide greater
separation between consecutive input bytes in
the output bit stream, allowing for improved
impulse noise immunity at the expense of
payload latency.

Type Modify -- Optional

Valid values: 0 - 255

aturmaxintldelay
<aturmaxintldelay-val >

GlobespanVirata parameter that
enables/disables DataBoost option
Type Modify -- Optional
Valid values: Enable|Disable

databoost Enable|Disable

upstreampsd
Extended|Standard

GlobespanVirata parameter that sets the
upstream PSD to be either extended or
standard. Used for GSpan Plus only
Type Modify -- Optional

Valid values: Extended|Standard
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Example $ get adsl line profile ifname dsl-0

Output Verbose Mode On
AOSL ATUC Configuration
Rate Adaptaticm 1 Fixed
Target Sor Margin(defiol : 20 Max Snr Margio(dB/10) 1 40
GeREIntCorrscticnlip 1 1me mmehift EnrMargini(de/in] 1 35
vpehift SorMargin(def1ol 50 Min vpebift Time(es=c) 1 70
Min Imshift Time{eec) 10 Faet Min Tz Bats(bpe) 1 0¥20
Intl HWin Tx Rate(bpe) 1 0xd0 Faet Max Tx Rate(bpe) 1 Qx50
Int]l Hax Tx Rate(bpe] 1 QXG0 Max Intl Delay (ma) 1 10
GETxECartBin 1 0x20 G3TxEndEin 1 0X06
GeRxEtartBin 1 Ox06 GsRxEndein 1 ox1f
GEMaxBitsPerBin 1 15 GabMaxDCo HILT
GERxBinAdjust 1 enabls G3EraeeProfiles 1 enable
GeRdizx 1 atandard Gsftandard 1 t1413
GeInitiate 1 waitFn GITxFoweIktten 1 .6
GeCodingGain 1 Buto GaReFaetovrhdbown 11
GEREINtCorrect icnbown 1 12508 GaReFaetovrhdup 1 50
GeDIEChy 1 Dipable GaExpandedExchangs 1 Short
GeEecapeFastRetrain 1 Enabls G3FastRetrain 1 Enable
GEEitEwap 1 Enable GaHtr 1 Lecaloce
GERIMexTyps 1 BOmExR GaRlctlUEVer 1 Unkno
GeleeCustomBin 1 Enabls GsFullRetrain 1 Enable
GePpdHaskTvps 1 hdel Dot ConfMode 1 oecMods
GEEXLRaEMemory 1 ExtReMemory GaParamHybridlcesTeetEtart : 0x1d
GeParanHybridiceeTestEnd @ 0x23 GamtTrellis 1 on
GehdvertisedCapabilities 1 dieable
GelTriggermods 1 EmtCre
Type 1 noChannel
GeImBinUsage 1 oxfE
ParametricTeatInputFile : TestFile
Data Boost 1 Enable Upetream PSD 1 Standard
ADEL ATUR Configuration
Target Sor Margini{def1a) 20 mmehift EnrMargin(de/in] 1 35
Upebift SorMargini{def10] 50 Min Upebift Time(esc) 1 Ta
Min Imshift Time{eec) 10 Faet Min Tz Rats(bpe) 1 QK20
Intl Hin Tx Rate(bpe) axli Faet Max Tx Ratsl(bpe) 1 0x40
Intl Hax Tx Rate(bpel XG0 Max Intl Delay(ms) 1 10



Output Fields

Field

Description

IfName

The ADSL line interface name, whose profile is to be
modified or viewed

Rate Adaptation

Defines what form of transmit rate adaptation is configured
on this modem. Refer to ADSL Forum TR-005 for more
information.

Target Snr
Margin(dB/10)

Configured Target Signal/Noise Margin. This is the Noise
Margin the modem must achieve with a BER of 10 to the
power -7 or better to successfully complete initialization.

Max Snr
Margin(dB/10)

Configured Maximum acceptable Signal/Noise Margin. If
the Noise Margin is above this, the modem should attempt
to reduce its power output to optimize its operation.

GsRsIntCorrecti
onUp

Sets the correction time for the upstream interleaved
buffer. RS can also be disabled.

Dnshift
SnrMargin(dB/1
0)

Configured Signal/Noise Margin for rate downshift. If the
noise margin falls below this level, the modem should
attempt to decrease its transmit rate. In the case that
RADSL mode is not present, the value will be 0.

Upshift
SnrMargin(dB/1
0)

Configured Signal/Noise Margin for rate upshift. If the
noise margin rises above this level, the modem should
attempt to increase its transmit rate. In the case that
RADSL is not present, the value will be 0.

Minimum time that the current margin is above Up-

'Il\'/lilrzeLégsg)m shiftSnrMgn before an upshift occurs. In the case that
RADSL is not present, the value will be 0.

Min Dnshift Minimum time that the current marg_in is below

Time(sec) DownshlﬁSnngn before a downshift occurs. In the case
that RADSL is not present, the value will be 0.
Configured Minimum Transmit rate for 'Interleave’

Intl Min Tx channels, in bps. Also refer t_o _ _ _

Rate(bps) 'adslAtucConfRate-ChanRatio' for |nform§t|on regarding
RADSL mode and refer to ATU-R transmit rate for ATU-C
receive rates.
Configured Maximum Transmit rate for 'Fast’' chan

Fast Max Tx nels, in bps. Also refer to 'adslAtucConfRateChan-Ratio’

Rate(bps) for information regarding RADSL mode and ATU-R
transmit rate for ATU-C receive rates.
Configured Maximum Transmit rate for 'Interleave’

Intl Max Tx channels, in bps. Also refer.to . . .

Rate(bps) ‘adslAtucConfRateChanRatio' for information regarding
RADSL mode and ATU-R transmit rate for ATU-C receive
rates.
Configured maximum Interleave Delay for this channel.
Interleave delay applies only to the interleave channel and
defines the mapping (relative spacing) between

Max Intl subsequen? input pytes at the interleaver input and their

Delay(ms) placement in the bit stream at the interleaver output.

Larger numbers provide greater separation between
consecutive input bytes in the output bit stream, allowing
for improved impulse noise immunity at the expense of
payload latency.

GsTxStartBin

The lowest bin number allowed for Tx signal.

GsTxEndBin The highest bin number allowed for Tx signal.
GsRxStartBin The lowest bin number allowed for Rx signal.
GsRxEndBin The highest bin number allowed for Rx signal.

GsMaxBitsPerB
in

The maximum Rx number of bits per bin.

GsMaxDCo

Maximum interleaving depth supported by the customer's
hardware.

GsRxBinAdjust

This parameter employs Rx Start/End bin settings.

GsEraseProfile
S

This parameter enables/disables the ability to erase all fast
retrain profiles at startup.

GsAdi2x

For non-standard compliant ADI CPE.
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Preferred standard compliance. Outcome is dependent
upon standard support of the remote unit.

GsStandard GlobespanVirata High Speed ADSL DMT (ADSL+)
applications only.

Gslnitiate Specifies which end initiates startup. Itis also used to send
a C-tone to the remote unit.

SsTxPowerAtte The value in dB of Tx power attenuation.

GsCodingGain Sets the coding gain in dB increments.

GsRsFastOvrhd | This parameters sets the percentage overhead for the

Down downstream fast buffer. RS can also be disabled.

GsRsintCorrecti | This parameter sets the correction time for the

onDown downstream interleaved buffer. RS can also be disabled.

GsRsFastOvrhd | This parameter sets the percentage overhead for the

Up upstream fast buffer. RS can also be disabled.

GsDrStby Thls pgrameter provides the ability to disable power to the
line driver.

GsExpandedEx T1.413 parameter that Enables/Disables EES.

change

GsEscapeFastR | This parameter enables/disables escape to the fast retrain

etrain capability.

GsFastRetrain

This parameter enables/disables the fast retrain capability.
Currently supported only in G.lite mode.

GsBitSwap This parameter enables/disables bit swapping.

GsNtr This parameter enables/disables NTR on a per chip basis.
This parameter is set as per Annex compliance of the

GsAnnexType code release. GlobespanVirata High Speed ADSL DMT

(ADSL+) applications only

GsAlctlUsVer

For T1.413 demo purposes only.

GsUseCustomB
in

This parameter enables/disables user selection of some of
those 511 bins that will be enabled for upstream and
downstream transmission.

GsFullRetrain

Indicates enable/disable of auto retrain capability.

GsPsdMaskTyp | This parameter selects the PSD mask option to be

e used

DmtConfMode Indicates whether there is overlap or no overlap of bins.
GsExtRsMemor | Indicates whether customer's Hardware uses external RS
y RAM.

GsParamHybrid
LossTestSta rt

Start bin for range of bins to be measured.

GsParamHybrid
LossTestEnd

End bin for range of bins to be measured.

GsDmtTrellis

This parameter enables/disables trellis coding. Trellis
coding should always be enabled for its clear performance
advantage.

GsAdvertisedC
apabilities

This parameter controls if the CO will attempt to startup
using alternate standards if the CPE does not support
ADSL+.

GsITriggerMode

The type of event that triggers a fast retrain.

Type

This object is used to configure the ADSL physical line
mode.

GsDnBinUsage

1" in bit position indicates usage of corresponding bin,
whereas a '0' disables usage of corresponding bin.

ParametricTestl
nputFile

Indicates Name of the Input file that contains the Mask
Array Size, lower and upper mask Array. Null string means
no file is specified.

Target Snr
Margin(dB/10)

Configured Target Signal/Noise Margin. This is the Noise
Margin the modem must achieve with a BER of 10 to the
power -7, or better, to successfully complete initialization.
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6.8.2

>

>

Upshift Co'nfigured.SignaI/ Noise Mgrgin for rate upshift. If the
SnrMargin(dB/1 noise margin rises a_bove this _Ievel, the modem should
0) attempt to increase its transmit rate. In the case that
RADSL is not present, the value will be 0.
Min Upshift Mi_nimum time that the current margin is above Up-
Time(sec) shn‘tSnngn, before an upshift occurs. In the case that
RADSL is not present, the value will be 0.
Min Dnshift Minimum time that the current margi_n is below
Time(sec) DownshiftSnrMgn, _before a downshift occurs. In the case
that RADSL mode is not present, the value will be 0.
Configured Minimum Transmit rate for 'Fast' channels, in
Fast Min Tx bps. Also refer to 'adslAturConfRateChanRatio’ for
Rate(bps) information regarding RADSL mode and ATU-C transmit
rate for ATU-R receive rates.
Configured Minimum Transmit rate for 'Interleave’
Intl Min Tx channels, in bps. Also refer.to . . .
Rate(bps) ‘adslAturConfRateChanRatio’ for information regarding
RADSL mode and to ATU-C transmit rate for ATUR
receive rates.
Configured Maximum Transmit rate for 'Fast' channels, in
Fast Max Tx bps. Also refer to 'adslAturConfRateChan-Ratio’ for
Rate(bps) information regarding RADSL mode and to ATU-C
transmit rate for ATUR receive rates.
Configured Maximum Transmit rate for 'Interleave’
Intl Max Tx channels, in bps. Also refer_to ' _ '
Rate(bps) ‘adslAturConfRateChanRatio’ for information regarding
RADSL mode and to ATU-C transmit rate for ATU-R
receive rates.
Configured maximum Interleave Delay for this channel.
Interleave delay applies only to the interleave channel and
defines the mapping (relative spacing) between
Max Intl subsequenf[ input b_ytes at the inter_leaver input and their
Delay(ms) placement in the bit stream at the interleaver output.
Larger numbers provide greater separation between
consecutive input bytes in the output bit stream, allowing
for improved impulse noise immunity at the expense of
payload latency.
Data Boost GIobespanVire_\ta parameter that enables/disables
DataBoost option
GlobespanVirata parameter that sets the upstream PSD to
Upstream PSD be either extended or standard. Used for GSpan Plus only

ADSL Line Intf Commands

Get adsl line intf

Description: Use this command to view ADSL line configuration.

Command Syntax: get adsl line intf [ifname <interface-name>]

Modify adsl line intf

Description: Use this command to modify ADSL line configuration.

Command Syntax: modify adsl line intf ifname <interface-name>

[ lineconfgsaction startup |spectrumReverb | analogLb | digitalLb |
atmLp | spectrumMedley |spectrumPilot | spectrumCMtpr |
spectrumRMtpr | hybridLossTest |rcvLinearityTest | recvFilterTest |
rcvPowerPerBinTest |idleNoisePerBinTest | totalldleNoiseTest|selt |
shutdown | wakeup][ linepmconfpmsf idleop|dataop|l2op ]

[ linedeltconfldsf inhibit|force ] [enable | disable]

[ LineTransAtucConfig { ansit1413| etsi | g9921PotsNonOverlapped |

g9921PotsOverlapped |q9921IsdnNonOverlapped |
g9921lisdnOverlapped |q9921tcmisdnNonOverlapped |
g9921tcmlisdnOverlapped |q9922potsNonOverlapped |
q9922potsOverlapped |q9922tcmisdnNonOverlapped |
g9922tcmlisdnOverlapped |q9921tcmisdnSymmetric |

adslPlusPotsNonOverlapped |q9921GspanPlusPotsNonOverlapped |
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g9921GspanPlusPotsOverlapped |g9923AdsI2PotsOverlapped |
g9923AdsI2PotsNonOverlapped |q9925AdsI2PlusPotsOverlapped |
g9925AdsI2PlusPotsNonOverlapped |q9923Reads|2PotsOverlapped |
g9923Readsl2PotsNonOverlapped |adsIPlusPotsOverlapped}+ ]

Parameters

Name Description

The Interface name of DSL port.
Type : Modify — Mandatory

Get - Optional
Valid values: dsl-*

ifname < interface-name>

lineconfgsaction startup|
spectrumReverb |analogLb |
digitalLb |atmLp |
spectrumMedley
|spectrumPilot |spectrumCMtpr
|spectrumRMtpr Allows action on per-line basis.
|hybridLossTest Type : Optional
[rcvLinearityTest |rcvFilterTest
[rcvPowerPerBinTest
lidleNoisePerBinTest
|totalldleNoiseTest|selt|
shutdown | wakeup

Administrative Status of the interface.
Enable|disable Type : Optional
Valid values: enable or disable

PM-related parameter used by ATU-C to
Linepmconfpmsf force a change in the line state. (Not
idleop|dataop|l2op available for ADSL/ADSL2Plus)

Type: Modify -- Optional

The DELT-related parameter used by ATU-C
to force the line into the loop diagnostics
Linedeltconfldsf inhibit|force mode. (Not available for ADSL and
ADSL2plus)

Type: Madify -- Optional

LineTransAtucConfig
{ansit1413|etsi|g9921Pot
sNonOverlapped|q9921Pots
Overlapped|q9921IsdnNonO
verlapped|g9921isdnOverl
apped|q9921tcmisdnNonOve
rlapped|q9921tcmlisdnOver
lapped|q9922potsNonOverl
apped|g9922potsOverlappe
d|g9922tcmisdnNonOverlap
ped|g9922tcmisdnOverlapp
ed|q9921tcmisdnSymmetric
|adsIPlusPotsNonOverlapp
ed|q9921GspanPlusPotsNon
Overlapped|q9921GspanPlu
sPotsOverlapped|g9923Ads
I12PotsOverlapped|q9923Ad
sl2PotsNonOverlapped|q99
25AdsI2PlusPotsOverlappe
d|q9925AdsI2PlusPotsNonO
verlapped|q9923Reads|2Pots
O

The transmission modes that the ATU-C is
capable of supporting. The modes available
are limited by the design of the equipment.
REFERENCE "Section 7.3.2 ITU G.997.1"
(length = 4 bytes).

verlapped|q9923Reads|2Pots
NonOverl
apped|adsIPlusPotsOv
erlapped}+

Example $ get adsl line intf ifname dsl-0
Output Verbose Mode On
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Yerbose Mode On

IfName

Line Type

Gsltopia L2TxRddr
Es Clock Type
Admin Status

Trans Atuc Cap
Trans Atuc Zetual
Trans Atuc Config

: dsl-0

: Imterleaved Coding Type dmt
23 L2 10

: oscillator Startlp
: Enable Enable

: g3921PotsHonCwerlapped
: g3921PotsHonlwerlapped
: ansitldll

EsImtTrellis : trellisOn
Trans Atur Cap : ansitldll
Y Conf EMSF : idleop
Line DELT Conf LODSF : inhibit
Output Fields
Field Description
IfName The interface name of the DSL port.
Line Type Line type used by the DSL port.
Coding Type Line coding type used by the port.

GsUtopia L2TxAddr

UTOPIA Level 2 Tx address for a line.

GsUtopia L2RxAddr

UTOPIA Level 2 Rx address.

Gs Clock Type

Indicates use of crystal or oscillator.

Gs Action

Allows action on per-line basis.

Admin Status

Administrative Status of the interface.

Oper Status

Operational Status of the interface.

Trans Atuc Cap

Transmission modes that ATU-C is capable of.

Trans Atuc Actual

Transmission modes

GsDmtTrellis

Indicates whether trellis coding has been enabled
or not.

Trans Atur Cap

The transmission modes that the ATU-R is capable
of supporting. The modes available are limited by
the design of the equipment (length = 4 bytes).

PM Conf PMSF

PM-related parameter used by ATU-C to force a
change in the line state. (Not available for
ADSL/ADSL2PIus)

Line DELT Conf LDSF

The DELT-related parameter used by ATU-C to
force the line into the loop diagnostics mode. (Not
available for ADSL and ADSL2plus)

Trans Atuc Config

The transmission modes that the ATU-C is capable
of supporting. The modes available are limited by
the design of the equipment. REFERENCE "Section
7.3.2 1ITU G.997.1" (length =4 bytes).

References

get adsl line profile

get adsl alarm profile.

modify adsl line profile
modify adsl alarm profile

DSL System Commands

» Getdsl system

Description: Use this command to view DSL system sizing information

Command Syntax: get dsl system

» Create dsl system

Description:

Use this command to create.

Command Syntax: create dsl system [ dsltype Adsl | Sdsl | Shdsl ]
[ linecoding Other|Dmt|Cap|Qam ] [ adsltxcfg {ansit1413 | etsi
[09921PotsNonOverlapped | g9921PotsOverlapped
[g9921IsdnNonOverlapped |
g9921IsdnOverlapped|q9921TcmisdnNonOverlapped |
g9921TcmlisdnOverlapped |q9922PotsNonOverlapped |
q9922PotsOverlapped |q9922TcmlsdnNonOverlapped
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[q9922TcmlisdnOverlapped |[q9921TcmisdnSymmetric |
adslPlusPotsNonOverlapped
[09921GspanPlusPotsNonOverlapped|q9921GspanPlusPotsOverlappe
d | vdsINonOverlapped |vdslOverlapped }+ ]

Parameters

Name Description

Identifies the firmware to be downloaded.
dsltype Adsl | Sdsl | Type :Optional for all commands
Default value: adsl

ADSL line code type.
Type :Optional for all commands
Default value: Dmt

linecoding Other | Dmt | Cap |
Qam

adsltxcfg {ansit1413 | etsi |
q9921PotsNonOverlapped |
q9921PotsOverlapped |
q9921IsdnNonOverlapped |
9921IsdnOverlapped |

9921 TcmlisdnNonOverlapped|

9921 TcmisdnOverlapped |
9922PotsNonOverlapped | Transmission capabilities with which the
09922PotsOverlapped | DSL system is configured.

09922TcmisdnNonOverlappe Type : Optional for all commands

d| g9922TcmisdnOverlapped Default value: q9921PotsNonOverlapped |
|q9921TcmlsdnSymmetric | g9921PotsOverlapped
9921GspanPlusPotsNonOve
rlapped |
9921GspanPlusPotsOverla
pped | vdsINonOverlapped |
vdslOverlapped }+
adslPlusPotsNonOverlappe

d}+
Example $ create dsl system txcfg 9921 potsNonOverlapped
Output Verbose Mode On
DEL Type @ Adel Lins coding : Dmt

Tx Config : q39%21poteHonCverlapped

Output Fields

Field Description

DSL Type Identifies the firmware to be downloaded.

Line coding ADSL line code type.

Tx Config te‘rr:]air;sgis;igour:ec;pabiIities with which the DSL sys
6.8.4 ADSL Cap Commands

» Get adsl cap

Description: Use this command to view DSL transmission

capability.
Command Syntax: get adsl cap
Parameters None
Example $ get adsl cap
Output Verbose Mode On
Tx Capability 1 g9921potadverlapped g%221poteNondverlapped

Output Fields

Field Description
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Tx Capability Transmission capabilities of the DSL system.

References

e create dsl system
e (et dsl system.

6.8.5 ADSL Alarm Profile Commands

» Get adsl alarm profile

Description: Use this command to view ADSL alarm profile,
corresponding to an ADSL interface.

Command Syntax: get adsl alarm profile [ifname <interface-name>]
= Modify adsl alarm profile

Description: Use this command to modify ADSL alarm profile,
corresponding to an ADSL interface.

Command Syntax: modify adsl alarm profile ifname <
interface-name > [ atucthresh15minlofs <atucthresh15minlofs-val> ]
[ atucthresh15minloss <atucthreshl5minloss-val > ]
[atucthresh15minlols <atucthresh15minlols-val > ]

[ atucthresh15minlprs <atucthresh15minlprs-val > |

[ atucthresh15miness <atucthreshl5miness-val > |
[atucthreshfastrateup <atucthreshfastrateup-val > ]

[ atucthreshintlrateup <atucthreshintlrateup-val > ]

[ atucthreshfastratedn <atucthreshfastratedn-val > ]
[atucthreshintlratedn <atucthreshintlratedn-val > ] [ atucinitfailtrap
<atucinitfailtrap-val >][atucoptrapenable <atucoptrapenable-val > ]
[ aturthresh15minlofs <aturthreshl5minlofs-val

> ][ aturthresh15minloss <aturthresh1l5minloss-val > |

[ aturthresh15minlprs <aturthresh15minlprs-val > ]

[ aturthresh15miness <aturthresh15miness-val > ]
[aturthreshfastrateup <aturthreshfastrateup-val > ]

[ aturthreshintlrateup <aturthreshintlrateup-val > |

[ aturthreshfastratedn <aturthreshfastratedn-val > ]
[aturthreshintlratedn <aturthreshintlratedn-val > |

Parameters

Name Description

The ADSL alarm interface name, whose profile is
to be modified or viewed
ifname <interface-name> | Type : Modify -- Mandatory
Get -- Optional
Valid values: dsl-O - dsl-*

The number of Loss of Frame Seconds
encountered by an ADSL interface within any

atucthresh15minlofs given 15 minutes performance data collection
<atucthresh15minlofs-val | period, which causes the SNMP agent to send an
> ‘adslAtucPerfLofsThreshTrap'

Type: Modify -- Optional
Valid values: 0 - 900

The number of Loss of Signal Seconds
encountered by an ADSL interfac, within any

atucthresh15minloss given 15 minutes performance data collection
<atucthresh15minloss-val | period, which causes the SNMP agent to send an
> ‘adslAtucPerfLossThreshTrap'

Type: Modify -- Optional
Valid values: 0 - 900

The number of Loss of Link Seconds encountered
by an ADSL interface, within any given 15
minutes performance data collection period,
which causes the SNMP agent to send an
‘adslAtucPerfLolsThreshTrap'.

Type : Modify - Optional

atucthresh15minlols
<atucthresh15minlols-val
>
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Valid values: 0 - 900

atucthresh15minlprs

<atucthresh15minlprs-val
>

The number of Loss of Power Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAtucPerfLprsThreshTrap'.

Type : Modify - Optional

Valid values: 0 - 900

atucthresh15miness
<atucthreshl15miness-val
>

The number of Errored Seconds encountered by
an

ADSL interface, within any given 15 minutes
performance data collection period, which causes
the SNMP agent to send an
'adslAtucPerfESsThreshTrap'.

Type : Modify - Optional

Valid values: 0 - 900

atucthreshfastrateup

<atucthreshfastrateup-val
>

Applies to 'Fast' channels only. Configured
change in rate causing an
adslAtucRateChangeTrap. A trap is produced
when, ChanCurrTxRate >= ChanPrevTxRate plus
the value of this object

Type : Modify — Optional

Valid values: 0 - Oxffff

atucthreshintlrateup

<atucthreshintlrateup-val
>

Applies to 'Interleave’ channels only. Configured
change in rate causing an
adslAtucRateChangeTrap. A trap is produced
when, ChanCurrTxRate >= ChanPrevTxRate plus
the value of this object.

Type: Modify -- Optional

Valid values: 0 - Oxffff

atucthreshfastratedn

<atucthreshfastratedn-val
>

Applies to 'Fast' channels only. Configured
change in rate causing an
adslAtucRateChangeTrap. A trap

is produced when, ChanCurrTxRate <=
ChanPrevTxRate minus the value of this object.
Type: Modify -- Optional

Valid values: 0 - Oxffff

atucthreshintlratedn

<atucthreshintlratedn-val
>

Applies to 'Interleave’ channels only. Configured
change in rate causing an
adslAtucRateChangeTrap. A trap is produced
when, ChanCurrTxRate <= ChanPrevTxRate
minus the value of this object.

Type: Modify -- Optional

Valid values: 0 - Oxffff

atucinitfailtrap
<atucinitfailtrap-val >

Enables and disables the InitFailureTrap. This
object is defaulted disable.

Type : Modify -- Optional

Valid values: true, false

atucoptrapenable
<atucoptrapenable-val >

Enables/disables the OpStateChangeTrap.
Type : Modify - Optional
Valid values: true, false

aturthresh15minlofs

<aturthresh15minlofs-val
>

The number of Loss of Frame Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAturPerfLofsThreshTrap'.

Type: Modify -- Optional

Valid values: 0 - 900

aturthresh15minloss

<aturthresh15minloss-val
>

The number of Loss of Signal Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAturPerfLossThreshTrap'.

Type: Modify -- Optional

Valid values: 0 - 900

aturthresh15minlprs
<aturthresh15minlprs-val
>

The number of Loss of Power Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAturPerfLprsThreshTrap'.
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Type: Modify -- Optional
Valid values: 0 - 900

aturthresh15miness
<aturthresh15miness-val
>

The number of Errored Seconds encountered by
an ADSL interface, within any given 15 minutes
performance data collection period, which causes
the SNMP agent to send an
‘adslAturPerfESsThreshTrap'.

Type: Modify -- Optional

Valid values: 0 - 900

aturthreshfastrateup
<aturthreshfastrateup-val
>

Applies to 'Fast' channels only. Configured
change in rate causing an
adslAturRateChangeTrap. A trap is produced
when, ChanCurrTxRate > ChanPrevTxRate plus
the value of this object.

Type : Modify -- Optional

Valid values: 0 - 900

aturthreshintlrateup
<aturthreshintlrateup>

Applies to 'Interleave’ channels only. Configured
change in rate causing an
adslAturRateChangeTrap. A trap is produced
when, ChanCurrTxRate > ChanPrevTxRate plus
the value of this object.

Type : Modify -- Optional

Valid values: 0 - 900

aturthreshfastratedn
<aturthreshfastratedn-val
>

Applies to 'Fast' channels only. Configured
change in rate causing an
adslAturRateChangeTrap. A trap is produced
when, ChanCurrTxRate < ChanPrevTxRate
minus the value of this object.

Type : Modify -- Optional

Valid values: 0 - 900

aturthreshintlratedn
<aturthreshintlratedn-val
>

Applies to 'Interleave’ channels only. Configured
change in rate causing an
adslAturRateChangeTrap. A trap is produced
when, ChanCurrTxRate < ChanPrevTxRate
minus the value of this object.

Type : Modify -- Optional

Valid values: 0 - 900

Example $ get adsl alarm profile ifname dsl-0

Output Verbose Mode On
IfHame 1 dal-o
AOSL ATUC Configuration
Threeh 15Min Lofe(eec) 1 10 Thregh 15Min Loas|[esc) 1 20
Thregh 15Hin Lole(eec) | ] Threeh 15Hin Lpra[esc) 1 50
Thresh 15Hin Ese{eec] 1] Threeh Faet Hate Up(bpel ]
Thregh Intl Rate Upibpsl 1 30 Threeh Faet Rate Downibpel 1 10
Thregh Intl Rate Downibpa) @ 30 Init Fail Trap 1 brae
OpStateTrapEnable Eales
AOSL ATUR Configuration
Thresh 15Min Lofe(sec) 1 10 Thrzeh 15Min Losa(sec) 110
Thresh 15Hin Lpre(eec) 1 10 Thresh 15Hin Eas(asc) 1 10
Threeh Fast Rate Upilbps] ] Thresh Intl Rate Upibpel ]
Thregh Fast Fate Downibpa) 1 10 Threeh Intl Rate Downibpel 1 10

Output Fields

Field

Description

IfName

The ADSL alarm interface name, whose profile is to
be modified or viewed

Thresh 15Min
Lofs(sec)

The number of Loss of Frame Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAtucPerfLofsThreshTrap'.

Thresh 15Min
Loss(sec)

The number of Loss of Signal Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
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period, which causes the SNMP agent to send an
‘adslAtucPerfLossThreshTrap'.

Thresh 15Min
Lols(sec)

The number of Loss of Link Seconds encountered
by an ADSL interface, within any given 15 minutes
performance data collection period, which causes
the SNMP agent to send an
‘adslAtucPerfLol-sThreshTrap'.

Thresh 15Min
Lprs(sec)

The number of Loss of Power Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAtucPerfLprsThreshTrap'.

Thresh 15Min
Ess(sec)

The number of Errored Seconds encountered by an
ADSL interfac,e within any given 15 minutes
performance data collection period, which causes
the SNMP agent to send an
'adslAtucPerfESsThresh-Trap'.

Thresh Fast Rate
Up(bps)

Applies to 'Fast' channels only. Configured change
in rate causing an adslAtucRateChangeTrap. A trap
is produced when, ChanCurrTxRate >=
ChanPrevTxRate plus the value of this object.

Thresh Intl Rate
Up(bps)

Applies to 'Interleave’ channels only. Configured
change in rate causing an
adslAtucRateChangeTrap. A trap is produced
when, ChanCurrTxRate >= ChanPrevTxRate plus
the value of this object.

Thresh Fast Rate
Down(bps)

Applies to 'Fast' channels only. Configured change
in rate causing an adslAtucRateChangeTrap. A trap
is produced when, ChanCurrTxRate <= ChanPre-
vTxRate minus the value of this object.

Thresh Intl Rate

Applies to 'Interleave’ channels only. Configured
change in rate causing an
adslAtucRateChange-Trap. A trap is produced

Down(bps) when, ChanCurrTxRate <= ChanPrevTxRate minus
the value of this object.
. . Enables and disables the InitFailureTrap. This
Init Fail Trap

object is, by default disable.

OpStateTrapEnable

Enables/disables the OpStateChangeTrap.

Thresh 15Min
Lofs(sec)

The number of Loss of Frame Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAturPerfLofsThreshTrap'.

Thresh 15Min
Loss(sec)

The number of Loss of Signal Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAturPerfLossThreshTrap'.

Thresh 15Min
Lprs(sec)

The number of Loss of Power Seconds
encountered by an ADSL interface, within any
given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAturPerfLprsThreshTrap'.

Thresh 15Min
Ess(sec)

The number of Errored Seconds encountered by an
ADSL interface, within any given 15 minutes
performance data collection period, which causes
the SNMP agent to send an
‘adslAturPerfESsThreshTrap'.

Thresh Fast Rate
Up(bps)

Applies to 'Fast' channels only. Configured change
in rate causing an adslAturRateChangeTrap A trap
is produced when, ChanCurrTxRate >
ChanPrevTxRate plus the value of this object.

Thresh Intl Rate
Up(bps)

Applies to 'Interleave’ channels only. Configured
change in rate causing an
adslAturRateChangeTrap. A trap is produced
when, ChanCurrTxRate > ChanPrevTxRate plus
the value of this object.

Thresh Fast Rate
Down(bps)

Applies to 'Fast' channels only. Configured change
in rate causing an adslAturRateChangeTrap. A trap
is produced when, ChanCurrTxRate <
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ChanPrevTxRate minus the value of this object.

Applies to 'Interleave’ channels only. Configured
change in rate causing an
adslAturRateChange-Trap A trap is produced
when, ChanCurrTxRate < ChanPrevTxRate minus
the value of this object.

Thresh Intl Rate
Down(bps)

References

e ADSL commands.
6.8.6 ADSL ATUR Trapsext Commands

+ Get adsl atur trapsext
Description: This command is used to get.
Command Syntax: get adsl atur trapsext [ifname <interface-name>]

Example $ get adsl atur trapsext ifname dsl-0

Output
Ifname 1 dsl-o
SzgL Thresh 15Min Trap : 1 Vasl Threeh 15Hin Trap : 0
Lofe Thresh 1Day Trap 1 Loss Threeh 10ay Trap i
Lpre Thresh 1Day Trap 1 ESs Thresh 1Day Trap 1
E=eL Thresh lDay Trap 1 Vasl Threeh 10sy Trap : 0

Output field description

Field Description
Ifname The ADSL Interface Name
SesL Thresh 15Min Severely Errored Seconds 15-minute interval
Trap threshold reached
UasL Thresh 15Min Unavailable Errored Seconds 15-minute interval
Trap threshold reached
#?;E Thresh 1Day Loss of Frames 1-day interval threshold reached
'II_'?aS; Thresh 1Day Loss of Signal 1-day interval threshold reached
'II_'F;;S Thresh 1Day Loss of Power 1-day interval threshold reached
ESs Thresh 1Day Trap | Errored Seconds 1-day interval threshold reached
SesL Thresh 1Day Severely Errored Seconds 1-day interval threshold
Trap reached
UasL Thresh 1Day Unavailable Errored Seconds 1-day interval
Trap threshold reached

References

e ADSL Commands

6.8.7 ADSL ATUC Trapsext Commands

» Get adsl atuc trapsext
Description: Use this command to get.
Command Syntax: get adsl atuc trapsext [ifname <interface-name>]
Example $ get adsl atuc trapsext ifname dsl-0

Output

Ifname v d

Failed FastR Threeh 15Min Trap : 1 E=gL Thresh 15Min Trap : 1
TaelL Thresh 15Min Trap 11 Lofe Thresh l0ay Trap

Loeg Thresh 10ay Trap 1 Lzle Thresh loay Trap 1 1
Lpre Thresh 10ay Trap 1 Ese Thresh 10ay Trap 1 @
[

ES=eL Thresh 1Day Trap Tael Thresh 10ay Trap : 1

Output field description

Field Description
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6.8.8

6.8.9

Ifname The IfIndex of DSL port.

Eg;\l/ﬁg E?:;R Thresh Failed retrains 15-minute interval threshold reached
SesL Thresh 15Min Severely Errored Seconds 15-minute interval

Trap threshold reached

UasL Thresh 15Min Unavailable Errored Seconds 15-minute interval
Trap threshold reached

Lofs Thresh 1Day
Trap

Loss of Frames 1-day interval threshold reached

Loss Thresh 1Day
Trap

Loss of Signal 1-day interval threshold reached

Lols Thresh 1Day
Trap

Loss of Link 1-day interval threshold reached

Lprs Thresh 1Day
Trap

Loss of Power 1-day interval threshold reached

ESs Thresh 1Day
Trap

Errored Seconds 1-day interval threshold reached

SesL Thresh 1Day
Trap

Severely Errored Seconds 1-day interval threshold
reached

UasL Thresh 1Day
Trap

Unavailable Errored Seconds 1-day interval
threshold reached

ADSL Alarm Profilext Commands

Get adsl alarm profilext

Description: This command is used to get.

Command Syntax: get adsl alarm profilext [ifname

<interface-fname>]

ADSL ATUC Physical Commands

Get adsl atuc physical
Description: Use this command to get ATUC physical interfaces.

Command Syntax: get adsl atuc physical [ifname <interface-name>]

Parameters
Name Description
The ADSL ATUC physical interface name, for which
ifname configuration is to be viewed.
<interface-name> Type : Get — Optional
Valid values : dsl-0-*

Example $ get adsl atuc physical ifname dsl-0
Output Verbose Mode On
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Ifname

Z=rial Humber

Vendor ID

Versicn Wunksr

Curr Status

Curr Snr MarginidB/ 10}

CurrAttainable Rate ibpe)

Gelpltate
GeTxAtmiellCounter
GeftartProgress
GeldleBsrtError
GeBertSync
GeParametricTeatReault
GeBertError
GefeltInfoValid
GeEeltlooplen (in Feet)
GeEel tLoopEnd

GeEel tLoopGauge
DataBoost Status

GefeltUpihannonCap (in bps)

GeEel thiownSharmaonTap (in bpsl

¢ del-0

¢ Elokespan 1.0
: Q039

1.0

: nabefect

¢ 20

: 40

: Data

: 214

v 213

: 200

1 BertOutCESync
¢ Ok

1 HoByne (wd

¢ MotConnected
: 20

1 OpEL

1 greater 2éawg
:Enakls

¢ 1o

v 20

Curr ARtn(dB/10} : 8
Curr Cutput Pwr (dB/10) :
GeRotual Etandard 1
GeFxAtmC=110ounte

Geldls=Bertil=lla

EBin Humber Wunker of bite/bin
[0]821171100400010000000
[1I6] 4 000 21100000004 0020

[32] 0 285 0
[42] a a0 0

Farametric Info

a
a

£ a9 o o 7 o 0o 0O 18 0 0
o 128d0 0 0 0 0 O 0 1280

i
an

: T1_413
: 215

: 100

i}
]

[I:I ] a o i} i}
[4 ] a 0 0 0
g1 a 0 0 0
[12] a 0 ] 0
[1£] ] 0 ] 0
[20] a 0 ] 0
[24] a 0 0 0
[28] a 0 ] 0
Output Fields
FIELD Description
Ifname The ADSL ATUC physical interface name.

Serial Number

The vendor specific string that identifies the
vendor equipment.

Vendor ID

Vendor ID code.

Version Number

The vendor specific version number sent by
this ATU as part of the initialization messages.

Curr Status

Indicates current state of the ATUC line. This
is a bit-map of possible conditions.

Curr Snr Margin(dB/10)

Noise Margin as seen by this ATU with respect
to its received signal in tenth dB.

Curr Atn(dB/10)

Measured difference in the total power
transmitted by the peer ATU and the total
power received by this ATU.

CurrAttainable Rate(bps)

Indicates the maximum currently attainable
data rate by the ATU. This value will be equal
to, or greater than the current line rate.

Curr Output Pwr(dB/10)

Measured total output power transmitted by
this ATU. This is the measurement that was
reported during the last activation sequence.

GsOpState Operational state of the Xcvr.
Actual standard used for connection, based on
GsActualStandard the outcome of the negotiation with the

Remote Unit.

GsTxAtmCellCounter

Provides Tx ATM cell counter.

GsRxAtmCellCounter

Provides Rx ATM cell counter.

GsStartProgress

Defines the current detailed start up state of
Xcvr. 0x0 — startup not in progress; 0x0 —
OxOFFF Handshake/ Training/ Profile
Management/ Fast Retrain in progress;
0x8000 — Ox8FFF DSP firmware Down-Load in
progress; 0xFO00 — OXFFFF illegal Parameter
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GsBertError

Provides the number of bit errors detected
during BERT.

Bin Number

Bin index.

Number of bits/bin

Number of bits/ bin for the bin indexed by this
element of the string. The Oth element
contains the number of bits per bin for 0,
through the 31st element, which contains the
number bits for bin 31.

GsldleBertError

Number of bit errors.

GsldleBertCell

Number of idle cells.

GsBertSync

Indicates whether the Signal is in Sync or not.

GsParametricTestResult

Indicates the Result of the Parametric Test
conducted on the Xcvr.

GsSeltinfoVvalid

Indicates the information validity for the SELT
operation conducted on the Xcvr.

GsSeltLoopLen (in Feet)

Indicates the LOOP Length in Feet once when
the SELT information is valid on the Xcvr.

GsSeltLoopEnd

Indicates whether the loop is short or open
once when the SELT information is valid on
the Xcvr.

GsSeltLoopGauge

Indicates the LOOP wire gauge information
once, when the SELT information is valid on
the Xcvr.

GsSeltUpShannonCap (in
bps)

Indicates the upstream shannon capacity
once, when the SELT information is valid on
the Xcvr.

GsSeltDownShannonCap
(in bps)

Indicates the downstream shannon capacity
once, when the SELT information is valid on
the Xcvr.

Data Boost Status

GlobespanVirata parameter that indicates
whether DataBoost is utilized for the
connection.

Parametric Info

GlobespanVirata parameter that indicates the
Parametric Test Array.

References

e ADSL commands.

ADSL ATUC Channel Commands

Get adsl atuc channel

Description: Use this command to get ADSL ATUC channels.

Command Syntax: get adsl atuc channel [ifname <interface-name>]

Example $ get adsl atuc channel ifname dsli-0
Output Verbose Mode On

Ifname ¢ dali-o

Interleave Delayimel: 20
Fr=v¥ Tx Ratz(bpe) 40
GE Curr Atm Statue : CE
GeEReDepth 1 0

Output Fields

Curr Tr Rate(bpe) 1]
Cri Block Lengthibytel 1 B0
GeEyrnbolsPerReword 1 10

GeRedundantByteePerReCode 1 100

FIELD

Description

Ifname

The ADSL ATUC channel interface
name.

Interleave Delay(ms)

Interleave delay for this channel.

Curr Tx Rate(bps)

Actual transmit rate on this channel.

Prev Tx Rate(bps)

The rate at the time of the last
adslAtucRateChangeTrap event.

Crc Block Length(byte)

Indicates the length of the channel
data-block, on which the CRC operates.

Gs Curr Atm Status

Indicates the current ATM Status.

GsSymbolsPerRsWord

Indicates the number of DMT symbols
per Reed-Solomon code word (S), in the
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downstream direction.

GsRsDepth

Indicates interleaving depth (D), in the
downstream direction.

Indicates the number of redundant bytes

GsRedundantBytesPerRsCode | (R), per Reed-Solomon code in the

downstream direction

References

e ADSL commands.
Get adsl atuc chanperf

Description: This comm

and is used to get.

Command Syntax: get adsl atuc chanperf [ifname <interface-name>]

Parameters
Name Description
The ADSL ATUC physical interface name, for which
ifname configuration is to be viewed.
<interface-name> Type : Get — Optional
Valid values : dsl-0-*

Example $ get adsl atuc chanperf ifname dsli-0
Output Verbose Mode On

Ifnams + de
Pert Valid Intervals : 20
Pert Imvalid Inktervals : 10

11-2

Perilata CurrlsMin Ourrlley  Frevllay

Time Elapssd/Monitored [Eac) 15 10 i i5
R Blocks 10 a5 il BZ
TE Blocks an 12 0 42
forrected Blocke a5 35 35 25
Tocorracted Elocke el &5 BO 0
HCD' Count 30 Be L 20
OCD Count ED 42 15 0
HEC Count 45 a1 N 35
Output Fields
FIELD Description
Ifname The ADSL ATUC channel interface name.

Perf Valid Intervals

Number of previous 15-minute intervals, for which
the data was collected.

Perf Invalid Intervals

Number of previous 15-min intervals for which no
data is available

Time Elapsed/
Monitored(sec)

Total elapsed seconds in the intervals — Currl5Min,
CurrlDay and Monitored seconds in PrevlDay.

Rx Blocks

Performance Data: Count of all encoded blocks
received on this channel since agent was reset.
Currl5Min/CurrlDay/Prev1Day: Count of all
encoded blocks received on this channel in the
current 15 minute/ current 1 day/ previous 1 day
interval.

Tx Blocks

Performance Data: Count of all encoded blocks
transmitted on this channel since agent reset.
Currl5Min/CurrlDay/Prev1Day: Count of all
encoded blocks transmitted on this channel in the
current 15-minute/ current 1-day/ previous 1-day
interval.

Corrected Blocks

Performance Data: Count of all encoded blocks
received with corrected errors on this channel since
agent reset. Currl5Min/CurrlDay/PreviDay: Count
of all encoded blocks received with corrected errors
on this channel, in the current 15 minute/ current 1
day/ previous 1 day interval.
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Performance Data: Count of all encoded blocks
received with uncorrected errors on this channel
since agent wasreset.
Currl5Min/CurrlDay/Prev1Day: Count of all
encoded blocks received with uncorrected errors on
this channel in the current 15 minute/ current 1 day/
previous 1 day interval.

Uncorrected Blocks

Performance Data : Number of packets with NCD
(No Cell Delineation) error.
Currl5Min/CurrlDay/PreviDay: Number of packets
with NCD error received in the current 15-minute/
current 1-day/ previous 1-day interval.

NCD Count

Performance Data : Number of packets with OCD
(Out of Cell Delineation) error.
Currl5Min/CurrlDay/PreviDay: Number of packets
with OCD error received in the current 15-minute/
current 1-day/ previous 1-day interval.

OCD Count

Performance Data : Number of packets with HEC
error. Currl5Min/CurrlDay/PreviDay : Number of
packets with HEC error received in the current 15
minute/ current 1 day/ previous 1 day interval.

HEC Count

References
e ADSL Commands

ADSL ATUC Channel Interval Commands

Get adsl atuc chanintrvl
Description: This command is used to get.

Command Syntax: get adsl atuc chanintrvl ifname <interface-name>
[sintrvl <start-interval-number>] [nintrvl <num-of-intervals>]

Parameters
Name Description
The ADSL atuc channel interface hame whose
ifname p_erformance data collection interval is to be
<interface-name> viewed
Type: Get — Mandatory

Valid values : dsli-0 - *, dslf-0 - *
Start interval number

sintrvl Type: Get — Optional
<start-interval-number> | Valid values : 1- 96

Default Value : 1

Number of intervals.
nintrvl Type: Get — Optional

Valid values : 1- 96
Default Value : 12

Example $ get adsl atuc chanintrvl ifname dsli-0 sintrvl 1 nintrvl 1

<nume-of-intervals >

Output
Itname + dell-0 Intervalthmber t 1
Rx Blocks + 10 Tx BlockKE t 45
Corrected Blocke v 20 Uncorrectbed Blocks : 1
G5 Time Elapesd{sec) ¢ 10 ¥alid Iasta ¢ true
GaNolelllelin=ation + 20 GeEHeaderErrorCheck : 10

Ga0urfrCelllelipsation 50

Output Fields

FIELD Description
Ifname The ADSL ATUC channel interface name.
IntervalNumber Performance Data Interval number.
Rx Blocks Count of all .encoclieq blocks received on this
channel during this interval.
Count of all encoded blocks transmitted on this
Tx Blocks . S
channel during this interval.
Corrected Blocks Count of all encoded blocks received with

187



6.8.12

>
6.8.13

>
6.8.14

>

errors that were corrected on this channel
during this interval.

Uncorrected Blocks

Count of all encoded blocks received with
uncorrected errors on this channel during this
interval.

Gs Time Elapsed(sec)

Total time elapsed (in seconds) in this interval.

Valid Data

Indicates if the data for this interval is valid.

GsNoCellDelineation

Count of no cell delineation on this channel for
this interval.

GsHeaderErrorCheck

Header error check counter on this channel
during this interval.

GsOutOfCellDelineation

Count of out cell delineation on this channel for
this interval.

References

e ADSL Commands.

ADSL ATUC Trap Commands

Get adsl atuc traps

Description: This command is used to get.

Command Syntax: get adsl atuc traps [ifname <interface-name>

Example $ get adsl atuc traps ifname dsl-0

Output

Ifnama 1
Lofe Thresh Trap .
Lole Thresh Trap
ESe Thresh Trap
Rate Change Trap :

Output Fields

(1]

0
1
o

Verbose Mode On

¢ del-o

Loae Thresh Trap
Ipre Thresh Trap
Init Failure Trap
G3 OpState Trap

H e

FIELD

Description

Ifname

The ADSL interface name.

Lofs Thresh Trap

Loss of Framing 15 minute threshold reached.

Loss Thresh Trap

Loss of Signal 15 minute threshold reached.

Lols Thresh Trap

Loss of Link 15 minute threshold reached.

Lprs Thresh Trap

Loss of Power 15 minute threshold reached.

ESs Thresh Trap

Errored Second 15 minute threshold reached.

Init Failure Trap

ATUC initialization failed.

Rate Change Trap

ATUC transmit rate has changed.

Gs OpState Trap

Op State change of Line.

References

e ADSL commands.

ADSL ATUC Perf Commands

Get adsl atuc perf

Description: This command is used to get.

Command Syntax: get adsl atur physical [ifname < interface-name>]

Parameters
Name Description
ifname The ADSL Interface Name

<interface-name
>

Type : Get -- Optional
Valid values: dsl-0 - dsl-*

ADSL ATUC Interval Commands

Get adsl atuc interval

Description: This command is used to get.
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Command Syntax: get adsl atuc interval ifname <interface-name>
[sintrvl <start-interval-number>] [nintrvl <num-of-intervals>]

Parameters
Name Description
The ADSL ATUC channel interface name, for which
ifname performance data collection interval is to be viewed.
<interface-name> Type : Get — Mandatory
Valid values : dsl-0, dsl-*
. Start interval number.
Sintrvl

Type : Get — Optional
Valid values : 1- 96
Default Value : 1
Number of intervals.
Nintrvl Type : Get — Optional
<num-of-intervals> Valid values : 1- 96
Default Value : 12

6.8.15 ADSL ATUR Physical Commands

» Get adsl atur physical

<start-interval-number
>

Description: This command is used to get.
Command Syntax: get adsl atur physical [ifname < interface-name>]

Parameters

Name Description

Ifname<interface-na The ADSL Interfa_ce Name
Type : Get -- Optional

me> Valid values: dsl-0 - dsl-*
6.8.16 ADSL ATUR Channel Commands

» Get adsl atur channel

Description: This command is used to get.
Command Syntax: get adsl atur channel [ifname <interface-name>]

Parameters

Name Description

The ADSL Interface Name
Type : Get -- Optional
Valid values: dsli-O - dsli-* ,dslf-0 - dslf-*

6.8.17 ADSL ATUR Trap Commands

» Get adsl atur traps

ifnamec<interface-na
me>

Description: This command is used to get.
Command Syntax: get adsl atur traps [ifname < interface-name>]

Parameters

Name Description
ifname<interface- The A.DSL Interfa_lce Name
Type :Get -- Optional
name> Valid values: dsl-0 - dsl-*

6.8.18 ADSL ATUR Perf Commands

» Get adsl atur perf

Description: This command is used to get.
Command Syntax: get adsl atur perf [ifname < interface-name >]
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Parameters

Name

Description

ifname<interface-n
ame >

The ADSL Interface Name
Type :Get -- Optional
Valid values: dsl-0 - dsl-*

ADSL ATUR Interval Commands

Get adsl atur interval

Description: This command is used to get.

Command Syntax: get adsl atur interval ifname < interface-name >
[sintrvl <sintrvl-val>] [nintrvl <nintrvi-val>]

Parameters
Name Description
. The ADSL interface name.
ifname <

interface-name >

Type : Get — Mandatory
Valid values: dsl-0 — dsl-*.

sintrvl <sintrvl-val>

Start interval number. Performance Data Interval
number 1 is the most recent previous interval; interval
96 is 24 hours ago.

Type : Get — Optional

Valid values : 1- 96

Default Value : 1

nintrvl <nintrvl-val>

Number of 15 minutes intervals.
Type: Get-- Optional

Valid values: 1 - 96

Default value: 12

Example $ get adsl atur interval ifname dsl-0 sintrvl 1 nintrvl 1

Output Verbose Mode On
Ifname 1 del-o
Int ervallarbsr 11 Intervalvalidoata : true
Intervallofalasc) @ 10 Intervallosa[esc) : 10
Intervallpralasec) @ 10 IntervalBsa(asc) : 10
IntervalSeal (asc) @ 10 IntervalUasLiesc) : 10

Output Fields

FIELD Description

Ifname The ADSL interface name.

IntervalNumber

Count from 1 through 96, of 15 minute intervals.

IntervalValidData
IntervalLofs(sec)

This indicates if the data for this interval is valid.
Count of seconds in the interval when there was Loss
of Framing.

IntervalLoss(sec)

Count of seconds in the interval when there was Loss
of Signal.

IntervalLprs(sec)

Count of seconds in the interval when there was Loss
of Power.

IntervalESs(sec)

Count of Errored Seconds in the interval. The errored
second parameter is a count of one-second intervals
containing one or more crc anomalies, or one or more
los or sef defects.

IntervalSesl(sec)

Count of seconds in the interval when there was se-
verely errored seconds.

IntervalUasL(sec)

Count of seconds in the interval when there was un-
available errored seconds.

References

ADSL commands
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6.8.20 ADSL ATUR Chanperf Commands

» Get adsl atur chanperf
Description: This command is used to get.

Command Syntax: get adsl atur chanperf [ifname < interface-name

>]

Parameters

Name Description

. The ADSL Interface Name

:;T:rgi;name S Type :Get -- Optional
Valid values: dsl-0 - dsl-*

Example $ get adsl atur chanperf ifname dsli-0

Output Verbose Mode On
Ifname 1 dali-o
perf valid Intervale 1 20

Perf Invalid Intervale : 30

PerfpData  CurrlSMin Currliay FreviDay

Time Elapasd/Monitored (sec) - 10 a0 45
Fx Blocks 10 45 o e
Tx Blocks 20 &5 T 4B
Corrected Blocke 25 15 i5 15
Tncorrected Blocke 30 a5 BO 1]
RCD Count =1} =1 as a0
HEZ Count 45 21 75 35

Output Fields

FIELD Description

Ifname The ADSL interface name.

Number of previous 15-minute intervals, for which the
data was collected.

Perf Invalid | Number of previous 15- minute intervals, for which no

Perf Valid Intervals

Intervals

data is available.

Time Elapsed/
Monitored(sec)

Total elapsed seconds in the intervals — Currl5Min,
CurrlDay and Monitored seconds in PrevlDay.

Rx Blocks

Performance Data: Count of all encoded blocks
received on this channel, since agent was reset.
Currl5Min/CurrlDay/Prev1Day : Count of all encoded
blocks received on this channel in the current 15
minute/ current 1 day/ previous 1 day interval.

Tx Blocks

Performance Data: Count of all encoded blocks
transmitted on this Channel, since agent reset.
Currl5Min/CurrlDay/PreviDay: Count of all encoded
blocks transmitted on this channel in the current
15-minute/ current 1-day/ previous 1-day interval.

Corrected Blocks

Performance Data: Count of all encoded blocks
received with corrected errors on this channel, since
agent reset.

Currl5Min/CurrlDay/PreviDay: Count of all encoded
blocks received with corrected errors on this channel,
in the current 15 minute/ current 1 day/ previous 1 day
interval.

Uncorrected Blocks

Performance Data: Count of all encoded blocks
received with uncorrected errors on this channel,
since agent was reset.
Currl5Min/CurrlDay/PreviDay : Count of all encoded
blocks received with uncorrected errors on this
channel, in the current 15 minute/ current 1 day/
previous 1 day interval.

Performance Data: Number of packets with NCD (No
Cell Delineation) errors.

NCD Count Currl5Min/CurrlDay/PreviDay: Number of packets
with NCD error, received in the current 15-minute/
current 1-day/ previous 1-day interval.

HEC Count Performance Data: Number of packets with HEC
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error. Currl5Min/CurrlDay/PreviDay: Number of
packets with HEC error received in the current 15
minute/ current 1 day/ previous 1 day interval.

References

e ADSL commands

ADSL ATUR Chanintrvl Commands

Get adsl atur chanintrvl

Description: This command is used to get.

Command Syntax: get adsl atur chanintrvl ifname < interface-name
> [sintrvl <sintrvl-val>] [nintrvl <nintrvi-val>]

Parameters

Name

Description

ifname<interface-
name >

The ADSL interface name.
Type : Get — Mandatory
Valid values: dsli-0 — dsli-*, dslj-0 — dslj- *.

sintrvl <sintrvl-val>

Start interval number. Performance Data Interval number
1 is the most recent previous interval; interval 96 is 24
hours ago.

Type : Get — Optional

Valid values : 1- 96

Default Value : 1

nintrvl <nintrvl-val>

Number of 15 minutes intervals.
Type : Get -- Optional

Valid values: 1 - 96

Default value: 12
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Ethernet Commands

Create ethernet intf

Description: Use this command to create a physical Ethernet interface.

Command Syntax: create ethernet intf ifname <interface-name> [ip
<ip-address>] [mask <net-mask>][usedhcp true|false] [speed
{auto|100BT|1000BT}] [type uplink|downlink][enable | disable] [pkttype
Mcast|Bcast|UnknownUcast|All[None] [or] decvalue][duplex half|
fulllauto][classOthrshld <classOthrshld-val >] [class1thrshid
<class1lthrshld-val >] [class2thrshld <class2thrshld-val >]
[class3thrshld <class3thrshid-val >] [class4thrshld <class4thrshid-val
>] [class5thrshld <class5thrshild-val >] [class6thrshid
<class6thrshld-val >] [class7thrshld <class7thrshld-val >] [profilename
<profilename-val >] [mgmtvlanid <mgmtvlanid-val >] [priority
<priority-val >] [trfclassprofileid <trfclassprofileid-val > ] [Ctlpktinstid
<ctlpktinstid-val >]

Delete ethernet intf

Description: Use this command to delete a physical Ethernet interface.

Command Syntax: delete ethernet intf ifname <interface-name>

Get ethernet intf

Description: Use this command to get information about a particular
physical Ethernet interface, or about all the interfaces.

Command Syntax: get ethernet intf [ifname <interface-name>]

Modify ethernet intf

Description: Use this command to modify physical Ethernet interface
configuration.

Command Syntax: modify ethernet intf ifname <interface-name>
[enable | disable] [pkttype Mcast|Bcast|UnknownUcast|All|None] [ip
<ip-address>] [mask <net-mask>][usedhcp true|false]
[speed{auto|100BT|1000BT}] [orl decvalue] [duplex half]| fulljauto]
[classOthrshld <classOthrshid-val >] [class1thrshld <class1thrshid-val
>] [class2thrshld <class2thrshld-val >] [class3thrshlid
<class3thrshld-val >] [class4thrshld <class4thrshld-val >]
[class5thrshld <class5thrshild-val >] [class6thrshld <class6thrshid-val
>] [class7thrshld <class7thrshid-val >] [profilename <profilename-val
>] [mgmtvlanid <mgmtvlanid-val >] [priority <priority-val >]
[trfclassprofileid <trfclassprofileid-val >]

Parameters

Name Description
This specifies the interface index used for the
Ethernet type of interfaces.
Type: Create — Mandatory

ifname <interface-name> Delete = — Mandatory

Get - Optional
Modify — Mandatory
Valid values : eth-0 - *

This specifies the IP configured for the interface.
This is given in conjunction with IP Address
configured and shall be given only if IP address
has been given. This shall be removed whenever
IP Address is removed. Modify of network mask
for an Ethernet interface shall be supported only
if some IP address is configured on the interface
or 'UseDhcp' was configured to "GS TRUE"

ip <ip-address>
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previously. If Usedhcp is GS_TRUE and modify is
done for this field then Usedhcp field shall be set
to GS_FALSE. Both Usedhcp and this field shall
not be specified together
Type: Create - Optional.

Modify - Optional
Valid Values: Any valid class A/B/C / Classless
IP address.
Default Value: None

Mask <net-mask>

This specifies the network mask configured for
the interface. This is given in conjunction with IP
Address configured and shall be given only if IP
address has been specified. This shall be
removed whenever IP Address is removed.
Modifying network mask for an Ethernet interface
shall be supported only if some IP address is
configured on the interface or ‘etherUseDhcp'
was configured to "GS_TRUE" previously. If
Usedhcp is GS_TRUE and modify is done for this
field then Usedhcp field shall be set to
GS_FALSE. Both Usedhcp and this field shall not
be specified together.

Type: This field is not allowed when a physical
interface is specified and IP is 0.0.0.0. In all other
cases the field is mandatory.

Valid Values : 255.0.0.0 - 255.255.255.255
Default Value: None

usedhcp true | false

This specifies whether a DHCP client is to be
triggered to obtain an I[P address for this
interface. If this is configured as GS_FALSE and
IP address is not configured, then management
IP traffic will not flow through the interface. If an
IP address is configured and modify is done for
this field, then IP address and net mask fields
shall be set to Zero (0.0.0.0). Both Usedhcp and
IP address shall not be specified together. If
Iftype is slave then this field cannot be set to
GS_TRUE.

Type : Optional

Valid value : true or false

Default value: false

speed {auto |10
1000BT}+

0 BT|

This specifies the port speed for the net side
interfaces. Auto specifies that the interface will
deter-mine the line speed using auto-negotiation.
Type: Optional.

Valid Values: auto, 100BT, 1000BT.

Default Value: auto.

type uplink|downink

This specifies the type of the Ethernet interfaces.
The uplink is towards the NET side (2 at most)
and downlink is towards the physical interface
connected to the slave device. For uplink type, ip
address not be null, if usedhcp is false.

Type: Optional.

Valid Values: uplink, downlink.

Default Value: uplink.

enable|disable

Administrative status of the Ethernet interface.
Type : Modify - Mandatory

Valid values : enable or disable

Default value: enable

Duplex auto|half|full

This defines the duplex mode to be used.
Type : optional

Valid values: auto, half, full

Default value: auto

Pkttype

Mcast|Bcast|UnknownUcast

| AlllNone

This defines the packet type supported by the
interface. etherPktTypeSupported shall be
configured for every Ethernet interface. By
default, all packets will be transmitted. The
interface shall not transmit any other packet type
than configured.

Type: Create - optional
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Modify - optional
Valid values : Mcast, Ucast, UnknownUcast, All
Default Value: All

This parameter specifies the output rate limiting
val-ue to be applied on this Interface. The unit for
the same is in Mbits/sec.
Orl decvalue Type: Create - Optional

Modify — Optional
Valid values: 1-300
Default Value: 300

VLAN for management traffic on this interface.
Nonzero value of this field is valid only if either ‘ip’
field is non-zero or 'usedhcp' field is true. If no
Management Vlanid is specified (in the create
operation) or it's value is set to zero (either in
create or modify operation) then the system shall
use the value of 'portvlanid' associated with the
bridge port created on this interface as the
Management Vlan Index. In case the
management vlan (i.e. 'mgmtvlanid’ or the
associated 'portvlanid', if 'mgmtvlanid' is zero)
does not exist on the system then IP based
management on this management VLAN shall
not happen on the interface till the corresponding
VLAN is created with the Net side port as its
member.
Type : Create - optional

Modify - optional
Valid values: 0-4095

mgmtvlanid
<mgmtvlanid-val >

Priority to be set in Tagged Ethernet PDUs sent
on Management VLAN over this interface. This
field is valid only if either 'ip' field is non-zero or
‘usedhcp’ field is true.
Type: Create - optional

Modify - optional
Valid values: 0-7
Default Value: 0

priority <priority-val>

This specifies the traffic class profile associated
with the ATM interface.

Type: Optional

Valid values: 1 to 10

Default Value: 1

Trfclassprofileid
<trfclassprofileid-val >

This specifies the control packet instance
identifier associated with this interface. If the user
does not provide any instance identifier while
creating an interface, an instance is created
internally from the default profile governed by the
macro
GS_CFG_CTRL_PKTS_DEF_ETHER_PROF_ID
and associated to the interface. This will reduce
the total number to instances that can be now
created by one. The default instance is governed
by the macro
GS_CFG_CTRL_PKTS_DEF_INSTANCE_ID.
TYPE: Create -- Optional

Valid Values:1 - 50

Default Value: 0

Ctlpktinstid
<Ctlpktinstid-val >

Example create ethernet intf ifname eth-0 ip 192.168.1.1 mask
255.255.255.0 speed 100bt classOthrshid 1 class1thrshid 2
class2thrshid 1 class3thrshld 2 class4thrshid 1 class5thrshid 2
classé6thrshid 1 class7thrshid 2 profilename sprofile mgmtvlanid 2
priority 2 trfclassprofileid 1 Ctlpktinstid 1

Output  Verbose Mode On
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Interface : =th-0

Typ= : Uplink Uaelhcp

IP Address - 182.168.1.1 Mask
Pkt Typ= : Mcast

Orl {mbps) - 100

Configured Duplex : Auto Cuplex
Configured Speed : Auto

Profile MNam= : BFFROFILE

Mgmt VLAN Indenx :

Tagged Mgmt FDU Frio: Z

trfclassprofileid - 1

Ctl Pkts Instancs Id:1

Speed

Operational 3tatus : Down Admin 3tatu=s : TUp

Output Fields

FIELD

Description

If-Name

The name of the interface, which has been created.

Type

The type of Ethernet interface - uplink or downlink.

UseDhcp

This specifies whether a DHCP client is to be triggered to
obtain an IP address for this interface. If this is configured
as GS_FALSE and etherlflpAd dress is not configured,
then management IP traffic will not flow through the
interface. If an IP address is configured and modify is
done for this field then tEtherlflpAddress and
tAggrlfNetMask field shall be set to Zero (0.0.0.0). Both
Usedhcp and tEtherlf Ip Address shall not be specified
together. If Iftype is slave then this field cannot be set to
GS_TRUE.

Ip Address

This specifies the IP configured for the interface. This is
given in conjunction with IP Address configured and shall
be given only if IP address has been given. This shall be
removed whenever IP Address is removed. Modify of
network mask for an Ethernet interface shall be
supported only if some IP address is configured on the
interface or 'UseDhcp' was configured to "GS_TRUE"
previously. If Usedhcp is GS_TRUE and modify is done
for this field then Usedhcp field shall be set to
GS_FALSE. Both Usedhcp and this field shall not be
specified together

Mask

This specifies the network mask configured for the
interface. This is given in conjunction with IP Address
configured and shall be given only if IP address has been
given. This shall be removed whenever IP Address is
removed.Modify of network

mask for an Ethernet interface shall be supported only if
some IP address is configured on the interface or
‘etherUseDhcp' was configured to "GS_TRUE"
previously. If Usedhcp is GS_TRUE and modify is done
for this field then Usedhcp field shall be set to
GS_FALSE. Both Usedhcp and this field shall not be
specified together.

pkttype

This defines the packet type supported by the interface.
etherPktTypeSupported shall be configured for every
Ethernet interface. By default, all packets will be
transmitted. The interface shall not transmit any other
packet type than configured.

Orl

This parameter specifies the output rate limiting value to
be applied on this Interface.The units for the same is in
Mbits/sec

Configured
Duplex

The duplex mode to be used by the interface, as
configured by the user.

Duplex

The duplex mode used by the interface.

Configured
Speed

The configured speed of the interface.
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Mgmt VLAN
Index

VLAN for management traffic on this interface. Nonzero
value of this field is valid only if either 'ip' field is non-zero
or 'usedhcp’ field is true. If no Management Vlanid is
specified (in the create operation) or it's value is set to
zero (either in create or modify operation) then the
system shall use the value of 'portvlanid' associated with
the bridge port created on this interface as the
Management Vlan Index. In case the management vlan
(i.e. 'mgmtvlanid' or the associated 'portvlanid’, if
'mgmtvlanid' is zero) does not exist on the system then IP
based management on this management VLAN shall not
happen on the interface till the corresponding VLAN is
created with the Net side port as its member.

Tagged Mgmt

Priority to be set in Tagged Ethernet PDUs sent on
Management VLAN over this interface. This field is valid

PDU Prio only if either 'ip' field is non-zero or 'usedhcp' field is true.
Speed The actual speed of the interface.

Operational The operational status of the interface.

Status

Admin Status

The administrative status of the interface.
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6.10 EOA Commands

6.10.1 EOA Commands

» Create eoaintf

Description: Use this command to create an EoA interface towards the
CPE side.

Command Syntax: create eoa intf ifname <interface-name> lowif
<low-interface-name> [pkttype {multicast |broadcast
|[unknown-unicast}+ | all] [fcs false | true][enable|disable]
[inactivitytmrintrvl <inactivitytmrintrvl>][configstatus normal | config]

» Delete eoa intf
Description: Use this command to delete an EOA interface.
Command Syntax: delete eoa intf ifname <interface-name>
» Get eoaintf

Description: Use this command to get information on a particular EoA
interface, or on all the EoAinterfaces.

Command Syntax: get eoa intf [ifname <interface-name>]
» Modify eoa intf

Description: Use this command to modify the properties of an eoa
interface.

Command Syntax: modify eoa intf ifname <interface-name> [pkttype
{multicast |broadcast |[unknownunicast} + | all| none] [fcs false | true]
[enable|disable] [inactivitytmrintrvl <inactivitytmrintrvl-val >]

Parameters
Name Description
This parameter specifies the name assigned to
this interface.
ifname Type : Create — Mandatory

Delete — Mandatory

Get — Optional

Modify — Mandatory
Valid values: eoa-0, eoa-1....

<interface-name>

This parameter specifies the lower interface of an
lowif EoA interface.

<low-interface-name> Type : Mandatory

Valid Values : aal5-0 - *

This defines the packet type supported by the
interface. EOAPktTypeSupported shall be
configured for every CPE-side Ethernet interface.
By default, the option taken is 'ALL' and it means

pkttype
{multicast|broadcast
|unknownunicast}+|
alllnone

that all packets will be transmitted. The value
'None' means that normal UCast packets will be
transmitted. The interface shall not transmit any
other packet type than configured.

Type: Optional.

Valid Values : {multicast |broadcast
|[unknown-unicast}+| all

Default Value: all.

fcs false | true

This specifies whether Ethernet FCS needs to be
computed. Currently only false is supported.
Type : Optional

Valid Values : false or true

Default Value: false.

Enable|disable

Administrative status of the interface
Type : Optional
Valid values : enable or disable
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Default Values: enable

inactivitytmrintrvl
<inactivitytmrintrvl-val >

This field specifies the time (in seconds) after
which a trap shall be generated, if there is no data
activity on this interface. This is used only when
the bit corresponding to 'ConfigEntry' is set for the
gsvEoaConfigStatus field. A value of zero means
the timer is not running.

Type: Optional

Valid values :  O-Oxffffffff

Default Values: 0

configstatus normal
|config

This parameter describes the configuration mode
for this interface.The value of this parameter can

be normal or config. If the value is config, then this
interface shall be created, but will have a dormant

status. Only after the receipt of an EoA packet
from the CPE side, this interface shall become
active.

Type: Optional

Example $create eoa intf ifname eoa-0 lowif aal5-0 enable fcs false
Output Verbose Mode On

Entry Created

IfHzme o ena-i LowIfHame o aals-{
FCS : False
Ikt Type : ALL
InActivity Tmr Imterval : 3
Config Status : Kormal
Output Fields
Name Description
IfName The name of the interface that has been created.
LowlfName Specifies the lower interface.
FCS Whether FCS is true or false.
This defines the packet type supported by the inter-
face. EOAPkiTypeSupported shall be configured for
every CPE-side Ethernet interface. By default, the
option taken is 'ALL" and it means that all packets
Pkt Type

will be transmitted. The value 'None' means that
normal UCast packets will be transmitted. The
interface shall not transmit any other packet type
than that configured.

Admin Status

The desired state of the interface. It may be either
Up or Down

Oper Status

The actual/current state of the interface. It can be
either up or down.

InActivity Tmr
Interval

This field specifies the time (in seconds) after which
a trap shall be generated, if there is no data activity
on this interface. This is used only when the bit
corresponding to '‘ConfigEntry' is set for the
gsvEoaConfigStatus field. A value of zero means
the timer is not running.

Config Status

This parameter describes the configuration mode
for this interface.The value of this parameter can be
Normal, Config, NotinUse, or InUse. If the value is
Config, then this interface shall be created, but
willhave a dormant status. Only after the receipt of
an EoA packet from the CPE side, this interface
shall become active. The 'InUse' and 'NotinUse' bits
are read-only bits. The 'NotlnUse' bit indicates that
the entry is dormant and the 'InUse' bit indicates
that the entry is activated.

References

e FEthernet commands
e FEthernet Stats commands
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6.11

Filtering Commands

ACL Global Macentry Commands

Description: Use this command to get.

Command Syntax: get acl global macentry [macaddr <macaddr-val

Description: Use this command to create.

Command Syntax: create acl global macentry macaddr
<macaddr-val > [deny disable |enable] [track disable | enable]

6.11.1
» Get acl global macentry
>]
#» Create acl global macentry
» Modify acl global macentry

Description: Use this command to modify.

Command Syntax: modify acl global macentry macaddr
<macaddr-val > [deny disable | enable] [track disable | enable]

Parameters

Name

Description

macaddr
<macaddr-val >

Unicast Source MAC Address, which needs to be
tracked/denied access
Type: Create --Mandatory

Delete --Mandatory

Modify -- Mandatory

Get Optional

deny disable |
enable

This flag specifies if the MAC address is to be denied
access.
Type: Create --Optional
Modify -- Optional
Default value: enable

track disable |
enable

This flag specifies if the MAC address is to be tracked
accross different ports. A trap is raised when packet
from the address comes over a port for the first time
and when it changes the port.
Type: Create --Optional

Modify -- Optional
Default value: disable

Example $ create acl global macentry macaddr 00:01:34:a0:d1:34
deny enable track enable

Output
Entry Creatsd

Mac Address
Deny

Humber of times Port

Verbose Mode OfF

Entry Creatsd

Output field

Verbose Mode On

1 00:0Ll:34:80:d1:34
enable

1 Track : enable
changsd : 2

Field

Description

Mac Address

Unicast Source MAC Address, which needs to be
tracked/denied access

Deny

This flag specifies if the MAC address is to be denied
access.

Track

This flag specifies if the MAC address is to be tracked
accross different ports. A trap is raised in case packet
from the address comes over a port for the first time
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6.11.2

6.11.3

>

and when it changes the port.

Number of times
Port changed

This specifies the number of times port has been
changed by the MAC address.

References None

ACL Port Macentry Commands

Get acl port macentry

Description: Use this command to get.

Command Syntax: get acl port macentry [portid <portid-val >]
[macaddr <macaddr-val >]

Create acl port macentry

Description: Use this command to create.

Command Syntax: create acl port macentry portid <portid-val >
macaddr <macaddr-val >

Delete acl port macentry

Description: Use this command to delete.

Command Syntax: delete acl port macentry portid <portid-val >
macaddr <macaddr-val>

Parameter

Name

Description

portid <portid-val>

Bridge Port Id, for which the port MAC Address entry is
created
Type: Create --Mandatory
Delete --Mandatory
Get -- Optional
Valid values: 1-386

macaddr
<macaddr-val>

Unicast Source MAC Address, which is to be allowed
access over the particular port.
Type: Create --Mandatory
Delete --Mandatory
Get -- Optional

Example $ create acl port macentry portld 2 macaddr

00:01:34:a0:d1:34

Output Verbose Mode On

Entry Creatsd

PortId 1 2
Mac Addreas : 00:01

Verbose Mode Off

Entry Creatsd

134 1a0:d1:34

Output field description

Field

Description

Portld

Bridge Port Id, for which the port MAC Address entry is
created

Mac Address

Unicast Source MAC Address, which is to be allowed
access over the particular port.

Filter rule entry Commands

Get filter rule entry

Description: Use this command to get.
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Command Syntax: get filter rule entry [ruleid <ruleid>]
6.11.4 Filter rule entry Commands

»  Get filter rule entry

Description: Use this command to get.

Command Syntax: get filter rule entry [ruleid <ruleid-val>]
» Create filter rule entry

Description: Use this command to create.

Command Syntax: create filter rule entry ruleid <ruleid-val > [ action
drop | allow | setprio | sendtocontrol | retagprio | copytocontrol | clfrdef |
gotonextrule | forwardexit ] [ description <description-val > ] [ priority
<priority-val > ] [ status enable | disable ] [ statsstatus enable | disable ]
[ruleprio low | high ][ ruledir in | out ][ applywhenreq enable | disable ]
[ pkttype Mcast | Bcast | Ucast ] [ snooplevel interface | bridge ]

» Delete filter rule entry

Description: Use this command to delete.

Command Syntax: delete filter rule entry ruleid <ruleid-val >
» Modify filter rule entry

Description: Use this command to modify.

Command Syntax: modify filter rule entry ruleid <ruleid-val >

[ action drop | allow | setprio | sendtocontrol | retagprio | copytocontrol |
clfrdef | gotonextrule | forwardexit ] [ description <description-val > ]

[ priority <priority-val > ] [ status enable | disable ] [ statsstatus enable
| disable ] [ ruleprio low | high ] [ applywhenreq enable | disable ]

[ pkttype Mcast | Bcast | Ucast | [ snooplevel interface | bridge ]

Parameters

Name Description

ruleid <ruleid-val > Unique identifier of a filter rule.

Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional

Default value: 1-65535

action drop | allow | | Action to be applied for the packets matching this filter

setprio | rule. This field can be modified only if 'status’ has the
sendtocontrol | value 'disable'.If 'ruleDir' value is ‘out’, only ‘drop’,
retagprio ‘allow', gotonextrule' and ‘forwardexit' action types are
|copytocontrol | valid. If the action is 'clfrdef', then the rule can have at
clfrdef | gotonextrule | most one subrule, that too of type ‘clfrtree’.

| forwardexit Type: Create -- Optional

Modify -- Optional
Default value: drop

description Description of the application that receives packets
<description-val> matching this rule. This field is valid and mandatory
only if RuleAction is 'sendtocontrol' or
RuleApplyWhenReq is 'enable'. This field can be
modified only if 'status' has the value 'disable’
Type: Create -- Optional

Modify -- Optional
Default value: "\0"

priority <priority-val | Priority to be set for packets matching this rule. This

> field is valid only if RuleAction is 'setprio' or 'retagprio’.
If the RuleAction is 'setprio’ then this value is internal
priority and is used along with egress port traffic class
mapping table, to determine the output queue. If the
RuleAction is 'retagprio’ then this value is priority which
is to be tagged into the outgoing packet and it is also
used along with egress port traffic class mapping
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table, to determine the output queue. This field can be
modified only if 'status' has the value 'disable’.
Type: Create -- Optional
Modify -- Optional
Valid values: 0 -7
Default value: 0

status enable |
disable

Admin status of the rule

Type: Create --Optional
Modify -- Optional

Default value: disable

statsstatus enable
|disable

Admin status of rule statistics. Statistics of a rule are
collected only when this field is set to ‘'enable’. This
field can be modified only if 'status' has the value
'disable’. NOTE - Statistics may not reflect the correct
number of egress mcast, bcast and unknown unicast
packets hitting the rule.
Type: Create Optional

Modify Optional
Default value: disable

ruleprio low | high

Tells the priority of the rule. Based on this priority
value, the rule is created in fast or slow memory. This
field can be modified only if 'status' has the value
'disable’. This field is ignored if the 'ruleAction’ has
value ‘clfrdef’
Type: Create -- Optional

Modify -- Optional
Default value: high

ruledir in | out

Specifies whether the rule will be applied on incoming
interfaces (ingress) or outgoing interfaces (egress).
Type: Create Optional

Default value: in

applywhenreq
enable | disable

This specifies whether this rule is to be applied only
when required. Rule description field is mandatory if
this field is set to value ‘enable’. This field can be
modified only if 'status' has the value 'disable’. This
field is ignored if the 'ruleAction’ has value ‘clfrdef'.
Type: Create -- Optional

Modify -- Optional
Default value: disable

pkttype Mcast |
Bcast | Ucast

This field specifies the types of packets on which this
rule is to be applied. 'Mcast' means this rule is valid for
multicast packets, 'Bcast' means this rule is valid for
broadcast packets and 'Ucast' means this rule is valid
for unicast packets. This field is valid only if 'ruleDir' is
‘out’. This field can be modified only if 'status' has the
value 'disable’.
Type: Create -- Optional

Modify -- Optional
Default value: Ucast

snooplevel interface
| bridge

Snoop level indicates whether the packet will be
snooped directly from the interface or the bridge after
the bridging functionality is applied. If none of the rule
actions is 'sendtoControl' or ‘copytocontrol’, then this
field has no significance. This field can be modified
only if 'status' has the value 'disable’.
Type: Create -- Optional

Modify — Optional
Default value: interface

Example $ create filter rule entry ruleid 1 action setprio description lacp
priority 7 status enable statsstatus disable ruleprio high ruledir in

applywhenreq disable
Output
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Yerbose Made On

Entry Created

Bule Id | Bule Action : setpric

Set Pricrity = 7 Bdmin status : enable
: diszbkle Bule Pricrity : high
: in EpplvithenBeq : disable
: Ocast
: lacp
: Interface

Output field

Field Description

Rule Id Unique identifier of a filter rule.

Rule Action Action to be applied for the packets matching this
filter rule. This field can be modified only if 'status' has
the value 'disable".If 'ruleDir' value is 'out’, only
‘drop','allow’,'gotonextrule’and ‘forwardexit' action
types are valid. If the action is 'clfrdef', then the rule
can have at most one subrule, that too of type
‘clfrtree’.

Set Priority Priority to be set for packets matching this rule. This

field is valid only if RuleAction is 'setprio’ or
'retagprio’. If the RuleAction is 'setprio’ then this value
is internal priority and is used along with egress port
traffic class mapping table, to determine the output
gueue. If the RuleAction is 'retagprio’ then this value
is priority which is to be tagged into the outgoing
packet and it is also used along with egress port
traffic class mapping table, to determine the output
queue. This field can be modified only if 'status' has
the value 'disable’.

Admin status

Admin status of the rule

Stats admin status

Admin status of rule statistics. Statistics of a rule are
collected only when this field is set to ‘enable’. This
field can be modified only if 'status' has the value
‘disable’. NOTE - Statistics may not reflect the correct
number of egress mcast, bcast and unknown unicast
packets hitting the rule.

Rule Priority

Tells the priority of the rule. Based on this priority
value, the rule is created in fast or slow memory. This
field can be modified only if 'status' has the value
‘disable’. This field is ignored if the 'ruleAction’ has
value ‘clfrdef'

Rule Direction

Specifies whether the rule will be applied on incoming
interfaces (ingress) or outgoing interfaces (egress).

ApplyWhenReq

This specifies whether this rule is to be applied only
when required. Rule description field is mandatory if
this field is set to value 'enable’. This field can be
modified only if 'status' has the value 'disable’. This
field is ignored if the 'ruleAction' has value 'clfrdef'.

Pkt Type

This field specifies the types of packets on which this
rule is to be applied. 'Mcast' means this rule is valid
for multicast packets, ‘Bcast' means this rule is valid
for broadcast packets and 'Ucast' means this rule is
valid for unicast packets. This field is valid only if
'ruleDir" is 'out'. This field can be modified only if
'status' has the value 'disable’.

Application
Description

Description of the application that receives packets
matching this rule. This field is valid and mandatory
only if RuleAction is 'sendtocontrol’ or
RuleApplyWhenReq is 'enable’. This field can be
modified only if 'status' has the value 'disable’

Snoop Level

Snoop level indicates whether the packet will be
snooped directly from the interface or the bridge after
the bridging functionality is applied. If none of the rule
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6.11.5

actions is 'sendtoControl’ or 'copytocontrol’, then this
field has no significance. This field can be modified
only if 'status' has the value 'disable’.

Filter rule map Commands

Get filter rule map

Description: Use this command to get.

Command Syntax: get filter rule map [ifname < interface-name >]
[stageid <stageid-val>] [ruleid <ruleid-val >]

Create filter rule map

Description: Use this command to create.

Command Syntax: create filter rule map ifname <interface-name>
stageid <stageid-val > ruleid <ruleid-val > [orderid <ordered-val >]

Delete filter rule map

Description: Use this command to delete.

Command Syntax: delete filter rule map ifname < interface-name >
stageid <stageid-val > ruleid <ruleid-val >

Modify filter rule map

Description: Use this command to modify.

Command Syntax: modify filter rule map ifname < interface-name >
stageid <stageid-val > ruleid <ruleid-val > [orderid <ordered-val >]

Parameters
Name Description
ifname < Name of the interface whose mapping is being

interface-name >

created. Only EOA, PPPoOE, and Ethernet interfaces
are allowed. If the value of this field is 'All', it indicates
all interfaces. 'AllEoa’ indicates all 'eoa’ interfaces and
'AlIEth' indicates all 'ethernet’ interfaces. ‘AllPppoe'
indicates all '‘PPPoOE' interfaces and 'AllCpe’ indicates
all eoa and pppoe interfaces. If a bridge port on the
aggregated interface is created, then this field cannot
have iflndex of any specific ethernet interface.
Type: Create - Mandatory

Delete -- Mandatory

Get — Optional

Valid values: eth-*, eoa-*, pppoe-*

stageid <stageid-val
>

This field specifies the stage on the interface to which
the rule in the mapping belongs
Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional
Valid values: 1-2
Default Value:1

ruleid <ruleid-val >

Rule Id of the rule in the mapping
Type: Create -- Mandatory
Delete -- Mandatory
Modify --Mandatory
Get --Optional

orderid <ordered-val
>

This field indicates the order of the rule in the attached
sequence. The default value for this field will be same
as the ruleid of the entry.
Type: Create -- Optional

Modify -- Optional
Valid Values: 1-65535

Example $ create filter rule map ifname eoa-0 stageid 1 ruleid 1 orderld

1
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Yerbose Made On

Entry Created

Interface : eoa-0 Stage Id - 1
Bule Id o1 Crder Id 1
Verbose Mode Off:
Entry Created
Output field
Field Description
Interface Name of the interface whose mapping is being
created. Only EOA, PPPoE, and Ethernet interfaces
are allowed. If the value of this field is 'All', it indicates
all interfaces. 'AllEoa’ indicates all 'eoa’ interfaces and
'AllEth' indicates all 'ethernet’ interfaces. ‘AllPppoe'
indicates all 'PPPoOE' interfaces and 'AllCpe' indicates
all eoa and pppoe interfaces. If a bridge port on the
aggregated interface is created, then this field cannot
have ifindex of any specific ethernet interface.
Stage Id This field specifies the stage on the interface to which
the rule in the mapping belongs
Rule Id Rule Id of the rule in the mapping
Order Id This field indicates the order of the rule in the attached
sequence. The default value for this field will be same
as the ruleid of the entry.
References

e Generic Filter Commands
6.11.6 Filter subrule generic Commands

» Get filter subrule generic
Description: Use this command to get.

Command Syntax: get filter subrule generic [ruleid <ruleid-val >]
[subruleid <subruleid-val >]

» Create filter subrule generic
Description: Use this command to create.

Command Syntax: create filter subrule generic ruleid <ruleid-val >
subruleid <subruleid-val > [ offsethdr ethernet | ip | tcp | udp | icmp |
igmp | 13hdr | ppp | pppoe ] [ offset <offset-val > ] [ mask <mask-val > ]
[ valuefrom <valuefrom-val > ][ valueto <valueto-val > ][ gencmp eq |
neq|lt|leq| gt]|geq|any |inrange | exrange | ingenlist |notingenlist |
innamedlist | notinnamedlist ] [subruleprio low | high | asinrule]
[namedlistid <namedlistid-val > ] [ transporthdr ethernet | pppoe ]

» Delete filter subrule generic
Description: Use this command to delete.

Command Syntax: delete filter subrule generic ruleid <ruleid-val >
subruleid <subruleid-val>

» Modify filter subrule generic
Description: Use this command to modify.

Command Syntax: modify filter subrule generic ruleid <ruleid-val >
subruleid <subruleid-val > [ offsethdr ethernet | ip | tcp | udp | icmp |
igmp | I3hdr | ppp | pppoe ] [ offset <offset-val > ] [ mask <mask-val > ]
[ valuefrom <valuefrom-val > ] [ valueto <valueto-val > ][ gencmp eq |
neq|It|leq| gt| geq | any | inrange | exrange |ingenlist [notingenlist |
innamedlist | notinnamedlist] [ subruleprio low | high | asinrule]
[namedlistid <namedlistid-val > ] [ transporthdr ethernet | pppoe ]
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Parameters

Name

Description

ruleid <ruleid-val >

Unique identifier of a filter rule for which this sub rule
is being created.
Type: Create -- Mandatory

Delete -- Mandatory
Modify -- Mandatory
Get --Optional

Valid values: 1 - 65535

subruleid
<subruleid-val >

Unique identifier of a filter subrule.
Type: Create --Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional
Valid values: 1 - 4294967295

offsethdr ethernet |
ip |tcp | udp | icmp |
igmp [I3hdr | ppp |
pppoe

Type of the offset header the 'offset' is to be measured
from. The value 'ethernet' is invalid if the rule for which
this subrule is being created is of direction 'out'.
Type: Create -- Optional

Modify - Optional
Default value: ethernet

offset <offset-val >

Offset value to be added to 'offsethdr' to get the field
value
Type: Create -- Optional
Modify -- Optional
Default value: 0

mask <mask-val >

Mask to be applied to the contents of a packet at
‘offset’
Type: Create --Optional
Modify --Optional
Default value: 0

valuefrom
<valuefrom-val >

The starting generic value of the range of generic
values. This field is invalid if ‘gencmp’ is 'any’,
‘ingenlist’ or 'notingenlist’, or innamedlist' or
‘notinnamedlist’. This field and the next field specify a
range of generic values, if ‘gencmp’ is either ‘inrange’
or 'exrange’.
Type: Create -- Optional

Modify - Optional
Default value: 0

valueto <valueto-val
>

End generic value of the range of generic values. This
field and the previous field specify a range of generic
values, if 'gencmp’ is either 'inrange' or
‘exrange’.Otherwise this field is invalid
Type: Create Optional

Modify - Optional
Default value: 0

gencmp eq | neq| It
| leql gt | geq | any |
inrange| exrange
lingenlist|notingenlist
| innamedlist |
notinnamedlist ]

Generic value comparison type.
Type: Create -- Optional

Modify -- Optional
Default value: Any

subruleprio low |
high | asinrule

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.
Type: Create -- Optional

Modify -- Optional
Default value: asinrule

namedlistid
<namedlistid-val >

This specifies the list identifier value of the named list
that will be used to do the lookup. In case ‘gencmp’ is
‘innamedlist’ or 'notinnamedlist’, this field is
mandatory. Else, it is extra.

Default value: 1

transporthdr
ethernet | pppoe

This specifies the type of transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is 'ethernet’, then
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the IP is being carried in the ethernet header. If it is
'pppoe’, then the corresponding IP is being carried in
the PPP header. This field is valid only when the value
of 'offsethdr’ is any one of ip, tcp, udp, icmp, or igmp.
Otherwise, this field is extra.
Type: Create -- Optional

Modify -- Optional
Default value: ethernet

Example $ create filter subrule generic ruleid 1 subruleid 2 offsethdr tcp
offset 20 mask OxFF valuefrom 0x20 valueto 0x40 gencmp inrange

subruleprio high
Output

Yerboze Made On

Bule Id

Cffset header

Transport Header

o1 Eubrule Id : 2

: tcp Offset : 20

: inrange Mask : (=zFF
: high Etart value : O=20

o 0xal

: Echernet
WamedList Id =
Output field
Field Description
Rule Id Unique identifier of a filter rule for which this sub rule
is being created.
Subrule Id Unique identifier of a filter subrule.

Offset header

Type of offset header from where 'offset' to be
measured. Value 'ethernet'(1) can not be specified if
the direction of the rule of which this subrule is being
created is, 'out'.

Offset

Offset value to be added to ‘offsethdr’ to get the field
value

Start value

The starting generic value of the range of generic
values. This field is invalid if 'gencmp’ is ‘any’,
'ingenlist’ or 'notingenlist’, or 'innamedlist' or
'notinnamedlist'. This field and the next field specify a
range of generic values, if '‘gencmp’ is either 'inrange’
or 'exrange’.

End value

End generic value of the range of generic values.
This field and the previous field specify a range of
generic values, if '‘gencmp’ is either 'inrange' or
‘exrange'. Otherwise this field is invalid

Generic header
comparison

Generic value comparison type.

Mask

Mask to be applied to the contents of a packet at
‘offset’

Subrule Priority

This specifies the priority of the subrule. Based on
this priority value, the subrule is created in fast or
slow memory. In case priority is specified as
‘asinrule’, subrule priority will be same as specified in
the rule.

Namedlist Id

This specifies the list identifier value of the named list
that will be used to do the lookup. In case 'gencmp' is
'innamedlist' or 'notinnamedlist’, this field is
mandatory. Else, it is extra.

Transport Header

This specifies the type of the transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is 'ethernet’, then
the IP is being carried in the ethernet header. If it is
'pppoe’, then the corresponding IP is being carried in
the PPP header. This field is valid only when the
value of 'offsethdr' is any one of ip, tcp, udp, icmp,
or igmp. Otherwise, this field is extra.

References

e Generic filter commands
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6.11.7

Filter subrule ICMP Commands

Get filter subrule icmp
Description: Use this command to get.

Command Syntax: get filter subrule icmp [ruleid <ruleid-val >]
[subruleid <subruleid-val >]

Create filter subrule icmp
Description: Use this command to create.

Command Syntax: create filter subrule icmp ruleid <ruleid-val >
subruleid <subruleid-val > [ icmptype <icmptype-val > ] [icmpcode
<icmpcode-val > ][ icmptypecmp eq | neq | any][icmpcodecmp eq |
neq | any ] [ subruleprio low | high | asinrule] [ transporthdr ethernet |
pppoe |

Delete filter subrule icmp
Description: Use this command to delete.

Command Syntax: delete filter subrule icmp ruleid <ruleid-val >
subruleid <subruleid-val >

Modify filter subrule icmp
Description: Use this command to modify.

Command Syntax: modify filter subrule icmp ruleid <ruleid-val >
subruleid <subruleid-val > [ icmptype <icmptype-val >][icmpcode
<icmpcode-val > ] [icmptypecmp eq | neq | any ] [ icmpcodecmp eq |
neq | any ] [ subruleprio low | high | asinrule] [ transporthdr ethernet |
pppoe |

Parameters

Name Description

ruleid <ruleid-val > Unique identifier of a filter rule of which this sub rule is
being created
Type: Create -- Mandatory
Delete -- Mandatory
Modify --Mandatory
Get -- Optional
Valid values: 1 -65535

subruleid Unique identifier of a filter subrule

<subruleid-val > Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get -- Optional

Valid values: 1 - 4294967295

icmptype ICMP type

<icmptype-val > Type: Create -- Optional
Modify -- Optional

Default value: 0

icmpcode ICMP code

<icmpcode-val > Type: Create -- Optional
Modify -- Optional

Default value: 0

icmptypecmp eq | ICMP type comparison type
neq | any Type: Create -- Optional

Modify -- Optional
Default value: any

icmpcodecmp eq | ICMP code comparison type
neq | any Type: Create -- Optional

Modify -- Optional
Default value: any

subruleprio low | This specifies the priority of the subrule. Based on this
high | asinrule priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
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6.11.8

>

>

subrule priority will be same as specified in the rule.
Type: Create -- Optional

Modify -- Optional
Default value: asinrule

transporthdr
ethernet | pppoe

This specifies the type of the transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is ethernet, then
the IP is being carried in the ethernet header. If it is
‘pppoe’, then the corresponding IP is being carried in
the PPP header.
Type: Create -- Optional

Modify -- Optional
Default value: ethernet

Example $ create filter subrule icmp ruleid 1 subruleid 2 icmptype 0
icmpcode 0 icmptypecmp neq icmpcodecmp neq subruleprio high

Output
Yerbose Mode On

Entry Created

Bule Id 21 Eubrule Id - 2
Icmp type ] Icmp code -
ICHME type compariscon : Oeg ICMP code comparison : neg
le Priocrity : high
Transport Header : Ethernet
Verbose Mode Off:
Entry Created
Output field
Field Description
Rule Id Unique identifier of a filter rule of which this sub rule is
being created
Subrule Id Unique identifier of a filter subrule
Icmp type ICMP type
Icmp code ICMP code
ICMP type .
comparison ICMP type comparison type
ICMP che ICMP code comparison type
comparison

Subrule Priority

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.

Transport Header

This specifies the type of the transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is ethernet, then
the IP is being carried in the ethernet header. If it is
‘pppoe’, then the corresponding IP is being carried in
the PPP header.

References

e Generic Filter commands

Filter subrule IGMP C

Get filter subrule igmp

Description: Use this

ommands

command to get.

Command Syntax: get filter subrule igmp [ruleid <ruleid-val >]

[subruleid <subruleid-

Create filter subrule igmp

Description: Use this
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Command Syntax: create filter subrule igmp ruleid <ruleid-val>
subruleid <subruleid-val> [ igmptype <igmptype-val > ][ igmpcode
<igmpcode-val > ] [ groupaddrfrom <groupaddrfrom-val > ]

[ groupaddrto <groupaddrto-val > ] [ igmptypecmp eq | neq | any ]
[igmpcodecmp eq | neq | any ] [igmpgroupaddrcmp eq | neq | It]leq
| gt | geq | any | inrange | exrange ] [ subruleprio low | high | asinrule]
[transporthdr ethernet | pppoe ]

Delete filter subrule igmp

Description: Use this command to delete.

Command Syntax: delete filter subrule igmp ruleid <ruleid-val >
subruleid <subruleid-val >

Modify filter subrule igmp

Description: Use this command to modify.

Command Syntax: modify filter subrule igmp ruleid <ruleid-val>
subruleid <subruleid-val> [ igmptype <igmptype-val>][igmpcode
<igmpcode-val>] [ groupaddrfrom <groupaddrfrom-val> ]

[ groupaddrto <groupaddrto-val> ] [ igmptypecmp eq | neq | any ]
[igmpcodecmp eq | neq | any ] [igmpgroupaddrcmp eq | neq | It | leq
| gt ] geq | any | inrange | exrange ] [ subruleprio low | high | asinrule]
[transporthdr ethernet | pppoe |

Parameters

Name

Description

Ruleid <ruleid-val >

Unique identifier of a filter rule of which this sub rule is
being created
Type: Create--Mandatory

Delete-- Mandatory
Modify-- Mandatory
Get --Optional

Valid values: 1 -65535

subruleid
<subruleid-val >

Unique identifier of a filter subrule
Type: Create-- Mandatory

Delete --Mandatory

Modify -- Mandatory

Get --Optional
Valid values: 1 - 4294967295

igmptype
<igmptype-val >

IGMP type

Type: Create --Optional
Modify --Optional

Default value: 0

igmpcode
<igmpcode-val >

This fields specifies the Max Response Code (time)
fields of IGMP packet. This field is invalid if
igmphCodeCmpType is any.
Type: Create -- Optional

Modify -- Optional
Default value: 0

groupaddrfrom
<groupaddrfrom-val
>

Start group address of the range of igmp group
addresses.This field is invalid if 'igmpgroupaddrcmp’
is 'any'. This field and 'groupaddrto’ specify a range of
IGMP group addresses, if 'igmpgroupaddrcmp’ is
either 'inrange’ or 'exrange’
Type: Create -- Optional

Modify --Optional
Default value: 0

groupaddrto
<groupaddrto-val >

End group address of the range of igmp group
addresses. This field and 'groupaddrfrom’ specify a
range of IGMP group addresses, if
'igmpgroupaddrcmp’ is either ‘inrange’ or ‘exrange"
Type: Create --Optional

Modify --Optional
Default value: 4294967295

igmptypecmp eq |
neq | any

IGMP type comparison type
Type: Create --Optional
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Modify --Optional
Default value: any

igmpcodecmp eq |

IGMP code comparison type

eq|neq|lt|leq|gt|
geq | any | inrange |
exrange

neq | any Type: Create --Optional
Modify --Optional
Default value: any
igmpgroupaddrcmp | IGMP group address comparison type

Type: Create --Optional
Modify --Optional
Default value: any

subruleprio low |
high | asinrule

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.
Type: Create -- Optional

Modify -- Optional
Default value: asinrule

transporthdr
ethernet | pppoe

This specifies the type of the transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is Ethernet(Ox1),
then the IP is being carried in the ethernet header. If it
is pppoe(0x2), then the corresponding IP is being
carried in the PPP header.
Type: Create -- Optional

Modify -- Optional
Default value: ethernet

Example $ create filter subrule igmp ruleid 1 subruleid 2 igmptype 0
igmpcode 0 groupaddr from 224.0.2.3 groupaddrto 224.10.20.30
igmptypecmp eq igmpcodecmp eq igmpgroupaddrcmp inrange

subruleprio high
Output
Verbose Made Cn
Ertry Created
Rule Id

Igmp type
Igmp code

Start group address
IGME group address comparisom :

Transport Header

Yerbose Made Off:

Entry Created

1 1 Subrule Id 2
I IGMP type comparison @ neg
IGHP code comparison @ meg
224.0.2.3 End group address H
inrange Subrule Priority high
: Echernst

Output field

Field Description

Rule Id Unique identifier of a filter rule of which this sub rule is
being created

Subrule Id Unique identifier of a filter subrule

Igmp type IGMP type

IGMP type .

comparison IGMP type comparison type

Igmp code This field specifies the Max Response Code (time)
fields of IGMP packet. This field is invalid if
igmphCodeCmpType is any.

IGMP che IGMP code comparison type

comparison

Start group Start group address of the range of igmp group

address addresses.This field is invalid if 'igmpgroupaddrcmp’ is
‘any'. This field and 'groupaddrto’ specify a range of
IGMP group addresses, if 'igmpgroupaddrcmp’ is
either 'inrange' or 'exrange’

End group address | End group address of the range of igmp group
addresses. This field and 'groupaddrfrom’ specifiy a
range of IGMP group addresses, if
'igmpgroupaddrcmp’ is either 'inrange' or 'exrange'
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IGMP group IGMP group address comparison type
address
comparison

Subrule Priority This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.

Transport Header This specifies the type of the transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is Ethernet(0x1),
then the IP is being carried in the ethernet header. If it
is pppoe(0x2), then the corresponding IP is being
carried in the PPP header.

References

e Generic Filter commands
6.11.9 Filter subrule IP Commands

»  Get filter subruleip
Description: Use this command to get.

Command Syntax: get filter subrule ip [ruleid <ruleid-val>]
[subruleid <subruleid-val >]

» Create filter subrule ip
Description: Use this command to create.

Command Syntax: create filter subrule ip ruleid <ruleid-val >
subruleid <subruleid-val > [ srcipaddrfrom <srcipaddrfrom-val > ]

[ srcipaddrto <srcipaddrto-val > ] [ dstipaddrfrom <dstipaddrfrom-val
>][dstipaddrto <dstipaddrto-val > ] [ prototypefrom
<prototypefrom-val > ] [ prototypeto <prototypeto-val >][ srcaddrcmp
eqg|neq|lt]leq|gt|geq|any|inrange | exrange | ingenlist |
notingenlist ] [ dstaddrcmp eq | neq | It | leq | gt | geq | any | inrange |
exrange | ingenlist | notingenlist ] [ prototypecmp eq | neq | It|leq| gt |
geq | any | inrange | exrange ] [ ipsrcaddrmask <ipsrcaddrmask-val > ]
[ ipdstaddrmask <ipdstaddrmask-val >] [ subruleprio low | high |
asinrule] [ transporthdr ethernet | pppoe ]

» Delete filter subrule ip
Description: Use this command to delete.

Command Syntax: delete filter subrule ip ruleid <ruleid-val >
subruleid <subruleid-val >

» Modify filter subrule ip
Description: Use this command to modify.

Command Syntax: modify filter subrule ip ruleid <ruleid-val>
subruleid <subruleid-val > [ srcipaddrfrom <srcipaddrfrom-val > ]

[ srcipaddrto <srcipaddrto-val > ] [ dstipaddrfrom <dstipaddrfrom-val
>][dstipaddrto <dstipaddrto-val > ] [ prototypefrom
<prototypefrom-val > ] [ prototypeto <prototypeto-val > ][ srcaddrcmp
eqg|neq|lt]leq|gt|geq|any|inrange | exrange | ingenlist |
notingenlist ] [ dstaddrcmp eq | neq | It | leq | gt | geq | any | inrange |
exrange | ingenlist | notingenlist ] [ prototypecmp eq | neq | It |leq | gt |
geq | any | inrange | exrange ] [ ipsrcaddrmask <ipsrcaddrmask-val> ]
[ ipdstaddrmask <ipdstaddrmask-val>] [ subruleprio low | high |
asinrule] [ transporthdr ethernet | pppoe ]

Parameters

Name Description
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ruleid <ruleid-val >

Unique identifier of a filter rule of which this sub rule is
being created.
Type: Create --Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional
Valid values: 1 -65535

subruleid
<subruleid-val >

Unique identifier of a filter subrule.

Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional

Valid values: 1 - 4294967295

Srcipaddrfrom
<srcipaddrfrom-val >

Start source IP address of the range of source IP
addresses. This field is invalid if 'srcaddrcmp’ is 'any’,
'ingenlist' or 'notingenlist’. This field and 'srcipaddrto’
specify a range of source IP addresses if 'srcaddrcmp’
is either 'inrange’ or 'exrange’.
Type: Create -- Optional

Modify --Optional

Default value: 0

Srcipaddrto
<srcipaddrto-val >

End source IP address of the range of source IP
addresses. This field and 'srcipaddrfrom’ specify a
range of source IP addresses, if 'srcaddrcmp’ is either
'inrange’ or 'exrange’. Otherwise this field is invalid.
Type: Create -- Optional

Modify -- Optional
Default value: 4294967295

dstipaddrfrom
<dstipaddrfrom-val >

Start destination IP address of the range of
destination IP addresses. This field is invalid if
‘dstaddrcmp’ is 'any', ingenlist’ or 'notingenlist’. This
field and ‘dstipaddrto’ specify a range of destination IP
addresses, if 'dstaddrcmp’ is either ‘inrange’ or
‘exrange’.
Type: Create -- Optional

Modify -- Optional
Default value: 0

dstipaddrto
<dstipaddrto-val >

End destination IP address of the range of destination
IP addresses. This field and ‘dstipaddrfrom’ specify a
range of destination IP addresses, if ‘dstaddrcmp’ is
either 'inrange’ or 'exrange'. Otherwise this field is
invalid.
Type: Create -- Optional

Modify -- Optional
Default value: 4294967295

prototypefrom
<prototypefrom-val >

Start IP protocol type of the range of IP protocol types.
This field is invalid if ‘prototypecmp’ is 'any'.This field
and 'prototypeto’ specify a range of IP protocol types,
if '‘prototypecmp’ is either 'inrange’ or 'exrange'.
Type: Create -- Optional

Modify -- Optional
Default value: 0

prototypeto
<prototypeto-val >

End IP protocol type of the range of IP protocol
types.This field and 'prototypefrom’ specify a range of
IP protocol types, if ‘prototypecmp’ is either 'inrange’
or 'exrange'. Otherwise this field is invalid.
Type: Create -- Optional

Modify -- Optional
Default value: 27

srcaddrcmp eq |
neq | It|leq | gt|geq
| any | inrange |
exrange | ingenlist |
notingenlist

Source IP address comparison type. ‘ingenlist(10)'
means check if source ip address present in interface
classifier generic list. 'notingenlist(11)' means check if
source ip address not present in interface classifier
generic list. 'ingenlist(10)' and 'notingenlist(11)' are
invalid if the direction of the rule for which this subrule
is being created is 'out'.
Type: Create -- Optional

Modify -- Optional
Default value: any

dstaddrcmp eq |

Destination IP address comparison type.
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neq |t |leq|gt|geq
| any | inrange |
exrange | ingenlist |
notingenlist

'ingenlist(10)' means check if destination ip address
present in interface classifier generic list.
‘notingenlist(11)' means check if destination ip
address not present in interface classifier generic list.
'ingenlist(10)' and 'notingenlist(11)" are invalid if the
direction of the rule for which this subrule is being
created is 'out'.
Type: Create -- Optional

Modify -- Optional
Default value: any

prototypecmp eq |
neq | lt|leq|gt|geq
| any | inrange |
exrange

IP Protocol type comparison type.
Type: Create -- Optional

Modify -- Optional
Default value: any

ipsrcaddrmask
<ipsrcaddrmask-val
>

The mask value for source ip address. The mask is
applied over the source ip address before checking
against the values in the generic list.
Type: Create -- Optional

Modify -- Optional
Default value: OxIffffffff

ipdstaddrmask
<ipdstaddrmask-val
>

The mask value for destination ip address. The mask
is applied over the destination ip address before
checking against the values in the generic list.
Type: Create -- Optional

Modify -- Optional
Default value: Oxffffffff

subruleprio low |
high | asinrule

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.
Type: Create — Optional

Modify -- Optional
Default value: asinrule

transporthdr
ethernet | pppoe

This specifies the type of the transport header in the
packet in which the IP is being transported. If the
value of this field is Ethernet (1), then the IP is being
carried in the Ethernet header. If it is PPPoE(2), then
the IP is being carried in the PPP header.
Type: Create -- Optional

Modify -- Optional
Default value: Ethernet

Example $ create filter subrule ip ruleid 1 subruleid 2
srcipaddrfrom172.25.1.125 srcipaddrto 172.25.5.125 dstipaddrfrom
172.25.6.125 dstipaddrto 172.25.10.125 prototypefrom 1 prototypeto 6
srcaddrcmp inrange dstaddrcmp inrange prototypecmp inrange

subruleprio high
Output

Yerbose Made On

Entry Created

Bule Id

Start src Ip addr
Start dest Ip addr :
Start Ip Prot type :
IP S5rec Rddr Mask
Sre Ip addr comp
1le Bricrity
Transport Header

Yerbose Maode Off:

Entry Created

I | Subrule Id

5 End src Ip addr

L End dest Ip addr :
1 End IEF prot type : &
o OxffffEfEf IP Dest RAddr Mask: [
Dest Ip addr comp: inrange
IP Prot type comp:

Output field
Field Description
Rule Id Unique identifier of a filter rule of which this sub rule is
being created.
Subrule Id Unique identifier of a filter subrule.
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Start src Ip addr

Start source IP address of the range of source IP
addresses. This field is invalid if 'srcaddrcmp’ is 'any’,
'ingenlist’ or 'notingenlist’. This field and 'srcipaddrto’
specify a range of source IP addresses if 'srcaddrcmp’
is either 'inrange' or 'exrange’.

End src Ip addr

End source IP address of the range of source IP
addresses. This field and 'srcipaddrfrom’ specify a
range of source IP addresses, if 'srcaddrcmp’ is either
'inrange’ or 'exrange'. Otherwise this field is invalid.

Start dest Ip addr

Start destination IP address of the range of
destination IP addresses. This field is invalid if
‘dstaddrcmp’ is 'any', 'ingenlist’ or 'notingenlist'. This
field and 'dstipaddrto’ specify a range of destination IP
addresses, if 'dstaddrcmp’ is either 'inrange' or
‘exrange’.

End dest Ip addr

End destination IP address of the range of destination
IP addresses. This field and 'dstipaddrfrom’ specify a
range of destination IP addresses, if 'dstaddrcmp’ is
either 'inrange' or 'exrange'. Otherwise this field is
invalid.

Start Ip Prot type

Start IP protocol type of the range of IP protocol types.
This field is invalid if ‘prototypecmp’ is 'any'.This field
and 'prototypeto’ specify a range of IP protocol types,
if '‘prototypecmp’ is either 'inrange’ or 'exrange'.

End IP prot type

End IP protocol type of the range of IP protocol
types.This field and 'prototypefrom' specify a range of
IP protocol types, if ‘prototypecmp’ is either 'inrange’
or 'exrange'. Otherwise this field is invalid.

Src Ip addr comp

Source IP address comparison type. 'ingenlist' means
check if source ip address present in interface
classifier generic list. ‘notingenlist' means check if
source ip address not present in interface classifier
generic list. 'ingenlist’ and 'notingenlist' are invalid if
the direction of the rule for which this subrule is being
created is 'out'.

Dest Ip addr comp

Destination IP address comparison type. ‘ingenlist’
means check if destination ip address present in
interface classifier generic list. 'notingenlist' means
check if destination ip address not present in interface
classifier generic list. 'ingenlist' and 'notingenlist' are
invalid if the direction of the rule for which this subrule
is being created is 'out'.

IP Prot type comp

IP Protocol type comparison type.

IP Dest Addr Mask

The mask value for destination ip address. The mask
is applied over the destination ip address before
checking against a value.

Subrule Priority

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.

Transport Header

This specifies the type of Transport header in the
packet in which IP is being transported. If value of this
field is ethernet (1), then IP is being carried in ethernet
header and if it is pppoe (2) then then IP is being
carried in PPP header.

References

e Generic Filter Commands

Get filter subrule clfrtree

Filter subrule clfrtree Commands

Description: Use this command to get.

Command Syntax: get filter subrule clfrtree [ruleid <ruleid-val>]
[subruleid <subruleid-val >]

Create filter subrule clfrtree

Description: Use this command to create.
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| ]

>

Command Syntax: create filter subrule clfrtree ruleid <ruleid-val >
subruleid <subruleid-val > tname <tname-val > entrypid <entrypid-val

>

Delete filter subrule clfrtree

Description: Use this command to delete.

Command Syntax: delete filter subrule clfrtree ruleid <ruleid-val >
subruleid <subruleid-val >

Modify filter subrule clfrtree

Description: Use this command to modify.

Command Syntax: modify filter subrule clfrtree ruleid <ruleid-val >
subruleid <subruleid-val > [tname <tname-val >] [entrypid

<entrypid-val >]

Parameter

Name

Description

ruleid <ruleid>

Unique identifier of a filter rule of which this sub rule is
being created.
Type: Create -- Mandatory
Delete -- Mandatory
Modify --Mandatory
Get -- Optional
Valid values: 65535

Subruleid
<subruleid>

Unique identifier of a filter subrule.

Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional

Valid values: 1 - 4294967295

tname <thame>

Name of the classifier tree which is to be included as
subrule of this rule. This classifier tree should exist
and be enabled. A classifier tree can be used only in
one subrule. The Maximum length of Name should be
GS_CLFR_MAX_TREE_NAME_LEN.
Type: Create -- Mandatory

Modify -- Optional

entrypid <entrypid>

Profile Id of the tree, which shall be treated as an
entry point for it.
Type: Create -- Mandatory
Modify -- Optional
Valid values: 1 - Oxffffffff

Example $ create filter subrule clfrtree ruleid 1 subruleid 2 thame igmp

entrypid 2
Output

Yerbose Mode On

Entry Created

Bule Id 1 Subrule Id i
Tree Hame T lgmp
Entry Profile Id : 2
Verbose Mode Off:
Entry Created
Output field
Field Description
Rule Id Unique identifier of a filter rule of which this sub rule is
being created.
Subrule Id Unique identifier of a filter subrule.
Tree Name Name of the classifier tree which is to be included as
subrule of this rule. This classifier tree should exist
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and be enabled. A classifier tree can be used only in
one subrule. The Maximum length of Name should be
GS CLFR MAX TREE NAME_LEN.

Entry Profile Id Profile 1d of the tree, which shall be treated as an entry
point for it.

References

e see generic filter related commands
6.11.11 Filter rule stats Commands
» Get filter rule stats

Description: Use this command to get.

Command Syntax: get filter rule stats [ruleid <ruleid-val>]

Parameter
Name Description
ruleid <ruleid> Unique identifier of a filter rule
Type: Get -- Optional
Valid values: 65535

Example $ get filter rule stats ruleid 1

Output
Bule Id : L Hum Hits : 4354
Output field
Field Description
Rule Id Unique identifier of a filter rule
Num Hits Number of packets that hit this rule
References

e  Generic Filter Commands
6.11.12 Filter subrule TCP Commands

» Get filter subrule tcp
Description: Use this command to get.

Command Syntax: get filter subrule tcp [ruleid <ruleid-val>]
[subruleid <subruleid-val>]

» Create filter subrule tcp
Description: Use this command to create.

Command Syntax: create filter subrule tcp ruleid <ruleid-val>
subruleid <subruleid-val> [ srcportfrom srcportfrom ] [ srcportto
<srcportto-val> ] [ dstportfrom <dstportfrom-val> ] [ dstportto
<dstportto-val> ] [ srcportcmp eq | neq | It | leq | gt| geq | any | inrange |
exrange ] [ dstportcmp eq | neq | It]|leq | gt| geq | any | inrange |
exrange ] [ subruleprio low | high | asinrule] [ transporthdr ethernet |
pppoe ]

» Delete filter subrule tcp
Description: Use this command to delete.

Command Syntax: delete filter subrule tcp ruleid <ruleid-val >
subruleid <subruleid-val >

» Modify filter subrule tcp

Description: Use this command to modify.
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Command Syntax: modify filter subrule tcp ruleid <ruleid-val >
subruleid <subruleid-val > [ srcportfrom <srcportfrom-val > ]

[ srcportto <srcportto-val > ] [ dstportfrom <dstportfrom-val > ]

[ dstportto <dstportto-val > ] [ srcportcmp eq | neq | It | leq| gt| geq |
any | inrange | exrange ] [ dstportcmp eq | neq | It|leq | gt| geq | any |
inrange | exrange ] [ subruleprio low | high | asinrule] [ transporthdr

ethernet | pppoe ]

Parameters

Name

Description

ruleid <ruleid-val >

Unique identifier of a filter rule of which this sub rule is
being created
Type: Create -- Mandatory

Delete -- Mandatory
Modify -- Mandatory
Get --Optional

Valid values: 1-65535

subruleid
<subruleid-val >

Unique identifier of a filter subrule
Type: Create -- Mandatory

Delete -- Mandatory
Modify -- Mandatory
Get --Optional

Valid values: 1 - 4294967295

srcportfrom
<srcportfrom-val >

Start port number of the range of source port
numbers. This field is invalid if 'srcportcmp’ is
‘any".This field and 'srcportto’ specify a range of tcp
source port numbers if 'srcportcmp’ is either ‘inrange
or 'exrange'
Type: Create -- Optional

Modify -- Optional
Default value: 0

srcportto
<srcportto-val >

End port number of the range of source port numbers.
This field and 'srcportfrom' specifiy a range of TCP
source port numbers if 'srcportcmp’ is either 'inrange’
or '‘exrange'
Type: Create -- Optional

Modify -- Optional
Default value: 65535

dstportfrom
<dstportfrom-val >

Start port number of the range of destination port
numbers. This field is invalid if 'dstportcmp' is 'any'.
This field and 'dstportto’ specifiy a range of tcp
destination port numbers if 'dstportcmp’ is either
'inrange’ or 'exrange’
Type: Create --Optional

Modify --Optional
Default value: 0

dstportto
<dstportto-val >

End port number of the range of destination port
numbers. This field and 'dstportfrom' specifiy a range
of tcp destination port numbers if 'dstportcmp’ is either
'inrange’ or 'exrange’. Otherwise this field is invalid
Type: Create -- Optional

Modify -- Optional
Default value: 65535

srcportcmp eq | neq

Source port comparison type

|It|leq]|gt|geq| Type: Create -- Optional

any | inrange | Modify -- Optional
exrange Default value: any

dstportcmp eq | neq | Destination port comparison type
|It]leq|gt]geq| Type: Create -- Optional

any | inrange | Modify -- Optional
exrange Default value: any

subruleprio low |
high | asinrule

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.
Type: Create -- Optional

Modify -- Optional
Default value: asinrule
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transporthdr
ethernet | pppoe

This specifies the type of the transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is 'Ethernet’, then
the IP is being carried in the Ethernet header. If it is
'PPPoE', then the corresponding IP is being carried in
the PPP header.
Type: Create -- Optional

Modify -- Optional
Default value: Ethernet

Example $ create filter subrule tcp ruleid 1 subruleid 2 srcportfrom 21
srcportto 23 dstportfrom 21 dstportto 23 srcportcmp inrange dstportcmp
inrange subruleprio high

Output

Yerbose Made On

Entry Created

Fule Id 11 Subrule Id 2
Start source port > 21 End source port 23
Start desti on port : 21 End destinaticn port 23
Source po comparison @ inrange Destination port comparison @ inrange
Subrule Bricrity - high
Transport Header : Ethernet
Yerbose Mode Off:
Entry Created
Output field
Field Description
Rule Id Unique identifier of a filter rule of which this sub rule is
being created.
Subrule Id Unique identifier of a filter subrule

Start source port

Start port number of the range of source port
numbers. This field is invalid if 'srcportcmp' is ‘any'.
This field and 'srcportto’ specifiy a range of tcp source
port numbers if 'srcportcmp’ is either ‘inrange’ or
‘exrange’

End source port

End port number of the range of source port numbers.
This field and 'srcportfrom' specifiy a range of tcp
source port numbers if 'srcportcmp’ is either 'inrange’
or 'exrange’

Start destination
port

Start port number of the range of destination port
numbers. This field is invalid if 'dstportcmp' is any'.
This field and 'dstportto’ specifiy a range of tcp
destination port numbers if 'dstportcmp' is either
'inrange’ or 'exrange’

End destination
port

End port number of the range of destination port
numbers. This field and 'dstportfrom' specifiy a range
of tcp destination port numbers if 'dstportcmp' is either
'inrange’ or 'exrange’.Otherwise this field is invalid

Source port
comparison

Source port comparison type

Destination port
comparison

Destination port comparison type

Subrule Priority

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.

Transport Header

This specifies the type of the transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is 'Ethernet’, then
the IP is being carried in the Ethernet header. If it is
'PPPoE, then the corresponding IP is being carried in
the PPP header.

References

e Generic Filter Commands
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6.11.13 Filter subrule UDP Commands

» Get filter subrule udp
Description: Use this command to get.

Command Syntax: get filter subrule udp [ruleid <ruleid-val>]
[subruleid <subruleid-val>]

» Create filter subrule udp
Description: Use this command to create.

Command Syntax: create filter subrule udp ruleid <ruleid-val >
subruleid <subruleid-val > [srcportfrom <srcportfrom-val >] [srcportto
<srcportto-val >] [ dstportfrom <dstportfrom-val > ] [ dstportto
<dstportto-val > ] [ srcportcmp eq | neq | It|leq| gt | geq | any | inrange |
exrange ] [ dstportcmp eq | neq | It | leq | gt| geq | any | inrange |
exrange ] [ subruleprio low | high | asinrule] [ transporthdr ethernet |
pppoe |

» Delete filter subrule udp
Description: Use this command to delete.

Command Syntax: delete filter subrule udp ruleid <ruleid-val >
subruleid <subruleid-val >

» Modify filter subrule udp
Description Use this command to modify.

Command Syntax: modify filter subrule udp ruleid <ruleid-val>
subruleid <subruleid-val> [ srcportfrom <srcportfrom-val> ] [ srcportto
<srcportto-val> ] [ dstportfrom <dstportfrom-val> ] [ dstportto
<dstportto-val>] [ srcportcmp eq | neq | It | leq | gt | geq | any | inrange |
exrange ] [ dstportcmp eq | neq | It | leq | gt | geq | any | inrange |
exrange ] [ subruleprio low | high | asinrule] [ transporthdr ethernet |
pppoe ] [ transporthdr ethernet | pppoe |

Parameters

Name Description

ruleid <ruleid-val > Unique identifier of a filter rule of which this sub rule is
being created
Type: Create --Mandatory

Delete --Mandatory Modify

Mandatory Get --Optional

subruleid Unique identifier of a filter subrule
<subruleid-val > Type: Create --Mandatory
Delete — Mandatory
Modify-- Mandatory

Get --Optional
Valid values: 1 - 4294967295
srcportfrom Start port number of the range of source port
<srcportfrom-val > numbers. This field is invalid if 'srcportcmp’ is ‘any".

This field and 'srcportto’ specifiy a range of udp
source port numbers, if 'srcportcmp’ is either ‘'inrange’
or '‘exrange'
Type: Create -- Optional

Modify -- Optional
Default value: 0

srcportto End port number of the range of source port
<srcportto-val > numbers.This field and 'srcportfrom' specifiy a range
of udp source port numbers, if 'srcportcmp’ is either
'inrange’ or 'exrange’
Type: Create -- Optional

Modify -- Optional
Default value: 65535

dstportfrom Start port number of the range of destination port
<dstportfrom-val > numbers. This field is invalid if 'dstportcmp' is
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‘any".This field and 'dstportto’ specifiy a range of udp
destination port numbers, if 'dstportcmp’ is either
'inrange’ or 'exrange’
Type: Create -- Optional

Modify -- Optional
Default value: 0

dstportto
<dstportto-val >

End port number of the range of destination port
numbers. This field and 'dstportfrom' specifiy a range
of udp destination port numbers, if 'dstportcmp' is
either 'inrange’ or 'exrange'.Otherwise this field is
invalid
Type: Create -- Optional

Modify -- Optional
Default value: 65535

srcportcmp eq | neq

Source port comparison type

|1t leq]|gt|geq| Type: Create -- Optional

any | inrange | Modify -- Optional
exrange Default value: any

dstportcmp eq | neq | Destination port comparison type
|It]leq|gt]geq| Type: Create -- Optional

any | inrange | Modify -- Optional
exrange Default value: any

subruleprio low |
high |asinrule

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as ‘asinrule’,
subrule priority will be same as specified in the rule.
Type: Create -- Optional

Modify -- Optional
Default value: asinrule

transporthdr
ethernet | pppoe

This specifies the type of the transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is Ethernet, then
the IP is being carried in the Ethernet header. If it is
PPPoE, then the corresponding IP is being carried in
the PPP header.
Type: Create -- Optional

Modify -- Optional
Default value: Ethernet

Example $ create filter subrule udp ruleid 1 subruleid 2 srcportfrom 21
srcportto 23 dstportfrom 21 dstportto 23 srcportcmp inrange dstportcmp
inrange subruleprio high

Output

Yerbose Mode On

Entry Created

Bule Id 11 Eubrule Id 1 2
Start source port : 21 End scurce port : 23
Start destination port : 21 End destination port : 23
Source port comparison : inrange Destination port comparison : inrange
Subrule Priocrity : high
Transport Header : Ethernet
Verbose Mode Off:
Entry Created
Output field
Field Description
Rule Id Unique identifier of a filter rule of which this sub rule is
being created
Subrule Id Unique identifier of a filter subrule

Start source port

Start port number of the range of source port
numbers. This field is invalid if 'srcportcmp’ is 'any'.
This field and 'srcportto’ specifiy a range of udp source
port numbers, if 'srcportcmp’ is either ‘inrange’ or
‘exrange’

End source port

End port number of the range of source port numbers.
This field and 'srcportfrom' specifiy a range of udp
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6.11.14

source port numbers, if 'srcportcmp’ is either ‘'inrange’
or 'exrange'

Start destination
port

Start port number of the range of destination port
numbers. This field is invalid if 'dstportcmp’ is
‘any".This field and 'dstportto’ specifiy a range of udp
destination port numbers, if 'dstportcmp’ is either
'inrange’ or 'exrange’

End destination
port

End port number of the range of destination port
numbers. This field and 'dstportfrom' specifiy a range
of udp destination port numbers, if 'dstportcmp' is
either 'inrange’ or 'exrange'.Otherwise this field is
invalid

Source port
comparison

Source port comparison type

Destination port
comparison

Destination port comparison type

Subrule Priority

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.

Transport Header

This specifies the type of the transport header in the
packet in which the corresponding IP is being
transported. If the value of this field is Ethernet, then
the IP is being carried in the Ethernet header. If it is
PPPoE, then the corresponding IP is being carried in
the PPP header.

References

e Generic Filter Commands

Filter seq info Commands

Get filter seq info

Description: Use this command to get.

Command Syntax: get filter seq info [seqid <seqid-val >]

Create filter seq info

Description: Use this command to create.

Command Syntax: create filter seq info seqid <seqid-val >

Delete filter seq info

Description: Use this command to delete.

Command Syntax: delete filter seq info seqid <seqid-val>

Modify filter seq info

Description: Use this command to modify.

Command Syntax: modify filter seq info seqid <seqid-val > [ifname
<interface-name>] [stageid <stageid-val >] [seqdir in | out]

Parameters

Name

Description

seqid <seqid-val>

Sequence Id of the sequence

Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional

Valid Values: 1-65535

ifname
<interface-name>

The name of the interface whose mapping is being
created. Only EoA, PPPoE, and Ethernet interfaces
are allowed. If the value of this field is 'alleth’, it
indicates all 'Ethernet' interfaces. If the bridge port is
created over the aggregated interface, then this field
cannot have Ifindex of any specific Ethernet interface.
If the bridge port over the aggregated interface is not
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6.11.15

created, then this field cannot have the value 'alleth’.
This field should not be specified during creation of an
entry in this table and must be specified during modify
of an entry in this table.
Type: Create -- Optional

Modify -- Optional

stageid Identifier of the stage on the interface for which the
<stageid-val> sequence is being applied.This field should not be
specified during creation of an entry in this table and
must be specified during modify of an entry in this
table
Type: Create -- Optional

Modify -- Optional
Valid values: 1-2
Default Value:1

seqdir in | out This field specifies whether the sequence to be
applied in ingress direction or egress direction on the
interface.This field should not be specified during
creation of an entry in this table and must be specified
during modify of an entry in this table.
Type: Create -- Optional

Modify -- Optional
Default value: In

Example $ create filter seq info seqid 1
Output

YVerbose Mode On

o

guence Id : 1

ntry Created

=z
o

Yerbose Maode Off:

Entry Created

Output field

Field Description

Sequence Id Sequence Id of the sequence
References

e Generic filter related commands
Filter seq entry Commands

Get filter seq entry
Description: Use this command to get.

Command Syntax: get filter seq entry [seqid <seqid-val >] [ruleid
<ruleid-val >]

Create filter seq entry
Description: Use this command to create.

Command Syntax: create filter seq entry seqid <seqid-val > ruleid
<ruleid-val > [orderid <ordered-val >]

Delete filter seq entry
Description: Use this command to delete.

Command Syntax: delete filter seq entry seqid <seqid-val > ruleid
<ruleid-val >

Modify filter seq entry

Description: Use this command to modify.
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Command Syntax: modify filter seq entry seqid <seqid-val > ruleid
<ruleid-val > [orderid <ordered-val >]

Parameters

Name

Description

seqid <seqid-val >

Sequence Id of the sequence

Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get — Optional

Valid Values: 1-65535

ruleid <ruleid-val >

Rule Id of the rule

Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get -- Optional

Valid Values: 1-65535

orderid <ordered-val
>

This field indicates the order of the rule in the
sequence. The default value for this field will be same
as the ruleid of the entry.
Type: Create -- Optional

Modify -- Optional
Valid Values: 1-65535

Example $ create filter seq entry seqid 1 ruleid 1 orderld 1

Output

Yerbozse Maode On

Entry Created

Sequence Id - 1 Bule Id : 1
COrder Id 2 1
Verbose Mode Off:
Entry Created
Output field
Field Description
Sequence Id Sequence Id of the sequence
Rule Id Rule Id of the rule
Order Id This field indicates the order of the rule in the
sequence. The default value for this field will be same
as the ruleid of the entry.
References

e Generic filter related commands

6.11.16 Filter subrule ether Commands

» Get filter subrule ether

Description: Use this command to get.

Command Syntax: get filter subrule ether [ruleid <ruleid-val >]
[subruleid <subruleid-val >]

» Create filter subrule ether

Description Use this command to create.

Command Syntax: create filter subrule ether ruleid <ruleid-val >
subruleid <subruleid-val > [srcmacaddrfrom <srcmacaddrfrom-val > ]
[ srcmacaddrto <srcmacaddrto-val > ] [ dstmacaddrfrom
<dstmacaddrfrom-val > ] [ dstmacaddrto <dstmacaddrto-val > ]

[ ethertypefrom <ethertypefrom-val > ] [ ethertypeto <ethertypeto-val > ]
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[vlanidfrom <vlanidfrom-val > ] [ vlanidto <vlanidto-val > ][ priotagfrom
<priotagfrom-val > ] [ priotagto <priotagto-val > ] [ dsapfrom
<dsapfrom-val > ] [ dsapto <dsapto-val > ] [ ssapfrom <ssapfrom-val > ]
[ ssapto <ssapto-val > ][ srcmacaddrcmp eq| neq | It|leq| gt| geq |
any | inrange | exrange ] [ dstmacaddrcmpeq | neq | It|leq | gt | geq |
any | inrange | exrange ] [ethertypecmp eq | neq | It|leq | gt | geq | any
| inrange | exrange ] [ vlanidcmp eq | neq | It | leq | gt | geq | any |
inrange | exrange] [ priotagcmp eq | neq | It|leq| gt | geq | any |
inrange | exrange ][ dsapcmp eq | neq | It | leq | gt | geq |any |inrange |
exrange ] [ssapcmp eq | neq|It]leq| gt| geq | any | inrange | exrange ]
[ subruleprio low | high | asinrule ]

» Delete filter subrule ether
Description: Use this command to delete.

Command Syntax: delete filter subrule ether ruleid <ruleid-val >
subruleid <subruleid-val >

» Modify filter subrule ether
Description Use this command to modify.

Command Syntax: modify filter subrule ether ruleid <ruleid-val >
subruleid <subruleid-val > [srcmacaddrfrom <srcmacaddrfrom-val > ]

[ srcmacaddrto <srcmacaddrto-val > ] [ dstmacaddrfrom
<dstmacaddrfrom-val > ] [ dstmacaddrto <dstmacaddrto-val > ]

[ ethertypefrom <ethertypefrom-val > ] [ ethertypeto <ethertypeto-val > ]
[vlanidfrom <vlanidfrom-val > ] [ vlanidto <vlanidto-val > ] [ priotagfrom
<priotagfrom-val > ] [ priotagto <priotagto-val > ][ dsapfrom
<dsapfrom-val > ] [ dsapto <dsapto-val > ] [ ssapfrom <ssapfrom-val > ]
[ ssapto <ssapto-val > ][ srcmacaddrcmp eq| neq | It|leq| gt| geq |
any | inrange | exrange ] [ dstmacaddrcmpeq | neq | It|leq| gt | geq |
any | inrange | exrange ] [ethertypecmp eq | neq | It|leq | gt | geq | any
| inrange | exrange ] [ vlanidcmp eq | neq | It | leq | gt | geq | any |
inrange | exrange] [ priotagcmp eq | neq | It|leq| gt| geq|any |
inrange | exrange ] [ dsapcmp eq | neq | It | leq | gt | geq |any |inrange |
exrange ] [ssapcmp eq|neq|lt|leq | gt| geq | any | inrange | exrange ]
[ subruleprio low | high | asinrule ]

Parameters
Name Description
ruleid <ruleid-val > Unique identifier of a filter rule of which this sub rule is
being created
Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional
Valid values: 1-65535
subruleid Unique identifier of a filter subrule
<subruleid-val > Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional
Valid values: 1 - 4294967295
srcmacaddrfrom Start source MAC address of the range of source
<srcmacaddrfrom-val | MAC addresses. This field is invalid if
> ‘'srcmacaddrcmp’ is 'any'. This field and 'srcmacaddrto’
specify a range of source MAC addresses if
'srcmacaddrcmp’ is either 'inrange’ or 'exrange’
Type: Create -- Optional
Modify -- Optional
Default value: "\0"
srcmacaddrto End source MAC address of the range of source MAC
<srcmacaddrto-val > | addresses. This field and 'srcmacaddrfrom’ specify a
range of source MAC addresses, if 'srcmacaddrcmp’
is either 'inrange’ or 'exrange’. Otherwise this field is
invalid
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Type: Create -- Optional
Modify -- Optional
Default value: "\xfAXxfXAXAXAXF"

dstmacaddrfrom
<dstmacaddrfrom-val
>

Start destination MAC address of the range of
destination MAC addresses. This field is invalid if
‘dstmacaddrcmp’ is 'any'. This field and the next field
specify a range of destination MAC addresses if
‘dstmacaddrcmp’ is either 'inrange’ or ‘exrange’
Type: Create -- Optional

Modify -- Optional
Default value: "\0"

dstmacaddrto
<dstmacaddrto-val >

End destination MAC address of the range of
destination MAC addresses. This field and the
previous field specify a range of destination MAC
addresses if 'dstmacaddrcmp’ is either 'inrange’ or
‘exrange'. Otherwise this field is invalid
Type: Create -- Optional

Modify -- Optional
Default value: "\xfi\xf\xf\xfixfixff"

ethertypefrom
<ethertypefrom-val >

Start ether type of the range of ether types. This field
is invalid if 'ethertypecmp' is ‘any'. This field and the
next field specify a range of ether types, if
‘ethertypecmp’ is either 'inrange’ or 'exrange'
Type: Create -- Optional

Modify -- Optional
Default value: 0

ethertypeto
<ethertypeto-val >

End ether type of the range of ether types. This field
and the previous field specify a range of ether types, if
‘ethertypecmp’ is either 'inrange' or 'exrange'.
Otherwise this field is invalid
Type: Create --Optional

Modify --Optional
Default value: OXFFFF

vlanidfrom
<vlanidfrom-val >

Start VLAN Id of the range of VLAN IDs. Invalid, if the
direction of the rule for which this subrule is being
created is 'out’. This field is invalid if 'vlanidcmp' is
‘any'. This field and the next field specify a range of
VLAN Ids, if 'vlanidcmp' is either 'inrange' or 'exrange’
Type: Create -- Optional

Modify -- Optional
Valid values: 0 - 4095
Default value: 1

vlanidto
<vlanidto-val >

End VLAN Id of the range of VLAN IDs. Invalid, if the
direction of the rule for which this subrule is being
created is 'out’. This field and the previous field
specify a range of VLAN Ids, if ‘'vlanidcmp' is either
'inrange’ or 'exrange’. Otherwise, this field is invalid
Type: Create -- Optional

Modify -- Optional
Valid values: 0 - 4095
Default value: 4094

priotagfrom
<priotagfrom-val >

Start priority tag of the range of priority tags. Invalid, if
the direction of the rule for which this subrule is being
created is 'out’. This field is invalid if ‘priotagcmp’ is
‘any'. This field and the next field specify a range of
priority tags, if ‘priotagcmp’ is either ‘inrange’ or
‘exrange’
Type: Create -- Optional

Modify -- Optional
Valid values: 0 -7
Default value: 0

priotagto
<priotagto-val >

End priority tag of the range of priority tags. Invalid, if
the direction of the rule for which this subrule is being
created is 'out'. This field and the previous field
specify a range of priority tags, if ‘priotagcmp' is either
'inrange’ or 'exrange'. Otherwise this field is invalid
Type: Create -- Optional

Modify -- Optional
Valid values: 0 -7
Default value: 7
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dsapfrom
<dsapfrom-val >

Start DSAP of the range of DSAPs. This object is
invalid if 'dsapcmp’ is 'any'. This object and the next
object specify a range of DSAPs, if ‘dsapcmp’ is either
'inrange’ or 'exrange’
Type: Create -- Optional

Modify -- Optional
Default value: 0x00

dsapto <dsapto-val
>

End DSAP of the range of DSAPs. This object is
invalid if 'dsapcmp' is ‘any'. This object and the
previous object specify a range of DSAPs, if
‘dsapcmp’ is either 'inrange’ or 'exrange’. Otherwise
this field is invalid
Type: Create -- Optional

Modify -- Optional
Default value: Oxff

ssapfrom
<ssapfrom-val >

Start SSAP of the range of SSAPs. This object is
invalid if 'ssapcmp' is ‘any'. This object and the next
object specify a range of SSAPs, if 'ssapcmp’ is either
'inrange’ or 'exrange’
Type: Create Optional

Modify Optional
Default value: 0x00

ssapto <ssapto-val >

End SSAP of the range of SSAPs. This object is
invalid if 'ssapcmp' is 'any'. This object and the
previous object specify a range of SSAPs, if 'ssapcmp’
is either 'inrange’ or 'exrange’. Otherwise this field is
invalid
Type: Create -- Optional

Modify -- Optional
Default value: Oxff

srcmacaddrcmp eq
[ neq|[It|leq|gt]
geq | any | inrange |
exrange

Source mac address comparison type
Type: Create -- Optional

Modify -- Optional
Default value: any

dstmacaddrcmp eq
| neq | It|leq|gt]
geq | any | inrange |
exrange

Destination mac address comparison type
Type: Create -- Optional

Modify -- Optional
Default value: any

ethertypecmp eq |
neq | lt|leq|gt|geq
| any | inrange |
exrange

Ether type comparison type

Type: Create -- Optional
Modify -- Optional

Default value: any

vlanidecmp eq | neq |

It|leq|gt|geq]|any|
inrange | exrange

VLAN Id comparison type. This field must be 'any', if
'priotagcmp’ is not equal to ‘any'
Type: Create -- Optional
Modify -- Optional
Default value: any

priotagcmp eq | neq
[1t|leq | ot|geq |
any | inrange |
exrange

Priority tag comparison type. This field must be 'any’,
if 'vlanidcmp' is not equal to 'any™
Type: Create -- Optional
Modify --Optional
Default value: any

dsapcmp eq | neq| It

|leq | gt|geq|any |
inrange | exrange

DSAP comparison type.

Type: Create -- Optional
Modify -- Optional

Default value: any

ssapcmp eq | neq | It

|leq | gt|geq|any |
inrange | exrange

SSAP comparison type.

Type: Create -- Optional
Modify -- Optional

Default value: any

Example $ create filter subrule ether ruleid 1 subruleid 2
srcmacaddrfrom 00:01:02:03:04:05 srcmacaddrto 00:01:02:03:04:10
dstmacaddrfrom 00:02:03:04:05:11 dstmacaddrto 00:02:03:04:05:15
ethertypefrom 0x0800 ethertypeto 0x0810 vlanidfrom 2 vianidto 5
priotagfrom 2 priotagto 5 dsapfrom 0xfO dsapto Oxff ssapfrom 0xfO
ssapto Oxff srcmacaddrcmp inrange dstmacaddrcmp exrange
ethertypecmp inrange vlanidcmp exrange priotagcmp inrange dsapcmp
inrange ssapcmp inrange subruleprio high

Output
228



Yerbose Made On

Entry Created

Bule Id 1
Start source mac address : 00:01:02:
End source mac address 01:02:
Start destination MAC address 03:
End destination MAC address 03:04:05:15
Start ethernet type End ethernet type
Start VLAN Id End VLEN Id
Start pricrity tag End priority tag
Start D3AP : End DSRE
Start S3AP : Oxfo End Z5LE
Source MAC sddrees comparison : inrange Desination MAC addr comparison :
Ether type comparison : inrange Vlan Id comparison
Priority tag compariscn : inrange DSAP comparison
SEAP comparison : inrange Subrule Pricrity

Yerbose Mode Off:
Entry Created

Output field
Field Description
Rule Id Unique identifier of a filter rule of which this sub rule is
being created
Subrule Id Unique identifier of a filter subrule

Start source mac
address

Start source MAC address of the range of source
MAC addresses. This field is invalid if
'srcmacaddrcmp’ is ‘any'. This field and 'srcmacaddrto’
specify a range of source MAC addresses if
‘'srcmacaddrcmp’ is either 'inrange’ or ‘exrange’

End source mac
address

End source MAC address of the range of source MAC
addresses. This field and 'srcmacaddrfrom' specify a
range of source MAC addresses, if 'srcmacaddrcmp!
is either 'inrange’ or 'exrange’. Otherwise this field is
invalid

Start destination
MAC address

Start destination MAC address of the range of
destination MAC addresses. This field is invalid if
‘dstmacaddrcmp’ is 'any'. This field and the next field
specify a range of destination MAC addresses if
‘dstmacaddrcmp’ is either 'inrange’ or 'exrange’

End destination
MAC address

End destination MAC address of the range of
destination MAC addresses. This field and the
previous field specify a range of destination MAC
addresses if 'dstmacaddrcmp’ is either 'inrange’ or
‘exrange'. Otherwise this field is invalid

Start ethernet type

Start ether type of the range of ether types. This field
is invalid if 'ethertypecmp' is ‘any'. This field and the
next field specify a range of ether types, if
‘ethertypecmp’ is either 'inrange’ or 'exrange'

End ethernet type

End ether type of the range of ether types. This field
and the previous field specify a range of ether types, if
‘ethertypecmp’ is either 'inrange’ or 'exrange'.
Otherwise this field is invalid

Start VLAN Id

Start VLAN Id of the range of VLAN IDs. Invalid, if the
direction of the rule for which this subrule is being
created is 'out’. This field is invalid if 'vlanidcmp' is
‘any'. This field and the next field specify a range of
VLAN Ids, if 'vlanidcmp' is either 'inrange’ or 'exrange’

End VLAN Id

End VLAN Id of the range of VLAN IDs. Invalid, if the
direction of the rule for which this subrule is being
created is 'out'. This field and the previous field specify
arange of VLAN Ids, if 'vlanidcmp' is either 'inrange' or
‘exrange'. Otherwise, this field is invalid

Start priority tag

Start priority tag of the range of priority tags. Invalid, if
the direction of the rule for which this subrule is being
created is 'out'. This field is invalid if ‘priotagcmp’ is
‘any'. This field and the next field specify a range of
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priority tags, if 'priotagcmp’ is either 'inrange’ or
‘exrange’

End priority tag

End priority tag of the range of priority tags. Invalid, if
the direction of the rule for which this subrule is being
created is 'out’. This field and the previous field specify
a range of priority tags, if ‘priotagecmp' is either
'inrange’ or 'exrange'. Otherwise this field is invalid

Start DSAP

Start DSAP of the range of DSAPs. This object is
invalid if 'dsapcmp’ is 'any'. This object and the next
object specify a range of DSAPSs, if 'dsapcmp’ is either
'inrange’ or 'exrange’

End DSAP

End DSAP of the range of DSAPs. This object is
invalid if '‘dsapcmp' is 'any'. This object and the
previous object specify a range of DSAPs, if
‘dsapcmp' is either 'inrange’ or 'exrange’. Otherwise
this field is invalid

Start SSAP

Start SSAP of the range of SSAPs. This object is
invalid if 'ssapcmp' is 'any'. This object and the next
object specify a range of SSAPs, if 'ssapcmp' is either
'inrange’ or 'exrange’

End SSAP

End SSAP of the range of SSAPs. This object is
invalid if 'ssapcmp' is 'any'. This object and the
previous object specify a range of SSAPs, if 'ssapcmp’
is either 'inrange’ or 'exrange’. Otherwise this field is
invalid

Source MAC
addrees
comparison

Source mac address comparison type

Desination MAC
addr comparison

Destination mac address comparison type

Ether type
comparison

Ether type comparison type

Vlan Id comparison

VLAN Id comparison type. This field must be 'any', if
'priotagcmp’ is not equal to ‘any"'

Priority tag
comparison

Priority tag comparison type. This field must be 'any', if
‘'vlanidemp' is not equal to 'any™

DSAP comparison

DSAP comparison type.

SSAP comparison

SSAP comparison type.

Subrule Priority

This specifies the priority of the subrule. Based on this
priority value, the subrule is created in fast or slow
memory. In case priority is specified as 'asinrule’,
subrule priority will be same as specified in the rule.

References

e Generic filter related commands

Get filter rule actionmap

Filter rule actionmap Commands

Description: Use this command to get.

Command Syntax: get filter rule actionmap [ruleid <ruleid-val >]
[orderindex <orderindex-val >]

» Create filter rule actionmap
Description: Use this command to create.

Command Syntax: create filter rule actionmap ruleid <ruleid-val >
orderindex <orderindex-val > action SetPrio | RetagPrio |
CopyToControl [priority <priority-val>]

» Delete filter rule actionmap
Description: Use this command to delete.

Command Syntax: delete filter rule actionmap ruleid <ruleid-val>
orderindex <orderindex-val>
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Modify filter rule actionmap

Description: Use this command to modify.

Command Syntax: modify filter rule actionmap ruleid <ruleid-val >
orderindex <orderindex-val > [action SetPrio | RetagPrio |
CopyToControl] [priority <priority-val >]

Parameters

Name

Description

ruleid <ruleid-val >

Unique identifier of a filter rule entry for which this
mapping is being created
Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional
Valid Values: 1-65535

orderindex
<orderindex>

This is the order index to allow creation of multiple
entries in this table with a single rule identified by
'ruleid'. Multiple actions of the rule are applied in the
increasing order of this field

Type: Create -- Mandatory

Delete --Mandatory
Modify -- Mandatory
Get --Optional

Valid Values: 1-255

action SetPrio |
RetagPrio
|CopyToControl

This field specifies the action of the rule
Type: Create -- Mandatory
Modify -- Optional

priority <priority-val
>

This field specifies the priority to be set for the
matching packets. It is valid only if 'action' is either
'setprio’ or 'retagprio’
Type: Create -- Optional

Modify -- Optional
Valid Values: 0-7
Default value: 0

Example: $ create filter rule actionmap ruleid 1 orderindex 1 action

SetPrio priority 3
Output

Yerboze Made On

Entry Created

Bule Id : 1 Order Index : 1
Betion  : SetPric Priority 3
Verbose Mode Off:
Entry Created
Output field
Field Description
Rule Id Unique identifier of a filter rule entry for which this
mapping is being created
Order Index This is the order index to allow creation of multiple
entries in this table with a single rule identified by
‘ruleid’. Multiple actions of the rule are applied in the
increasing order of this field
Action This field specifies the action of the rule
Priority This field specifies the priority to be set for the
matching packets. It is valid only if 'action’ is either
'setprio’ or 'retagprio’
References

e Generic filter related commands
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6.12

IGMP Commands

6.12.1

| ]

>

Igmpsnoop cfg info Commands

Get igmpsnoop cfg info

Description: Use this command to get.

Command Syntax: get igmpsnoop cfg info

Modify igmpsnoop cfg info

Description: Use this command to modify.

Command Syntax: modify igmpsnoop cfg info [ queryinterval
<queryinterval-val > ] [ anxioustimer <anxioustimer-val > ]

[ vihosttimer <vlhosttimer-val > | [ lastmembqryinterval
<lastmembqryinterval-val > ] [ robustness <robustness-val >] [ status
enable | disable ] [ reportsup enable | disable ]

Parameters

Name

Description

qgueryinterval
<queryinterval-val >

Query Interval timer (in seconds) used to calculate
entry age out timer, when no Reports or Queries
are received on that entry. This value, multiplied
by 10, should be greater than the Query Interval
configured at the Router. The time for which an
entry created at Igmpsnoop module exists, if no
messages are received for it is approximately
(((Querylinterval*10)*Robustness) + Query
Response Time received in Last Query)

Type: Modify --Optional

Valid values: 1 - 25

anxioustimer
<anxioustimer-val >

This is the maximum time (in seconds), before
which the IgmpSnoop module will forward all
IGMP membership reports received. It is started
once, whenever the first membership report is
received for a group, to ensure that reports are
forwarded for a sufficiently long time, to take care
of any lost reports. The unit is seconds.

Type: Modify --Optional

Valid values: 1 - 65535

vlhosttimer
<vlhosttimer-val >

This is the maximum time (in seconds), for which
the IgmpSnooping module can assume that there
are Version 1 group members present, for the
group for which this timer is running. The unit is
seconds. Type: Modify --Optional

Valid values: 1 - 65535

lastmembqryinterval
<lastmembqryinterval-val
>

The Last Member Query Interval is the Max
Response Time inserted into Group-Specific
Queries sent in response to Leave Group
messages, and is also the amount of time
between Group-Specific Query messages. This
value may be tuned to modify the leave latency of
the network. A reduced value results in reduced
time to detect the loss of the last member of a
group. The unit of this timer is one-tenth of
second.

Type: Modify --Optional

Valid values: 1 - 255

robustness
<robustness-val >

This allows tuning for the expected packet loss on
a subnet. The IgmpSnooping module is robust to
[RobustnessVar] packet losses.

Type: Modify --Optional

Valid values: 2 - 255

status enable | disable

Specified whether or not Igmp Snooping is to be
enabled in the system.
Type: Modify --Optional
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reportsup enable |
disable

Report Suppression is enabled or not.
Type: Modify --Optional

Example $ get igmpsnoop cfg info

Output
Query Interval - 12 Anxions Timer o 125
V1 Host Timer 130 Last Member Query Interwval : 125
Bobustness Variable -2 Igmp Snoop Status : Enable
Beport Suppression Status : Enable
Output field
Field Description

Query Interval

Query Interval timer (in seconds) used to calculate
entry age out timer, when no Reports or Queries are
received on that entry. This value, multiplied by 10,
should be greater than the Query Interval configured
at the Router. The time for which an entry created at
Igmpsnoop module exists, if no messages are
received for it is approximately
(Querylinterval*10)*Robustness) + Query Response
Time received in Last Query)

Anxious Timer

This is the maximum time (in seconds), before which
the IgmpSnoop module will forward all IGMP
membership reports received. It is started once,
whenever the first membership report is received for a
group, to ensure that reports are forwarded for a
sufficiently long time, to take care of any lost reports.
The unit is seconds.

V1 Host Timer

This is the maximum time (in seconds), for which the
IgmpSnooping module can assume that there are
Version 1 group members present, for the group for
which this timer is running. The unit is seconds.

Last Member Query
Interval

The Last Member Query Interval is the Max Response
Time inserted into Group-Specific Queries sent in
response to Leave Group messages, and is also the
amount of time between Group-Specific Query
messages. This value may be tuned to modify the
leave latency of the network. A reduced value
results in reduced time to detect the loss of the last
member of a group. The unit of this timer is one-tenth
of second.

Robustness
Variable

This allows tuning for the expected packet loss on a
subnet. The IgmpSnooping module is robust to
[RobustnessVar] packet losses.

Igmp Snoop Status

Specified whether or not Igmp Snooping is to be
enabled in the system.

Report
Suppression Status

Report Suppression is enabled or not.

6.12.2 Igmpsnoop port info Commands

» Getigmpsnoop portinfo

Description: Use this command to get.

Command Syntax: get igmpsnoop port info [portid <portid-val >]
» Modify igmpsnoop port info

Description: Use this command to modify.

Command Syntax: modify igmpsnoop port info portid <portid-val >
[status Enable | Disable] [leavemode Normal|Fast|FastNormal]

Parameters

Name Description
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portid <portid>

A Bridge Port, for which IGMP Snooping needs to
be enabled or disabled.
Type: Modify -- Mandatory
Get -- Optional
Valid values: 1 - 386

status Enable | Disable

Specifies whether or not IGMP Snooping is to be
enabled on the port.
Type: Modify --Optional

Get --Optional

leavemode

Igmp Snooping Leave message processing mode

Normal|Fast|FastNormal | for the port. If the mode is set to ‘Normal', the

Leave message is forwarded to the Querier and
then based on the Query received from Querier the
Leave processing is triggered. If the mode is set to
'Fast', the port is immediately deleted from that
multicast group on Leave message reception and
then the Leave message is forwarded. The mode
should be set to 'Fast' for a port only if there is one
host behind the port. This is because if there are
multiple hosts behind the port then it will lead to
traffic disruption for other hosts who might still be
listening to that multicast group. If mode is set to
'FastNormal', the Leave message is forwarded and
the Leave processing is triggered immediately
without waiting for any trigger from the Querier.
‘FastNormal' mode thus saves the delay (equal to
the time taken for Leave message to reach router
and Querier processing time for it and the time
taken for Query to reach IGMP Snoop module) in
Leave processing.

Type: Modify --Optional

Default Value: Normal

Example: $ get igmpsnoop port info portid 6

Output
Port Index : 10
Port Igmp Snoop Status : Disable Leawve Mode : Hormal
Output field
Field Description
Port Index A Bridge Port, for which IGMP Snooping needs to be

enabled or disabled.

Port Igmp Snoop
Status

Specifies whether or not IGMP Snooping is to be
enabled on the port.

Leave Mode

Igmp Snooping Leave message processing mode for
the port. If the mode is set to ‘Normal', the Leave
message is forwarded to the Querier and then based
on the Query received from Querier the Leave
processing is triggered. If the mode is set to 'Fast’, the
port is immediately deleted from that multicast group
on Leave message reception and then the Leave
message is forwarded. The mode should be set to
'Fast' for a port only if there is one host behind the
port. This is because if there are multiple hosts behind
the port then it will lead to traffic disruption for other
hosts who might still be listening to that multicast
group. If mode is set to 'FastNormal', the Leave
message is forwarded and the Leave processing is
triggered immediately without waiting for any trigger
from the Querier. 'FastNormal' mode thus saves the
delay (equal to the time taken for Leave message to
reach router and Querier processing time for it and the
time taken for Query to reach IGMP Snoop module) in
Leave processing.

Caution: An entry in this table shall not be applicable for a bridge port
created over the PPPoOE interface.
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6.12.3
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Igmpsnoop querier info Commands

Get igmpsnoop querier nfo

Description: Use this command to get.

Command Syntax: get igmpsnoop querier info [vlanid <vlanid-val >]

[portid <portid-val>]

Create igmpsnoop querier info

Description: Use this command to create.

Command Syntax: create igmpsnoop querier info vlanid <vlanid-val

> portid <portid-val >

Delete igmpsnoop querier info

Description: Use this command to delete.

Command Syntax: delete igmpsnoop querier info vlanid <vlanid-val

> portid <portid>

Parameters

Name

Description

vlanid <vlanid-val>

Vlanld to uniquely identify the vlanid of the entry for
which the IgmpSnooping Querier is configured/
learned. In devices supporting "Shared Vlan
formulticast" capability, the information for a Querier
port is shared across vlans. Hence vlan id is an
optional parameter. In devices supporting
"Independent Vlan for multicast" capability, each vlan
can have its own information for a Querier port. Hence
vlanid is a mandatory parameter in all the commands
other than - get. For No Vlan case, vlanid is not
required.
Type: Create -- Mandatory

Delete -- Mandatory

Get -- Optional
Valid values: 1 — 4095

portid <portid-val>

A Bridge Port, belonging to the Vlan (dotlqVlanindex),
on which the Querier exists.
Type: Create -- Mandatory
Delete -- Mandatory
Get --Optional
Valid values: 1 - 386

Example $ create igmpsnoop querier info vlanid 6 portid 6

Output

Entry Created

VLAN Index - Port Indez : &
Querier Port Status : Mgmt
Output field
Field Description
VLAN Index Vlanld to uniquely identify the vlanid of the entry for

which the IgmpSnooping Querier is configured/
learned. In devices supporting "Shared Vlan for
multicast" capability, the information for a Querier port
is shared across vlans. Hence vlan id is an optional
parameter. In devices supporting "Independent Vian
for multicast" capability, each vlan can have its own
information for a Querier port. Hence vlanid is a
mandatory parameter in all the commands other than
- get. For No Vlan case, vlan id is not required. This
Feature is not supported for VLAN with vlanid as
GS_UNREGISTERED_VLANID.
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Port Index A Bridge Port, belonging to the Vlan (dotlqVlanindex),
on which the Querier exists.

Querier Port Status | Specifies whether Querier Port has been learned
dynamically or configured by the user.

Caution: An entry in this table shall not be applicable for a bridge port
created over the PPPOE interface.

6.12.4 Igmpsnoop port stats Commands

» Getigmpsnoop port stats
Description: Use this command to get.

Command Syntax: get igmpsnoop port stats [vlanid <vlanid-val >]
[mcastaddr <mcastaddr-val>] [portid <portid-val >]

» Resetigmpsnoop port stats
Description: Use this command to reset.

Command Syntax: reset igmpsnoop port stats vlanid <vlanid-val >
mcastaddr <mcastaddr-val > portid <portid-val >

Parameters

Name Description

Vlanld to uniquely identify the vlanid of the entry, for
which the IgmpSnooping statistics are desired. In
devices supporting "Shared Vlan for multicast"”
capability, the information for a multicast MAC address
is shared across vlans. Hence vlan id is an optional
. parameter. In devices supporting "Independent Vlan
vlanid for multicast” capability, each vlan can have its own
<vlanid-val > information for a multicast MAC address. Hence
vlanid is a mandatory parameter in all the commands
other than - get. For No Vlan case, vlan id is not
required.
Type: Reset -- Optional

Get — Optional
Valid values: 1 - 4095

Mcastaddr A multicast MAC Address, learned through Igmp
<mcastaddr-val > Snooping, within the Vlan (igmpVlanindex), to
uniquely identify the entry, for which the
IgmpSnooping statistics are desired. The range of
accepted values is 01:00:5E:00:00:00 to
01:00:5E:7F:FF:FF
Type: Reset --Optional

Get --Optional

portid <portid> A Bridge Port belonging to the Vlan (igmpVlanindex)
and Group (igmpsnoopMcastAddress), for which the
IgmpSnooping statistics are desired.
Type: Reset --Optional

Get —Optional
Valid values: 1 - 386

Example $ get igmpsnoop port stats vlanid 6 mcastaddr
01:00:5E:0a:00:01 portid 6

Output
VLAN Index .-
Meast Grouop Address @ 01:00:5E:0Qa:00:01
Fort Index .-
Query Received : 1an Report Received : 200
Output field
Field Description
VLAN Index Vlanld to uniquely identify the vlanid of the entry, for
which the IgmpSnooping statistics are desired. In
devices supporting "Shared Vlan for multicast"
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capability, the information for a multicast MAC
address is shared across vlans. Hence vlan id is an
optional parameter. In devices supporting
"Independent Vlan for multicast" capability, each vian
can have its own information for a multicast MAC
address. Hence vlanid is a mandatory parameter in all
the commands other than - get. For No Vlan case,
vlan id is not required.

Mcast Group
Address

A multicast MAC Address, learned through Igmp
Snooping, within the Vlan (igmpVlanindex), to
uniquely identify the entry, for which the
IgmpSnooping statistics are desired. The range of
accepted values is 01:00:5E:00:00:00 to
01:00:5E:7F:FF:FF

Port Index

A Bridge Port belonging to the Vlan (igmpVlanindex)
and Group (igmpsnoopMcastAddress), for which the
IgmpSnooping statistics are desired.

Query Received

The number of Igmp Queries received on the port
belonging to a particular multicast group and Vlan.

Report Received

The number of Membership Reports received on the
port belonging to a particular multicast group and
Vian.

Caution: An entry in this table shall not be applicable for a bridge port
created over the PPPOE interface.
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6.13

Interface Commands

6.13.1

| ]

Interface Commands

Get interface stats

Description: Use this command to view statistics for one interface or all

the interfaces.

Command Syntax: get interface stats [ifname <interface-name>]

Parameters:
Name Description
Interface name, for which configuration is to be
i modified or viewed.
<ir;1?$reace-name Type: Get  -Optional
> Modify - Mandatory
Valid values: eth-*,atm-*,aal5-*, eoa-*, dsl-*, dslf-*,
dsli-*, aggr-*, ehdlc-*.
Indicates whether linkUp/linkDown traps should be
trap generated for this interface.
enable|disable Type: Modify — Optional
Valid values : enable Or disable

Example $ get interface stats ifname eth-0

Output Verbose Mode On
Entry Created
Interface + =th-0 Degoript jon + =thll
Typ= + Ethernet Hiu + 1500
Bandwidth ¢ 10000 Fhy Addr + O0:10:4B:22:04:AF
Lagt Change {s=c) ¢ 0 Unknown Prok Pkes : 0
Adnin Etatus : Tp Operational Ecatus + Down
In Ookaks + 0 Ouk Oct=ts + 42
In Digcards + 0 Tt Discards a
In Errors 0 ut Errors + 0
In Ucast Pkes + 0 Cut Ocast Fkts : 1
HC In Oct=ts + 100 HC Cuclctete + 100
In Mcast Pkes ¢ 200 Tut Meoast Pkts + 100
In Boast Pkes ¢ 100 ut Bemst Pkts + 100
LickDpinTrapEnabl=  : Enable Fromiscous Mode : Tru=
Cormector Present + True CounterDiscontTim= + 100
HC In Oct=ts + 100
O Cutlctats . 100
Output Fields
Field Description
This uniquely identifies the interface, for which infor-
Interface mation is being displayed. It may be: eth-0, eth-1,
atm- *, aal5-*, eoa-*, dsl-*, dslf-*, dsli-*, aggr-*, eh-
dlc-*.
Description This is general information about the interface
The type of interface, distinguished according the
Tupe physical/link/network protocol, immediately below
yp the IP layer. It may be: ATM, ETHERNET, AALS,
EOA, DSL, FAST, INTERLEAVED, AGGR. EHDLC.
The size (in bytes) of the largest packet, which can
Mtu . S !
be sent/received on this interface in octets.
Bandwidth The current bandwidth of the interface, in bps.
Phy Addr Interface's address, at its protocol sublayer.
. This is the desired state of the interface. It may be:
Admin Status
Up, Down.
. This is the current operational state of the interface.
Operational Status )
It may be: Up, Down.
Value of System UpTime (in seconds) at the time
Last Change . ; -
the interface entered its current operational state.
Unknown Prot Pkts Thg number c_)f packets received via the interface,
which were discarded because of an unknown or
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unsupported protocol.

In Octets

The total number of octets received on the interface,
including the framing characters. For Ethernet inter-
faces, this will have the lower 32 bits of HC in octets.
Valid for atm-*, eoa-*, aal5-*, eth-0, eth-1, dsl-*,
dslf*, dsli-*, aggr-*.

Out Octets

The total number of octets transmitted out of the in-
terface, including framing characters. For Ethernet
interfaces, this will have the lower 32 bits of HC Out
octets.

Valid for atm-*, eoa-*, aal5-*, eth-0, eth-1, dsl-*,
dslf*, dsli-*, aggr-*.

In Discards

The number of inbound packets, which were
discarded, though no errors were detected.

Out Discards

The number of outbound packets chosen to be
discarded even though there were no errors.

In Errors

The number of inbound packets, which were not
delivered to upper layers because of errors.

Out Errors

The number of outbound packets chosen to be
discarded because there were errors.

In Ucast Pkts

The number of unicast packets delivered to a higher
layer protocol.

Out Ucast Pkts

The total number of packets requested to be sent to
unicast addresses, by upper layer protocols.

HC In Octets

The total number of octets received on the interface,
including framing characters. This object is a
64-bit version of ifInOctets.

Valid for eth-*.

HC OutOctets

The total number of octets transmitted out of the
interface, including framing characters. This object
is a 64-bit version of ifOutOctets.

Valid for eth-*,

In Mcast Pkts

The number of multicast packets delivered to a
higher layer protocol.

Out Mcast Pkts

The total number of packets requested to be sent to
multicast addresses, by upper layer protocols.

In Bcast Pkts

The number of broadcast packets delivered to a
higher layer protocol.

Out Bcast Pkts

The total number of packets requested to be sent to
broadcast addresses, by upper layer protocols.

LinkUpDnTrapEnable

Indicates whether linkUp/ linkDown traps should be
generated for this interface.

Promiscous Mode

This object has a value of false if this interface only
accepts packets/frames that are addressed to this
station. This object has a value of true when the
station accepts all packets/frames transmitted on
the media. The value true is legal only for Ethernet
interfaces. The value of PromiscuousMode does not
affect the reception of broadcast and multicast
pack-ets/frames by the interface.

Connector Present

This indicates whether the interface sublayer has a
physical connector or not. This is true only for phys-
ical Ethernet interfaces.

CounterDiscontTime

The value of sysUpTime on the most recent occa-
sion, at which any one or more of this interface's
counters suffered a discontinuity.

Reset interface stats

Get interface config
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Description: Use this command to reset the statistics of Ethernet, E0A,
ATM, AALS5, DSL, DSLF, DSLI, Aggr and EHDLC interfaces.

Command Syntax: reset interface stats ifname<interface-name>

Description: Use this command to view Interface Configuration.




Command Syntax:

» Modify interface config

get interface config ifname <interface-name>

Description: Use this command to modify interface configuration.

Command Syntax: modify interface config ifname <interface-name>

[trap enable|disable]

Parameters;

Name

Description

Ifname <interface-name>

Interface name, for which configuration is to be
modified or viewed.

Type: Get -Optional Modify - Mandatory
Valid values: eth-*,atm-*,aal5-*, eoa-*, dsl-*, dslf-*,
dsli-*, aggr-*, ehdlc-*.

trap enable|disable

Indicates whether linkUp/linkDown traps should be
generated for this interface.

Type: Modify — Optional

Valid values : enable or disable

Example $ getinterface config

Output Verbose Mode On
Ifame Linklp/DnTrap
2al5-1 Emnabla

Output Fields

FIELD

Description

IfName

Interface name, for which configuration is to be
viewed.

LinkUp/DnTrap

Indicates whether linkUp/linkDown traps shall be
generated for this interface.

Caution None
References

e ATM Interface commands
e Ethernet commands
e EOA commands
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6.14

IP Commnads

6.14.1

IP Route Table Commands

= Createip route
Description: Use this command to create a routing table entry.

Command Syntax: create ip route ip <dest-ip-address> gwyip
<gwy-ip-address> mask <net-mask>

» Deleteip route
Description: Use this command to create a routing table entry.

Command Syntax: create ip route ip <dest-ip-address> gwyip
<gwy-ip-address> mask <net-mask>

» Getiproute
Description: Use this command to create a routing table entry.

Command Syntax: get ip route ip <dest-ip-address> gwyip
<gwy-ip-address> mask <net-mask>

Parameters
Name Description
ip <dest-ip-address> Destination IP address of this route.
Type: Mandatory
Valid Values : Any valid class A/B/C IP
Gwyip The IP address of the next hop for this route.
<gwy-ip-address> Type: Mandatory
Valid Values : Any valid class A/B/C IP
mask <net-mask> The Mask of the destination IP Address.
Type: Mandatory
Valid Values : 0.0.0.1 — 255.255.255.254

Example $ create ip route ip 192.168.2.40 gwyip 192.168.1.1 mask
255.255.255.0
Output

Yerbose Maode On

Entry Created

Lestinaticn Net Mask Gateway If-name  Route HRoute BRAgelsec)
Iype
192 1£8.2. 40 255 2E5 2EL. 0 152 16B.1.1  eth-] IND LCL ]
YVerbose Mode Off
Entry Created
Output Fields
FIELD Description
Destination Destination IP address of this route.
Mask The Mask of the destination IP Address.
Gateway The IP address of the next hop for this route.
If-Name The local interface, through which the next hop of
this route will be reached.
Route Type The type of route. It may be : dir (for Direct) or ind
(for Indirect).
Route Orig The routing mechanism, through which this route
was learned. It may be: NET (for Network
Management), LCL (for Local), RIP, ICMP,DYI
(Dynamic through Interface creation).
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6.14.2

>

>

[ g

Age The number of seconds since this route was last

updated or otherwise determined to be correct.

References

e getip route command
o delete ip route command
e arp related commands.

IP Net to Media Table Commands

Create arp

Description: Use this command to create a static entry in the ARP
Table.

Command Syntax: create arp ip <ip-address> macaddr
<mac-address>

Delete arp

Get arp

Description: Use this command to delete an entry from the ARP table.

Command Syntax: delete arp ip <ip-address>

Description: Use this command to display either the full ARP table or a
single entry.

Command Syntax: get arp [ip <ip-address>]

Parameters

Name Description

IP address corresponding to the media-dependent
iphysicall address

Type: Mandatory

Valid Values : Any valid class A/B/C IP

ip <ip-address>

Macaddr< The media-dependent iphysicall address
mac-address> Type: Mandatory

Example $ create arp ip 192.168.1.1 macaddr 11:11:11:11:11:11
Output Verbose Mode On

Entry Created
If Hame Type Mac Address Ip Address

eth—0 Static 11:11:11:11:11:11 192 168.1.1

Yerhose Mode Off

Output Fields

FIELD Description
This specifies the physical interface for the media.
If Name It may be: eth-0 - *. This entry contains bridge
management information.
Type This defines the type of mapping in use. The

value Invalid has the effect that this entry is not
used. It may be: Static, Dynamic, Other

Mac Address The media-dependent iphysicali address

Ip Address IP address corresponding to the
media-dependent iphysicali address

D? The specified interface should pre-exist. Please refer to the
create ethernet intf command.

References
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delete arp command

get arp command

create ethernet intf command
ip route related commands
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6.15

QoS Commands

6.15.1

6.15.2

IRL Map Commands

B Getirl map

Description: Use this command to get.

Command Syntax: get irl map [ifname <interface-name>]
» Createirl map

Description: Use this command to create.

Command Syntax: create irl map ifname < interface-name >
profilename <profile-name>

#» Deleteirl map
Description: Use this command to delete.

Command Syntax: delete irl map ifname < interface-name >

Parameters
Name Description
ifname < Interface Name whose IRL mapping information is to
interface-name > be configured.
Valid Values: aal5-0 - aal5-*
Type: Create Mandatory
Delete Mandatory
Get --Optional
Valid values: ND - ND
profilename Specifies the name of the IRL profile to be associated
<profile-name> with the interface. String of up to 64 characters ('A'-
'Z','a'-'z','0'-'9",'-'"' ") and any combination of printable
characters excluding ;'
Type: Create Mandatory

Example $ create irl map ifname aal5-0 profilename gold
Output

YWerhose Mode On
Entry Created

Interface Profile Name

aals-0 gold
Werhose Mode Off:

Entry Created

Output field

Field Description

Interface Interface Name whose IRL mapping information is to
be configured. Valid Values: aal5-0 - aal5-*

Profile Name Specifies the name of the IRL profile to be associated
with the interface. String of up to 64 characters ('A'-
'Z','a'-'z', '0'-'9'-",' ") and any combination of printable
characters excluding ;'

IRL Profile Commands

»  Getirl profile
Description: Use this command to get.

Command Syntax: get irl profile [profilename <profile-name>]
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» Create irl profile
Description: Use this command to create.

Command Syntax: create irl profile profilename <profile-name>
[irltype sr2cm | trtcm] [ cir <cir-val>] [ cbs <cbs-val > ] [ pir <pir-val > ]
[ pbs <pbs-val > ][ conformaction colorgreen ] [ exceedaction drop
|coloryellow ] [violateaction drop | coloryellow ]

» Delete irl profile

Description: Use this command to delete.

Command Syntax: delete irl profile profilename <profile-name>
» Modify irl profile

Description: Use this command to modify.

Command Syntax: modify irl profile profilename <profile-name>
[irltype sr2cm | trtem] [ cir <cir-val > ][ cbs <cbs-val > ] [ pir <pir-val > ]
[ pbs <pbs-val > ][ conformaction colorgreen ] [ exceedaction drop
|coloryellow ] [violateaction drop | coloryellow ]

Parameters
Name Description
profilename Profile name uniquely identify an IRL profile in the
<profile-name> system. String of up to 64 characters ('A'-'Z', 'a'-'z,

'0'-'9','-",' ") and any combination of printable
characters excluding ;.
Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get --Optional
Valid values: ND - ND

irltype sr2cm | trtcm | This field specifies the type of IRL. Two types of IRLs
are supported. Single Rate Two Color Marker (sr2cm)
and Two Rate Three Color Marker (trtcm).

Type: Create Optional Modify Optional

tricm

cir <cir-val > Committed Information Rate of the IRL in kbps. This
field is valid for both sr2cm and trtcm type of profiles.
The value of this field cannot be more than PIR.
Type: Create -- Optional

Modify -- Optional
Default value:0-16000

cbs <cbs-val > Committed Burst Size of the IRL in bytes. This field is
valid in both sr2cm and trtcm type of profiles. The
value of this field cannot be more than PBS in case of
trTcm.
Type: Create -- Optional

Modify -- Optional
Default value: 96-10000
Default value: 7500

pir <pir-val > Peak Information Rate of the IRL in kbps. This field is
valid only for trtcm type of profile. The value of this
field cannot be less than CIR.
Type: Create -- Optional

Modify -- Optional
Default value: 96-16000
Default value: 1000

pbs <pbs-val > Peak burst size of the IRL in bytes. This field is valid
only for trtcm type of profile. The value of this field
cannot be less than CBS.
Type: Create -- Optional

Modify -- Optional
Default value: 96-15000
Default value: 10000

conformaction Color type to be applied for conforming packets. This
colorgreen field is valid in both sr2cm and trtcm type of profiles
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6.15.3

>

Type: Create -- Optional
Modify -- Optional
Default value: colorgreen

exceedaction drop |
coloryellow

Color for exceeding packets. This field is valid only for
trtcm type of profiles
Type: Create -- Optional
Modify -- Optional
efault value: coloryellow

violateaction drop |
coloryellow

Color type to be applied for violating packets. This field
is valid in both sr2cm and trtcm type of profiles Type:
Create -- Optional

Modify -- Optional
Default value: drop

Example $ create irl profile profilename gold irltype trtcm cir 1000 cbs

400 pir 2000 pbs 12000 conformaction colorgreen exceedaction

coloryellow violateaction drop

Output

Yerhose Mode On

Entry Created

Profile nam= : gold
Profile Type : trbom CIR (kbp=) : 1o0d
CES {bytes) - 12000 PIR (kbps=) o Z200a
PES {bytes) 12000 Conform act : colorgoesn
Encesd action : colorgyellow Violate action : drop
Verbose Mode Off:
Entry Created
Output field
Field Description

Profile name

Profile name uniquely identifies an IRL profile in the
system. String of up to 64 characters ('A'-'Z', 'a'-'z',
'0'-'9',"-",' ") and any combination of printable
characters excluding ;.

Profile Type

This field specifies the type of IRL. Two type of IRLs
are supported. Single Rate Two Color Marker (sr2cm)
and Two Rate Three Color Marker (trtcm).

CIR(kbps)

Committed Information Rate of the IRL in kbps. This
field is valid for both sr2cm and trtcm type of profiles.
The value of this field cannot be more than PIR.

CBS(bytes)

Committed Burst Size of the IRL in bytes. This field is
valid in both sr2cm and trtcm type of profiles. The
value of this field cannot be more than PBS in case of
trTem.

PIR(kbps)

Peak Information Rate of the IRL in kbps. This field is
valid only for trtcm type of profile. The value of this
field cannot be less than CIR.

PBS(bytes)

Peak burst size of the IRL in bytes. This field is valid
only for trtcm type of profile. The value of this field
cannot be less than CBS.

Conform action

Color type to be applied for conforming packets. This
field is valid in both sr2cm and trtcm type of profiles.

Exceed action

Color for exceeding packets. This field is valid only for
trtcm type of profiles.

Violate action

Color type to be applied for violating packets. This
field is valid in both sr2cm and trtcm type of profiles

References

e |RL Commands

IRL Stats Commands

Get irl stats

Description: Use this command to get.

Command Syntax: get irl stats [ifname <interface-name>]
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Parameters

<interface-name>

Name Description
Interface Name whose IRL statistics are requested.
ifname Valid Values: aal5-0 - aal5-*.

Type : Get -- Optional
Valid values : ND - ND

Example $ get irl stats

ifname aal5-0

Output field
Field Description
Interface Interface Name whose IRL statistics are requested.

Num packets
violated

Number of packets that violated PIR in case of trTcm.
In case of crTcm it is the number of packets violating
CIR.

Num packets

Number of packets that exceeded CIR. This field is

exceeded valid only for trtcm type of profiles.
Num packets Number of packets that conformed to CIR.
conformed

References

¢ |RL Commands
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6.16 SNMP Commands

6.16.1 SNMP Comm Commands

B Getsnmpcomm

Description: Use this command to get.

Command Syntax: get snmp comm [community <community-val >]
» Create snmp comm

Description: Use this command to create.

Command Syntax: create snhmp comm community <community-val >
[access ro | rw]

» Delete snmp comm
Description: Use this command to delete.

Command Syntax: delete snmp comm community <community-val >

Parameter
Name Description
This specifies the Community name.
community Type: Create --Mandatory
<community-val > Delete --Mandatory

Get -- Optional
This specifies the access permissions given to man-
agers with this community name. ro implies Read Only
access ro | rw permissions and rw implies Read-Write permissions.
Type: Create --Optional
Default value: ro

Example $ create snmp comm community public
Output Verbose Mode On

Entry Creatsd

RoceEE commumity

Verbose Mode Off:

Entry Creatsd

Output field description

Field Description
community This specifies the Community name.
This specifies the access permissions given to man-
Access agers with this community name.ro implies Read Only
permissions and rw implies Read-Write permissions.

References

¢ SNMP commands
6.16.2 SNMP Host Commands

» Get snmp host
Description: Use this command to get.

Command Syntax: get snmp host [ip <ip-address>] [community
<community-val >]
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» Create snmp host
Description: Use this command to create.

Command Syntax: create snmp host ip <ip-address > community
<community-val >

» Delete snmp host
Description: Use this command to delete.

Command Syntax: delete snmp host ip <ip-address > community
<community-val >

Parameter

Name Description

This specifies the IP address of the manager that
has access permissions.
ip <ip-address > Type: Create --Mandatory

Delete --Mandatory

Get -- Optional
This specifies the Community name. This must be a
valid community in the snmp community table.
Type: Create --Mandatory

Delete —Mandatory

Get -- Optional

Example $ create snmp host ip 172.25.34.34 community public

community
<community-val >

Output Verbose Mode On

Entry Created

Ip Address Commnity

Verbose Mode Off:
Entry Created

Output field description

Field Description
This specifies the IP address of the manager that has
Ip Address C
access permissions.
Community ThI.S specifies .the. Community name. Thls must be a
valid community in the snmp community table.
References

¢ SNMP commands
6.16.3 SNMP Stats Commands

» Snmp stats
Description: Use this command to get.
Command Syntax: get snmp stats
» Modify snmp stats
Description: Use this command to modify.
Command Syntax: modify snmp stats [authentraps enable | disable]

Parameter

Name Description
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authentraps enable
|disable

Indicates whether the SNMP agent process is
permitted to generate authentication-failure traps.
The value of this object overrides any configuration
information; as such, it provides a means whereby
all authentication-failure traps may be disabled.
Type: Modify -- Optional

Default value: disable

Example $ get snmp stats

Output
Inrkte 1 Lag ukPkta 1 100
InEadveraicna ] InBadConmunityHames @ @
InEsdCconmunitylUese : 0 INAENParssErre 1
InTooBigs o InHosuchNamse 1
InBadvalues ] InReadinlya a
InGenErrs ] InTotalRegvara 200
InTokalsetvars L0 InGetRequests ¢ 100
InGetHexta r 0 InEekRequests ]
InGetRespanssa 1 0 InTrape
utTooBiga ] utHosuchNamea
utBadvalusa ] utGenErra
utGetRequssts 1D utGetHexts Ll
ut SetRequasts - utdetResponsze ¢ 100
utTraps ] AuthenTrapa 1 disable
EilentDropa ] FroyDropa 1 @
Output field description
Field Description
The total number of Messages delivered to the
InPkts . -
SNMP entity from the transport service.
The total number of SNMP Messages which
OutPkts were passed from the SNMP protocol entity to

the transport service.

InBadVersions

The total number of SNMP Messages which
were delivered to the SNMP protocol entity
and were for an unsupported SNMP version.

InBadCommunityNames

The total number of SNMP Messages
delivered to the SNMP protocol entity which
used a SNMP community name not known to
say entity.

The total number of SNMP Messages
delivered to the SNMP protocol entity which

InBadCommunityUses represented an SNMP operation which was

not allowed by the SNMP community named in
the Message.

INASNParseErrs

The total number of ASN.1 or BER errors
encountered by the SNMP protocol entity
when decoding received SNMP Messages.

InTooBigs

The total number of SNMP PDUs which were
delivered to the SNMP protocol entity and for
which the value of the error-status field is
'tooBig'.

InNoSuchNames

The total number of SNMP PDUs which were
delivered to the SNMP protocol entity and for
which the value of the error-status field is
‘'noSuchName'.

InBadValues

The total number of SNMP PDUs which were
delivered to the SNMP protocol entity and for
which the value of the error-status field is
‘badValue'.

InReadOnlys

The total number valid SNMP PDUs which
were delivered to the SNMP protocol entity
and for which the value of the error-status field
is ‘readOnly'. It should be noted that it is a
protocol error to generate an SNMP PDU
which contains the value 'readOnly" in the
error-status field, as this object is provided as
a means of detecting incorrect
implementations of the SNMP.

InGenErrs

The total number of SNMP PDUs which were
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delivered to the SNMP protocol entity and for
which the value of the error-status field is
‘genErr'.

InTotalReqVars

The total number of MIB objects which have
been retrieved successfully by the SNMP
protocol entity as the result of receiving valid
SNMP Get-Request and Get-Next PDUs.

InTotalSetVars

The total number of MIB objects which have
been altered successfully by the SNMP
protocol entity as the result of receiving valid
SNMP Set-Request PDUs.

InGetRequests

The total number of SNMP Get-Request PDUs
which have been accepted and processed by
the SNMP protocol entity.

InGetNexts

The total number of SNMP Get-Next PDUs
which have been accepted and processed by
the SNMP protocol entity.

InSetRequests

The total number of SNMP Set-Request PDUs
which have been accepted and processed by
the SNMP protocol entity.

InGetResponses

The total number of SNMP Get-Response
PDUs which have been accepted and
processed by the SNMP protocol entity.

InTraps

The total number of SNMP Trap PDUs which
have been accepted and processed by the
SNMP protocol entity.

OutTooBigs

The total number of SNMP PDUs which were
generated by the SNMP protocol entity and for
which the value of the error-status field is
'tooBig'.

OutNoSuchNames

The total number of SNMP PDUs which were
generated by the SNMP protocol entity and for
which the value of the error-status is
'noSuchName'.

OutBadValues

The total number of SNMP PDUs which were
generated by the SNMP protocol entity and for
which the value of the error-status field is
‘badValue'.

OutGenErrs

The total number of SNMP PDUs which were
generated by the SNMP protocol entity and for
which the value of the error-status field is
'genErr'.

OutGetRequests

The total number of SNMP Get-Request PDUs
which have been generated by the SNMP
protocol entity.

OutGetNexts

The total number of SNMP Get-Next PDUs
which have been generated by the SNMP
protocol entity.

OutSetRequests

The total number of SNMP Set-Request PDUs
which have been generated by the SNMP
protocol entity.

OutGetResponses

The total number of SNMP Get-Response
PDUs which have been generated by the
SNMP protocol entity.

OutTraps

The total number of SNMP Trap PDUs which
have been generated by the SNMP protocol
entity.

AuthenTraps

Indicates whether the SNMP agent process is
permitted to generate authentication-failure
traps. The value of this object overrides any
configuration information; as such, it provides
a means whereby all authentication-failure
traps may be disabled.
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The total number of GetRequest-PDUs,
GetNextRequest-PDUs,
GetBulkRequest-PDUs, SetRe-quest-PDUs,
and InformRequest-PDUs delivered to the
SNMP entity which were silently dropped be-
SilentDrops cause the size of a reply containing an
alternate Re-sponse-PDU with an empty
variable-bindings field, was greater than,
either a local constraint, or the maximum
message size associated with the originator of
the request.

The total number of GetRequest-PDUs,
GetNex-tRequest-PDUs,
GetBulkRequest-PDUs, SetRequest-PDUs,
and InformRequest-PDUs delivered to the
ProxyDrops SNMP entity, which were silently dropped, be-
cause the transmission of the (possibly
translated) message to a proxy target failed in
a manner (other than a time-out) such that no
Response-PDU could be returned.

References

o SNMP commands.
6.16.4 SNMP Traphost Commands

» Get snmp traphost
Description: Use this command to get.

Command Syntax: get snmp traphost [ip <ip-address>] [port
<port-val >]

» Create snmp traphost
Description: Use this command to create.

Command Syntax: create snmp traphost ip <ip-address >
community <community-val > [port <port-val >] [version v1 | v2c]

> Delete snmp traphost

Description: Use this command to delete.

Command Syntax: delete snmp traphost ip <ip> [port <port-val >]
> Modify snmp traphost

Description: Use this command to modify

Command Syntax: modify snmp traphost ip <ip> [port <port>]
[version v1 | v2c]

Parameter
Name Description
This specifies the Port at which the trap is to be
sent.
Type: Create --Optional
port <port-val > Get -- Optional

Modify — Optional
Delete -- Optional
Default value: 162
This specifies the Trap version to be sent to the
Manager.
Type: Create --Optional
Get -- Optional
Modify -- Optional
Default value: v2c

Example $ create snmp traphost ip 172.25.34.34 community public
Output Verbose Mode On

version vl | v2c
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Output field

Field Description

Ip Address Thls_specmes the IP address of the manager where
trap is to be sent.

c . This specifies the Community name used in the

ommunity trap

Port This specifies the Port at which the trap is to be
sent.

Version This specifies the Trap version to be sent to the
Manager.

References

SNMP commands
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6.17

SNTP Commands

6.17.1

6.17.2

>

>

SNTP Cfg Commands

Get sntp cfg

Description: Use this command to get.

Command Syntax: get sntp cfg

Modify sntp cfg

Description: Use this command to modify.

Command Syntax: modify sntp cfg [enable | disable]

Parameter

Name

Description

enable|disable

This specifies whether the SNTP service is enabled or
disabled. True means that SNTP is enabled and False
means that SNTP is disabled.

Type: Modify -- Optional

Valid values: enable, disable

Example
Output

Statue

$ modify sntp cfg enable
Verbose Mode On/Off

1 Enabls

Output field description

Name

Description

Status

This specifies whether the SNTP service is enabled
or disabled. True means that SNTP is enabled and
False means that SNTP is disab

SNTP Stats Commands

Get sntp stats

Description: Use this command to get.

Command Syntax: get sntp stats

Reset sntp stats

Description: Use this command to reset.

Command Syntax: reset sntp stats

Example $ get sntp stats
Output Verbose Mode On/Off
Statue 1 Enable
Output field
Field Description

Requests count

This specifies the number of requests sent to SNTP
Server.

Responses count

This specifies the Number of responses received
from SNTP Server.

Invalid Responses
count

This specifies the Number of invalid responses
received from SNTP Server.

Lost Responses
count

This specifies the number of responses which do not
come within time limit.

Last Time Stamp

This specifies time at which the local clock was last
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6.17.3

[MM/DD/ set or corrected. The display format shall be mm/dd/
YYYY::HH:MM:SS] yyyy:hr:min:sec.

SNTP servaddr Commands

Get sntp servaddr

Description: Use this command to get.

Command Syntax: get sntp servaddr

Create sntp servaddr

Description: Use this command to create.
Command Syntax: create sntp servaddr
Example $ create sntp servaddr 172.23.3.45
Output Verbose Mode On

Entry Created

Server Addr 1 172.23.31.45 Etatue 1 Standby

Verbose Mode Off
Entry Creatsd

Output field description

Field Description
Server Addr This specifies the IP Address of the SNTP Server.
Server is in Use. OR Server is in standby mode i.e.
Status .
not in use.
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6.18

System Commands

6.18.1

System Configuration Save and Restore Commands

Commit

Description: Use this command to commit the active configuration to

the flash.

Command Syntax: commit

Parameters
None
Reboot

Description: Use this command to reboot the system and to set the
boot configuration.

Command Syntax: reboot [control <nvram|network>] [dataplane
<nvram|network>] [config <network | default | last | backup | clean |

minimum >]
Parameters
Name Description
This specifies whether the control plane binaries are to
control be fetched from the network or the binaries already

<nvram|network>

present in NVRAM are to be used.
Type : Optional
Default value: Binary present in NVRAM.

dataplane
<nvram|network>

This specifies whether the data plane binaries are to be
fetched from the network or the binaries already present
in NVRAM are to be used.

Type: Optional

Default value: Binaries present in NVRAM.

config
<network|default|

um>

last|backup|clean|minim

This specifies the boot configuration — the
<last|backup|clean|minimum> source, from which to
boot up. The boot configuration is set to last
automatically, whenever a commit command is given.
The boot configuration being an optional parameter, if it
is not specified, it retains the previous value. So giving
reboot after a commit will result in a reboot from the
committed configuration.

Default: Use Default factory configuration while booting
up.

Backup: Use the Backup configuration to boot the
system.

Last: Use last committed configuration to boot the
system.

Minimum: Use a configuration in which:

« the size command is executed.

« the user (login name and password as root) is created.
 an Ethernet interface with IP address 192.168.1.1
mask 255.255.0.0 is created.

Clean: The system comes up with nothing configured.
Network: The system fetches the default configuration
file from the remote host and system comes up with this
default configuration.

Type : Optional

Default value: If a reboot is being given for the first
time, then the default value is default. Otherwise, the
default value is the same as what was given the last
time.
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6.18.2

>

System Control Table Commands

Create u

ser

Description: Use this command to create a user account. A maximum

two accounts can exist.

Command Syntax: create user name <user-name> passwd

<password> [root/user]

Delete user

Get user

Passwd

Description: Use this command to delete a user login.

Command Syntax: de

lete user name <user-name>

Description: Use this command to display information of all the users.
Password information isnot displayed.

Command Syntax: get user

Parameters

Name

Description

Name <user-name>

This specifies the User Name to be created.

Type: Mandatory

Valid values: String of up to 64 characters (‘A’- ‘Z’,
‘a’-'z’, '0’-'9",’-","_") and any combination of printable
characters excluding “;"

This specifies the password required by this user to
login to the unit.

passwd Type : Mandatory
<password> Valid values: String of up to 64 characters (‘A’- ‘Z’,
‘a’-'z’, '0’-'9’,’~',’_") and any combination of printable
characters excluding “;".
This indicates the privilege level of the user.
Root|user Type : Optional
Default value: user
Example $ create user name userl passwd templ user
Output Verbose Mode On
Entry Created
Privilege UesrHame
weer -y

Output Fields

FIELD Description
This shows the new user login, which has been cre-
UserName ated
o This represents the privilege level associated with the
Privilege .
user name shown. It may be: user, root

Description: Use this command to change the password associated

with a user login. An or

dinary user may change the password for

another user if he knows the old password. However, the root does not
need to know a user’s existing password before changing it. The
passwords are not echoed on to the screen.

Command Syntax: passwd [user-id]

Parameters

Name Description
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The id of the user whose password is to be changed. If
not specified then the current user is assumed.

Type: Mandatory, if user is logged in through serial
User-id port and user authentication is disabled through serial
port. Otherwise, Optional.

Valid values: String of up to 64 characters (All print-
able characters except ;")

Mode Super-User, User.

Example Normal Usage
Spapewd
0ld Pasaword:
H=w Pasaword:
Confirm Wew Paseword:
Szt Done.

Super User (for ordinary user)

Spapewd Ussrl

Hzw Pasaword:
Confirm Wew Faeeword:
E=t Done.

6.18.3 System Info Commands

» Get system info
Description: This command to get system parameters.
Command Syntax: get system info

» Modify system info
Description: Use this command to modify the system parameters.

Command Syntax: modify system info [contact <sys-contact>]
[name <sys-name>] [location <sys-location>] [vendor
<sys-vendor-info>] [logthresh <sys-log-threshold>] [systime <systime>]
[dst <on |off>] [timezone <timezone>]

Parameters
Name Description:
This contains the textual identification of the contact
contact person for this modem, together with information on

how to contact this person
Type : Optional
Valid values: String of up to 63 ASCII Characters

<sys-contact>

This specifies the name of the modem
name <sys-name> Type : Optional
Valid values: String of up to 63 ASCII Characters

This specifies the physical location of this modem
Type : Optional
Valid values: String of up to 63 ASCII Characters

Location
<sys-location>

This contains the vendor-specific information
Type : Optional
Valid values: String of up to 63 ASCII Characters

vendor
<sys-vendor-info>

This specifies the severity level of the trap equal to or
lower than that shall be logged. 1 is the lowest and
represents critical traps.

Type: Optional

Valid values: 1-4

logthresh
<sys-log-threshold >

This specifies the current system time.

Type: Optional

Valid values: System Time String in format. The to
Systime <systime> tal string length must be 20 characters. Single digits
should be prepended with a "0', e.g. "1' should be
given as "01' mon dd hh:mm:ss year e.g. "Feb 01
21:20:10 2001"

This specifies if the Daylight Savings Time has been
dst <on | off> enabled or not.
Type: Optional
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Valid values: on|off

Example $ get system info
Output Verbose Mode On
Ccrash Id 11 Ccrash IO 0
Time of Crash 1 Thu Jam @1 00:00:25 1970
Craeh Causs 1 CP crashed after DP Init
PER Reg 1 940060d=e Wim Reg 1 00
BC 1 O 74204¢ nec 1 0x4742050
T Reg MsSW 1 el ¥ Reg LW 1 0x491E6599
Trap Hunm v OoeB2 Trap Base Reg 1 Oxd602520
Fault Status Reg @ Oeeld Double Fault Reg 1 Ox3sl
IER v Oec2000
Alternate Window # oomlf
Regg:Local In | Rea#:Local In
0 : Oxl t D | 1 : oxz 1 [l
I < 1 Ol |3 : om r el
4 : 035 b | & : oxs : Ol
6 [ 4 ¢ Ol | 7 & ox7 : Ol
Alternate Window # ool2
Reg#:Local In |Regé:Local In
0 Omp 1 X0 | 1 : oxe 1 XD
1 0xd (el | 3 : omo : (el
4 t D | 5 : oxo 1 [l
6 1 Ol | 7 oxd r el
Current Standard Window Dumg
R=gigters : Global ut Local 1 In
0 1 Ox0 1 OXSH4B540 1 OxSE44e34 1 OX5B48540
1 1 OKB4O0EDRD 1 oxddladia 1 0x3bla 1 oxdadladie
2 1 OXT 1 OxdTalfda r OX3IE00 r Ox2000000
3 1 Ox1E 10X 1 ox3ble 1 oxddiadre
4 1 Ox0 1 oxdadladeo 1 Ox5Rddedd 1 Oxadladeo
5 1 Ox2050044c 1 0x3IbLT 1 Ox5As4dod 1 0x3bl4
6 1 oxseE3coo 1 Oxddlicle 1 0l 1 Oxddlicso
T 1 Ox0 1 OxAT10T3c 1 0x3ble 1 oxdTonfzE
CCP Register Dump
CCER Registsr 1 0¥1a23d4021  CCCRC Regieter 1 lEfEfbbd
CCEE Regilster 1 Oxazaabdfc
CCIR Regiater 1 Oxbabfbfel CCIBR Register 1 Dx3fdiedrE
CCOBER Register 1 0¥44208200 CCOR Regieter 1 DxshbZeacc
Stack at the time of the Crash
StackDepth : Calladdress : Return Addreae: Frame Ptr : EtackPer
] 1 OxdBeaEsc 1 0x4T710T3c 1 0x4dl3cle 1 Ox4951=60
T 1 0xAT1OTicC 1 DxaToofze 1 0xdd13can meeddiiclg
1 1 oxdToofzE 1 DxdGeab20 1 ixdd1ladin moedd13c9d
5 1 OxdGeabzn 1 DHdEeaisc 1 0xddlazén meeddiadia
1 1 Oxd6ealzsc 1 Ixdgesdzo 1 1xddla3es meedd14360
3 1 Oxdeesdzo 1 Dx4BelsEc 1 0xdadradfo coedd1d43=g
Output Fields
Field Description
Crash Id Crash Number
Crash IU Internal processor Number

Time of Crash

This specifies the time at which the crash occurred.

Crash Cause

This specifies crash cause. Following are the
possi-blecauses: - Ctrl Transfer To CP Failed - Crash
in CP self processing - DP Init Failure - CP crashed
after DP Init - DP crashed after DP Init - DP internal
Failure - System in Loop - Crash in DP Processing

This specifies the value of Processor state registerat

PSR Reg the time of crash.
Wim Reg Window Invalid Mask register
PC This specifies the value of Program counter at the
time of crash.
This specifies the value of next Program Counter at
NPC .
the time of crash.
Y Reg MSW This specifies the value of MSW of Y Register at the
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time of crash.

Y Reg LSW

This specifies the value of LSW of Y Register at the
time of crash.

Trap Num

This specifies number of trap that caused the crash.

Trap Base Reg

This specifies the value of Trap Base register at the
time of crash.

Fault Status Reg

This specifies the value of Fault Status Register at the
time of crash.

Double Fault Reg

This specifies the value of Double Fault Register at
the time of crash.

IER

This specifies the value of Implementation Exten
sionRegister at the time of crash.

Alternate Window
Capture

For crashes involving Alternate Windows, This Cap-
ture specifies of all local and input register capture for
Alternate Windows # 0x1f to 0x18.

Current Standard

This specifies all global, input, local and output

Window Dump registers of standard window at the time of capture.
(I;Srip Register This specifies proprietary CCP register dump

Stack at the time of
the Crash

This specifies the stack trace at the time of the crash.
Display contains Return address and the caller
function addreses, along with the Stack and the
Frame pointer values.

References

e Get/modify nbsize
Get rmon idletime

Description: Use this command to display a list of idle time records.

Command Syntax: get rmon idletime [numentries <numentries-val>]

Parameter
Name Description
This specifies last numentries idle time records to be
Numentries < displayed
numentries-val> Type: Optional
Default : 10

Example
Output

fget rmon idletime

$ get rmon idletime numentries 1

mmentrize 1

Etart Tins End Time Total Idle oeil &
Tine Timz
Thu Jan 1 12:34:51 1870 Thu Jam 1 12:35:00 1970 108 e 10
Output Fields
FIELD Description
Start Time Th|§ speplfles the starting time of the period for which
the idle time was recorded
. This specifies the end time of the period for which the
End Time . ;
idle time was recorded
Total Time Thls spgmﬂes the total time (in seconds) elapsed in
this period.
. This specifies the time (in seconds) for which the
Idle Time ; . . .
system was idle during this period.
. This specifies the Utilization (in percentage) of the
Util % . ; )
system during this period
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6.18.4 System manuf info Commands

» Get system manuf info

Description: This command is used to display manufacturing text
information in the system.

Command Syntax: get system manuf info

Example $ get system manuf info

Output
fget system manuf info
Cpeltopiadods 1 Tx 16 Bit Bm 2 Bit
HetUkapiaMods 1 Tx 16 Bit Bx # Bit
Cpeltopiadaster 1 Trus HetUtopiaMaeter 1 Falee
MaxEthHacPhy 1 2 ColurmbiaIrdsel ]
CpeltopiaFrag 1 40 MHZ
Eth Epeed 1 100 Mbpe
£.80 | selfmachddr | EthPortidsel | EthType
1 | oo:ER:OC:DD:EE:FF | 16 | ©Data Mgt
2 | @o:BB:0OC:ID:EEFE | 17 | ©Data Mgmt

Del manuf Text Info

Wum of LBRams 1 2 Hun of Chipe 1 2

Wum of Porta 1 24 Interface Type 1 Hoet Hus
Chip Type 1 G214

EB=rial Hunber 1 «C0-0123456%

vendor Id 1 FFESGEFN

Vereion Wumber 1 23219

Chip Ho Base Rddr LERam

1 axadanooon a

2 Oxadanocon 1

Legical To Fhyeical Port Mapping

[ o-7 1 i 1 2 3 4 5 & 7

[ B-151] B 2 10 11 12 13 14 15
[ 16 - 23 ] 16 17 13 1 20 21 22 21
[ 24 - 21 ] 24 25 26 a7 22 29 an a1
[ 32 - 33 ] a2 a1 34 s 18 7 ] a3
[ 40 - 47 ] an 41 42 43 44 45 =1 a7

Tum of URRTS 11

HSSL Port Id 11 Baud Rate 1 9600
Data Bits -] Stop Bit 1 2
Parity 1 Even URAT Mods 1 Bolling
Application Typs 1 Coneole

-

o

v

Output Fields

FIELD Description

CpeUtopiaMode Mode of operation of CPE side Utopia interface

NetUtopiaMode Mode of operation of NET side Utopia interface

CpeUtopiaMaster This specifies whether CPE side Utopia interface is
master

NetUtopiaMaster ngt:fecmes whether NET side Utopia interface is

This specifies the maximum number of MACs that can

MaxEthMacPhy )
be configured
ColumbialdSel Specifies the address .bit in the PCI bug, which is
connected to IDSEL pin of the Columbia
CpeUtopiaFreq CPE Frequency for Utopia Interface
This specifies the speed of operation. Supported
Eth Speed speeds are — 10 Mbps, 100 Mbps, and 1000 Mbps. It
is a bitmask.
SelfMacAddr This specifies the self MAC address
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6.18.5

| ]

>

EthPortldSel

This specifies the address bit in the PCI bus, which
is connected to IDSEL pin of the Ethernet device

EthType

This specifies the Defines the ethernet types — data
, mgmt, or both. It is a bitmask.

Num of LBRams

This specifies the number of LBRams in the system.

Num of Chips

This specifies the number of Chips in the system.

Num of Ports

This specifies the number of Ports per Chip in the
system.

Interface Type

This specifies the InterfaceType. Following are the
values it can take — Host Bus, PCI, Utopia

Chip Type

This specifies the Type of Chip — G24, G16, and
octane.

Serial Number

This specifies the vendor specific string that identifies
the vendor equipment.

Vendor Id

This specifies the binary vendor identification field.

Version Number

This specifies the vendor specific version number
sent by this ATU as part of the initialization message

Base Addr

This specifies the base address of the chip.

LBRam

This specifies the LBRam associated with the chip

Logical To Physical
Port Mapping

This specifies the Logical To Physical Port Mapping.

No of UARTs This specifies the number of UARTS configured.
HSSL Port Id This specifies the HSSL port to be used for UART.
Baud Rate This specifies the Baud Rate of the port
Data Bits This specifies the number of data bits to be used
Stop Bit This specifies the stop bits used on HSSL -1, 2,15
Pari This specifies the parity used on HSSL — even, odd,

arity

none

UART Mode This specifies the UART Mode — polling, interrupt

based

Application Type

This specifies the application name using this UART.

Get system version

Description: This command is used to get the information of the
versions with which the system has come up.

Command Syntax: get system version

Example

$ get system version

Output Verbose Mode On

Control Plane Binary

Data Plane Binary

Output Fields

1 0OL 2.6.0.0.040217
1 OF_BO2_06_15

FIELD

Description

Control Plane
Binary

This tells about the version of the control plane binary
with which the system has come up.

Data Plane Binary

This tells about the version of the data plane binary
with which the system has come up.

Get system reboot info

System reboot info command

Description: This command is used for displaying a list of reboot
failures that were encountered when the system was trying to come up.

Command Syntax: get system reboot info [numentries]

Example $ get system reboot info numentries 1
Output Verbose Mode On
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CP Bin Veraiono
OF Bin Veraicno

1 1.6
1 1.8
Time of Reboot ¢ Thu Jan 2 12:34:56 1970

Reboot Failure Cauee : DP Imit Failure
Reboot Type 1 Secondary CFG

Output Fields

FIELD Description
Control Plane The control Plane Version with which the system
Version could not come up.
Data Plane Version The data Plane Version with which the system could
not come up.
Time of Reboot Time at which the reboot failure occured.
This tells the type of reboot with which the system is
Type of Reboot trying to come up. The various possible values are :

Last, Back Up, Default, Minimum, Clean.

This tells the various causes of failure that system
encountered while rebooting. It can be :-
Sdram CP Decompress failed

Nvram CP Decompress failed

Sdram DP Decompress failed

Nvram DP Decompress failed

DP Init Failure

Nvm CP Nvm DP CI Mismatch

Nvm CP Sdram DP Cl Mismatch
Sdram CP Nvm DP CI Mismatch #
Sdram CP Sdram DP CI Mismatch
Sdram CP All DP CI Mismatch

Nvm CP All DP CI Mismatch

Failure Cause Applying Last cfg failed

Applying BackUp cfg failed

Applying Min cfg failed

Applying Nvm FD failed

Applying Sdram FD failed

Nvm CP Last CFG CI Mismatch

Nvm CP Backup CFG CI Mismatch
Sdram CP Last CFG Cl Mismatch
Sdram CP Backup CFG CI Mismatch
NVRAM CP had invalid sign

SDRAM CP had invalid sign

Control Plane wrongly linked

CP mem req exceeds limit

Applying Clean cfg Failed

6.18.6 System Size Commands

» Getnbsize

Description: Use this command to view System Sizing parameters
available on next boot.

Command Syntax: get nbsize
» Modify nbsize

Description: Use this command to modify System Sizing parameters
available on next boot.

Command Syntax: modify nbsize [maxatmport <max-atm-port-val >]
[maxvcperport <maxvcper-port-val >] [maxvc <max-vc-val >]
[maxatmoam <max-atm-oamactivities-val >][maxrmon <max-rmon-val
>] [maxnumethprioQs <maxnumethprioQs-val >] [maxmulticast
<max-multicast-val >][maxmac <maxmac-val >] [maxhashbuck
<max-hash-bucket-val >] [ maxnumvlan <max-numvlans-val
>][maxvlanidval <maxvlanidval-val>][maxnumacentry
<maxnummacentry-val>] [devcap <devcap-val >] [maxnumeoaprioQs
<maxnumeoaprioQs-val >] [bridgingmode <bridgingmode-val

> ][[maxhpriotreenodes <maxhpriotreenodes-val >]
[maxIpriotreenodes <maxlpriotreenodes-val >] [ maxClfrTrees
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<maxClfrTrees-val > ][maxClfrProfiles <maxClfrProfiles-val

> ][maxinrules <maxinrules-val >] [maxoutrules <maxoutrules-val
>][maxinhpriosubrules <maxinhpriosubrules-val >]
[maxinlpriosubrules <maxinlpriosubrules-val >]
[maxouthpriosubrules <maxouthpriosubrules-val >]
[maxoutlpriosubrules <maxoutlpriosubrules-val >] [mcastcap
ivmcapable | svmcapable |none] [maxnumac <maxnumac-val >]
[maxnumsrcmac <maxnumsrcmac-val >]

Parameters
Name Description
Maximum number of ATM ports.
maxatmport

<max-atm-port-val >

Type: Modify — Optional
Valid values :1-48

maxvcperport
<max-vc-per-port -val >

Maximum number of VCs possible per ATM
port.

Type: Modify — Optional

Valid values :1-8

maxvc <max-vc-val >

Maximum number of VCs possible in the
system.

Type: Modify — Optional

Valid values :1-(48*8)

maxatmoam
<max-atm-oam-activities-val
>

Maximum number of OAM activities that can be
active at a time.

Type: Modify — Optional

Valid values :1-10

maxrmon <max-rmon-val >

Maximum number RMON probes that can be
applied simultaneously in the system.

Type: Modify — Optional

Valid values :1-20

MaxnumethprioQs
<maxnumethprioQs-val >

This specifies the max number of priority
queues that can be configured on a bridge port
created over an ethernet interface.

Type: Modify — Optional

maxmulticast
<max-multicast-val >

Maximum number of multicast groups that can
be configured in the system.

Type: Modify — Optional

Valid values :1-256

maxmac <max-mac-val >

Maximum number of MAC addresses that can
be learned by the system. This should be
multiples of 32.

Type: Modify — Optional

Valid values :1-4000

maxhashbuck
<max-hash-bucket-val >

Maximum number of hash buckets for the
Forwarding table. This value should be a power
of 2.(1,2,4,8...)

Type: Modify — Optional

Valid values :1-8192

maxnumvlan
<max-num-vlans-val >

This specifies the maximum number of Vlans
Supported.

Type: Modify — Optional

Valid values :1-512

maxvlanidval
<max-vlan-id-val>

This specifies the maximum value of Vlan Id
that a bridge can support.

Type: Modify — Optional

Valid values :1-4095

maxnumacentry
<max-num-mac-entry—va| >

This specifies the maximum number of Static
Ucast Entries Supported.
Type: Modify — Optional

Valid values :1-512

devcap <devcap-val >

This specifies the capabilities of the device.
Type: Modify — Optional
Valid values : IVL, SVL, none

maxnumeoaprioQs
<maxnumeoaprioQs-val >

This specifies the max number of priority
queues that can be configured on a bridge port
created on EOA interface
Type: Modify — Optional

Valid values :1-4
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bridgingmode
<bridgingmode-val >

This specifies the state of full bridging on the
bridge. Value residential specifies that packets
coming from CPE side would be forwarded to
the net side port without a lookup. In case of
restricted bridging, the packets would undergo
a lookup and if the destination is another CPE
port, the packet would be dropped, i.e. CPE to
CPE traffic is not allowed. Unrestricted bridging
is forwarding based on lookup in all cases.
Type: Modify — Optional

Valid values : residential, restricted,
unrestricted

maxhpriotreenodes
<maxhpriotreenodes-val >

Maximum number of classifier tree nodes of
high access priority that can be created.
Type : Modify - Optional

Valid values : 1-128

maxIpriotreenodes
<maxlpriotreenodes-val >

Maximum number of classifier tree nodes of
low access priority that can be created.
Type : Modify - Optional

Valid values : 1-512

maxClfrTrees
<maxClfrTrees-val >

Maximum number of classifier trees that can be
created

Type: Modify — Optional

Valid values : 1-63

maxClIfrProfiles
<maxClfrProfiles-val >

Maximum number of classifier profiles that can
be created

Type: Modify — Optional

Valid values : 1-127

maxinrules
<maxinrules-val >

Maximum number of generic filter ingress rules
that can be created.

Type: Modify - Optional

Valid values : 1-275

maxoutrules
<maxoutrules-val >

Maximum number of generic filter egress rules
that can be created.

Type: Modify - Optional

Valid values : 1-25

maxinhpriosubrules
<maxinhpriosubrules-val >

Maximum number of generic filter ingress
subrules of high access priority that can be
created.

Type: Modify - Optional

Valid values : 1-75

maxinlpriosubrules
<maxinlpriosubrules-val >

Maximum number of generic filter ingress
subrules of low access priority that can be
created.
Type: Modify - Optional

Valid values : 1-25

maxouthpriosubrules
<maxouthpriosubrules-val >

Maximum number of generic filter egress
subrules of high access priority that can be
created.

Type: Modify - Optional

Valid values :

maxoutlpriosubrules
<maxoutlpriosubrules-val >

Maximum number of generic filter egress
subrules of low access priority that can be
created.

Type: Modify - Optional

Valid values : 1-175

mcastcap ivmcapable |
svmcapable | none

It denotes the Multicast Device Capability
Type: Modify — Optional
Valid values : ivmcapable, svmcapable

Maxnumac <maxnumac-val
>

It denotes the maximum number of Access
Concentrators supported.

Type: Modify -- Optional

Valid values:1-8

Maxnumsrcmac
<Maxnumsrcmac-val >

It denotes the maximum number of Source
MAC

addresses that can be used across the different
PPPoOE interfaces.

Type: Modify -- Optional

Valid values:1-8

Example $ get nbsize
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Output

Max ATH Ports
Max VCa
Max RHOW probes

Max Multicast groupe :

Max Hash buckste
Max VlanId value
Dev Capabilitiee
Max ¥un ECR Pric Qe
Max Tree Hodss

Max Clfr Tress
Mcaek Capabilitise

Output Fields

LBl e B LU )

Symeapable

Verbose Mode On

Max VO per Port 1 2
oL} Hax ORM activicies 1 5
Bridging Hode 1 Reaidemtial
Hax MRC addresses 1 256
Hax VLANE v 18

Hax Hum Etatic Mac Entriee : 5

Hax Hum Eth Prio Qa 12
Hax Trz= Branches 131
Hax Tr=e Trees 13

FIELD

Description

Max ATM Ports

Maximum number of ATM ports.

Max VC per Port

Maximum number of VCs possible per ATM port

Max VCs

Maximum number of VCs possible in the system.

Max OAM activities

Maximum number of OAM activities that are active at a
time.

Max RMON probes

Maximum number RMON probes that can be applied
simultaneously in the system.

Max Multicast
groups

Maximum number of multicast groups that are
configured in the system.

Max MAC addresses

Maximum number of MAC addresses that are learned
by the system.

Max Hash buckets

Maximum number of hash buckets for the Forwarding
table. This value should be a power of 2. (1, 2, 4, 8 ,...)

Max VLANs

Maximum number of Vlans Supported.

Max Vlanld Value

Maximum value of VLANID that the bridge can support.

Max Num Static Mac
Entries

Maximum number of static Unicast entries.

Dev Capabilities

Device Capabilities of the bridge.

Max Num Eth Prio
Qs

This specifies the max number of priority queues that
can be configured on a bridge port created over an
ethernet interface.

Max Num EOA Prio
Qs

This specifies the max number of priority queues that
can be configured on a bridge port created on EOA
interface

Bridging Mode

This specifies the state of full bridging on the bridge.
Value residential specifies that packets coming from
CPE side would be forwarded to the net side port
without a lookup. In case of restricted bridging, the
packets would undergo a lookup and if the destination is
another CPE port, the packet would be dropped, i.e.
CPE to CPE traffic is not allowed. Unrestricted bridging
is forwarding based on lookup in all cases.

Max Tree Nodes

Maximum number of classifier tree nodes that can
be created

Max Tree Branches

Maximum number of classifier tree branches that can be
created

Max Clfr Trees

Maximum number of classifier trees that can be created

Mcast Capabilities

It denotes the Multicast Device Capability

References

e get/modify system info

e get system stats.
6.18.7

» Get system stats

System Stats Commands

Description: Use this command to view System Statistics.

Command Syntax: get system stats

» Reset system stats

Description: Use this command to reset System Statistics.

Command Syntax: reset system stats
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Example $ get system stats

Output Verbose Mode On
CPE Ucast Addr Count 1 10 DnLink Ucast Addr Counkt : 20
HET Ucast hddr Count 1 20 CEE Learn Eotry Diecarde : 90
ImLink Learn Entry Diecards : 30 WET Learn Entry Diecarde : 100
Dyn Addr conflicte static @ 40 Mored Ipm Addrs Count 1 110
Beaek Lookup Fail coumk 1 50 Mcaet Lookup Fail Counkt @ 120
Tx Ckl Pkta Count H T Rx Ctl Pkte Count v 130
Ctl Pkts Discarde Coumk 1 TO

Output Fields

FIELD Description

CPE Ucast Addr Count

Number of unicast addresses, which were
learned from the CPE ports.

DnLink Ucast Addr Count

Number of unicast addresse,s which were
learned from the Downlink port.

Learn Entry Discards

Number of addresses which, were not
learned from the CPE ports, due to lack of
space in the forwarding table.

DnLink Learn Entry
Discards

Number of addresses which, were not
learned from the Downlink port, due to lack of
space in the forwarding table.

Dyn Addr Conflicts Static

Number of times a learned address conflicted
with a static address.

Moved Dyn Addrs Count

Number of times a learned address moved
from one port to another.

Ucast Lookup Fail Count

Number of times Unicast address lookup
failed.

Mcast Lookup Fail Count

Number of times Multicast address lookup
failed.

Tx Ctl Pkts Count

Number of packets sent to the Control
module.

Rx Ctl Pkts Count

Number of packets received from Control
module.

Ctl Pkts Discards Count

Number Control module packets discarded.

NumNetUcastAddrCount

Number of unicast addresses which were
learned from the Net ports.

NumNetLearnEntryDiscards

Number of addresses, which were not
learned from the Net ports, due to lack of

space in the forwarding table.

References

e get/modify system info
e get/modify nbsize

6.18.8 System Traps Commands

» Reset traps

Description: Use this command to delete all trap logs.

Command Syntax: reset traps

Example $ reset traps

Output

E=t Done
Output Fields
None
References

e et traps command.
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6.19

VLAN Commands

6.19.1

GVRP Port Info Commands

Get gvrp port info

Description: Use this command to get.

Command Syntax: get gvrp port info [portid <portid-val >]

Modify gvrp port info

Description: Use this command to modify.

Command Syntax: modify gvrp port info portid <portid-val >
[ portvlanid <portvlanid-val > ] [ acceptframetypes all | tagged ]
[ ingressfiltering truelfalse ] [ gvrpstatus enable | disable ]

[ restrictedvlanreg true|false ]

Parameter

Name

Description

portid <portid-val >

The bridge port id.
Type :Optional for all commands
Valid values: 1-386

portvlanid <portvlanid-val
>

The VLAN Identifier.
Type :Optional for all commands
Valid values: 1-4095

acceptframetypes all |
tagged

When this is Tagged, the device will discard
un-tagged frames or Priority-Tagged frames
received on this port. When this is All,
untagged frames or Priority-Tagged frames
received on this port will be accepted and
assigned to the PVID for this port.

Type:Optional for all commands

ingressfiltering true|false

When this is true, the device will discard
incoming frames for VLANs, which do not
include this Port in its Member set. When
false, the port will accept all incoming frames.
Type : Optional for all commands

Valid values: true or false

gvrpstatus enable |
disable

The state of GVRP operation on this port.
Type:Optional for all commands

restrictedvlanreg true|fa
Ise

The state of Restricted VLAN Registration on
this

port. If the value of this control is true(1), then
creation of a new dynamic VLAN entry is
permitted only if there is a Static VLAN
Registration Entry for the VLAN concerned, in
which, the Registrar

Administrative Control value for this port is,
Normal Registration.

Type :Optional for all commands

Valid values: true or false

Example $ get gvrp port info

Output Verbose Mode On

Fort Id

Bort VIAN Index
Ingrese Filtering
Fail=d Registraticms

1 10

11 Aocept Frame Types : all

1 krue Gvrp Ekatus : enabled
1 1004 Last Pdu Crigin

Rzstricted Vlan Fegistraticn : falas

Output Fields

Field Description

Port Id The bridge port id.

Port VLAN Index

The VLAN Identifier.
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Accept Frame Types

When this is Tagged, the device will discard
un-tagged frames or Priority-Tagged frames
received on this port. When All, untagged frames
or Priority-Tagged frames received on this port will
be accepted and assigned to the PVID for this port.

Ingress Filtering

When this is true, the device will discard incoming
frames for VLANSs, which do not include this Port in
its Member set. When false, the port will accept
all incoming frames.

Gvrp Status

The state of GVRP operation on this port.

Failed Registrations

The total number of failed GVRP registrations, for
any reason, on this port.

Last Pdu Origin

The Source MAC Address of the last GVRP
message received on this port.

Restricted Vlan
Registration

The state of Restricted VLAN Registration on this
port. If the value of this control is true(1), then
creation of a new dynamic VLAN entry is permitted
only if there is a Static VLAN Registration Entry for
the VLAN concerned, in which, the Registrar
Administrative Control value for this port is, Normal
Registration.

References

¢ GVRP Commands
6.19.2 GVRP Info Commands

B Getgvrpinfo

Description: Use this command to get GVRP information.

Command Syntax: get gvrp info

» Modify gvrp info

Description: Use this command to modify GVRP information.

Command Syntax: modify gvrp info gvrpstatus enable | disable

Parameter

Name

Description

gvrpstatus enable |
disable

The administrative status requested by
management for GVRP
Type: Optional

Example $ modify gvrp info gvrpstatus enable

Output
Verbose Mode On:

VLAN Verslon NHumosr @

GVRE Status

st Done

VLAN Version Numbe
EVRF Statua

re

Verbose Mode Off:

Zet Done

Output Fields

1 Curremt VLRME : L00O

I § Current WLAMS : 1000

Field

Description

VLAN Version
Number

Version Number of IEEE802.1Q, that device
supports.

Current VLANS

The current number of IEEE 802.1Q VLANS that
are configured on this device.

GVRP Status

The administrative status requested by
management for GVRP.

References
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e gvrp port info commands

e gvrp port stats commands

GVRP Port Info Commands

> Getgvrp portinfo

Description: Use this command to get.

Command Syntax: get gvrp port info [portid <portid-val >]

» Modify gvrp portinfo

Description: Use this command to modify.

Command Syntax: modify gvrp port info portid <portid-val >
[ portvlanid <portvlanid-val > ] [ acceptframetypes all | tagged ]
[ ingressfiltering truelfalse ] [ gvrpstatus enable | disable ]

[ restrictedvlanreg truelfalse ]

Parameter

Name

Description

portid <portid-val >

The bridge port id.
Type :Optional for all commands
Valid values: 1-386

portvlanid <portvlanid-val

The VLAN Identifier.

> Type :Optional for all commands
acceptframetypes all | When this is Tagged, the device will discard
tagged untagged frames or Priority-Tagged frames

received on this port. When this is All,
untagged frames or Priority-Tagged frames
received on this port will be accepted and
assigned to the PVID for this port.

Type: Optional for all commands

ingressfiltering true|false

When this is true, the device will discard
incoming frames for VLANS, which do not
include this Port in its Member set. When
false, the port will accept all incoming frames.
Type : Optional for all commands

Valid values: true or false

gvrpstatus enable |
disable

The state of the GVRP operation on this port.
The value 'enable’ indicates that GVRP is
enabled on this port, as long as 'gvrpstatus’ in
the 'GVRP INFO' command is enabled for this
device. When this is 'disable’, even if
‘gvrpstatus’ in the 'GVRP INFO' command is
‘enable’ for the device, GVRP will be 'disable’
on this port. In such a case, any GVRP packet
received will be silently discarded and no
GVRP registrations will be propagated from
other ports. This object affects all GVRP
Applicant and Registrar state machines on this
port. This configuration shall not be effective for
a bridge port created over PPPoE interface.
Type: Optional for all commands

restrictedvlanreg truelfa
Ise

The state of Restricted VLAN Registration on
this port. If the value of this control is true(1),
then creation of a new dynamic VLAN entry is
permitted only if there is a Static VLAN
Registration Entry for the VLAN concerned, in
which, the Registrar Administrative Control
value for this port is, Normal Registration.
Type :Optional for all commands

Valid values: true or false

Example $ get gvrp port info

Output
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6.19.4

>

| ]

H ! hecapt Frame Typea o

gress Filtering : true GVEp Status
Failed Registrations @ 1000 Last Pdu Origin T:89:00:01
Reatricted Vlan Regletraticn : false
Output Fields
Field Description
Port Id The bridge port id.

Port VLAN Index

The VLAN Identifier.

Accept Frame Types

When this is Tagged, the device will discard
untagged frames or Priority-Tagged frames
received on this port. When All, untagged
frames or Priority-Tagged frames received on
this port will be accepted and assigned to the
PVID for this port.

Ingress Filtering

When this is true, the device will discard
incoming frames for VLANSs, which do not include
this Port in its Member set. When false, the port
will accept all incoming frames.

Gvrp Status

The state of the GVRP operation on this port. The
value 'enable’ indicates that GVRP is enabled on
this port, as long as 'gvrpstatus' in the 'GVRP
INFO' command is enabled for this device. When
this is 'disable’, even if 'gvrpstatus' in the 'GVRP
INFO' command is 'enable’ for the device, GVRP
will be 'disable’ on this port. In such a case, any
GVRP packet received will be silently discarded
and no GVRP registrations will be propagated
from other ports. This object affects all GVRP
Applicant and Registrar state machines on this
port. This configuration shall not be effective for a
bridge port created over PPPoE interface.

Failed Registrations

The total number of failed GVRP registrations, for
any reason, on this port.

Last Pdu Origin

The Source MAC Address of the last GVRP
message received on this port.

Restricted Vlan
Registration

The state of Restricted VLAN Registration on this
port. If the value of this control is true(1), then
creation of a new dynamic VLAN entry is
permitted only if there is a Static VLAN
Registration Entry for the VLAN concerned, in
which, the Registrar Administrative Control value
for this port is, Normal Registration.

References
¢ GVRP Commands

GVRP Port Stats Commands

Get gvrp port stats

Description: Use this command to get GVRP port statistics.

Command Syntax: get gvrp port stats [portid <portid-val >]

Reset gvrp port stats

Description: Use this command to reset GVRP port statistics.

Command Syntax: reset gvrp port stats portid <portid-val>

Parameter

Name

Description

portid <portid-val >

The bridge port id.
Type :Optional for all commands
Valid values: 1-386

Example $ get gvrp port stats

Output
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Empty : 100

Recov Legwve A1l @ 300
Leave Epprty Bx @ 300

Output Fields

Zand Joln Empty :
Joim In
Empty

Leave

Leave All

Field

Description

Portld

Index of the Bridge Port.

Recv Join Empty

Counter for the number of Join Empty Messages
received.

Send Join Empty

Counter for the number of Join Empty Messages
sent.

Recv Join In

Counter for the number of Join In Messages
received.

Send Join In

Counter for the number of Join In Messages sent.

Recv Empty

Counter for the number of Empty Messages
received.

Send Empty

Counter for the number of Empty Messages sent.

Recv Leave

Counter for the number of Leave Messages
received.

Send Leave

Counter for the number of Leave Messages sent.

Recv Leave All

Counter for the number of Leave All Messages
received.

Send Leave All

Counter for the number of Leave All Messages
sent.

Leave Empty Rx

Counter for the number of Leave Empty Rx
received.

Leave Empty Tx

Counter for the number of Leave Empty Tx sent.

References
¢ GVRP Commands

6.19.5 VLAN Static Commands

» Create vlan static

Description: Use this command to create.

Command Syntax: create vlan static vlanname <vlanname-val >
vlanid <vlanid-val > [egressports <egressports-val >|none]
[forbidegressports <forbidegressports-val >|none] [untaggedports
<untaggedports-val >|none] [bridgingmode <bridgingmode-val >]
[floodsupport enable|disable] [bcastsupport enable|disable]

» Modify vlan static

Description: Use this command to modify.

Command Syntax: modify vlan static vlanname <vlanname-val > |
vlanid <vlanid-val > [egressports <egressports-val >|none]
[forbidegressports <forbidegressports-val >|none] [untaggedports
<untaggedports-val >|none] [bridgingmode <bridgingmode-val >]
[floodsupport enable|disable] [b castsupport enable|disable]

» Delete vlan static

Description: Use this command to delete.

Command Syntax: delete vlan static vlanname <vlanname-val > |

vlanid <vlanid-val >

» Get vlan static

Description: Use this command to delete.
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Command Syntax: get vlan static [vlanname <vlanname-val > |

vlanid <vlanid-val >]

Parameters

Name

Description

vlanname <vlanname-val
>

The VLAN Identifier.
GS_UNREGISTERED_VLANID is a special
Vlan Id used for managing the traffic for those
VLANS that are neither created nor learned in
the system. The valid range for this field also
includes GS_UNREGISTERED_VLANID
besides the range
1-GS_CFG_MAX_VLAN_ID.
Type: Create - Mandatory

Delete - Optional

Get - Optional

Modify - Optional For delete, get, modify
- specify either vlanname or vlanid.
Valid values: 1 - 4095

vlanid <vlanid-val >

The VLAN Identifier.
Type: Create — Mandatory
Delete — Optional
Get — Optional
Modify — Optional
For delete, get, modify - specify either
vlanname or vlanid.
Valid values: 1 — 4095

egressports
<egressports-val> | none

The set of ports, which are permanently
assigned to the egress list for this VLAN, by
management. More than one value can be
given, separated by spaces.

Type : Optional

Valid values: 1 — 386

Default value: none

forbidegressports
<forbidegressports-val> |
none

The set of ports, which are prohibited by
management from being included in the egress
list for this VLAN. This should include
untagged ports. More than one value can be
given, separated by spaces.

Type : Optional

Valid values: 1 — 386

Default value: none

untaggedports
<untaggedports-val> | none

The set of ports, which should transmit egress
packets for this VLAN, as, untagged. More
than one value can be given, separated by
spaces.
Type : Optional
Valid values: 1 — 386

Default value: none

bridgingmode
<bridgingmode-val >

This specifies the state of full bridging for the
VLAN.There can be three values associated
with this,based on global fullBridgingStatus.
These valuescan be restricted bridging,
unrestricted full bridgingand residential
bridging. If the user does not specifythe
bridging mode at the time of VLAN creation
theVLAN inherits the globally set bridging
mode. Theuser can modify bridging mode for a
created VLAN.

If the dynamic entry for the VLAN to be created
already exists, the user can only specify
globally setbridging mode for this VLAN. The
bridging modesare defined as
GS_CFG_RSTRCD_BRIDGING,
GS_CFG_UNRSTRCD_BRIDGING and
GS_CFG_RSDNTL_BRIDGING. The default
residential VLAN, like any other residential
VLANallows only one net side bridge port as its
member.This port shall be added automatically
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to the defaultVLAN if it is the only net side
bridge port beingadded to the VLAN.
Subsequently, the user can addanother net
side port to the egressportslist
anduntaggedportslist only after removing the
previouslyadded net side bridge port.
Unrestricted bridging isnot applicable for bridge
ports created over the
PPPoOE interface even though the VLAN may
beunrestricted.
Type: Create -- Optional

Modify -- Optional
Valid values: Restricted, Unrestricted,

Residential

Default value: residential
floodsupport This specifies if flooding has to be done for
enable|disable unknown unicast packets for this vlan or

not.The default value for this shall be taken
from GS_CFG_DEF_VLAN_FLOOD when vlan
is created. The unknown unicast packets shall
be flooded on all ports for a vlan if global value
(present in Dot1dTplnfo) is enable or throttle,
and the value per vlan is also enable or drop.
Type: Create -- Optional

Modify -- Optional
Valid values: ENABLE, DISABLE

bcastsupport This specifies if the broadcast has to be done
enable|disable for this vlan or not. The default value for this
shall be taken from
GS_CFG_DEF_VLAN_BCAST when vlan is
created. The broadcast packets shall be
flooded on all ports for a vlan if global value
(present in DotldTplInfo) and the value per vian
are both enable else dropped.
Type: Create -- Optional

Modify -- Optional
Valid values: ENABLE, DISABLE

Example $ create vlan static vlanname gsvlan vlanid 1 egressports 1 2
20 forbidegressports 34 5 untaggedports 2 bridgingmode Residential
bcastsupport enable floodsupport enable

Output
Yerbose Made On

VLAH Hame gsvlan
VLAN Index 2 1
Egress ports 122
Forbidden Egress Borts 45
Untagged Ports 2
BridgingHode : Besidential
Flood Support Status : enakle
Broadeoast Support Status : enakle
Verbose Mode Off:

Entry Created

Output field

Field Description
VLAN Name An administratively assigned string, which may be

used to identify the VLAN. This is mandatory in the
case of create cmnd. In case of get/modify/delete -
either vlan name or vlan id can be given.

VLAN Index The VLAN Identifier.
GS_UNREGISTERED_VLANID is a special Vlan
Id used for managing the traffic for those VLANs
that are neither created nor learned in the system.
The valid range for this field also includes
GS_UNREGISTERED_VLANID besides the range
1-GS_CFG_MAX_VLAN_ID.
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Egress ports The set of ports, which are permanently assigned
to the egress list for this VLAN by management

Forbidden Egress | The set of ports which are prohibited by

Ports management from being included in the egress list
for this VLAN.

Untagged Ports The set of ports, which should transmit egress
packets for this VLAN, as untagged.

Bridging Mode This specifies the state of full bridging for the

VLAN. There can be three values associated with
this, based on global fullBridgingStatus. These
values can be restricted bridging, unrestricted full
bridging and residential bridging. If the user does
not specify the bridging mode at the time of VLAN
creation, the VLAN inherits the globally set
bridging mode. The user can modify bridging mode
for a created VLAN. If the dynamic entry for the
VLAN to be created already exists, the user can
only specify globally set bridging mode for this
VLAN. The bridging modes are defined as
GS_CFG_RSTRCD_BRIDGING,
GS_CFG_UNRSTRCD_BRIDGING and
GS_CFG_RSDNTL_BRIDGING. The default
residential VLAN, like any other residential VLAN
allows only one net side bridge port as its member.
This port shall be added automatically to the
default VLAN if it is the only net side bridge port
being added to the VLAN. Subsequently, the user
can add another net side port to the egressportslist
and untaggedportslist only after removing the
previously added net side bridge port. Unrestricted
bridging is not applicable for bridge ports created
over the PPPoE interface even though the VLAN
may be unrestricted.

Flood Support This specifies if the flooding has to be done for
Status unknown unicast packets for this vlan or not.The
default value for this shall be taken
fromGS_CFG_DEF_VLAN_FLOOD when vlan is
created.The unknown unicast packets shall be
flooded on all ports for a vlan if global value
(present inDot1dTplnfo)is enabled or throttle, and
the value pervlan is also enabled else dropped.

Broadcast Support | This specifies if the broadcast has to be done for
Status this vlan or not. The default value for this shall be
taken from GS_CFG_DEF_VLAN_BCAST when
vlan is created. The broadcast packets shall be
flooded on all ports for a vlan if global value
(present in Dot1dTpinfo) and the value per vlan
are both enabled else dropped.

References

¢ VLAN commands
6.19.6 Vlan curr info Commands

» Get vlan curr info
Description: Use this command to get.
Command Syntax: get vlan curr info [vlanid <vlanid-val >]

Parameters

Name Description

The VLAN identifier

vianid <vianid-val > |\, Values: 1-4095

Example $ get vlan curr info vlanid 45
Output
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VLAH Index
VLAH Ekaktus
Egrese Ports

Untagged Porta

Eridging Hods

Flood support Statue
Eroadcast support Etatus

Output field

1 A5

1 1

r 24

124

1 Residential
1 enable

1 enable

Field

Description

VLAN Index

The VLAN identifier

VLAN Status

This value indicates the status of the VLAN Port
cor-responding to this entry. other(1) - the entry is
for the default VLAN created for the system.
permanent(2) - this entry, corresponding to an
entry in dotlqVlanStaticTable, is currently in use
and will re-main so after the next reset of the
device. The port lists for this entry include ports
from the equivalent dotlqVlanStaticTable entry
and ports learnt dynam-ically. dynamic (3) - this
entry is currently in use and will remain so until
removed by GVRP. There is no static entry for this
VLAN and it will be removed when the last port
leaves the VLAN.

Egress Ports

The set of ports, which are transmitting traffic for
this VLAN, as either tagged or untagged frames.

Untagged Ports

The set of ports, which are transmitting traffic for
this VLAN as untagged frames.

VLAN Index

The VLAN identifier

VLAN Status

This value indicates the status of the VLAN Port
corresponding to this entry. other(1) - the entry is
for the default VLAN created for the system.
permanent(2) - this entry, corresponding to an
entry in dotlqVlanStaticTable, is currently in use
and will remain so after the next reset of the
device. The port lists for this entry include ports
from the equivalent dotlqVlanStaticTable entry
and ports learnt dynamically. dynamic(3) - this
entry is currently in use and will remain so until
removed by GVRP. There is no static entry for
this VLAN and it will be removed when the last port
leaves the VLAN.

Egress Ports

The set of ports, which are transmitting traffic for
this VLAN, as either tagged or untagged frames.

Untagged Ports

The set of ports, which are transmitting traffic for
this VLAN as untagged frames.

Bridging Mode

This specifies the state of full bridging for the Vlan.
There can be 3 values associated with this based
on global fullBridgingStatus. These values can be
restricted bridging, unrestricted full bridging and
resi-dential bridging. The user can specify the
bridging mode for the vlan at the time of VLAN
creation or modification as one of these values;
otherwise the vlan inherits the globally set bridging
mode. The bridging modes are defined as
GS_CFG_RSTRCD_BRIDGING,
GS_CFG_UNRSTRCD_BRIDGING and
GS_CFG_RSDNTL_BRIDGING.

Flood support
Status

This tells if the flooding shall be done for unknown
unicast packets for this vlan or not. The unknown
unicast packets shall be flooded to all ports for a
vlan if global value (present in DotldTpinfo) is
enabled or throttle and the value per vian is also
enabled else dropped.

Broadcast support

Status

This tells if the broadcast shall be done for this vian
or not. The broadcast packets shall be
broadcasted on all ports for a vlan if global value
(present in DotldTpInfo) and the value per vlan
are both enabled else dropped.
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6.19.7

| ]

>

VLAN Port Stats Commands

Get vlan port stats
Description: Use this command to get.

Command Syntax: get vlan port stats [portid <portid-val >] [vlanid
<vlanid-val >]

Reset vlan port stats
Description: Use this command to reset.

Command Syntax: reset vlan port stats portid <portid-val > vlanid
<vlanid-val >

Parameters

Name Description

. . Index of the Bridge Port
portid <portid-val > | \/ 4 valyes: 1-4095

. . The VLAN identifier.
vianid <vianid-val> | g values: 1-4095

Example $ get vlan port stats

Output
Bort Id Vlan Index 2
Wlan In Wlan Cut Frames Lod
Vlan In Wlan In Owerflow &}
Vlan Out Owerfl
Output Fields
Field Description
Portld Index of the Bridge Port.
VLAN Index The VLAN identifier.
Vlan In Frames Number of valid frames received by this port.
Vlan Out Frames Number of valid frames transmitted by this port.
Vlan In Discards Number of valid frames discarded by this port.
Vlan In Overflow Count of Inframes counter overflow.
Vlan Out Overflow Count of Outframes counter overflow.

References
¢ VLAN Commands.
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6.20 Miscelleneous Commands

6.20.1 File Commands

= Apply

Description: Use this command to apply a configuration file stored on
the system

Command Syntax: Apply fname <file-name> [version <version>]
[besteffort truelfalse]

Parameters

Name Description

This specifies the name of the configuration file (the
extension of the file shall be .cfg) to be applied. The
file shall contain valid CLI commands. The user shall
specify the filename for files present in the system as
fname <file-name> directories. The directories are /nvram/cfg/
factorydef/, Invram/user/, /sdram/cfg, /sdram/user.
Type: mandatory

Valid values: string of up to 128 characters: (‘A’-'Z’,

‘a-'z’, '0-'9, - )
This specifies the version of the file that needs to be
applied.

Type: Optional

Default Value: Incase of multiple version files the
active copy gets applied. Not valid for single version
file.

version <version>

If the besteffort flag is false, command execution (as
specified in “file-name”file) stops immediately after a
command returns an error. If the besteffort flag is true,
besteffort true|false | command execution (as specified in "file-name'file)
continues even if a command returns an error.

Type : Optional

Default value : false

Mode Super-User
Example $ apply fname /nvram/user/commands.cfg version 2

Output The output of the command is dependent on the list of CLI
commands in commands.cfg file.

Example 1: The file commands.cfg has the following commands:
Vaerbose on
greate atm port ifname atm-0 lowif dsl-0

Entry Creatsd

If-Hame 1 atm-0 LowIERzme 1 del-o
MaxVcos 1 2 HaxConfVeoce 1 4
MaxVpiBita 3 MaxvciBite 10
OBMETC r OxEEEEFREEEEErERE FEFFFFFFEEEEELEEE
Oper Etatua . Up hdmin Etatus . Up

Example 2: The file commands.cfg has the following commands: create
atm port ifname atm-0 lowif dsl-0

The output would be:

Entry Created

[ 3 Download

Description: Use this command to download a binary, configuration or
user specific file from the remote host.

Command Syntax: download src <src-filename> dest
<dest-filename> ip <ip-address> [mode tftp|ftp]
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Parameters

Name Description

This specifies the name of the binary, configuration or
user specific file to be downloaded from a remote
host.

The filename contains the complete path on the host.
The filename extension can be .cfg or .bin or any

src <src-filename> other user specified extension. A cfg file can contain
only valid CLI commands. A .bin file must bea valid
image file.

Type: Mandatory

Valid values: String of up to 128 characters (all
characters except ‘', “, ‘?’

This specifies the name of the binary, configuration or
user specific file on the system. The user shall specify
the filename for files present in the system, as
directories.

The directories are /nvram/bin/control/ - This
directory contains control plane zipped image. There
can be multiple versions of images. The name of the
image file shall be as specified in the configuration file
of createfi tool.

The files are stored in NVRAM.
/Invram/bin/dataplane/ - This directory contains data
plane zipped image. There can be multiple versions of
images. The name of the image file shall be as
specified in the configuration file of createfi tool. The
files are stored in NVRAM.
/Invram/bin/decompressor/ - This directory contains
decompressor image. There can be multiple versions
of images. The name of the image file shall be as
specified in the configuration file of createfi tool. The
files are stored in NVRAM.

/nvram/bin/dslphy/ - This directory contains DSL
physical layer image. Only one version of image is
possible. The name of the image file shall be as
specified in the configuration file of createfi tool. The
files are stored in NVRAM.

Invram/cfg/factorydef/ - This directory contains
factory default configuration files. There can be
multiple versions of files. The name of the file shall be
as specified in the configuration file of createfi tool.
The files are stored in NVRAM.

/Invram/user/ - This directory contains user specific
files. There can be multiple versions of files. The files
are stored in NVRAM.

/sdram/cfg/ - This directory contains user specific
Configuration files with .cfg extension. The files are
stored in SDRAM

/sdram/user/ - This directory contains user specific
files. The files are stored in SDRAM.

Type: Mandatory

Valid values: String of up to 128 characters (all
Characters except '}, “, ‘?")

dest
<dest-filename>

This specifies the IP address of the remote host from
which the file is to be downloaded.

Type: Mandatory

Valid values: Any valid IP address.

ip <ip-address>

This specifies the protocol to be used for downloading
the file. Currently only TFTP is supported.

Type: Optional

Default Value : TFTP

mode tftp | ftp

» List

Description: This command is used to list the Configuration or binary
files stored on the unit

Command Syntax: list fname [/nvram | /sdram]
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Parameters

Name

Description

fname [/nvram |
/sdram]

This specifies whether the files of NVRAM or SDRAM
are to be listed.
/nvram — This lists all directories and files stored in

NVRAM.

/sdram - This lists all directories and files stored in

SDRAM.

Type: Optional.
Default Value : All the files present in the NVRAM or
SDRAM will be displayed.

Mode  Super-User.

Example $ list fname /nvram

Output  Verbose Mode On
name version Time
fnvram/bin/control
gev-conktrol .bin. gz 2 Thu Jan
fnvram/bin/bootptEbp
gev-boot .bin.gz 1 Fri Feb 12
fnvran/bin/dataplane
gev-data.bin.gz 1 Fri Feb 12
fnvram/bin/dscompressor
decomp .bin.gz 1 Fri Feb 12
fmvran/cig/factorydef
commands . cfg 1 Fri Feb 12
fnvramfuser}
QBV-UEET .Lmp 1 Fri Feb 12
Verbose Mode Off
name versicn Time
fnvram/bin/control
gev-conkrol .bin. gz 2 Thu Jan 01
fnvran/bin/bootptitp
gev-book .bin.gz E Fri Feb 12
fnvran/bin/dataplane
gev-data.bin.gz E Fri Feb 12
fnvran/bin/decompressor
decomp .bin.gz E Fri Feb 12
fnvran/cfg/factorydef
comnands . cEg El Fri Feb 12
[nvranjuser}
QEV-UEET . Lmp 1 Fri Feb 12

Output Fields
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>

>

Remove

Upgrade

FIELD Description
The name of the file present in the directory. Name
Name . L .
starting with i/T indicates directory name.
Version This specifies the version of the file.
Time Time at which the file got created. This is displayed in
Day Mon DD HH:MM:SS YEAR format.
Size The size of the file in bytes.
The access of the file. It can be read only, read write or
Access .
write only.
The state of the file. It can be active, inactive, tried,
State
latest.
References

e upgrade command
e remove command
e apply command

Description: Use this
stored on the unit

download command.

command to remove a configuration or binary file

Command Syntax: remove fname <file-name> [version <version>]

Parameters

Name

Description

fname <file-name>

This specifies the file name, which needs to be
removed. The user shall specify the filename for files
present in the system, as directories. The directories
are /nvram/bin/control/, /nvram/bin/control/,
/nvram/bin/dataplane/, /nvram/bin/dsiphy,
/nvram/cfg/factorydef/, Invram/user/,/sdram/cfg,
/sdram/user.

Type : Mandatory

Valid values: string of upto 128 characters (‘'A'-'Z,
'a-'z','0-'9', -, " )

version <version>

This specifies the version of the file that need to be
removed.

Type: Optional for single version file. Mandatory for
multiple version file. Default Value:

Description: Use this
stored on the system.

command to upgrade a configuration or binary file

Command Syntax: upgrade fname <file-name> version <version>

Parameters

Name

Description

fname <file-name>

This specifies the file name, which needs to be up-
graded. The specified file becomes Active and the
present active file is made inactive.The user shall
specify the filename for files present in Columbia, as
directories. The directories are /nvram/bin/control/,
/nvram/bin/dataplane/, /nvram/bin/decompressor,
Invram/bin/dslphy, /nvram/cfg/factorydef/, Invram/
user/, Type : Mandatory Valid values: string of upto

128 characters (‘A’-'Z’, ‘a’-'z’, '0’-'9’, -, " )
This specifies the version of the file that needs to be
version <version> upgraded

Type : Mandatory Valid values: Decimal number
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6.20.2

| ]

>

>

Other Commands

Alias

Unalias

Help

Description: Use this command to create an alias for any CLI
command. You can later call this command by using the alias-string
along with any additional parameters, which you need to specify. It will
display a list of all the aliases currently defined if no parameter is given.

Command Syntax: alias [alias-string = aliased-command]

Parameters
Name Description
The string, which you will use to refer to the aliased
command, henceforth. It should not match any CLI
alias-string keyword.

Type: Optional
Valid values: string of up to 14 characters (‘A’-'Z’,
‘a’-'z', ‘09, -, )

aliased-command

This is the total CLI command length (512 characters).
Type: Mandatory

Valid values: Any string (all printable characters ex-
cept ;') as long as the total CLI Command length is not
exceeded.

Mode  Super-User, User

Output With Parameters

#aliaa abec = nodify nbeize

E=t Dons

#abe maxatmport 43

E=t Dons

Without Parameters

#aliaa
Aliag Conmand
s medify mbeizs
Output Fields
FIELD Description
Alias This is the new abbreviated command, which you may
use in place of the string specified in Command.
Command The command string which has been aliased.

Description: Use this command to delete an alias. Either a particular
alias or all aliases can be removed using this command.

Command Syntax: unalias [all | <name>]

Parameters

Name Description
Using this option all the aliases defined in the

all system will be removed.
Type: Optional
Valid values: String iIALL.T
Name of the alias defined for a command.

Name Type: Optional.
Valid values: Any valid alias defined in the system.

Description: Use this command for a listing of all the user inputs
permissible at the point. In case Help is asked for, as a parameter of any
incomplete command, then it displays a list of all the pending/Extra




>

| ]

>

Logout

Prompt

parameters input by the user. In all other cases, the next set of
permissible keywords required in order to shortlist a command, is
displayed. The Incomplete Command keyed in by the user is made
available again, after help is dispalyed.

Command Syntax: help |?

or

<Any Incomplete Command> ?

Description: Use this command to exit from the CLI shell.

Command Syntax: logout | quit | exit

Description: Use this command to set the new CLI prompt.

Command Syntax: prompt <new-prompt>

Parameters
Name Description
The new prompt string.
prompt Type: Mandatory
<new-prompt> Valid values: String of up to 19 characters (All
characters except ‘', ' *, ‘?’

Traceroute

Description: This command is used to trace the route to the specified

destination.

Command Syntax: traceroute {ip <ip-address>| dname
<domain-name>} {ping | udp} [-m num-of-hops] [-w wait-time] [-p
udp-port-number] [-q numof-probes]

Parameters

Name

Description

ip-address | dname
<domain-name>

This specifies the Destination address to be pinged.
Type: Mandatory

Valid values : Any Valid IP Address (0.0.0.0 —
255.255.255.255) or Domain Name (String of Max
63 characters (‘a’-'z’, 'A’- ‘'Z’,’0’-'9", -, 'and “.")

Ping | udp

Traceroute probe message type
Type: Mandatory

-m num-of-hops

Maximum number of hops to search for ip-address
Type: Optional

Valid Values: 0-255

Default Value : 30

-w wait-time

This specifies the timeout in seconds
Type: Optional

Valid values : 0-65535

Default Value : 5

-p udp-port-number

Destination UDP port to be used, only when Probe
is Udp

Type: Optional.

Valid Values: 0-65535

Default Value : 32768

-q num-of-probes

Number of probes to be sent for each TTL value
Type: Optional

Valid Values: 0-255

Default Value : 3

Example
Output
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$ traceroute 192.168.1.13 ping




Tracing route to [1%2.162.1.13]
Tver a naximum of 10 hopa

1 0.000000 me 0.000000 me OQ.0Q00000 ma 1%2.162.1.13
Trace complste.

Output Fields

FIELD Description

1 This denotes the hop counter value.

These are the Round trip timings of the 3 probe packets sent. A

24 * denotes that this probe was missed.
5 This is the ip address of the intermediate/destination node.
References

e ping command.

» Verbose
Description: Using this command, a user can view the status of entries
before and after the execution of a command (create, delete,
modify,get). However if this mode is turned off, then display only shows

the final result of execution of command, i.e. whether it was successful
or failure.

Command Syntax: Verbose [on | off]

Parameters

Name Description

Used for switching on the verbose mode.
On Type: Optional

Valid values: On.

Used for switching off the verbose mode.

Off Type: Optional.
Valid values: Off
6.20.3 Ping Commands

» Ping

Description: This command is used to send one or more ICMP
messages to another host for a reply.

Command Syntax: ping {ip-address | domain-name} [-t | -n number] [-i
time-to-live] [-w seconds] [-s size]

Parameters

Name Description

This specifies the Destination address to be pinged.
Type : Mandatory

ip-address | Valid values : Any Valid IP Address (0.0.0.0 —
domain-name 255.255.255.255) or Domain Name - String of Max 63
characters (‘a’-'z', 'A’-'Z’,’0’-'9’,

-’ 'and ')

This indicates continuous ping to host, until the user
-t interrupts.

Type: Optional

This specifies the number of pings to send to host.
Type : Optional

Valid values :1-65535

Default Value: 4

This specifies the time interval between successive ping
requests

-w seconds Type : Optional

Valid values : 0-65535

Default Value : 2

This specifies the time-to-live, to be filled in the ping
request

-n number

-l time-to-live

284



Type : Optional
Valid values :0-255
Default Value : 64

-S size

This specifies the size of payload for ping.
Type : Optional

Valid values :4-1500

Default Value : 64

Example $ ping 192.168.1.13

Output

% ping 192.169.1.13

64 bytes of data from 192.163.1.13, peqged ttle6d rtbed. oo

64 bytes of data from 192.163.1.13, peg=1l ttlafd rtta:
64 bytes of data from 192.169.1.13, peg=2 ttl-fd rtk-d

64 bytes of data from 192.169.1.13, peg=3 ttl-fd rtkb-0.00

ping Statietice --------o-ooo-ooooo

4 packets tranemitted, 4 packste received, 0 percent packst loee

Output Fields

FIELD Description
This denotes the number of bytes in the ping packet and
64 bytes of... the source IP Address.
Seq This denotes the ping attempt counter value.
Ttl This is the Time to live for the packet.
Rt This denotes the Round trip Time for the packet. A value

less than 10ms is shown as 0.
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Appendix A: FD.cfg in detall

verbose off

create user name admin passwd admin root

create dsl system

create ethernet intf ifname eth-1 ip 192.168.100.111 mask
255.255.255.0

create bridge port intf portid 385 ifname eth-1 status enable

create ethernet intf ifname eth-3 ip 192.168.1.1 mask
255.255.255.0

modify bridge mode enable

create atm port ifname atm-1 lowif dsl-1
create atm vc intf ifname aal5-1 lowif atm-1 vpi 8 vci 81
create eoa intf ifname eoa-1 lowif aal5-1

create bridge port intf ifname eoa-1 portid 1 learning enable
status enable

create atm port ifname atm-2 lowif dsl-2
create atm vc intf ifname aal5-2 lowif atm-2 vpi 8 vci 81
create eoa intf ifname eoa-2 lowif aal5-2

create bridge port intf ifname eoa-2 portid 2 learning enable
status enable

create atm port ifname atm-3 lowif dsl-3
create atm vc intf ifname aal5-3 lowif atm-3 vpi 8 vci 81
create eoa intf ifname eoa-3 lowif aal5-3

create bridge port intf ifname eoa-3 portid 3 learning enable
status enable

create atm port ifname atm-4 lowif dsl-4
create atm vc intf ifname aal5-4 lowif atm-4 vpi 8 vci 81
create eoa intf ifname eoa-4 lowif aal5-4

create bridge port intf ifname eoa-4 portid 4 learning enable
status enable

create atm port ifname atm-5 lowif dsl-5
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create atm vc intf ifname aal5-5 lowif atm-5 vpi 8 vci 81
create eoa intf ifname eoa-5 lowif aal5-5

create bridge port intf ifname eoa-5 portid 5 learning enable
status enable

create atm port ifname atm-6 lowif dsl-6
create atm vc intf ifname aal5-6 lowif atm-6 vpi 8 vci 81
create eoa intf ifname eoa-6 lowif aal5-6

create bridge port intf ifname eoa-6 portid 6 learning enable
status enable

create atm port ifname atm-7 lowif dsl-7
create atm vc intf ifname aal5-7 lowif atm-7 vpi 8 vci 81
create eoa intf ifname eoa-7 lowif aal5-7

create bridge port intf ifname eoa-7 portid 7 learning enable
status enable

create atm port ifname atm-8 lowif dsl-8
create atm vc intf ifname aal5-8 lowif atm-8 vpi 8 vci 81
create eoa intf ifname eoa-8 lowif aal5-8

create bridge port intf ifname eoa-8 portid 8 learning enable
status enable

create atm port ifname atm-9 lowif dsl-9
create atm vc intf ifname aal5-9 lowif atm-9 vpi 8 vci 81
create eoa intf ifname eoa-9 lowif aal5-9

create bridge port intf ifname eoa-9 portid 9 learning enable
status enable

create atm port ifname atm-10 lowif dsl-10
create atm vc intf ifname aal5-10 lowif atm-10 vpi 8 vci 81
create eoa intf ifname eoa-10 lowif aal5-10

create bridge port intf ifname eoa-10 portid 10 learning
enable status enable

create atm port ifname atm-11 lowif dsl-11
create atm vc intf ifname aal5-11 lowif atm-11 vpi 8 vci 81
create eoa intf ifname eoa-11 lowif aal5-11

create bridge port intf ifname eoa-11 portid 11 learning
enable status enable

create atm port ifname atm-12 lowif dsl-12
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create atm vc intf ifname aal5-12 lowif atm-12 vpi 8 vci 81
create eoa intf ifname eoa-12 lowif aal5-12

create bridge port intf ifname eoa-12 portid 12 learning
enable status enable

create atm port ifname atm-13 lowif dsl-13
create atm vc intf ifname aal5-13 lowif atm-13 vpi 8 vci 81
create eoa intf ifname eoa-13 lowif aal5-13

create bridge port intf ifname eoa-13 portid 13 learning
enable status enable

create atm port ifname atm-14 lowif dsl-14
create atm vc intf ifname aal5-14 lowif atm-14 vpi 8 vci 81
create eoa intf ifname eoa-14 lowif aal5-14

create bridge port intf ifname eoa-14 portid 14 learning
enable status enable

create atm port ifname atm-15 lowif dsl-15
create atm vc intf ifname aal5-15 lowif atm-15 vpi 8 vci 81
create eoa intf ifname eoa-15 lowif aal5-15

create bridge port intf ifname eoa-15 portid 15 learning
enable status enable

create atm port ifname atm-16 lowif dsl-16
create atm vc intf ifname aal5-16 lowif atm-16 vpi 8 vci 81
create eoa intf ifname eoa-16 lowif aal5-16

create bridge port intf ifname eoa-16 portid 16 learning
enable status enable

create atm port ifname atm-17 lowif dsl-17
create atm vc intf ifname aal5-17 lowif atm-17 vpi 8 vci 81
create eoa intf ifname eoa-17 lowif aal5-17

create bridge port intf ifname eoa-17 portid 17 learning
enable status enable

create atm port ifname atm-18 lowif dsl-18
create atm vc intf ifname aal5-18 lowif atm-18 vpi 8 vci 81
create eoa intf ifname eoa-18 lowif aal5-18

create bridge port intf ifname eoa-18 portid 18 learning
enable status enable

create atm port ifname atm-19 lowif dsl-19
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create atm vc intf ifname aal5-19 lowif atm-19 vpi 8 vci 81
create eoa intf ifname eoa-19 lowif aal5-19

create bridge port intf ifname eoa-19 portid 19 learning
enable status enable

create atm port ifname atm-20 lowif dsl-20
create atm vc intf ifname aal5-20 lowif atm-20 vpi 8 vci 81
create eoa intf ifname eoa-20 lowif aal5-20

create bridge port intf ifname eoa-20 portid 20 learning
enable status enable

create atm port ifname atm-21 lowif dsl-21
create atm vc intf ifname aal5-21 lowif atm-21 vpi 8 vci 81
create eoa intf ifname eoa-21 lowif aal5-21

create bridge port intf ifname eoa-21 portid 21 learning
enable status enable

create atm port ifname atm-22 lowif dsl-22
create atm vc intf ifname aal5-22 lowif atm-22 vpi 8 vci 81
create eoa intf ifname eoa-22 lowif aal5-22

create bridge port intf ifname eoa-22 portid 22 learning
enable status enable

create atm port ifname atm-23 lowif dsl-23
create atm vc intf ifname aal5-23 lowif atm-23 vpi 8 vci 81
create eoa intf ifname eoa-23 lowif aal5-23

create bridge port intf ifname eoa-23 portid 23 learning
enable status enable

create atm port ifname atm-24 lowif dsl-24
create atm vc intf ifname aal5-24 lowif atm-24 vpi 8 vci 81
create eoa intf ifname eoa-24 lowif aal5-24

create bridge port intf ifname eoa-24 portid 24 learning
enable status enable

create filter rule entry ruleid 1 action sendtocontrol description

IGMP

create filter subrule ip ruleid 1 subruleid 1 prototypefrom 2
prototypecmp eq

modify filter rule entry ruleid 1 status enable

create filter rule map ruleid 1 ifname eth-1 stageid 1
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create filter rule map ruleid 1 ifname eoa-1 stageid 1
create filter rule map ruleid 1 ifname eoa-2 stageid 1
create filter rule map ruleid 1 ifname eoa-3 stageid 1
create filter rule map ruleid 1 ifname eoa-4 stageid 1
create filter rule map ruleid 1 ifname eoa-5 stageid 1
create filter rule map ruleid 1 ifname eoa-6 stageid 1
create filter rule map ruleid 1 ifname eoa-7 stageid 1
create filter rule map ruleid 1 ifname eoa-8 stageid 1
create filter rule map ruleid 1 ifname eoa-9 stageid 1
create filter rule map ruleid 1 ifname eoa-10 stageid 1
create filter rule map ruleid 1 ifname eoa-11 stageid 1
create filter rule map ruleid 1 ifname eoa-12 stageid 1
create filter rule map ruleid 1 ifname eoa-13 stageid 1
create filter rule map ruleid 1 ifname eoa-14 stageid 1
create filter rule map ruleid 1 ifname eoa-15 stageid 1
create filter rule map ruleid 1 ifname eoa-16 stageid 1
create filter rule map ruleid 1 ifname eoa-17 stageid 1
create filter rule map ruleid 1 ifname eoa-18 stageid 1
create filter rule map ruleid 1 ifname eoa-19 stageid 1
create filter rule map ruleid 1 ifname eoa-20 stageid 1
create filter rule map ruleid 1 ifname eoa-21 stageid 1
create filter rule map ruleid 1 ifname eoa-22 stageid 1
create filter rule map ruleid 1 ifname eoa-23 stageid 1

create filter rule map ruleid 1 ifname eoa-24 stageid 1

modify igmpsnoop port info portid 385 status enable

modify igmpsnoop port info portid 1  status enable
modify igmpsnoop port info portid 2  status enable
modify igmpsnoop port info portid 3  status enable
modify igmpsnoop port info portid 4 status enable
modify igmpsnoop port info portid 5 status enable
modify igmpsnoop port info portid 6 status enable
modify igmpsnoop port info portid 7  status enable
modify igmpsnoop port info portid 8 status enable
modify igmpsnoop port info portid 9  status enable
modify igmpsnoop port info portid 10 status enable
modify igmpsnoop port info portid 11 status enable

modify igmpsnoop port info portid 12 status enable
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modify igmpsnoop port info portid 13 status enable
modify igmpsnoop port info portid 14 status enable
modify igmpsnoop port info portid 15 status enable
modify igmpsnoop port info portid 16 status enable
modify igmpsnoop port info portid 17 status enable
modify igmpsnoop port info portid 18 status enable
modify igmpsnoop port info portid 19 status enable
modify igmpsnoop port info portid 20 status enable
modify igmpsnoop port info portid 21 status enable
modify igmpsnoop port info portid 22 status enable
modify igmpsnoop port info portid 23 status enable

modify igmpsnoop port info portid 24 status enable

verbose on

end
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Appendix B: Pin Assignment

CID Pin Assignment
The CID port is configured as DCE. The connection for such link is given

below:

Table A-1 IP DSLAM CID port pin assignment

Pin no. Usage
1 [
2 TD

3 RD

N
L —
S —
A E——
8 CTS

9 femmmeees

Note: Connector type is DB9 male

Table A-2 RS-232 DB9 pin assignment (for PC to CID port connection)

DB9 female DB9 male
IP DSLAM 2 2 PC
3 3
5 5

Table A-3 management port pin assignment

Pin no Usage
1 RX+

2 RX-

3 TX+

N
L ——
6 TX-

7 e
8 |

Note: Connector type is RJ-45
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Table A-4 Uplink and downlink port (Xn) pin assignment

Note:

Pin no. Usage
1 RX+

2 RX-

3 TX+

N
Lo S —
6 TX-

72 (R —
< J N (R—

(2) Connector type is RJ 45.

(1) Ports are straight.

Transceiver connector pin assignment

Table A-524 ports ADSL LINE Connector pin assignment
| PIN # usage ‘ PIN# usage

1 ADSL loop#24-T 26 ADSL loop#24-R
2 ADSL loop#23-T 27 ADSL loop#23-R
3 ADSL loop#22-T 28 ADSL loop#22-R
4 ADSL loop#21-T 29 ADSL loop#21-R
5 ADSL loop#20-T 30 ADSL loop#20-R
6 ADSL loop#19-T 31 ADSL loop#19-R
7 ADSL loop#18-T 32 ADSL loop#18-R
8 ADSL loop#17-T 33 ADSL loop#17-R
9 ADSL loop#16-T 34 ADSL loop#16-R
10 ADSL loop#15-T 35 ADSL loop#15-R
11 ADSL loop#14-T 36 ADSL loop#14-R
12 ADSL loop#13-T 37 ADSL loop#13-R
13 ADSL loop#12-T 38 ADSL loop#12-R
14 ADSL loop#11-T 39 ADSL loop#11-R
15 ADSL loop#10-T 40 ADSL loop#10-R
16 ADSL loop#9-T 41 ADSL loop#9-R
17 ADSL loop#8-T 42 ADSL loop#8-R
18 ADSL loop#7-T 43 ADSL loop#7-R
19 ADSL loop#6-T 44 ADSL loop#6-R
20 ADSL loop#5-T 45 ADSL loop#5-R
21 ADSL loop#4-T 46 ADSL loop#4-R
22 ADSL loop#3-T 47 ADSL loop#3-R
23 ADSL loop#2-T 48 ADSL loop#2-R
24 ADSL loop#1-T 49 ADSL loop#1-R
25 NOT USED 50 NOT USED

Note: Connector type is 50 pin teleco-champ female
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Table A-6 24 ports POTS splitter PHONE Connector pin assignment

| PIN# usage ‘W usage
1 PHONE#24-T 26 PHONE#24-R
2 PHONE#23-T 27 PHONE#23-R
3 PHONE#22-T 28 PHONE#22-R
4 PHONE#21-T 29 PHONE#21-R
5 PHONE#20-T 30 PHONE#20-R
6 PHONE#19-T 31 PHONE#19-R
7 PHONE#18-T 32 PHONE#18-R
8 PHONE#17-T 33 PHONE#17-R
9 PHONE#16-T 34 PHONE#16-R
10 PHONE#15-T 35 PHONE#15-R
11 PHONE#14-T 36 PHONE#14-R
12 PHONE#13-T 37 PHONE#13-R
13 PHONE#12-T 38 PHONE#12-R
14 PHONE#11-T 39 PHONE#11-R
15 PHONE#10-T 40 PHONE#10-R
16 PHONE#9-T 41 PHONE#9-R
17 PHONE#8-T 42 PHONE#8-R
18 PHONE#7-T 43 PHONE#7-R
19 PHONE#6-T 44 PHONE#6-R
20 PHONE#5-T 45 PHONE#5-R
21 PHONE#4-T 46 PHONE#4-R
22 PHONE#3-T 47 PHONE#3-R
23 PHONE#2-T 48 PHONE#2-R
24 PHONE#1-T 49 PHONE#1-R
25 NOT USED 50 NOT USED

Note: Connector type is 50 pin teleco-champ female
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